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*** FIRST CHANGE ***

5.2.3
PDF

This clause provides functional descriptions of capabilities in PDF. The PDF makes policy decisions based on policy set-up information obtained from the AF via the Gq interface.


Service-based Local Policy Decision Point

· Authorize QoS resources (bandwidth, etc.) for the AF session. The PDF shall use the policy set-up information received from the AF to calculate the proper authorization. The authorization shall be expressed in terms of the IP resources to be authorized. The authorization shall include limits on QoS for the set of IP flows and restrictions on individual IP flows (e.g. destination address and port).

· In the filters supplied by the PDF for bi-directional flows, the source address prefix for downstream packets may be identified as the same as the destination address prefix for the upstream. Similarly, the source address prefix for the upstream packets may be identified as the same as the destination address prefix for the downstream.

· In case of IMS, the PDF shall be able to enforce the behaviour of the UE with respect to the assignment of IMS media components to the same PDP Context or to separate PDP Contexts. This behaviour of the UE is controlled by the AF (i.e. the P-CSCF) using the indications described in Section E.2.2.1 of [4]. In case the UE violates this indication, and attempts to carry multiple IMS media components in a single PDP context despite of an indication that mandated separate PDP contexts, the PDF shall take care that such a PDP context would be rejected by the GGSN. To do so, the PDF uses the Go interface.

-
The PDF shall be able to decide if new QoS authorization (bandwidth, etc.) is needed due to a mid-call media or codec change. A new authorization shall be required when the resources requested by the UE for a flow exceeds previous authorization, or a new flow is added, or when elements of the packet classifier(s) for authorized flows change.

-
The PDF functions as a Policy Decision Point for the service-based local policy control.

-
The PDF shall exchange the authorization information with the GGSN via the Go interface.

-
PDF provides final policy decisions controlling the allocated QoS resources for the authorized media stream. The decision shall be transferred from the PDF to the GGSN.

-
At AF session release, the PDF shall revoke the QoS resource authorization for the AF session.

Binding Mechanism Handling
· The PDF generates an authorization token for each AF session on request from the AF. The authorization token includes a fully qualified domain name of the PDF. The authorization token shall be unique across all PDP contexts associated with an APN. The authorization token conforms to the IETF specification on SIP Extensions for Media Authorization.

*** NEXT SET OF CHANGES ***

5.2.4
Application Function (AF)

The Application Function (AF) is an element offering applications that require the control of IP bearer resources (e.g. UMTS PS domain/GPRS domain resources). One example of an Application Function is the P-CSCF.

Service Based Local Policy related functions

· The AF shall use Gq interface to exchange service based policy set-up information with the PDF. This applies both during session establishment, as well as upon a mid-session modification effecting the media (e.g. addition of a new media in mid-session).
· The AF shall indicate to the PDF whether or not the PDF should contact the AF at UE resource reservation.

· For bi-directional media flows, the AF, according to operator policy, may assume that the 64-bit IPv6 address prefix of the source address for downstream packets is the same as the prefix of the destination address for upstream packets of the same media flow. The implementation of this AF assumption would be determined by operator policy in order to reduce the possibilities of bearer misuse.

Binding Mechanism Handling
· The AF requests authorization token(s) from the PDF. The following are possible:

1. The PDF authorizes QoS resources usage for that application for a particular session and user. The authorization token is only valid for the duration of the session for the specific user.
2. The AF requests multiple authorization tokens. The PDF provides the requested number of authorization tokens. Each of these tokens may later be allocated to a session, and then used for subsequent QoS resource usage authorization procedures for the duration of the session for the specific user.

- 
For AF sessions to and from the same UE, the AF(s) shall request authorization tokens from the same PDF. 
Note: As a consequence, the GGSN will contact the same PDF for SBLP authorization for all AF sessions using the same PDP context.
The AF sends the authorization token to the UE in AF session signaling.

*** NEXT SET OF CHANGES ***

6.1.2

Procedures in the UE

The QoS procedures in the UE are triggered by the application layer (e.g., SIP/SDP) QoS requirements. The exact QoS procedures in the UE depend on the UE QoS capabilities.

For UEs that support only UMTS QoS mechanism, the application QoS requirements will trigger a PDP Context Activation procedure with the corresponding UMTS QoS parameters. For UEs that support both IP (e.g., IP BS Manager) and UMTS QoS mechanism, the application QoS requirements are mapped down to the IP layer QoS parameters. The IP layer parameters are further mapped down to the PDP context parameters in the UE. For UEs that support RSVP, the application QoS requirements are mapped down to create an RSVP session. The UE shall establish a PDP context suitable for support of the RSVP session.

In addition in the case of IMS, the following procedures apply: if the UE received the Media Authorization Token in the SIP signalling, the UE shall include the Media Authorization Token in the PDP Context Activation request for the PDP Context(s) that are activated to carry the media flows of the IMS session. In case the UE carries media flows from different AF sessions in the same PDP Context, the UE shall include the Media Authorization Tokens of all these AF sessions in the PDP Context Activation/Modification request.
Note: This also implies that if the UE initiates a new AF session and intends to carry media of this AF session in an already activated PDP context that carries media from other AF session(s), then the UE initiates a PDP Context Modification request and includes all authorization tokens of all AF sessions that use this PDP Context in this request.
For UEs that support RSVP, if the UE received the Media Authorization Token in AF session signalling, the UE shall include the Media Authorization Token in both the PDP Context Activation request for the PDP Context(s) that are activated to carry the media flows of the AF session, and the RSVP messages if the PDP Context/RSVP is associated to the session.

At the AF session release, the UE shall release all QoS resources allocated for the AF session.

NOTE: Service Based Local Policy may restrict the destination of packets to the addresses/ports included in the AF session signalling. Mechanisms such as MIPv6 Route Optimisation which send packets to other addresses/ports may therefore not operate correctly.

6.1.3
Procedures in the PDF

In case of applying Service based local policy:

The QoS procedures in the PDF are related to service based local policy control.

The authorize QoS resources procedure can be invoked between the PDF and the AF at AF session establishment and/or at bearer establishment. When the AF requests one or more Authorization-Token(s) from the PDF, it indicates whether or not the PDF should contact the AF at UE resource reservation. The Authorization-Token(s) is/are generated by the PDF and sent to the AF. 

When the PDF received service information from the AF, the PDF shall authorize the QoS resources, and stores the SBLP for the AF session based on the service information received from the AF.

Upon receiving the bearer authorization request from the GGSN, the PDF shall authorize the request according to the stored SBLP for the session. The PDF shall send aggregate decisions (i.e. decisions for all media flows pertaining to the same authorization request) to the GGSN, i.e. when one session is modified, the PDF shall send an authorization decision comprising all media flows carried by the PDP context that is being authorized.
The PDF makes a final decision to enable the allocated QoS resource for the authorized IP flows. This may be triggered by an instruction from the AF. QoS resources may also be enabled at the time they are authorised by the PDF.

When the PDF receives updated service information, the AF sends an update for service information to the PDF, the PDF shall be able to decide if new QoS authorization is needed. A new authorization shall be required when the resources requested by the UE for a flow exceeds previous authorization, or a new flow is added, or when elements of the packet classifier(s) for authorized flow changed.

The PDF shall revoke the resource authorization based on request from the AF.

6.1.4
Procedures in the AF

The authorize QoS resources procedure is triggered by the AF when it receives an AF session signalling message initiating a new AF session. Upon the authorize QoS procedure:

-
The AF shall request one authorization token for a session, or multiple authorisation tokens to be used for future AF sessions, from the PDF in the initial authorisation request. For AF sessions to and from the same UE, the AF(s) shall request authorization tokens from the same PDF.
Note: This also implies that if different AF sessions of a user are controlled by different AFs, then all these AFs will request authorization tokens from the same PDF. Hence, the bearer authorization of the PDP Context(s) carrying the media of these AF sessions will be performed by the same PDF.
-
If the AF indicates to the PDF that it wishes to be contacted upon berarer resource reservation, the service information shall be passed during the Gq interaction upon bearer resource reservation. Alternatively, if the initial AF session signalling message contains session description information, such as the end-point addresses, bandwidth requirements and the characteristics of the media exchange, the AF shall forward this information to the PDF as part of the service information at the same time with the authorisation token request.

-
The PDF shall use the service information for the QoS policy set up for the session. During a session change, the AF shall send an update for service information to the PDF based on the new session description information exchanged within AF session signalling.

The AF orders the PDF to enable or disable a media to pass through the access network. The AF shall be able to send an instruction for the PDF to wait for the Approval of QoS Commit procedure to enable the media as part of the authorization of the bearer establishment for the media. The AF may use Removal of QoS commit procedure to disable the media e.g. when a media component of a session is put on hold.
At session release, the AF shall send an instruction to the PDF to revoke the resource authorization.

*** END OF ALL CHANGES ***
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