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**xxx Eirst modified clause *****

3.2 Abbreviations

Certain abbreviations used in the present document are also listed in GSM 01.04.

Error! No text of specified style in document.

For the purposes of the present document, the following abbreviations apply:

ANM
BSSAP-LE
BSSLAP
BSSMAP-LE
CcC

CR

CREF

DT1

FEC

GPRS

IAM

LIR

LDR

LCF

Answer Message (ISUP)
BSSAP LCS Extension for Lb, Lp and Lsinterfaces
BSS L CS Assistance Protocol
BSSMAP LCS Extension
SCCP Connection Confirm
SCCP Connection Request
SCCP Connection Refused
SCCP Data Form 1 message
Forward Error Correction
General Packet Radio Service
Initiadl Address Message (ISUP)
Location Immediate Request
Location Deferred Request
Location Client Function

LCCE | ocationClientControl-Function—

LCAF Location Client Authorization Function

LCCF Location Client Control Function

LCZTE Location Client Zone Transformation Function

LLP LMU LCS Protocol

LMMF LMU Mobility Management Function

LMU Location Measurement Unit

LSCF Location System Control Function

LSAF Location Subscriber Authorization Function

LSPF L ocation Subscriber Privacy Function

LSBcF Location System Broadcast Function

LSBF Location System Billing Function

LSOF Location System Operations Function

LCCTF Location Client Coordinate Transformation Function
MO-LR Mobile Originating L ocation Request

MT-LR Mobile Terminating Location Request

NI-LR Network Induced Location Request

MLC Mobile Location Center

PRAF Positioning Radio Assistance Function

PRCF Positioning Radio Coordination Function

PCF Positioning Calculation Function

PSMF Positioning Signal Measurement Function

RA Rate Adaptation

REL Release (ISUP)

RLC Release Complete (ISUP or SCCP)

RLP Radio Link Protocol (GSM 04.22)

RLSD SCCP Released message

RRLP RR LCS Protocol to atarget M S (defined in GSM 04.31)
SGSN Serving GPRS Support Node

SLPP Subscriber LCS Privacy Profile

SMLCPP SMLC Peer Protocol (messages on Lp interface in GSM 08.31)
TA Timing Advance (between an MS and its serving BTS)
TOA Time of Arrival

uDT SCCP Unitdata message
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*kkk*k NeW Clause *kkk*k

54.1.3 Location Client Zone Transformation Function (LCZTF)

The Location Client Zone Transformation Function (LCZTF) performs transformations of alocation (latitude and
longitude) into a zone identity, which in North Americaidentifies a particular emergency services zone.
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**xxx Next modified clause *****

5.8 Assignment of functions to general logical architecture

Table 1. Mapping of LCS Functions into Network Elements

MS | LMU BTS BSC GMLC SMLC MSC HLR |gsmSCF| LCS
Client
LCF X X X X

LCCF
LCAF
LCZTE
LMMF X
LSCF X
LSPF X
LSAF X
LSBF X X
LSBcF X
LSOF X X X X X
LCCTF X
PRAF X
PRCF X
PCF X X
PSMF X X X

> | X< [ X

3GPP
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**xxx Next modified clause *****

7.6.4 Network Induced Location Request (NI-LR)

Figure 31 illustrates positioning for an emergency service call.

LCS Cliept  |GMLC| HLR [ vmsc | [smic| [Bsc| | ws |

1| CM Service Request

2. BSSMAP Complete .3 (CM Service Hequest)

3. Emergency] Call Origination

4. BSS MAP-LE Per!orm Location Request

5. Messages for individual positioning methods

6. BSS MAP-LE Perform lLocation Responde

<

7. MAP Subscribgr Location Report

>

8. MAP Subscriber Jocation Report ack.

9. Location Informatioh

< >

10. Emergency Call Relegse

<

11. MAP Subscriljer Location Report

>

12. MAP Subscriber|Location Report ach.

Figure 31: Positioning for a NI-LR Emergency Service Call

7.6.4.1 Location Preparation Procedure

1) Aninitialy idle MS requests an SDCCH and sendsa DTAP CM Service Request indicating a request for an
Emergency Service call to the VM SC viathe BSC.

2) The BSC includesthe current cell ID and may include certain other location information (e.g. the TA value)
within the BSSMAP Complete Layer 3 Information message used to convey the CM service request across the
A-interface. The MS may identify itself ussingaTMSI, IMSI or IMEI.

3) The VMSC determines based on the serving cell the appropriate emergency services client. The VMSC, BSC
and M 'S continue the normal procedure for emergency call origination towards that the-appropriate-emergency
services client. Depending on local regulatory requirements, the sending of call setup information into the PSTN
may be delayed until either the MS'slocation has been obtained or the location attempt has failed or aPLMN
defined timer has expired before location was obtained. If the serving cell serves an area that contains the service
domain of multiple emergency services clients, the VM SC may delay call setup and invoke location based

3GPP
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4)

routing procedures described in section 7.6.4A. Call setup information sent into the PSTN may includethe MS
location (if already obtained) plusinformation that will enable the emergency service provider to request MS
location at alater time (e.g. NA-ESRD or and NA-ESRK in North America).

At any time after step 21 and after sufficient time has been allowed to enable completion of early classmark
sending to the BSC and M SC where the M S supports any M S assisted or M S based positioning method(s), the
VMSC may initiate procedures to obtain the MS's Iocat|on These procedures may run aieher—l n parallel W|th the
emergency call originatio y al

mie#maﬂenmte&he@l\#aeeerdmgm&ep—?) The VMSC sends a BSSM AP—LE Perform Locatlon Requ&st
message to the SMLC associated with the MS's current location area— either directly or via the serving BSC (see
steps 8-10 for an MT-LR). This message includes the MS's location capabilities and currently assigned radio
channel type (SDCCH, TCH-FR or TCH-HR), the QoS required for an emergency call and the current Cell ID
and any location information including the TA value received in step 2.

7.6.4.2  Positioning Measurement Establishment Procedure

5)

The actions described under step 11 for aMT-LR are performed. If a speech compatible traffic channel is
required for network based positioning (e.g. TOA), the same traffic channel may be used for both the positioning
and the emergency call. In that case, the traffic channel may be allocated by either the positioning procedure or
emergency call origination procedure.

7.6.4.3 Location Calculation and Release Procedure

6)

7)

8)

9)

When alocation estimate best satisfying the requested QoS has been obtained, the SMLC returnsit to the VM SC
— either directly or viathe serving BSC (see steps 12-14 for an MT-LR).

Depending on local regulatory requirements, the VM SC may send a M AP Subscriber Location report to a
GMLC associated with the emergency services provider to which the emergency call has been or will be sent.
This message shall carry any location estimate returned in step 6, the age of this estimate and may carry the
MSISDN, IMSI and IMEI of the calling MS. In North America, any NA-ESRD and any NA-ESRK that may
have been assigned by the VM SC shall be included. The message shall aso indicate the event that triggered the
location report. If location failed (i.e. an error result was returned by the SMLC in step 8), an indication of
failure rather than alocation estimate may be sent to the GMLC: the indication of failure is conveyed by not
including alocation estimate in the MAP Subscriber Location Report.

The GMLC acknowledges receipt of the location information. For a North American Emergency Services call,
the GMLC shall store the location information for later retrieval by the emergency services LCS client.

The GMLC may optionally forward the information received in step 7 to the emergency services LCS client. For
aNorth American emergency services call the client is expected to obtain the location information by requesting
it from the GMLC

10) At some later time, the emergency services call is released.

11) For a North American Emergency Services call, the MSC sends another MAP Subscriber Location Report to the

GMLC. This message may include the same parameters as before except that there is no position estimate and an
indication of emergency call termination isincluded.

12) The GMLC acknowledges the M SC notification and may then release all information previously stored for the

emergency call.

3GPP



Error! No text of specified style in document. 8 Error! No text of specified style in document.
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7.6.4A NI-LR using Location Based Routing — applicable to North American
Emergency Calls only

Figure 31A illustrates positioning for an emergency service call using location based routing.

LCsClient | |GMLC] [ vmsc | [smic] [Bsc| UE
‘___
4 1. CM Service Request

2. BSSMAP Complete LB (CM Service Request)

— >

3. BSS MAP-LE Perform |_ocation Request

4. Nessages for indijidual positioning methods

4—

5. RSS MAP-LE Perform| L ocation Respofnse

<

6. MAP Subscriber Location Report

7. MAP Subscriber Location Report ack

8. Emergency Call Origination
9. MAP Provide Subscriber Location >
10. BSS MAP-LE Perforfn Location Reguest
11. Messages for individual positioning methods
12. RSSMAP-LE g‘form Location Response
13. MAP Provide Subscriber Location ack

14. Emergency Call Release

15. MAP Subscriber Location Report

>

16. MAP Subscriber Location Report ack

Figure 31A: Positioning for a NI-LR Emergency Service Call using Location Based Routing
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7.6.4A.1 Location Preparation Procedure

1) Aninitialy idle MS requests an SDCCH and sendsa DTAP CM Service Request indicating arequest for an
Emergency Service call to the VM SC viathe BSC.

2) The BSC includes the current cell ID and may include certain other location information (e.g. the TA value)
within the BSSMAP Complete Layer 3 Information message used to convey the CM service request across the
A-interface. The MS may identify itself usingaTMSI, IMSI or IMEI.

3) The VMSC determines that the serving cell serves an areathat contains portions of multiple emergency services
zones. Therefore, the VM SC delays call setup and initiates procedures to obtain the MS's |ocation for routing the
emergency call to the emergency services LCS client. The VM SC sends a BSSMAP-LE: Perform L ocation Request
message to the SMLC associated with the MS's current |ocation area — either directly or viathe serving BSC. This
message includes the MS's |ocation capabilities and currently assigned radio channel type (SDCCH, TCH-FR or
TCH-HR), the QoS required for an emergency call and the current Cell ID.

7.6.4A.2 Positioning Measurement Establishment Procedure

4) The actions described under step 11 for aMT-LR are performed.

7.6.4A.3 Location Calculation and Release Procedure

5) When alocation estimate best satisfying the requested QoS has been obtained, the SMLC returnsiit to the VM SC
—either directly or viathe serving BSC. If afailureis received, the VM SC initiates emergency call setup using
the normal NI-LR procedures.

6) The VMSC sends a MAP Subscriber Location Report to a GML C associated with the emergency services client
to which the emergency call will be sent. This message shall carry any location estimate returned in step 5, the
age of this estimate and may carry the MSISDN, IMSI and IMEI of the calling MS. Any NA-ESRD and NA-
ESRK that was assigned by the VM SC shall be included. The message shall also include arequest for an NA-
ESRK value based on the M S position.

7) The GMLC trandates the location estimate into a zone identity and assigns a NA-ESRK, which was requested
by the VM SC. The GMLC shall include the NA-ESRK value in the MAP Subscriber L ocation Report ack and
send it to the VM SC. The GMLC stores the assigned NA- ESRK and any NA-ESRD that was sent by the VM SC
in step 6.

7.6.4A.4 Location Preparation Procedure

8) The emergency call procedureis applied. The VM SC, BSC and M S continue the normal procedure for
emergency call origination towards the appropriate emergency services client. Call setup information sent into
the PSTN may include the M S location plus information that will enable the emergency service provider to
request MS location at alater time (NA-ESRD or NA-ESRK in North America). The NA-ESRK used shall be
the one received from the GMLC. If aNA-ESRK is not received from the GML C then the VM SC shall use the
default NA-ESRK for thecall asin 7.6.4 step 3.

9) At any time after step 6, the GMLC may send a MAP Provide Subscriber L ocation message to the VM SC.
This message includes a QoS with higher delay and higher accuracy required for an emergency call.

If the GMLC is capable of determining whether the initial location satisfies the higher accuracy requirements for
an emergency call, then the GML C may not need to request for a higher accuracy location.

10) The VM SC sends a BSSMAP-LE: Perform Location Request message to the SMLC. This message includes the
type of location information requested, the MS's location capabilities and requested higher accuracy QoS.

7.6.4A.5 Positioning Measurement Establishment Procedure

11) Same as step 4.

7.6.4A.6 Location Calculation and Release Procedure

12) Same as step 5.
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13) The VM SC returns the location information and its age to the GMLC. The GMLC shall replace the previously
stored low accuracy location information with the higher accuracy information for later retrieval by the
emergency services LCS client.

14) Same as step 10 for normal NI-LR.

15) Same as step 11 for normal NI-LR.

16) Same as step 12 for normal NI-LR.

3GPP
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route Emergency calls to Emergency Service Providers based on the
geographical coordinates (latitude and longitude) of the calling party. The LCS
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ent to the emergency services client in the emergency call origination.

Consequences if ¥ The LCS stage 1 requirement will not be met.
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The probability of routing Emergency Calls to the correct Emergency Service

Provider may be reduced, timeliness and availability of emergency services may
be adversely impacted.
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**xxx Eirst modified clause *****

3.3 Abbreviations

For the purposes of the present document, the following abbreviations apply:

3G-MSC 3 Generation MSC

3G-SGSN 3" Generation SGSN

AC Admission Control

Al Application Interface (prefix to interface class method)
ANM Answer Message (ISUP)

ARIB Association of Radio Industries and Business
ATD Absolute Time Difference

BCCH Broadcast Control Channel

BER Bit Error Rate

BS Base Station

BSS Base Station Subsystem

CAMEL Customised Application For Mobile Network Enhanced Logic
CAP CAMEL Application Part

CM Connection Management

CN Core Network

CSE Camel Service Environment

DL Downlink

DRNC Drift RNC

E-OTD Enhanced Observed Time Difference

FER Frame Error Rate

GGSN Gateway GPRS Support Node

GMLC Gateway MLC

GPRS General Packet Radio System

GPS Global Positioning System

HE Home Environment

HLR Home Location Register

HPLMN Home Public Land Mobile Network

IMEI International Mobile Equipment Identity

IUEI International Mobile Subscriber Station Identity
IP Internet Protocol

IPDL Idle Period Downlink

LA Location Application

LAF Location Application Function

LBS Location Based Services

LCAF Location Client Authorization Function

LCCF Location Client Control Function

LCCTF Location Client Co-ordinate Transformation Function
LCF Location Client Function

LCS LoCation Services

LCZTF Location Client Zone Transformation Function
LDR Location Deferred Request

LIR Location Immediate Request,

LMU Location Measurement Unit

LSAF L ocation Subscriber Authorization Function
LSBF Location System Billing Function

LSBcF Location System Broadcast Function

LSCF Location System Control Function

LSOF Location System Operation Function

LSPF Location Subscriber Privacy Function

MAP Mobile Application Part

ME M obile Equipment

MEXE Mobile Station (Application) Execution Environment
MLC Mobile Location Center

MM Mobility Management

3GPP
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MO-LR Mobile Originated Location Request
UE Mobile Station
MSC Mobile services Switching Centre
MSISDN Mobile Station Integrated Services Data Network
MT-LR Mobile Terminated L ocation Request
NI-LR Network Induced Location Request
OSA Open Service Architecture
OTDOA Observed Time Difference Of Arrival
PC Power Control
PCF Power Calculation Function
PLMN Public Land Mobile Network
PRCF Positioning Radio Co-ordination Function
PRRM Positioning Radio Resource Management
PSE Personal Service Environment
PSMF Positioning Signal Measurement Function
PSTN Public Switched Telephone Network
QoS Quality of Service
RA Routing Area
RACH Random Access Channel
RAN Radio Access Network
RANAP Radio Access Network Application Part
RIS Radio Interface Synchronization
RNC Radio Network Controller
RRM Radio Resource Management
RTD Real Time Difference
SAT SIM Application Tool-Kit
SGSN Serving GPRS Support Node
Sl Service Interface (prefix to interface class method)
SIM Subscriber Identity Module
SMS Short Message Service
SIR Signal Interference Ratio
SP Service Point
SRNC Serving RNC
SS7 Signalling System No 7
TA Timing Advance
T™MS Temporary Mobile Subscriber | dentity
TOA Time Of Arrival
U-..... UMTS-(LCS functional block)
ubDT SCCP Unitdata message
UE User Equipment
UL Uplink
UMTS Universal Mobile Telecommunication System
USIM User Service ldentity Module
UTRAN Universa Terrestrial Radio Access Network
VASP Value Added Service Provider
VHE Virtual Home Environment
WCDMA Wideband Code Division Multiple Access

Error! No text of specified style in document.

Further GSM related abbreviations are given in GSM 01.04. Further UMTS related abbreviations are given in UMTS

TS22.101.

*kkk*k NeW Clause *kkk*k

5.4.1.4

Location Client Zone Transformation Function (LCZTF)

The Location Client Zone Transformation Function (LCZTF) performs transformations of alocation (latitude and

longitude) into a zone identity, which in North Americaidentifies a particular emergency services zone.
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6.2 Allocation of LCS functions to UMTS network elements

Table 6.1 shows a summary of the Functional Groups and Functional Blocks for Location servicesin UMTS. Table 6.2
and Figure 6.2 show the generic configuration for LCSin UMTS and the distribution of LCS functional blocks to
UMTS network elements. Different positioning methods, including network-based, mobile-based, mobile-assisted and
network-assisted positioning methods may be used. With this configuration both the network and the mobiles are able
to measure the timing of signals and compute the mobile's location estimate. Depending on the applied positioning
method it is possible to utilise the corresponding configuration containing al needed entities. For instance, if network-
based positioning is applied, the entities that are involved in measuring the mobile's signal and calculating its location
estimate are allocated to the network elements of the access stratum. On the other hand, in case mobile-based or
network-assisted methods are used these entities should be allocated to the mobile station.

LCSislogicaly implemented on the UMTS structure through the addition of one network node, the Mobile Location
Center (MLC). It is necessary to name a humber of new interfaces. The LCS generic architecture can be combined to
produce LCS architecture variants.

Table 6.1: Summary of Functional Groups and Functional Blocks for Location services in UMTS

Funct. Functional Full name of Functional Block Abbrev.
Group component
Location Client | (External) Location Client Function LCF
Loc. component Internal Location Client Function U-LCF
Client -internal
Client handling | Location Client Control Function LCCF
component Location Client Authorization Function LCAF
Location Client Zone Transformation Function LCZTF
System Stand-alone LMU Mobility Management Function LMMF
handling Location System Control Function LSCF
component Location System Control Function in RNC U-LSCF
LCS . Location System Billing Function LSBF
Server in Location System Operations Function LSOF
PLMN
Subscr. Location Subscriber Authorization Function LSAF
handling Location Subscriber Privacy function LSPF
component
Positioning UMTS- Positioning Radio Control Function U-PRCF
component UMTS- Positioning Calculation Function U-PCF
UMTS- Positioning Signal Measurement Function U-PSMF
UMTS- Positioning Radio Resource Management U-PRRM

Table 6.2 and Figure 6.2 illustrate the alocation of functional entitiesin the reference configuration of LCSin UMTS.
It is assumed that the CS and PS have either their own independent mobility management or use the joint mobility
management through the optional Gsinterface.

Itisalso seenthat LCSin UMTS shall take benefit of the standardized Iur interface between RNSs, when uplink radio
information and measurement results are collected.

The functional model presented in the figure includes functional entities for CS related LCS. In addition, it consists of
all the entities needed for different positioning methods, i.e. network based, mobile based, mobile assisted, and network
assisted positioning, exploiting either uplink or downlink measurements.
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Table 6.2: Allocation of LCS functional entities to network elements

| UE | RAN | GMLC [ 3G-MSC | client |
Location client functions
LCF X X X
U-LCF ffs X
Internal
Client handling functions

LCCTF X

LCCF X

LCAF X

LCZTE X

System handling functions

LMMF ?

LSCF X
U-LSCF X

LSBF X X

LSOF X X X X

Subscriber handling functions
LSAF X
LSPF X
Positioning functions

PRCF X

PCF X X

PSMF X X

PRRM X

UE RAN GMLC 3G-MSC Client
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| (LSAF) ( LCF ) |
vt
. (lsoF) |

-
n

L

External

LCS Client

Figure 6.2: Generic LCS Logical Architecture
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8.7.3 Network Induced Location Request (NI-LR)

Figure 8.5 illustrates positioning for an emergency service call.

LCSClient|  |GMLC| HLR [wwsc | [sRaC] UE

<

1. CM Service Requast

2. RANAP (CM Service Reqyiest)

3. Emergency CHIl Origingtion

4. RANAP Location Reporting Control

5. Messages for individua positioning methods

6. RANAP Location Report

4 7. MAP Subscriber I} ocation Report

>

8. MAP Subscriber Logation Report ack

9. Location Informetion

< >

10. Emergency {Call Release

4 11. MAP Subscriber | ocation Report

>

12. MAP Subscriber Lgcation Report ack

Figure 8.5: Positioning for a NI-LR Emergency Service Call

8.7.3.1 Location Preparation Procedure

1) Aninitialy idle UE requests RRC setup (RACH) Service Request indicating a regquest for an Emergency Service
call to the 3G-VMSC viathe SRNC.

2) The SRNC shall convey the CM service request across the lu-interface. (Before having a CM connection there
must be a RRC connection.) The UE may identify itself usinga TMSI, IMSI or IMEI.

3) The emergency call procedure is applied._

43—-The 3G-VM SC determines based on the serving cell the appropriate emergency services client. The 3G-VMSC,;
SRNC and UE continue the normal procedure for emergency call origination towards the-appropriatethat
emergency services client. Depending on local regulatory requirements, the sending of call setup information
into the PSTN may be delayed until either the UE's location has been obtained or the location attempt has failed
or aPLMN defined timer has expired before location was obtained. If the serving cell serves an area that
contains the service domain of multiple emergency services clients, the VM SC/M SC server may delay call setup
and invoke location based routing procedures described in section 8.7.3A. Call setup information sent into the
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PSTN may include the UE location (if already obtained) plus information that will enable the emergency service
provider to request UE location at alater time (e.g. NA-ESRD and-or NA-ESRK in North America).

45) At any time after step 21 and after sufficient time has been allowed to enable completion of early classmark
sending to the SRNC and M SC where the UE supports any UE assisted or UE based positioning method(s), the
3G-VMSC may initiate procedures to obtain the UE's Iocatlon Th&ee procedures may run aieher—| n paral lel W|th
the emergency call origination-erw Se
miepmaﬂenm%e#ueﬂ%lw—aeeepdmg%esteps The 3G VMSC sends a RANAP Locatlon Requ&sLRngrtl ng
Control message to the SRNC associated with the UE's current location area (see step 8 for aMT-LR). This
message includes indication about the UE's location capabilities, and the QoS required for an emergency call.

Y

8.7.3.2 Positioning Measurement Establishment Procedure

56) The actions described under step 9 for aMT-LR are performed. If a speech compatible traffic channel is
established, the same traffic channel may be used for both the positioning and the emergency call. In that case,
the traffic channel may be allocated by either the positioning procedure or emergency call origination procedure.

8.7.3.3 Location Calculation and Release Procedure

67) When alocation estimate best satisfying the requested QoS has been obtained, the SRNC returnsit to the 3G-
VMSC.

78) Depending on local regulatory reguirements, the 3G-VMSC may send a MAP Subscriber Location report to a
GMLC associated with the emergency services provider to which the emergency call has been or will be sent.
This message shall carry any location estimate returned in step 67, the age of this estimate and may carry the
MSISDN, IMSI and IMEI of the calling UE. In North America, any NA-ESRD and any NA-ESRK that may
have been assigned by the 3G-VMSC shall be included. The message shall also indicate the event that triggered
the location report. If location failed (i.e. an error result was returned by the SRNC in step 67), an indication of
failure rather than alocation estimate may be sent to the GMLC: the indication of failure is conveyed by not
including alocation estimate in the MAP Subscriber Location Report.

89) The GMLC acknowledges receipt of the location information. For a North American Emergency Services call,
the GMLC shall store the location information for later retrieval by the emergency services LCS client.

109) The GMLC may optionally forward the information received in step 8 to the emergency services LCS client.
For a North American emergency services call the client is expected to obtain the location information by
reguesting it from the GMLC.

101) At somelater time, the emergency services cal is released.

112) For aNorth American Emergency Services call, the 3G-M SC sends another MAP Subscriber Location
Report to the GMLC. This message may include the same parameters as before except that there is no position
estimate and an indication of emergency call termination isincluded.

123) The GMLC acknowledges the 3G-M SC notification and may then release al information previously stored
for the emergency call.
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8.7.3A NI-LR using Location Based Routing — applicable to North American
Emergency Calls only

Figure 8.5A illustrates positioning for an emergency service call using location based routing.

LcsClient | [GMLG |

vMsC | | SRNG UE

¢

1. CM Service Request

2. RANAP (CM Service Request)

3. RANAP Location Reporting Control

4. Nessages for individual positioning methods

5. RANAP Location Repgrt

<

6. MAP Subscriber Location Report

7. MAP Subscriber Location Report ack

8. Emergency Call Origination
9. Provide Subscriber Location >
10. RANAP Location Reporting Control
11. Messages for individual positioning methods
12. RANAP Location|Report
13. Provide Subscriber Location ack

14. Emergency Call Release

15. MAP Subscriber Location Report

>

16. MAP Subscriber Location Report ack

Figure 8.5A: Positioning for a NI-LR Emergency Service Call using Location Based Routing
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8.7.3A.1 Location Preparation Procedure

1) Aninitialy idle UE requests RRC setup (RACH) Service Request indicating a request for an Emergency Service
cadl to the 3G-VM SC viathe SRNC.

2) The SRNC shall convey the CM service reguest across the |u-interface. (Before having a CM connection there
must be a RRC connection.) The UE may identify itself usingaTMSI, IMSI or IMEI.

3) The 3G-VMSC determines that the serving cell serves an area that contains portions of multiple emergency
services zones.  Therefore, the 3G-VMSC delays call setup and initiates procedures to obtain the UE's |ocation
for routing the emergency call to the emergency services LCS client. The 3G-VMSC sends a RANAP Location
Reporting Control message to SRNC associated with the UE's current location area. This message includes
indication about the UE's |ocation capabilities and the QoS required for an emergency call.

8.7.3A.2 Positioning Measurement Establishment Procedure

4) The actions described under step 9 for aMT-LR are performed.

8.7.3A.3 Location Calculation and Release Procedure

5) When alocation estimate best satisfying the requested QoS has been obtained, RAN returnsit to the 3G-VMSC.
If afailureisreceived, the 3G-VMSC initiates emergency call setup using the normal NI-LR procedures.

6) The 3G-VMSC sends a MAP Subscriber L ocation Report to a GML C associated with the emergency services
client to which the emergency call will be sent. This message shall carry any location estimate returned in step 5,
the age of this estimate and may carry the MSISDN, IMSI and IMEI of the calling UE. Any NA-ESRD and NA-
ESRK that was assigned by the 3G-VMSC shall beincluded. The message shall also include arequest for an
NA-ESRK value based on the UE position.

7) The GMLC trandates the location estimate into a zone identity and assigns a NA-ESRK, which was requested
by the 3G-VMSC. The GMLC shall include the NA-ESRK value in the MAP Subscriber L ocation Report ack
and send it to the 3G-VMSC. The GMLC stores the assigned NA- ESRK and any NA-ESRD that was sent by the
3G-VMSCin step 6.

8.7.3A.4 Location Preparation Procedure

8) The emergency call procedureis applied. The 3G-VMSC, RAN and UE continue the normal procedure for
emergency call origination towards the appropriate emergency services client. Call setup information sent into
the PSTN may include the UE location plus information that will enable the emergency service provider to
request UE location at alater time (NA-ESRD or NA-ESRK in North America). The NA-ESRK used shall be
the one received from the GMLC. If aNA-ESRK is not received from the GML C then the 3G-VMSC shall use
the default NA-ESRK for the call asin 8.7.3.1 step 3.

9) At any time after step 6, the GML C may send a MAP Provide Subscriber L ocation message to the 3G-VMSC.
This message includes a QoS with higher delay and higher accuracy required for an emergency call.

If the GMLC is capable of determining whether the initial location satisfies the higher accuracy requirements for
an emergency call, then the GML C may not need to request for a higher accuracy location.

10) The 3G-VMSC sends a RANAP L ocation Reporting Control message to SRNC.  This message includes the
type of location information requested, the UE’ s |ocation capabilities and requested higher accuracy QoS.

8.7.3A.5 Positioning Measurement Establishment Procedure

11) same as step 4.

8.7.3A.6 Location Calculation and Release Procedure

12)same as step 5.
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13) The 3G-VMSC returns the location information and its age to the GMLC. The GML C shall replace the
previoudy stored low accuracy location information with the higher accuracy information for later retrieval by

the emergency services L CS client.

14) same as step 10 for normal NI-LR.

15) same as step 11 for normal NI-LR.

16) same as step 12 for normal NI-LR.
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3.3 Abbreviations

For the purposes of the present document, the following abbreviations apply:

2G- Second Generation

3G- Third Generation

AC Admission Control

Al Application Interface (prefix to interface class method)
ANM Answer Message (ISUP)

APN Access Point Name

APN-NI APN Network Identifier

ARIB Association of Radio Industries and Business
ATD Absolute Time Difference

BCCH Broadcast Control Channel

BER Bit Error Rate

BSS Base Station Subsystem

BTS Base Transceiver Station

CAMEL Customised Application For Mobile Network Enhanced Logic
CAP CAMEL Application Part

CM Connection Management

CN Core Network

CSE Camel Service Environment

DL Downlink

DRNC Drift RNC

E-OTD Enhanced Observed Time Difference

FER Frame Error Rate

GERAN GSM EDGE Radio Access Network

GGSN Gateway GPRS Support Node

GMLC Gateway MLC

GPRS General Packet Radio Service

GPS Global Positioning System

HE Home Environment

HLR Home L ocation Register

HPLMN Home Public Land Mobile Network

IMEI International Mobile Equipment Identity
IMS| International Mobile Subscriber Identity

IP Internet Protocol

IPDL Idle Period Downlink

LA Location Application

LAF Location Application Function

LBS L ocation Based Services

LCAF Location Client Authorization Function
LCCF Location Client Control Function

LCCTF Location Client Co-ordinate Transformation Function
LCZTF Location Client Zone Transformation Function
LCF Location Client Function

LCS LoCation Services

LDR Location Deferred Request

LIR Location Immediate Request,

LMU L ocation Measurement Unit

LSAF L ocation Subscriber Authorization Function
LSBcF Location System Broadcast Function

LSBF Location System Billing Function

LSCF Location System Control Function

LSOF Location System Operation Function

LSPF L ocation Subscriber Privacy Function

MAP Mobile Application Part
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ME M obile Equipment
MEXE Mobile Execution Environment
MLC Mobile Location Center
MM Mobility Management
MO-LR Mobile Originated L ocation Request
MS Mobile Station
MSC Mobile Services switching Center
MSC Mobile services Switching Centre
MSISDN Mobile Station Integrated Services Data Network
MT-LR Mobile Terminated Location Request
NA-ESRD North American Emergency Service Routing Digits
NA-ESRK North American Emergency Service Routing Key
NI-LR Network Induced Location Request
OSA Open Service Architecture
OTDOA Observed Time Difference Of Arrival
PC Power Control
PCF Power Calculation Function
PLMN Public Land Mobile Network
POI Privacy Override Indicator
PRCF Positioning Radio Co-ordination Function
PRRM Positioning Radio Resource Management
PSE Personal Service Environment
PSMF Positioning Signal Measurement Function
PSTN Public Switched Telephone Network
QoS Quality of Service
RA Routing Area
RACH Random Access Channel
RAN Radio Access Network
RANAP Radio Access Network Application Part
RIS Radio Interface Synchronization
RNC Radio Network Controller
RRM Radio Resource Management
RTD Real Time Difference
SAT SIM Application Tool-Kit
SCCP Signalling Connection Control Part
SCS Service Capability Server
SGSN
in GSM is noted 2G-SGSN
Sl Service Interface (prefix to interface class method)
SIM Subscriber Identity Module
SIR Signal Interference Ratio
SLPP Subscriber LCS Privacy Profile
SMLC Serving Mobile Location Center
SMS Short Message Service
SP Service Point
SRNC Serving RNC
SS7 Signaling System No 7
TA Timing Advance
TMSI Temporary Mobile Subscriber Identity
TOA Time Of Arriva
uDT SCCP Unitdata message
UE User Equipment
UL Uplink
UMTS Universal Mobile Telecommunication System
USIM Universal Subscriber Identity Module
UTRAN Universal Terrestrial Radio Access Network
VASP Vaue Added Service Provider
VHE Virtual Home Environment
WCDMA Wideband Code Division Multiple Access

Further GSM related abbreviations are given in GSM 01.04. Further UMTS related abbreviations are given in

3G TS 21.905 [3].
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54.1.4 Location Client Zone Transformation Function (LCZTF)

The Location Client Zone Transformation Function (LCZTF) performs transformations of alocation (latitude and
longitude) into a zone identity, which in North Americaidentifies a particular emergency services zone.
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6.2 Allocation of LCS functions to network elements

Table 6.1 shows a summary of the Functional Groups and Functional Blocks for Location services. Table 6.2 and

figure 6.2 show the generic configuration for LCS and the distribution of LCS functional blocks to network elements.
Different positioning methods, including network-based, mobile-based, mobile-assisted and network-assi sted
positioning methods may be used. With this configuration both the network and the mobiles are able to measure the
timing of signals and compute the mobile's location estimate. Depending on the applied positioning method it is
possible to utilise the corresponding configuration containing all needed entities. For instance, if network-based
positioning is applied, the entities that are involved in measuring the mobil€e's signal and calculating its location estimate
are alocated to the network elements of the access stratum. On the other hand, in case mobile-based or network-assisted
methods are used these entities should be allocated to the UE.

LCSislogicaly implemented on the network structure through the addition of one network node, the Mobile Location
Center (MLC). It is necessary to name a humber of new interfaces. The LCS generic architecture can be combined to
produce LCS architecture variants.

Table 6.1: Summary of Functional Groups and Functional Blocks for Location services

Funct. Functional Full name of Functional Block Abbrev.
Group component
Location Client (External) Location Client Function LCF
Loc. Component Internal Location Client Function LCF
Client -internal
Client handling Location Client Control Function LCCF
component Location Client Authorization Function LCAF
Location Client Zone Transformation Function LCZTF
System handling | Location System Control Function LSCF
component Location System Billing Function LSBF
Location System Operations Function LSOF
Subscr. handling | Location Subscriber Authorization Function LSAF
LCS component Location Subscriber Privacy function LSPF
.Server Positioning Positioning Radio Control Function PRCF
in PLMN component Positioning Calculation Function PCF
Positioning Signal Measurement Function PSMF
Positioning Radio Resource Management PRRM

Table 6.2 and figure 6.2 illustrate the allocation of functional entitiesin the reference configuration of LCS. Itis
assumed that the CS and PS have either their own independent mobility management or use the joint mobility
management through the optional Gsinterface.

Itisalso seen that LCS may take benefit of the lur interface between RNCs, when uplink radio information and
measurement results are collected.

The functional model presented in the figure includes functional entities for both CS and PS related LCS. In addition, it
consists of all the entities needed for different positioning methods, i.e. network based, mobile based, mobile assisted,
and network assisted positioning, exploiting either uplink or downlink measurements. It is noted that the UE may use
e.g. the GPS positioning mechanism, but still demand e.g. auxiliary measurements from the serving network. RAN
specific functional entities are specified in TS 25.305 [1] for UTRAN and in TS 43.059 [16] for GERAN.
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Table 6.2: Allocation of LCS functional entities to network elements

UE RAN GMLC SGSN MSC/MSC HLR Client
Server
Location client functions
LCF X X X X
LCF Ffs X
Internal
Client handling functions
LCCTF X
LCCF X
LCAF X
LCZTF X
System handling functions
LSCF X X X
LSBF X X X
LSOF X X X X X
Subscriber handling functions
LSAF X X
LSPF X X X
Positioning functions
PRCF X
PCF X X
PSMF X X
PRRM X
UE RAN GMLC SGSN MSC/MSC Client
Server
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9.1.5 Network Induced Location Request (NI-LR)

Figure 9.4 illustrates positioning for an emergency service call.

HLR/ VMSC/MSC

LCSClient|  |GMLC| HSS | | Server RAN UE

1. CM Service Request

2. (CM Service Request)

3. Emergency Cal Crigination

4. Location Reguest

5. Messages for individua positioning methods

«—

6. Location Report

<

7. MAP Subscriber Location|Report

8. MAP Subscriber Location|Report ack

9. Location Informetion

< >

10. Emergengy Call Release

11. MAP Subscriber Location Report

12. MAP Subscriber Location Report ack

Figure 9.4: Positioning for a NI-LR Emergency Service Call

9.15.1 Location Preparation Procedure

1)

2)

3)

Aninitialy idle UE requests radio connection setup indicating a request for an Emergency Service call to the
VMSC/MSC server via RAN.

RAN shall convey the CM service request to the core network. (Before having a CM connection there must be a
radio connection.) The UE may identify itself usnga TMSI, IMSI or IMEI.

The emergency call procedure is applied. The VM SC/M SC server_determines based on the serving cell the
appropriate emergency services client. The VM SC/M SC server, RAN and UE continue the normal procedure for
emergency call origination towards the-apprepriate-that emergency services client. Depending on local
regulatory requirements, the sending of call setup information into the PSTN may be delayed until either the
UE's location has been obtained or the location attempt has failed or a PLMN defined timer has expired before
location was obtained. If the serving cell serves an areathat contains the service domain of multiple emergency
services clients, the VM SC/M SC server may delay call setup and invoke location based routing procedures
described in section 9.1.5A. Call setup information sent into the PSTN may include the UE location (if already

3GPP



Error! No text of specified style in document. 11 Error! No text of specified style in document.

obtained) plusinformation that will enable the emergency service provider to request UE location at alater time
(e.g. NA-ESRD and-or NA-ESRK in North America).

4) At any time after step 12, the VM SC/M SC server may initiate procedures to obtain the UE's location. These

procedures may run erther in parallel W|th the emergency caII onglnatlonepwhueemergeneyeau—engmanen%
52 . The VM SC/MSC server

sends alocation Requeet mes&age to RAN associ ated W|th the UE S current Iocatlon area (seestep 6 foraMT-
LR). This message includes the QoS required for an emergency call.

9.1.5.2 Positioning Measurement Establishment Procedure

5)

RAN determines the positioning method and instigates the particular message sequence for this method, as
specified in UTRAN Stage 2, TS 25.305 [1] and GERAN Stage 2, TS 43.059 [16].

9.15.3 Location Calculation and Release Procedure

6)

7)

8)

9)

When alocation estimate best satisfying the requested QoS has been obtained, RAN returnsit to the
VMSC/MSC server. If alocation estimate could not be obtained, the RAN returns alocation response containing
afailure cause and no location estimate.

Depending on local regulatory requirements, the VM SC/M SC server may send a MAP Subscriber Location
report to a GMLC associated with the emergency services provider to which the emergency call has been or will
be sent. This message shall carry any location estimate returned in step 6, the age of this estimate and may carry
the MSISDN, IMSI and IMEI of the calling UE. In North America, any NA-ESRD and any NA-ESRK that may
have been assigned by the VM SC/M SC server shall be included. The message shall aso indicate the event that
triggered the location report. If location failed (i.e. an error result was returned by RAN in step 6), an indication
of failure rather than alocation estimate may be sent to the GMLC: the indication of failure is conveyed by not
including alocation estimate in the MAP Subscriber Location Report.

The GMLC acknowledges receipt of the location information. For a North American Emergency Services call,
the GMLC shall store the location information for later retrieval by the emergency services LCS client.

The GMLC may optionally forward the information received in step 8 to the emergency services LCS client. For
aNorth American emergency services call the client is expected to obtain the location information by requesting
it from the GMLC.

10) At some later time, the emergency services call is released.

11) For aNorth American Emergency Services call, the MSC/M SC server sends another MAP Subscriber Location

Report to the GMLC. This message may include the same parameters as before except that there is no position
estimate and an indication of emergency call termination is included.

12) The GMLC acknowledges the MSC/M SC server notification and may then release all information previously

stored for the emergency call.

Editorial Note: The procedure for Network Induced Location Request (NI-LR and PS-NI-LR) for a Target UE in

dedicated mode should be defined in UTRAN system stage 2 [1] and GERAN Stage 2 specifications [16].

3GPP



Error! No text of specified style in document. 12 Error! No text of specified style in document.

*kkk*k NeW Clause *kkk*k

9.1.5A NI-LR using Location Based Routing — applicable to North American
Emergency Calls only

Figure 9.4A illustrates positioning for an emergency service call using location based routing.

Cliet |  |[GMLC] MS\(/;'\QE%ER RAN UE
-
1. CM Service Request
4—

2. (CM Service Reguest)

—

3. Location Request

4. Nlessages for individual positioning methiods

5. Location Report

<

6. MAP Subscriber Location Report

7. MAP Subscriber Location Report ack

8. Emergency Call Origination
9. Provide Subscriber Location >
10. Location Request
11. Messages for individual positioning methods
12. Location Report ‘
13. Provide Subscriber Location ack
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Figure 9.4A: Positioning for a NI-LR Emergency Service Call using Location Based Routing
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9.1.5A.1 Location Preparation Procedure

1) Aninitialy idle UE requests radio connection setup indicating arequest for an Emergency Service call to the
VMSC/MSC server via RAN.

2) RAN shall convey the CM service request to the core network. (Before having a CM connection there must be a
radio connection.) The UE may identify itself usingaTMSI, IMSI or IMEI.

3) The VMSC/MSC server determines that the serving cell serves an areathat contains portions of multiple
emergency services zones. Therefore, the VM SC/M SC server delays call setup and initiates procedures to obtain
the UE's location for routing the emergency call to the emergency services LCS client. The VM SC/M SC server
sends a L ocation Request message to RAN associated with the UE's current location area. This message includes
the type of |ocation information requested, the UE' s |ocation capabilities and a QoS with low delay and low
horizontal accuracy.

9.1.5A.2 Positioning Measurement Establishment Procedure

4) RAN determines the positioning method and instigates the particular message sequence for this method, as
specified in UTRAN Stage 2, TS 25.305 [1] and GERAN Stage 2, TS 43.059 [16].

9.1.5A.3 Location Calculation and Release Procedure

5) When alocation estimate best satisfying the requested QoS has been obtained, RAN returnsit to the
VMSC/M SC server. If alocation estimate could not be obtained, the RAN returns alocation response containing
afailure cause and no location estimate. |f afailureis received, the VM SC/MSC server initiates emergency call
setup using the normal NI-LR procedures.

6) The VMSC/MSC server sends a MAP Subscriber Location Report to a GML C associated with the emergency
services client to which the emergency call will be sent. This message shall carry any location estimate returned
in step 5, the age of this estimate and may carry the MSISDN, IMSI and IMEI of the caling UE. The message
shall also indicate the event that triggered the location report. Any NA-ESRD and NA-ESRK that was assigned
by the VM SC/M SC server shall be included. The message shall also include arequest for an NA-ESRK value
based on the UE position.

7) The GMLC trandates the |ocation estimate into a zone identity and assigns a NA-ESRK, which was requested
by the VM SC/M SC server. The GMLC shall include the NA-ESRK value in the MAP Subscriber Location
Report ack and send it to the VM SC/M SC server. The GMLC stores the assigned NA- ESRK and any NA-ESRD
that was sent by the VM SC/M SC server in step 6.

9.1.5A.4 Location Preparation Procedure

8) The emergency call procedure is applied. The VM SC/M SC server, RAN and UE continue the normal procedure
for emergency call origination towards the appropriate emergency services client. Call setup information sent
into the PSTN may include the UE location plus information that will enable the emergency service provider to
request UE location at alater time (NA-ESRD or NA-ESRK in North America). The NA-ESRK used shall be
the one received from the GMLC. If aNA-ESRK is not received from the GMLC then the VM SC/M SC server
shall use the default NA-ESRK for the call asin 9.1.5.1 step 3.

9) At any time after step 6, the GMLC may send aMAP Provide Subscriber L ocation message to the VM SC/MSC
server. This message includes a QoS with higher delay and higher horizontal accuracy required for an
emergency call.

If the GMLC is capable of determining whether the initial location satisfies the higher accuracy requirements for
an emergency call, then the GML C may not need to request for a higher accuracy location.

10) The VM SC/M SC server sends a L ocation Request message to RAN. This message includes the type of |ocation
information requested, the UE’s location capabilities and requested higher accuracy QoS.

9.1.5A.5 Positioning Measurement Establishment Procedure

11) same as step 4.
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9.1.5A.6 Location Calculation and Release Procedure

12)same as step 5.

13) The VM SC/M SC server returns the location information and its age to the GMLC. The GMLC shall replace the
previously stored low accuracy location information with the higher accuracy information for later retrieval by
the emergency services L CS client.

14) same as step 10 for normal NI-LR.

15) same as step 11 for normal NI-LR.

16) same as step 12 for normal NI-LR.
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3.3 Abbreviations

For the purposes of the present document, the following abbreviations apply:

2G- Second Generation

3G- Third Generation

AC Admission Control

Al Application Interface (prefix to interface class method)
ANM Answer Message (ISUP)

APN Access Point Name

APN-NI APN Network Identifier

ARIB Association of Radio Industries and Business
ATD Absolute Time Difference

BCCH Broadcast Control Channel

BER Bit Error Rate

BSS Base Station Subsystem

BTS Base Transceiver Station

CAMEL Customised Application For Mobile Network Enhanced Logic
CAP CAMEL Application Part

CM Connection Management

CN Core Network

CSE Camel Service Environment

DL Downlink

DRNC Drift RNC

E-OTD Enhanced Observed Time Difference

FER Frame Error Rate

GERAN GSM EDGE Radio Access Network

GGSN Gateway GPRS Support Node

GMLC Gateway MLC

GPRS General Packet Radio Service

GPS Global Positioning System

HE Home Environment

HSS Home Subscriber Server

HLR Home L ocation Register

HPLMN Home Public Land Mobile Network

IMEI International Mobile Equipment Identity
IMS| International Mobile Subscriber Identity

IP Internet Protocol

IPDL Idle Period Downlink

LA Location Application

LAF Location Application Function

LBS L ocation Based Services

LCAF Location Client Authorization Function
LCCF Location Client Control Function

LCCTF Location Client Co-ordinate Transformation Function
LCZTF Location Client Zone Transformation Function
LCF Location Client Function

LCS LoCation Services

LDR Location Deferred Request

LIR Location Immediate Request,

LMU L ocation Measurement Unit

LSAF L ocation Subscriber Authorization Function
LSBcF Location System Broadcast Function

LSBF Location System Billing Function

LSCF Location System Control Function

LSOF Location System Operation Function

LSPF L ocation Subscriber Privacy Function

MAP Mobile Application Part
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ME M obile Equipment
MEXE Mobile Execution Environment
MLC Mobile Location Center
MLP Mobile Location Protocol
MM Mobility Management
MO-LR Mobile Originated L ocation Request
MS Mobile Station
MSC Mobile Services switching Center
MSC Mobile services Switching Centre
MSISDN Mobile Station Integrated Services Data Network
MT-LR Mobile Terminated L ocation Request
NA-ESRD North American Emergency Service Routing Digits
NA-ESRK North American Emergency Service Routing Key
NI-LR Network Induced Location Request
OSA Open Service Architecture
OTDOA Observed Time Difference Of Arrival
PC Power Control
PCF Power Calculation Function
PLMN Public Land Mobile Network
POI Privacy Override Indicator
PRCF Positioning Radio Co-ordination Function
PRRM Positioning Radio Resource Management
PSE Personal Service Environment
PSMF Positioning Signal Measurement Function
PSTN Public Switched Telephone Network
QoS Quality of Service
RA Routing Area
RACH Random Access Channel
RAN Radio Access Network
RANAP Radio Access Network Application Part
RIS Radio Interface Synchronization
RNC Radio Network Controller
RRM Radio Resource Management
RTD Real Time Difference
SAT SIM Application Tool-Kit
SCCP Signalling Connection Control Part
SCS Service Capability Server
SGSN Serving GPRS Support Node
Sl Service Interface (prefix to interface class method)
SIM Subscriber Identity Module
SIR Signal Interference Ratio
SLPP Subscriber LCS Privacy Profile
SMLC Serving Mobile Location Center
SMS Short Message Service
SP Service Point
SRNC Serving RNC
SS7 Signaling System No 7
TA Timing Advance
TMSI Temporary Mobile Subscriber Identity
TOA Time Of Arriva
uDT SCCP Unitdata message
UE User Equipment
UL Uplink
UMTS Universal Mobile Telecommunication System
USIM Universal Subscriber Identity Module
UTRAN Universal Terrestrial Radio Access Network
VASP Vaue Added Service Provider
VHE Virtual Home Environment
WCDMA Wideband Code Division Multiple Access

Error! No text of specified style in document.

Further GSM related abbreviations are given in GSM 01.04. Further UMTS related abbreviations are given in

3G TS 21.905 [3].
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54.1.4 Location Client Zone Transformation Function (LCZTF)

The Location Client Zone Transformation Function (LCZTF) performs transformations of alocation (latitude and
longitude) into a zone identity, which in North Americaidentifies a particular emergency services zone.
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6.2 Allocation of LCS functions to network elements

Table 6.1 shows a summary of the Functional Groups and Functional Blocks for Location services. Table 6.2 and

figure 6.2 show the generic configuration for LCS and the distribution of LCS functional blocks to network elements.
Different positioning methods, including network-based, mobile-based, mobile-assisted and network-assi sted
positioning methods may be used. With this configuration both the network and the mobiles are able to measure the
timing of signals and compute the mobile's location estimate. Depending on the applied positioning method it is
possible to utilise the corresponding configuration containing all needed entities. For instance, if network-based
positioning is applied, the entities that are involved in measuring the mobil€e's signal and calculating its location estimate
are alocated to the network elements of the access stratum. On the other hand, in case mobile-based or network-assisted
methods are used these entities should be allocated to the UE.

LCSislogicaly implemented on the network structure through the addition of one network node, the Mobile Location
Center (MLC). It is necessary to name a humber of new interfaces. The LCS generic architecture can be combined to
produce LCS architecture variants.

Table 6.1: Summary of Functional Groups and Functional Blocks for Location services

Funct. Functional Full name of Functional Block Abbrev.
Group component
Location Client (External) Location Client Function LCF
Loc. Component Internal Location Client Function LCF
Client -internal
Client handling Location Client Control Function LCCF
component Location Client Authorization Function LCAF
Location Client Zone Transformation Function LCZTF
System handling | Location System Control Function LSCF
component Location System Billing Function LSBF
Location System Operations Function LSOF
Subscr. handling | Location Subscriber Authorization Function LSAF
LCS component Location Subscriber Privacy function LSPF
.Server Positioning Positioning Radio Control Function PRCF
in PLMN component Positioning Calculation Function PCF
Positioning Signal Measurement Function PSMF
Positioning Radio Resource Management PRRM

Table 6.2 and figure 6.2 illustrate the allocation of functional entities in the reference configuration of LCS. Itis
assumed that the CS and PS have either their own independent mobility management or use the joint mobility
management through the optional Gsinterface.

Itisalso seen that LCS may take benefit of the lur interface between RNCs, when uplink radio information and
measurement results are collected.

The functional model presented in the figure includes functional entities for both CS and PS related LCS. In addition, it
consists of all the entities needed for different positioning methods, i.e. network based, mobile based, mobile assisted,
and network assisted positioning, exploiting either uplink or downlink measurements. It is noted that the UE may use
e.g. the GPS positioning mechanism, but still demand e.g. auxiliary measurements from the serving network. RAN
specific functional entities are specified in TS 25.305 [1] for UTRAN and in TS 43.059 [16] for GERAN.
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Table 6.2: Allocation of LCS functional entities to network elements

UE RAN GMLC SGSN MSC/MSC | HLR/HSS Client
Server
Location client functions
LCF X X X X
LCF Ffs X
Internal
Client handling functions
LCCTF X
LCCF X
LCAF X
LCZTF X
System handling functions
LSCF X X X
LSBF X X X
LSOF X X X X X
Subscriber handling functions
LSAF X X
LSPF X X X
Positioning functions
PRCF X
PCF X X
PSMF X X
PRRM X
UE RAN GMLC SGSN MSC/MSC Client
Server
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Figure 6.2: Generic LCS Logical Architecture
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9.1.5 Network Induced Location Request (NI-LR)

Figure 9.4 illustrates positioning for an emergency service call.

HLR/ VMSC/MSC

LCSClient|  |GMLC| HSS | | Server RAN UE

1. CM Service Request

2. (CM Service Request)

3. Emergency Cal Crigination

4. Location Reguest

5. Messages for individua positioning methods

«—

6. Location Report

<

7. MAP Subscriber Location|Report

8. MAP Subscriber Location|Report ack

9. Location Informetion

< >

10. Emergengy Call Release

11. MAP Subscriber Location Report

12. MAP Subscriber Location Report ack

Figure 9.4: Positioning for a NI-LR Emergency Service Call

9.15.1 Location Preparation Procedure

1)

2)

3)

Aninitialy idle UE requests radio connection setup indicating a request for an Emergency Service call to the
VMSC/MSC server via RAN.

RAN shall convey the CM service request to the core network. (Before having a CM connection there must be a
radio connection.) The UE may identify itself usnga TMSI, IMSI or IMEI.

The emergency call procedure is applied. The VM SC/M SC server_determines based on the serving cell the
appropriate emergency services client. The VM SC/M SC server, RAN and UE continue the normal procedure for
emergency call origination towards the-apprepriate-that emergency services client. Depending on local
regulatory requirements, the sending of call setup information into the PSTN may be delayed until either the
UE's location has been obtained or the location attempt has failed or a PLMN defined timer has expired before
location was obtained. If the serving cell serves an areathat contains the service domain of multiple emergency
services clients, the VM SC/M SC server may delay call setup and invoke location based routing procedures
described in section 9.1.5A. Call setup information sent into the PSTN may include the UE location (if already
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obtained) plusinformation that will enable the emergency service provider to request UE location at alater time
(e.g. NA-ESRD and-or NA-ESRK in North America).

4) At any time after step 12, the VM SC/M SC server may initiate procedures to obtain the UE's location. These

procedures may run erther in parallel W|th the emergency caII orlglnatlonepwhueemergeneyeau—engmanen%
52 . The VM SC/MSC server

sends alocation Requeet mes&age to RAN associ ated W|th the UE S current Iocatlon area (seestep 6 foraMT-
LR). This message includes the QoS required for an emergency call.

9.1.5.2 Positioning Measurement Establishment Procedure

5) RAN determines the positioning method and instigates the particular message sequence for this method, as

specified in UTRAN Stage 2, TS 25.305 [1] and GERAN Stage 2, TS 43.059 [16].

9.15.3 Location Calculation and Release Procedure

6)

7)

8)

9)

When alocation estimate best satisfying the requested QoS has been obtained, RAN returnsit to the
VMSC/MSC server in a Location Report. The information of the positioning method used may be returned with
the location estimate. If alocation estimate could not be obtained, the RAN returns alocation response
containing afailure cause and no location estimate.

Depending on local regulatory requirements, the VM SC/M SC server may send a MAP Subscriber Location
report to a GMLC associated with the emergency services provider to which the emergency call has been or will
be sent. This message shall carry any location estimate returned in step 6, the age of this estimate and may carry
the MSISDN, IMSI and IMEI of the calling UE, and the information about the positioning method used. In
North America, any NA-ESRD and any NA-ESRK that may have been assigned by the VM SC/M SC server shall
be included. The message shall aso indicate the event that triggered the location report. If location failed (i.e. an
error result was returned by RAN in step 6), an indication of failure rather than alocation estimate may be sent
to the GMLC: the indication of failure is conveyed by not including alocation estimate in the MAP Subscriber
Location Report.

The GMLC acknowledges receipt of the location information. For a North American Emergency Services call,
the GMLC shall store the location information for later retrieval by the emergency services LCS client.

The GMLC may optionally forward the information received in step 8 to the emergency services LCS client. For
aNorth American emergency services call the client is expected to obtain the location information by requesting
it from the GMLC. The information about the positioning method used may be sent with the location
information from the GMLC to the LCS client.

10) At some later time, the emergency services call is released.

11) For aNorth American Emergency Services call, the MSC/M SC server sends another MAP Subscriber Location

Report to the GMLC. This message may include the same parameters as before except that there is no position
estimate and an indication of emergency call termination isincluded.

12) The GMLC acknowledges the MSC/MSC server notification and may then release all information previously

stored for the emergency call.

Editorial Note: The procedure for Network Induced Location Request (NI-LR and PS-NI-LR) for a Target UE in

dedicated mode should be defined in UTRAN system stage 2 [1] and GERAN Stage 2 specifications [16].
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9.1.5A NI-LR using Location Based Routing — applicable to North American
Emergency Calls only

Figure 9.4A illustrates positioning for an emergency service call using location based routing.

Cliet |  |[GMLC] MS\(/;'\QE%ER RAN UE
-
1. CM Service Request
4—

2. (CM Service Reguest)

—

3. Location Request

4. Nlessages for individual positioning methiods

5. Location Report

<

6. MAP Subscriber Location Report

7. MAP Subscriber Location Report ack

8. Emergency Call Origination
9. Provide Subscriber Location >
10. Location Request
11. Messages for individual positioning methods
12. Location Report ‘
13. Provide Subscriber Location ack

14. Emergency Call Release

15. MAP Subscriber Location Report

>

16. MAP Subscriber Location Report ack

Figure 9.4A: Positioning for a NI-LR Emergency Service Call using Location Based Routing
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9.1.5A.1 Location Preparation Procedure

1) Aninitialy idle UE requests radio connection setup indicating arequest for an Emergency Service call to the
VMSC/MSC server via RAN.

2) RAN shall convey the CM service request to the core network. (Before having a CM connection there must be a
radio connection.) The UE may identify itself usingaTMSI, IMSI or IMEI.

3) The VMSC/MSC server determines that the serving cell serves an areathat contains portions of multiple
emergency services zones. Therefore, the VM SC/M SC server delays call setup and initiates procedures to obtain
the UE's location for routing the emergency call to the emergency services LCS client. The VM SC/M SC server
sends a L ocation Request message to RAN associated with the UE's current location area. This message includes
the type of |ocation information requested, the UE' s |ocation capabilities and a QoS with low delay and low
horizontal accuracy.

9.1.5A.2 Positioning Measurement Establishment Procedure

4) RAN determines the positioning method and instigates the particular message sequence for this method, as
specified in UTRAN Stage 2, TS 25.305 [1] and GERAN Stage 2, TS 43.059 [16].

9.1.5A.3 Location Calculation and Release Procedure

5) When alocation estimate best satisfying the requested QoS has been obtained, RAN returnsit to the
VMSC/M SC server. If alocation estimate could not be obtained, the RAN returns alocation response containing
afailure cause and no location estimate. |f afailureis received, the VM SC/MSC server initiates emergency call
setup using the normal NI-LR procedures.

6) The VMSC/MSC server sends a MAP Subscriber Location Report to a GML C associated with the emergency
services client to which the emergency call will be sent. This message shall carry any location estimate returned
in step 5, the age of this estimate and may carry the MSISDN, IMSI and IMEI of the caling UE. The message
shall also indicate the event that triggered the location report. Any NA-ESRD and NA-ESRK that was assigned
by the VM SC/M SC server shall be included. The message shall also include arequest for an NA-ESRK value
based on the UE position.

7) The GMLC trandates the |ocation estimate into a zone identity and assigns a NA-ESRK, which was requested
by the VM SC/M SC server. The GMLC shall include the NA-ESRK value in the MAP Subscriber Location
Report ack and send it to the VM SC/M SC server. The GMLC stores the assigned NA- ESRK and any NA-ESRD
that was sent by the VM SC/M SC server in step 6.

9.1.5A.4 Location Preparation Procedure

8) The emergency call procedure is applied. The VM SC/M SC server, RAN and UE continue the normal procedure
for emergency call origination towards the appropriate emergency services client. Call setup information sent
into the PSTN may include the UE location plus information that will enable the emergency service provider to
request UE location at alater time (NA-ESRD or NA-ESRK in North America). The NA-ESRK used shall be
the one received from the GMLC. If aNA-ESRK is not received from the GMLC then the VM SC/M SC server
shall use the default NA-ESRK for the call asin 9.1.5.1 step 3.

9) At any time after step 6, the GMLC may send aMAP Provide Subscriber L ocation message to the VM SC/MSC
server. This message includes a QoS with higher delay and higher horizontal accuracy required for an
emergency call.

If the GMLC is capable of determining whether the initial location satisfies the higher accuracy requirements for
an emergency call, then the GML C may not need to request for a higher accuracy location.

10) The VM SC/M SC server sends a L ocation Request message to RAN. This message includes the type of |ocation
information requested, the UE’s location capabilities and requested higher accuracy QoS.

9.1.5A.5 Positioning Measurement Establishment Procedure

11) same as step 4.
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9.1.5A.6 Location Calculation and Release Procedure

12)same as step 5.

13) The VM SC/M SC server returns the location information and its age to the GMLC. The GMLC shall replace the
previously stored low accuracy location information with the higher accuracy information for later retrieval by
the emergency services L CS client.

14) same as step 10 for normal NI-LR.

15) same as step 11 for normal NI-LR.

16) same as step 12 for normal NI-LR.
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Reason for change: In the current area event procedure, there are three main problems:
38[H14]
1: If a PLMN supports area event service in some parts except the target area,
in this case it’s rather useless to download the cell ID list to the UE.

2: If a PLMN supports area event service in the target area part, but some of
other parts do not support, in this case the current procedure does’t work
because the report sent by the UE to notifiy the H-GMLC that the UE entered
into the PLMN shall be discarded by the low LCS capabality’'s MSC/SGSN or V-
GMLC.

3: In case more than one PLMN cover the target area, e.g. the UE entered into
the PLMN A first but when the UE entered into the target area, it chooses the
PLMN B. In this scenario, the current procedure does not describe how the UE
gets the cell ID list of PLMN B then send the report to the H-GMLC.

This proposed solution is not efficient to solve all above problems, it tends to
solve the problem 2 and 3. the problem 1 is still left.

Summary of change: 3 1) in step 12 the report mechanism is enhanced: In case the UE does not receive
the acknowledgment from the MSC/SGSN after sending the report to inform the
H-GMLC that it has entered into a new PLMN of the PLMN list, the UE shall re-
send the report more times, if the UE always does not receive the response, the
UE shall stop sending the report, record a corresponding flag to indicate that a
report be sent unsuccessfully. When the UE performs location update and
detects the LAl or RA is changed, according to the flag the UE shall send the
report to the corresponding MSC/SGSN.

2) A new step 15 is added: In case the UE moves to another PLMN of the PLMN
identities list, according to the PLMN identity the UE shall determine whether the
Area Definition of the target area is available, if not, the UE shall report that it has
roamed into a new PLMN, including the new PLMN identity and the LDR
reference number, the H-GMLC shall transfer the original area event request to
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<< First changed clause >>

9.1.9 Deferred Location Request Procedure for the change of area event

Figure 9-6d illustrates the procedures for a Deferred Location Request where the Location Report is returned to the
network by the UE following a change of area event. An area event occurs when the UE |leaves, enters or iswithin a
target area as defined by geographical area, PLMN identity, country code or geopolitical name of the area. Details of
the target area are contained in the LCS Service Request message, see clause 5.5.1.

The PLMN operator may choose to use another mechanism (such as SIM Application Toolkit) for the transfer and
detection mechanism of the Area Definition and change of area event information to the UE. In this case, the GMLCs
handle steps 2 to 7 and 11 to 14 differently from that shown below. An aternative mechanismis detailed in Annex F
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1. LCS Service Request

2. LCS service request handling between GMLCs

—>
3. Provide Subsdriber Location

4. Paging, Authentication, Notification

>

5. LCS Area Eyent Invoke
<

6. LCS Area Eyent Invoke ack.

—

7. Provide Subgcriber Location gck.

<
8. LCS Service Re¢sponse

9. LCS Service Response 11. Area event occur:

10. LCS Service Response <
«——

13a. Subscriber |Location Report

———»

13b. Subscriber [Location Report Ack.

12. LCS Area [Event Report

<

14. LCS Service Response

15. Repeat sending the Area Event Request to the new PLMN (Only applicable to the roaming case)

[
16. Privacy check

+—

17. LCS Service Regponse

18. LCS Service Refsponse
Figure 9.6d: Deferred MT-LR procedure for the Area event

The LCS Service Reguest contains the change of area type deferred location request information, i.e. details of
the target area and the nature of the event, whether the event to be reported is the UE being inside, entering into
or leaving the target area. The LCS service request may specify the validity time, i.e. start time and stop time, for
the deferred location request and R-GMLC may cancel the deferred location regquest as described in clause
9.1.9.1. In addition, when validity time of a pending area event request in the target UE expires, the UE shall
delete the pending deferred location request. The LCS Service Request shall contain an indication of the
minimum interval time between area event reports, if applicable. The LCS service request shall contain the
information whether the deferred area event may be reported one time only, or severa times. If the change of
area event is reported one time only, the Location Service request shall be completed after the first area event has
occurred. The R-GMLC assigns a LDR reference number to this LCS Service request. If thetarget areais
expressed by local coordinate system or geopolitical name, the R-GMLC shall convert the target areato
geographical area expressed by a shape defined in TS23.032. In addition to the target area definition, the LCS
Client may include the country code of the target areain the area event request.

LCS service request handling between GMLCs as described in clause 9.1.1. If indication of the requested
location estimate isincluded in the area event request, the R-GMLC should record thisindication and any
relevant parameters such as QoS. The information received by the R-GML C istransferred to the V-GMLC via
the H-GMLC, including the LDR reference number and the H-GMLC address.

If the H-GMLC notices that the current visited PLMN does not serve the target area, it may generate a modified
deferred LCS service request in order to get notified when the target UE entersa PLMN that serves the target
area. The modified target area event is that the target UE enters one of the PLMNs that serve the original target
area. Note that the new area event may include multiple PLMNSs (identified by PLMN IDs) if there are more
than one PLMN that serves the original target area, based on the stored PLMN list and the corresponding
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estimated coverage. The H-GML C then generates a new |ocation request with the new defined area event and
the same rest of the information in the original request.

The new location request is sent to the target UE viathe current V-GMLC. The H-GMLC keeps the original
area event location service request pending for as long as determined by the validity time of the request. When
the UE enters one of the pre-defined PLMNS, it sends an area event location report to H-GMLC. The H-GMLC
then sends the original area event location service request to the UE viathe new V-GMLC. If the H-GMLC
cannot derive alist of PLMNSs that may cover the target area, and the current visited network does not cover the
target area, the H-GMLC may reject the request.

3)

4)

5)

6)

7)

If the received target areais expressed by a shape defined in TS23.032, V-GMLC converts the target areainto an
Area Definition consisting of the corresponding list of cell identities, location areas or routing area. If the V-
GMLC is not ableto trandlate the target area into network identities, it shall reject the request and send an LCS
service response to H-GML C with the appropriate error cause.

If the received target areais expressed by country code or PLMN identity, the V-GMLC shall use the country
code or PLMN identity as the Area Definition.The V-GMLC sends the Area Definition to MSC/SGSN in the
Provide Subscriber Location request (deferred) and includes the LDR reference number and the H-GMLC
address in the request.

The message shall define whether the event to be reported is the UE being inside, entering into or leaving the
area. The message shall also include the validity period of the location request, the minimum interval time
between area event reports, the information whether the deferred area event may be reported one time only or
several times, if applicable.

The MSC/SGSN verifies the UE capabilities with regard to the change of area event. If either the MSC/ SGSN
or the UE does not support the deferred |ocation request for the change of area event (for temporary or
permanent reasons), a Provide Subscriber Location return error shall be returned with a suitable cause in step 7.
If the UE isinidle mode, the core network performs paging, authentication and ciphering. If privacy
notification/verification is requested, the M SC/SGSN sends an LCS Location Notification Invoke message to the
target UE indicating the change of areatype deferred location request and whether privacy verification is
required. LCS Location Notification is further specified in clauses 9.1.2 and 9.1.6. If privacy verification was
requested, the UE returns an LCS Location Notification Return Result to the MSC/SGSN indicating whether
permission is granted or denied.

The MSC/SGSN sends the LCS Area Event Invoke to the UE carrying the Area Definition, other area event
information, the LDR reference number and the H-GML C address. The message shall also define whether the
event to be reported is the UE being inside, entering into, leaving the area. The message shall also include the
validity period of the location request, the minimum interval time between area event reports and the information
whether the deferred area event may be reported one time only, or severa times, if applicable.

If the LCS Area Event Invoke is successfully received by the UE and the UE supports the change of areatype
deferred location request, the UE sends acknowledgement to MSC/SGSN and begins monitoring for the change
of area event. The UE shall determine whether it isinside, entering into or leaving the target area by comparing
the current serving cell identity, location area, routing area, PLMN identity or country code to the Area
Definition received from the MSC/SGSN. In case of soft handover, it is sufficient if one of the cells belongsto
the target area. In case the Area Definition consists of alocation or routing area, PLMN or country identity the
UE shall check for the area event during the normal location or routing area update procedure. The change of
area event detection mechanism must not influence on the normal UE cell selection and reselection procedures.
If the UE does not support the deferred location request (for temporary or permanent reasons), it shall send the
LCS Area Event Invoke ack. with the appropriate error cause.

If either the MSC/ SGSN or the UE does not support the deferred location request for the change of area event
(for temporary or permanent reasons), a Provide Subscriber Location return error shall be returned to the V-
GMLC with a suitable cause. If both of the SGSN/M SC and UE supports the deferred |ocation request for the
change of area event, a Provide Subscriber Location ack. shall be returned to the V-GMLC without alocation
estimate. MSC/SGSN shall include the result of the notification/verification in the response to the V-GMLC, if
the naotification/verification is needed. The response message shall include the LDR reference number and the H-
GMLC address. The change of area event invoke result shall be also included, if necessary. After sending the
Provide Subscriber Location ack to the V-GMLC, the deferred location request shall be completed in the
MSC/SGSN. The SGSN/M SC may record charging information for an accepted area event request.

8) t0 10) V-GMLC returnsthe LCS Service Response viaH-GMLC and R-GMLC to the LCS Client to notify

whether the request was successfully accepted or not. When the R-GMLC returns the LCS Service Response to
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the LCS Client, the LDR reference number assigned by the R-GMLC shall be included. After sending the LCS
Service Response to the H-GMLC, the deferred location request shall be completed in the V-GMLC. The V-
GMLC or R-GMLC may record charging information for an accepted area event request.

11) UE detects that the requested area event has occurred.

12) Before sending the LCS Area Event Report the UE shall establish either a CS radio connection or PS signalling
connection as specified in clauses 9.2.1 and 9.2.2. The UE sends the LCS Area Event Report to the
VMSC/SGSN including the original LDR reference number and the H-GMLC address. The report shall also
include the result of the notification/verification procedure, if the notification/verification is needed.

When the MSC/SGSN receives the report and it can handle this report, an acknowledgement as a response
should be sent to the UE. If the UE does not receive any response from the MSC/SGSN after sending the report,
i.e. the current MSC/SGSN does not support the deferred |ocation request for the area event (for temporary or
permanent reasons), the UE may re-send the report more times. If the UE always does not receive the response,
the UE shall stop sending the report, then record a corresponding flag to indicate that a report has been sent
unsuccessfully. When the UE performs location update and detects the LAl or RA is changed, if the flag has
been set, the UE shall send the report to the corresponding M SC/SGSN, and the flag will be cleared upon a
success of the sending.

If the UE was requested to report the change of area event one time only, the deferred location request shall be
completed. In case multiple reports were requested, the UE must not send arepeated LCS Area Event Report
more often than the requested minimum interval indicated in the LCS Area Event Invoke.

Editor’s Note: It could be useful to have MSC/SGSN repeat the notification procedure with the target UE after the
UE has reported the change of area event, but thisis for further study.

nermanen eason a

edttaleteeprer—eauee—gthem&se—ﬂhe MSC/SGSN sends the subscrl ber Iocatlon report to |ts assoCi ated V- GM LC
with an indication of the event occurrence, the LDR reference number and the H-GML C address. V-GMLC
sends an acknowledgement to M SC/SGSN in step 13band the MSC/SGSN may record charging information.

cheFWFse—tTheV GM LC %nds the LCS Serwce R&ponse to the H- GM LC Wlth an |nd|cat|on of the event
occurrence, the LDR reference number and the H-GMLC address. The LDR reference number and the H-GMLC
address will be used to identify the source of the origina deferred location request in the case that the UE has
relocated before the area event occurred. The V-GMLC may record charging information.

15) In case the UE moves to another PLMN of the PLMN identities list, according to the PLMN identity the UE
shall determine whether the Area Definition of the target areais available. If it is not available, the UE shall
report that it has roamed into anew PLMN, including the new PLMN identity and the LDR reference number.
The H-GMLC shall transfer the original area event request to the V-GMLC of the new PLMN. The procedure
should be continued as described in step 2 and onwards where the Area Definition of the new PLMN shall be
downloaded to the UE. Otherwise, the UE monitors the area event in the new PLMN, does not inform the H-
GMLC that it has entered into a new PLMN.

4516) The H-GMLC performs the privacy check as described in clause 9.1.1.

1617) The H-GMLC sendsthe LCS Service Response to R-GMLC. Unless multiple reports were requested, the
deferred location request shall be completed in the H-GMLC after sending the LCS Service Response to the R-
GMLC. The H-GMLC may record charging information.

1718) If the R-GMLC finds the indication of the requested location estimate is stored, the R-GML C should
generate a new immediate L CS Service Request with the QoS specified in the original request. Then the R-
GMLC sends the new request to the H-GML C and waits the result the location request. The H-GMLC performs
the privacy check as described in clause 9.1.1, and the subsequent proceduresin clause 9.1.1 are continued.

The R-GMLC sends the LCS Service Response to the LCS client, the LDR reference number that was sent to the
LCS Client in step 10 shall be included in the response. If the location estimate of the target UE isrequested in
the request and the location estimate was successfully obtained, the R-GMLC shall put the obtained location
estimate into the LCS Service Response. If the location estimate of the target UE is requested in the request but
the location estimate could not be obtained, the R-GML C sends the L CS Service Response without the location
estimate. Unless multiple reports were requested, the deferred location request shall be completed in the R-
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GMLC after sending the LCS Service Response to the LCS client. The R-GMLC may record charging
information.

<< End of changed clause >>
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<< First Modified Clause >>

9.5.34 PLMN operator class

When the user of the UE subscribesto the" PLMN operator Class' the CSSMT-LR/PS-MT-LR or NI-LR/PS-NI-LR
positioning is alowed in the following cases:

Allow positioning by specific types of client within or associated with the VPLMN, with the following types of client
identified:

* clients providing alocation related broadcast service;

*  O&M client in the HPLMN (when the UE is currently being served by the HPLMN);

*  O&M client in the VPLMN;

*  clients recording anonymous |l ocation information without any UE identifier;

*  clients enhancing or supporting any supplementary service, IN service, bearer service or teleservice subscribed
to by the target UE subscriber.

If the UE subscribesto the PLMN class, an NI-LR/PS-NI-LR or CS-MT-LR/PS-MT-LR shall be allowed if the client
within the VPLMN, for an NI-LR/PS-NI-LR, or the client identified by the GMLC, for an CSMT-LR/PS-MT-LR,
either matches a generic type of client contained in the UE's SLPP or is otherwise authorized by local regulatory
requirements to locate the UE. If H-GM L C/PPR knows that the serving node supports L CS capability set 4, then H-
GML C/PPR will send the indicators for call/session unrelated class, which indicates ‘location allowed without
notification’. If H-GML C/PPR is notified that the serving node does not support the L CS capability set 4, then it will
not send any indicator.

<< Next Modified Clause >>

9.54 Indicator of privacy check related action

When the client type indicates value added service and the serving node supports LCS capability set 4, H-GMLC/PPR
shall select indicators for privacy check related action and the indicators shall be included in the

Provide_Subscriber_L ocation request towards the serving node. The indication is sent to the serving node directly from
the H-GMLC or viaV-GMLC. There shall be an indicator for the call/session unrelated. Another indicator for the
call/session related is optional and it shall be sent only if call/session related identity, i.e. the number dialled by UE or
APN-NI, is sent to the serving node.

The possible values of the indicator of privacy check related action for call/session unrelated case shall be:

- Location allowed without notification

- Location alowed with notification

- Location with notification and privacy verification; location allowed if no response

- Location with notification and privacy verification; location restricted if no response

- Location not allowed (only applicable when the indicator for call/session related caseis sent.)
The possible values of the indicator of privacy check related action for call/session related case shall be:

- Location alowed without notification

- Location alowed with notification

- Location with notification and privacy verification; location allowed if no response

- Location with notification and privacy verification; location restricted if no response
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If both indicators are sent but indicating different actions and the call/session related criteria met in the serving node
then an action according to the indicator with the looser action according to the definition in Annex A shall be chosen as
shown in Annex A.3.

If the UE subscribes either to PLMN class or to the universal class, H-GM LC/PPR sends the indicator for call/session
unrelated class with the value of “Location allowed without notification”.
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3.2 Symbols

For the purposes of the present document, the following symbols apply:

Dh Interface between LIMS-IWF and SLF

Gb Interface between 2G-SGSN and BSS

Gs Interface between MSC and SGSN

Lc Interface between gateway ML C and gsmSCF (CAMEL interface)

Le Interface between External User and MLC (externd interface)

Lg Interface between Gateway MLC - VMSC, GMLC - MSC Server, GMLC - SGSN
(gateway ML C interface)

Lh Interface between Gateway MLC and HLR (HLR interface)

Lid Interface between GMLC and PMD.

Lpp Interface between GMLC(H-GMLC) and PPR entity.

Lr Interface between Gateway MLCs

Sh Interface between LIMS-IWF and HSS

Um GERAN Air Interface

Uu UTRAN Air Interface

3.3 Abbreviations

For the purposes of the present document, the following abbreviations apply:

2G- Second Generation

3G- Third Generation

AC Admission Control

Al Application Interface (prefix to interface class method)
ANM Answer Message (ISUP)

APN Access Point Name

APN-NI APN Network Identifier

ARIB Association of Radio Industries and Business
ATD Absolute Time Difference

BCCH Broadcast Control Channel

BER Bit Error Rate

BSS Base Station Subsystem

BTS Base Transceiver Station

CAMEL Customised Application For Mobile Network Enhanced Logic
CAP CAMEL Application Part

CM Connection Management

CN Core Network

CSE Camel Service Environment

DL Downlink

DNS Domain Name System

DRNC Drift RNC

E-OTD Enhanced Observed Time Difference

FER Frame Error Rate

GERAN GSM EDGE Radio Access Network

GGSN Gateway GPRS Support Node
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GMLC Gateway MLC

GPRS General Packet Radio Service

GPS Globa Positioning System

HE Home Environment

H-GMLC Home-GMLC

H-LIMSIWF HomeLIMSIWF

HSS Home Subscriber Server

HLR Home Location Register

HPLMN Home Public Land Mobile Network

IMEI International Mobile Equipment Identity

IMS IP Multimedia Subsystem

IMSI International Mobile Subscriber Identity

IP Internet Protocol

IPDL Idle Period Downlink

LA Location Application

LAF Location Application Function

LBS Location Based Services

LCAF Location Client Authorization Function

LCCF Location Client Control Function

LCCTF Location Client Co-ordinate Transformation Function
LCF Location Client Function

LCZTF Location Client Zone Transformation Function
LCS LoCation Services

LDR Location Deferred Request

LIMSIWF Location IMS — Interworking Function

LIR Location Immediate Request,

LMU Location Measurement Unit

LSAF Location Subscriber Authorization Function
LSBcF Location System Broadcast Function

LSBF Location System Billing Function

LSCF Location System Control Function

LSCTF Location System Co-ordinate Transformation Function
LSOF Location System Operation Function

LSPF Location Subscriber Privacy Function

LSTF Location Subscriber Trand ation Function
MAP Mobile Application Part

ME Mobile Equipment

MEXE Mobile Execution Environment

MLC Mobile Location Center

MLP Mobile Location Protocol

MM Mobility Management

MO-LR Mobile Originated Location Request

MS Mobile Station

MSC Mobile services Switching Centre

MSISDN Mobile Station Integrated Services Data Network
MT-LR Mobile Terminated Location Request
NA-ESRD North American Emergency Service Routing Digits
NA-ESRK North American Emergency Service Routing Key
NI-LR Network Induced Location Request

OSA Open Service Architecture

OTDOA Observed Time Difference Of Arrival

PC Power Control

PCF Power Calculation Function

PLMN Public Land Mobile Network

PMD Pseudonym mediation device functionality
POI Privacy Override Indicator
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PPR Privacy Profile Register

PRCF Positioning Radio Co-ordination Function
PRRM Positioning Radio Resource Management
PSE Personal Service Environment

PSMF Positioning Signal Measurement Function
PSTN Public Switched Telephone Network

QoS Quiality of Service

RA Routing Area

RACH Random Access Channel

RAN Radio Access Network

RANAP Radio Access Network Application Part
R-GMLC Requesting-GMLC

RIS Radio Interface Synchronization
R-LIMSIWF  Requesting-LIMSIWF

RNC Radio Network Controller

RRM Radio Resource Management

RTD Real Time Difference

SAT SIM Application Tool-Kit

SCCP Signalling Connection Control Part

SCS Service Capability Server

SGSN Serving GPRS Support Node

Sl Service Interface (prefix to interface class method)
SIM Subscriber Identity Module

SIP Session I nitiation Protocol

SIP-URI SIP Uniform Resource Identifier

SIR Signa Interference Ratio

SLF Subscription Locator Function

SLPP Subscriber LCS Privacy Profile

SMLC Serving Mobile Location Center

SMS Short Message Service

SP Service Point

SRNC Serving RNC

SS7 Signaling System No 7

TA Timing Advance

TEL-URL Telephone Uniform Resource Locator
TMSI Temporary Mobile Subscriber Identity
TOA Time Of Arrival

ubT SCCP Unitdata message

UE User Equipment

UL Uplink

UMTS Universal Mobile Telecommunication System
USIM Universa Subscriber Identity Module
U-TDOA Uplink Time Difference of Arriva
UTRAN Universal Terrestrial Radio Access Network
VASP Value Added Service Provider

V-GMLC Visited -GMLC

VHE Virtual Home Environment

WCDMA Wideband Code Division Multiple Access

Further GSM related abbreviations are given in GSM 01.04. Further UMTS related abbreviations are given
in3G TS21.905[3].
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5.2 LCS Functional diagram, high level functions
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TS 22.071 [4] describes LCS services from the LCS client point of view. In the present document, a more
detailed description of LCSisgiven. The LCS functional diagram shown in figure 5.2 depicts the
interaction of the LCS client and the LCS server within the PLMN. The PLMN uses the various LCS
components within the LCS server to provide the target UE Location Information to the LCS client.

LCS Client

Client handling component

LCF, LCF,||[LCF; LCF,

L ocation Service Request

L ocation Service Response

Subscriber <+ System

. Client
handling I;:r?qdléz?ant handling
component LM’l)\/IF component
LSCTF
LSCF LCCF
LSAF -- LSPF

LIMS-IWF
LCCTF LCAF
LSOF- LSBF

Positioning
component

PRCF

Resources:

Signalling

protocols
—_—

PCF PSMF PRRM

LCS Server
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LCS Client

Client handling component

LCF, LCF,||[LCF; LCF,

L ocation Service Request

L ocation Service Response

Subscriber < System

Client

handling *C‘:rfr‘]d';':]%m handling
component LM?VIF component
LSCTF
LSCF LCCF

LSAF—LSPF

//A\\ LCCTF LCAF

—> LSOF- LSBF

A

Positioning
component

PRCF
Resour ces:
Signalling
protocols

—_—

PCF PSMF PRRM

LCS Server

Figure 5.2: LCS capability server Functional Diagram

The following list givesthe logical functional entities for the LCS. Two main functional groupings are
defined which encompass a humber of smaller functions.

The LCS Functional entities are grouped as follows:
- theLCSClient functiona group;

- theLCS Server functional group consists of functionsin the UMTS PLMN supporting LCS:
- client handling component;
- system handling component;
- subscriber handling component;
- positioning component.

The functions of the LCS Client and the LCS Server in the PLMN are described in more detail in this
clause.

The allocation of LCS functions to network elements is specified in clause 6.
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5.4.2.4 Location System Broadcast Function (LSBCF)

The Location System Broadcast Function (LSBcF) provides broadcast capability. The LSBcF capability is
only used when broadcast datais required for E-OTD, OTDOA or assisted GPS positioning methods.
5.4.2.5 Location System Co-ordinate Transformation Function (LSCTF)

The Location System Co-ordinate Transformation Function (LSCTF) provides the conversion of an area

definition, expressed in a geographic shape as defined in TS23.032, to network identities recognised only
within a PLMN (such as Cell Identity, Location Area Identity). The area definition may convert to more

than one network identity such as a collection of Cell Global Identities.

5.4.2.6 Location IMS — Interworking Function (LIMS-IWF)

The Location IMS — Interworking Function (LIMS-IWF) in the requesting network provides the capability
to route L CS service requests based on an IMS Public User Identity (SIP-URI) to the home network of the
target user. The LIMS-IWF in the home network of the target user is responsible to determine the
appropriate HSS and to obtain the MSISDN associated with aIM S Public User Identity fom the HSS.

srwwex NEXT MODIFICATION *+vxxees

5.6.1 Location Service Request

Viathe Location Service Request, the source LCS server communicates with the destination LCS server to
request for the location information of one UE within a specified quality of service. There exist two types
of location service requests:

- Location Immediate Request (LIR); and
- Location Deferred Request (LDR).
The following attributes are identified for Location Service Request information flow:

- Target UE identity, (either one or both of MSISDN and IMSI, or SIP-URI, or pseudonym);

- LCSClient identity, i.e. LCS client external identity or internal identity;
- LCSClient type, (i.e. Vaue added, Emergency, PLMN operator or Lawful interception);
- LCSClient name, if needed (and type of LCS client name if available);
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- Servicetype, if needed;

- Response method (SYNC or ASYNC), if needed;

- Codeword, if needed;

- Requestor identity, if needed (and type of Requestor identity if available);

- Number dialed by the target mobile user or APN-NI, if therequest is call or session related ;

rrxrex NEXT MODIFICATION *+vxxees

6 LCS Architecture

Figure 6.1 shows the general arrangement of the Location Service featurein GSM and UMTS. This
illustrates, generdly, the relation of LCS Clients and serversin the core network with the GERAN and
UTRAN Access Networks. The LCS entities within the Access Network communicate with the Core
Network (CN) acrossthe A, Gb and lu interfaces. Communication among the Access Network LCS entities
makes use of the messaging and signaling capabilities of the Access Network.

As part of their service or operation, the LCS Clients may request the location information of UE. There
may be more than one LCS client. These may be associated with the GSM/UMTS networks or the Access
Networks operated as part of a UE application or accessed by the UE through its access to an application
(e.g. through the Internet).

The clients make their requests to a LCS Server. There may be more than one LCS Server. The client must
be authenticated and the resources of the network must be co-ordinated including the UE and the
calculation functions, to estimate the location of the UE and result returned to the client. As part of this
process, information from other systems (other Access Networks) can be used. As part of the location
information returned to the client, an estimate of the accuracy of the estimate and the time-of-day the
measurement was made may be provided.
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NOTE 1:

architecture in TS 23.002 [20].

NOTE 2:
NOTE 3:

LIF-MLP may be used on the Le interface
As one alternative the LCS client may get location information directly from GMLC, which may

HSS includes both 2G-HLR and 3G-HLR functionality. LCS is included in the overall network

contain OSA Mobility SCS with support for the OSA user location interfaces. See TS 23.127
[26] and TS 29.198 [27, 28, 29 and 30].

NOTE 4:
NOTE 5:
NOTE 6:

The PPR functionality may be integrated in GMLC
The PMD functionality may be integrated in GMLC or PPR.
The LIMS-IWFE may optionally be located within the GMLC.

Figure 6.1-1: General arrangement of LCS

<4+—— VPMLIN ———»

GERAN | A 2G-
MSC osA-Lcs [ External LCS
Client
// Gb 2G- Lg PMD gsmSCF
Um SGSN _
UE L Li
E— u lu VGMLC HGMLC GMLC | Lid
\ L Lr Lr
3G-
Uu TRAN
AN |u\ SGSN Lh Lh ir | PMP
Lg Lpp
u | MSC Lr
| server PPR HSS/HLR! | HLIMS- RLIMS-
IWF Lr IWF
44— VPMLN —p
GERAN | A 2G- gsmSCF External LCS
MSC OSA-LCS Client
ﬂ/ Gb| 2G- Lg PMD
U SGSN Lc Le
Lid
UE m Lqg
u lu VGMLC HGMLC RGMLC
§ L Lr Lr
3G-
Uu
UTRAN =H sasn Lh Lh
Lg Lpp Lid
lu MSC
server
PPR HSS/HLR PMD

Figure 6.1-2: General arrangement of LCS with inter-GMLC and LIMS-IWF [Lr] interface

CR page 12



rexttk NEXT MODIFICATION *ttois

6.2 Allocation of LCS functions to network elements

Table 6.1 shows a summary of the Functional Groups and Functional Blocks for Location services. Table
6.2 and figure 6.2 show the generic configuration for LCS and the distribution of LCS functiona blocksto
network elements. Different positioning methods, including network-based, mobile-based, mobile-assisted
and network-assisted positioning methods may be used. With this configuration both the network and the
mobiles are able to measure the timing of signals and compute the mobile's location estimate. Depending
on the applied positioning method it is possible to utilise the corresponding configuration containing all
needed entities. For instance, if network-based positioning is applied, the entities that areinvolved in
measuring the mobile's signal and calculating its location estimate are all ocated to the network elements of
the access stratum. On the other hand, in case mobile-based or network-assisted methods are used these
entities should be dlocated to the UE.

LCSislogicaly implemented on the network structure through the addition of one network node, the
Mobile Location Center (MLC). It is necessary to name anumber of new interfaces. The LCS generic
architecture can be combined to produce L CS architecture variants.

Table 6.1: Summary of Functional Groups and Functional Blocks for Location services

Funct. Functional Full name of Functional Block Abbrev.
Group component
Location Client (External) Location Client Function LCF
Loc. Component Internal Location Client Function LCF
Client -internal
Client handling Location Client Control Function LCCF
component Location Client Authorization Function LCAF
Location Client Co-ordinate Transformation Function LCCTF
Location Client Zone Transformation Function LCZTF
System handling | Location System Control Function LSCF
component Location System Billing Function LSBF
Location System Operations Function LSOF
LCS Location System Co-ordinate Transformation Function LSCTF
. Server Location IMS — Interworking Function LIMS-IWF
in PLMN Subscr. Location Subscriber Authorization Function LSAF
Handling Location Subscriber Privacy function LSPF
component
Positioning Positioning Radio Control Function PRCF
component Positioning Calculation Function PCF
Positioning Signal Measurement Function PSMF
Positioning Radio Resource Management PRRM

Table 6.2 and figure 6.2 illustrate the allocation of functiona entities in the reference configuration of LCS.
It is assumed that the CS and PS have either their own independent mobility management or use the joint
mobility management through the optional Gsinterface.

Itis also seen that LCS may take benefit of the lur interface between RNCs, when uplink radio information
and measurement results are coll ected.

The functional model presented in the figure includes functional entities for both CS and PS related LCS.
In addition, it consists of al the entities needed for different positioning methods, i.e. network based,
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mobile based, mobile assisted, and network assisted positioning, exploiting either uplink or downlink
measurements. It is noted that the UE may use e.g. the GPS positioning mechanism, but still demand e.g.
auxiliary measurements from the serving network. RAN specific functional entities are specifiedin TS
25.305[1] for UTRAN and in TS 43.059 [16] for GERAN.

Table 6.2: Allocation of LCS functional entities to network elements

UE RAN GMLC SGSN MSC/MSC | HLR/HSS PPR PMD Client
Server
Location client functions
LCF X X X X
LCF X
Internal
Client handling functions
LCCTF X
LCCF X
LCAF X
LCZTF X
System handling functions
LSCF X X X
LSBF X X X
LSOF X X X X X
LSCTF X
LIMS-IWF X (Note 1)
Subscriber handling functions
LSAF X X X X
LSPF X X X X X
LSTF X
Positioning functions
PRCF X
PCF X X
PSMF X X
PRRM X
UE RAN GMLC SGSN MSC/MSC | HLR/HSS PPR PMD Client
Server

Note 1: The LIMS-IWF may optionally be located within the GMLC. If it is not located within the GMLC,

it shall usethe Leor Lr reference point to interface to the GMLC.
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Figure 6.2: Generic LCS Logical Architecture

Note 1: The LIMS-IWF may optionally be located within the GMLC. If it is not located within the
GMLC, it shall use the Le or Lr reference point to interface to the GMLC.
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6.4.1  Verinyms for the target UE

It shall be possible to address and indicate the target UE using MSISDN _and SIP-URI. It may be possiblein
certain cases to address the target UE using | P address when a static or dynamic |P address (1Pv4 or |Pv6)
has been allocated for the UE.

In the mobile terminated |ocation request proceduresin the PS domain (aswell asin the CS domain), the
target UE isidentified using either MSISDN or IMS].

NOTE: Itisrecognized that |P-addressing of the target UE is only possible when thereis an active
PDP context established between the target UE and the external LCS client. Using the
established PDP context, the LCS client can request the target UE, as identified with the IP
addressiit currently uses, to initiate a Mobile originated location request. The actual signaling
exchange between the LCS Client/server and the target UE or the user of thetarget UE is
outside the scope of this specification. The resulting MO-LR is performed as specified in this
document.

CR page 17



rexttk NEXT MODIFICATION *ttois

7.5.2 LCS ldentity Response

The PMD sends the LCS Identity Response to the H-GMLC as aresult of the LCS Identity Request by the
H-GMLC.

The following attribute isidentified for the LCS Identity Response information flow:
- Target UE identity, (one or both of MSISDN and IMS));

7.6 IMS related Interfaces

7.6.1 Dh Interface

Dh istheinterface between LIMS-IWF and SLF. The purpose of thisinterfaceisto retrieve the address of
the correct HSS serving the user. Dh is an optional interface.

7.6.2 Sh Interface

Shisthe interface between LIMS-IWF and HSS. The purpose of this interfaceisto retrieve the user’s
MSISDN.
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9.7.2 Location request for a mobile in dedicated-mode
When arequest for location information is received at the VM SC, if the UE is aready busy on CM level,

the LCS-layer shall attempt to establish a parallel transaction to the existing one. If successful, the LCS-
layer shall invoke the location preparation procedure.

9.8 Interworking with the IMS

9.8.1 Standard Location Request using a SIP-URI

An externa LCS Client shall use the same interface to the L CS Server regardless of the target UE's
identity.

If alocation request from an external L CS client uses a SIP-URI as the target UE’ sidentity, the requesting
GMLC shall invoke a LIMS-IWF (Location IMS Interworking Function) to route the request to the user’s
home network. This routing mechanism may use standard technologies like pre-configuration of destination
addresses or DNS |ookups to determine the address of aLIMS-IWF in the home network of the user. The
interface between two LIMS-IWEFE in different networks shall beLr.

If the LIMS-IWF in the home network is not co-located with the home GMLC, it shall use the same
interface towards the home GML C as the requesting GMLC, i.e. the Lr interface. The LIMS-IWF in the
home network has to determine the HSS serving the user. This may be done e.q. by aDh SLF query or the
HSS address is known to the LIM S-IWF through configuration.; The LIMS-IWF retrieves the MSISDN
from the HSS through Sh Pull and use MAP Send Routing Info for LCS to get the home GML C |P address
from the HLR. Afterwards the LIMS-IWF in the home network can forward the L CS service request
(including the target UE's MSISDN) on the Lr interface to the home GMLC.

The following figure shows the principle call flow when a GML C receives alocation request where the
target UE s identity is an IMS Public User |dentity (SIP-URI).
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Figure X: MT-LR procedure for IMS Public User Identities

An externa LCS Client requests the current |ocation of atarget UE from a R-GMLC using the Public

User Identity (SIP-URI) associated with the target UE.

The R-GMLC selects aLIMS-IWF in the requesting network. The LIMS-IWF address may be pre-

configured or DNSiis used for this purpose. The R-GMLC forwards the L CS service request to the

requested LIMS-IWF via Lr interface.

The LIMS-IWF in the requesting network determines the LISM-IWF address in the home network.

This may be done by using a pre-configured address or by DNS. The requesting LIMS-IWF forwards

the LCS service request to the home LIMS-IWF viaLr interface.
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4. Thehome LIMSIWF queriesthe SLF via Dh interface to get the HSS address (using the Dh interface
to retrieve the HSS addressis an option).

5. The home LIMS-IWE retrieves the HSS address from the SLF via Dh SLF Response.

6. The home LIMS-IWEF gueriesthe HSS via Sh PULL (including the SIP-URI) to get the user’s
MSISDN.

7. _ThehomeLIMS-IWF retrievesthe user’s MSISDN from the HSS via Sh PULL Response.

8. TheLIMSIWEF uses MAP Send Routing Info for LCS to get the H-GML C address from the HLR.

9. TheLIMSIWE retrieves the H-GMLC address from the HLR.

10. The LCS service request is forwarded to the H-GML C through Lr interface.

11. The H-GMLC performs the privacy check.

12. TheH-GMLC queriesthe HLR using MAP Send Routing Info for LCS to get the V-GMLC address.

13. The H-GMLC retrievesthe V-GML C address from the HLR.

14. The H-GMLC forwards the LCS service request to the V-GMLC.

15. The standard MT-LR procedure is performed.

16. The LCS serviceresponseis send from the V-GML C to the H-GMLC.

17. The H-GMLC performs the privacy check.

18. The LCS service responseis send from the H-GMLC to home LIMS-IWF.

19. The LCS service responseis send from the home LIM S-IWF to the requesting LIMS-IWF.

20. The LCS service response is send from the requesting LIMS-IWF to the R-GMLC.

21. The LCS service response is send from the R-GML C to the external LCS Client.

9.8.2 Standard Location Request using a TEL-URL

|F alocation request from an external LCS client uses a TEL-URL asthe target UE’sidentity, the

requesting GML C shall convert the TEL-URL into aMSISDN, usethis MSISDN in the location request as

thetarget UE's address and continue with the MT-LR procedure for the PS domain.

9.8.3 Mobile Originated Location Requests in the IMS

Mobile Originated L ocation Reguests will not specifically require IMS interworking and therefore are not

covered within this specification.

srwwex NEXT MODIFICATION *+vsxees
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10.5.4 Interworking between pre Rel-6 network nodes and Rel-6 or
later HLR/HSS

In addition to the procedures in this section, if the HLR/HSS is notified that the serving node does not
support the LCS capability set 2 and/or set 3, the procedures described in 10.5.3 shall be also taken into
consideration.

10.5.4.1 Rel-6 or later HLR/HSS with pre Rel-6 serving node

The Rel-6 or later HLR/HSS notifies the H-GML C about the all LCS capability set supported by the
serving node.

In accordance with the notified LCS capability of the serving node and the privacy profile of the target UE,
the H-GMLC decides whether the location estimation process can be continued or not.

In order to request the privacy related action (i.e. checking the on-going call/session and/or
notification/verification procedures) to the pre Rel-6 serving node, H-GMLC may send the Provide
Subscriber Location request message to the serving node with the pseudo-externa identity. The detail of
the pseudo-external identity is described in Annex C.

10.6 LIMS-IWFE

Asthe LIMS-IWF is asimple interworking function that provides routing of L CS service requests and
responses based on the target UE's SIP-URI and mapping of SIP-URI to MSISDN it must not store user or
L CS Client specific data during or after alocation request procedure.
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extensible to a new MO-LR service.

3.Moreover, in case the UE’s location information is transfered to the LCS Client,
a pseudonym should be considered to conceal the UE’s MSIDSN/IMSI.

The above 3 problems can also occur in the current PS-MO-LR procedure.
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Summary of change:

Consequences if
not approved:
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4. (CR#186R7) According to TS 22.071, there is a requirement for the concept of
LCS QoS Class. Currently any location estimate that does not satisfy the QoS
requested in an original location request may be discarded by GMLC. It is often
the case that some kind of location estimate regardless of how accurate it is or
how long it took to obtain it, is better than having no location estimate. However,
this can only be determined by the requestor/LCS Client. It may also be used to
act as an upper bound to determine what the requestor is prepared to pay for.

This CR is a combination of CR#239r5(S2-040665) and CR#186r7 (S2-040457),
notice that only section 9.2.1and 9.2.2 have overlapes with some change to
same stentances, but no conflicts.

Following changes are applied to the TS:
1.The address of the V-GMLC, and a GMLC that can access the LCS Client are
added to the MO-LR signalling procedure figures.

When the address of the GMLC is speicified by the UE and the VMSC/MSC
server cannot access it, the VMSC/MSC server shall assign a GMLC, i.e. V-MSC
server send the MAP Subscriber Location Report to that V-GMLC. The V-GMLC
then contact the H-GMLC to tranfer the MO-LR Location Information to the
correct GMLC.

When the H-GMLC cannot access the specified LCS Client, the H-GMLC shall
determine a GMLC that can access the LCS Client and send the MO-LR
Location Information to that GMLC.

2. In any case MAP Subscriber Location Report shall be send to the V-GMLC,
carrying at least the MSISDN/IMSI of the UE, the event causing the location
estimate (CS-MO-LR/PS-MO-LR) and the location estimate and its age. V-GMLC
shall record the charging information for the UE and return the MAP Subscriber
Location Report Acknowledgement to the VMSC/MSC server/SGSN.

3.The UE can set a “Pseudonym indicator” to indicate a pseudonym should be
assigned by the network and transferred to the LCS Client as the UE’s identity.
According to the UE’s verinym, the GMLC may perform the assignment, or
request the H-GMLC/PMD of the UE to assign a pseudonym to the UE.

4.(CR#186R7) Introduces a new concept of QoS Classes to LCS — Best Effort
(i.e. allow location estimate of lower accuracy or longer response time) and
Assured (do not allow location estimate of lower accuracy or longer response
time).

According to a proposal yet to be decided in RAN WG3, UTRAN in its location
response should include an indication whether the achieved accuracy fulfills the
requested accuracy or not and the core network forwards this indication to
GMLC. Only V-GMLC handles the LCS QoS class verification.

The UE may also indicate requested QoS class in its mobile originated location
request.

The current MO-LR procedures do not describe any mechanisms how to handle
the case when the VMSC/MSC server cannot access the GMLC speicifed by the
UE and the case when the V-GMLC assigned by the VMSC/MSC server cannot
access the specified LCS Client. And charging of the MO-LR prodedure shall be
handled differently with other LCS procedures. In addtion, In case the location
information of the UE should be provided to the LCS Client, the UE’s
MSISDN/IMSI can not be concealled to the LCS Client.the pseudonym
functionality can not be fulfilled completely.

GMLC would not be able to send low accuracy location information it has
received to the LCS client, even though the LCS client might have found the
available location information satisfactory.

Clauses affected:

¥

3.1,5.5.1,5.5.2,5.6.1, 5.6.2, Additional Section 6.5, 9.1.1, 9.1.2, 9.1.5, 9.1.6,
9.1.7,9.2.1,9.2.2,10.3.1, 11.1
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Other specs ¥ X Other core specifications ¥ 32.271, 32.250, 32.251, 24.080, 29.002,
25.413, 49.031

Affected: X | Test specifications
X | O&M Specifications

Other comments: ¥ This modification may affect the RLP. Update to OMA MLP and RLP may be
required.

How to create CRs using this form:
Comprehensive information and tips about how to create CRs can be found at http://www.3gpp.org/specs/CR.htm.

Below is a brief summary:

1) Fill out the above form. The symbols above marked 3 contain pop-up help information about the field that they are
closest to.

2) Obtain the latest version for the release of the specification to which the change is proposed. Use the MS Word
"revision marks" feature (also known as "track changes") when making the changes. All 3GPP specifications can be
downloaded from the 3GPP server under ftp://ftp.3app.org/specs/ For the latest version, look for the directory name
with the latest date e.g. 2001-03 contains the specifications resulting from the March 2001 TSG meetings.

3) With "track changes" disabled, paste the entire CR form (use CTRL-A to select it) into the specification just in front of
the clause containing the first piece of changed text. Delete those parts of the specification which are not relevant to

the change request.
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<< First changed clause >>

3.1 Definitions

For the purposes of the present document, the following terms and definitions apply:
CAMEL: CAMEL isanetwork functionality, which provides the mechanisms of Intelligent Network to a mobile user

Call Related: any LCS related operation which is associated with an established call in CS domain and a session viaan
active PDP context in PS domain.

Codeword: access code, which is used by a Requestor or LCS Client in order to gain acceptance of a location request
for aTarget UE. The codeword is part of the privacy information that may be registered by a Target UE user.

Current Location: after alocation attempt has successfully delivered alocation estimate and its associated time stamp,
the location estimate and time stamp is referred to asthe "current location" at that point in time

Deferred location request: location request where the location response (responses) is (are) required after a specific
event has occurred. The event may or may not occur immediately

Global Positioning System: Global Positioning System (GPS) consists of three functional elements: Space Segment
(satellites), User Segment (receivers), and Control Segment (maintenance etc.). The GPS receiver calculatesits own
position based on the received time differences for several satellites

Immediate location request: location request where a single location response only is required immediately

Initial Location: in the context of an originating emergency call the location estimate and the associated time stamp at
the commencement of the call set-up isreferred to as "initial location”

Last Known L ocation: current location estimate and its associated time stamp for Target UE stored in the LCS Server
isreferred to as the "last known location" and until replaced by alater location estimate and a new time stamp is
referred to as the "last known location™

LCS (LoCation Services): LCSisaservice concept in system (e.g. GSM or UMTS) standardization. LCS specifies all
the necessary network elements and entities, their functionalities, interfaces, as well as communication messages, due to
implement the positioning functionality in a cellular network. Note that L CS does not specify any location based (value
added) services except locating of emergency calls

L CS Client: software and/or hardware entity that interacts with a LCS Server for the purpose of obtaining location
information for one or more Mobile Stations. LCS Clients subscribe to LCSin order to obtain location information.
LCS Clients may or may not interact with human users. The LCS Client is responsible for formatting and presenting
data and managing the user interface (dialogue). The LCS Client may reside in the Mobile Station (UE)

LCSClient Accessbarring list: optional list of MSISDNs per LCS Client where the LCS Client is not allowed to
locate any MSISDN therein

LCS Client Subscription Profile: collection of subscription attributes of LCS related parameters that have been agreed
for a contractual period of time between the LCS client and the service provider

L CS Feature: capability of aPLMN to support LCS Client/server interactions for locating Target Ues

L CS QoS Class: The QoS class determines the degree of adherence to the quality of service information as required by
the source of alocation request

L CS Server: software and/or hardware entity offering LCS capabilities. The LCS Server accepts requests, services
requests, and sends back responses to the received requests. The LCS server consists of LCS components, which are
distributed to one or more PLMN and/or service provider

L DR reference number: Unique identity of a Location Deferred Request, which is assigned and maintained by the R-
GMLC and circulated between the LCS Client, R-GMLC, H-GMLC, V-GMLC, MSC/SGSN and UE. Notes: UE is
involved only when the event type of the deferred reguest is “change of ared’. In addition, in a Periodical
Immediate/deferred L CS Service Request, the LDR reference number is exclusive.

Local Information: information related to a given location, or general information, which is made available in a given
location
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Local Service: service, which can be exclusively provided in the current serving network by aVaue added Service
Provider

Location (Based) Application: location application is an application software processing location information or
utilizing it in some way. The location information can be input by a user or detected by network or UE. Navigation is
one location application example

L ocation Based Service (LBS): service provided either by teleoperator or a3 party service provider that utilizes the
available location information of the terminal. Location Application offers the User Interface for the service. LBSis
either apull or a push type of service (see Location Dependent Services and Location Independent Services). In
ETSI/GSM documentation of SOLSA, LBSiscalled "Location Related Service". ETSI and/or 3GPP -wide terminology
harmonization is expected here

L ocation Dependent Service: service provided either by teleoperator or a3 party service provider that is available
(pull type) or is activated (push type) when the user arrives to a certain area. It doesn't require any subscription in
advance, but the push type activation shall be confirmed by the user. The offered service itself can be any kind of
service (e.g. apublic Xerox machine or the discount list in a store)

L ocation Estimate: geographic location of an UE and/or avalid Mobile Equipment (ME), expressed in latitude and
longitude data. The Location Estimate shall be represented in a well-defined universal format. Translation from this
universal format to another geographic location system may be supported, although the details are considered outside
the scope of the primitive services

L ocation Independent Service: service provided either by teleoperator or a3 party service provider that is available
and therefore can be activated anywhere in the network coverage. It is activated by the user's request or by other user's
activated service, and therefore it requires a subscription in advance (pull type). The offered service itself can be any
kind of service (eg. MMS, SWDL, or LBS!)

M obile Assisted positioning: any mobile centric positioning method (e.g. IPDL-OTDOA, E-OTD, GPS) in which the
UE provides position measurements to the network for computation of alocation estimate by the network. The network
may provide assistance data to the UE to enable position measurements and/or improve measurement performance

M obile Based positioning: any mobile centric positioning method (e.g. IPDL-OTDOA, E-OTD, GPS) in which the UE
performs both position measurements and computation of alocation estimate and where assistance data useful or
essential to one or both of these functionsis provided to the UE by the network. Position methods where an UE
performs measurements and | ocation computation without network assistance data are not considered within this
category

M obile Station: mobile station (MS) consists of Mobile or User Equipment (ME or UE) with avalid SIM or USIM
attached. The abbreviation "UE" in this specification refers both to MS and User Equipment, see below.

Non-dialable call back number: In case of a SIM-less emergency call, a non-dialable callback number shall be used to
identify the target UE. The format and structure of the non-dialable callback number is according to national or regional
regulations.

PLMN Accessbarring list: optional list of MSISDN per PLMN where any LCS Client is not allowed to locate any
MSISDN therein except for certain exceptional cases

Positioning (/location detecting): positioning is afunctionality, which detects a geographical location (of e.g. amobile
terminal)

Positioning method (/locating method): method or technical solution, which is used to get an estimate of the target
mobile's geographical location. For example positioning methods based on radio cell coverage, GPS or Assisted GPS
methods, which are based on the Time-Of-Arrival (TOA) algorithm, and OTDOA or E-OTD methods, which are based
on the Time-Difference-Of-Arrival (TDOA) agorithm. The positioning methods are further described in UTRAN Stage
2, TS 25.305[1] and GERAN Stage 2, TS 43.059 [16].

Predefined area: geographical area, which is not related to cell or radio coverage. The mobile may take special action
when it recognisesit has entered or left a predefined area

Privacy Class: list of LCS Clients defined within a privacy exception class to which permission may be granted to
locate the target UE. The permission shall be granted either on activation by the target UE or permanently for a
contractual period of time agreed between the target UE and the service provider

Privacy Exception List: list consisting of various types of privacy classes (i.e. operator related, persona etc.). Certain
types of classes may require agreement between the service provider and the target UE
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Privacy Profile Register, PPR: The PPR stores privacy information of the target mobile. The PPR also executes
privacy checks and sends the privacy check resultsto other network elements using the Lpp interface. PPR may be a
standal one network entity or the PPR functionality may be integrated in H-GMLC.

Prohibited area: area where the mobile must not activate its transmitter. The Prohibited area may be a Predefined area
described above or related to radio cell(s)

Pseudo-external identity: The pseudo-external identity is not the identity of real external LCS client but the identity,
which is used for notifying the result of the enhanced privacy check. The pseudo-external identity shall keep the
compatibility with pre Rel-6 privacy mechanisms, which does not understand privacy check result made by H-
GMLC/PPR. Each operator defines its own the pseudo-external identities.

Pseudonym: A fictitious identity, which may be used to conceal the true identity (i.e. MSISDN and IMSI) of atarget
UE from the requestor and the LCS client.

Pseudonym mediation device: functionality that verifies pseudonyms to verinyms

Request id: identity which is used to identify the correspondence of alocation request to multiple responses when the
Response method is ASYNC. Each receiving GMLC (R-GMLC or V-GMLC or H-GMLC) alocates and maintains the
Request id to identify each ASYNC location request, and includes it in the responses to the source entity of the location
request (i.e. LCS client or GMLC).

Requestor : the originating entity which has requested the location of the target UE from the LCS client.
Requestor Identity: Thisidentifier isidentifying the Requestor and can be e.g. MSISDN or logical name.

Response method: method how a GMLC, which receives a location request message from another entity (i.e. LCS
client or GMLC), responds to the location request. There are two methods, synchronous (SY NC) and asynchronous
(ASYNC). When the requesting entity wishes multiple responses (either about one or several target UE's location) to a
single location request the procedure is ASY NC and when the requesting entity wishes a single response the procedure
is SYNC. The source entity of the location request (i.e. LCS client or GMLC) can choose a preferred method and
informs the method to the receiving GMLC. However, the selection of the method used is made by the receiving GMLC
and when the ASYNC method is selected the Request id is notified to the source entity. The receiving GMLC canturn a
SYNC request into an ASY NC procedure, e.g. in an overload situation, and the source entity (i.e. LCS client or GMLC)
should be able to receive multiple responses even though the regquest was SY NC.

Service Area ldentifier (SAl): information, which is used to identify an area consisting of one or more cells belonging
to the same Location Area, see ref. [14]. Such an areais called a Service Area and can be used for indicating the
location of a UE to the CN. For this specification, only a Service Areathat is defined to be applicable to the PS and CS
domains shall be used.

Service coverage: alist of country codes where an LCS client offersits location services.
Service Type: attribute of specific location based service provided by the LCS client, as defined in TS 22.071.

Serving cell identity: the Cell Global Identification (CGl), seeref [17], of the cell currently used by the target UE, e.g.
for an emergency call in A-mode.

Subscription Profile: profile detailing the subscription to various types of privacy classes

Target area: geographical areawhich is used for change of areatype deferred location request. The target areaiis
defined by LCS client and is expressed as geographical area using a shape defined in TS 23.032, as a geographical area
using local coordinate system, as a country code, asaPLMN identity or as a geopolitical name of the area (e.g. London).

Target UE: UE being positioned

User Equipment: term 'User Equipment’, or 'UE', should for GSM be interpreted as'M S, as defined in
GSM TS 04.02 [19]. UE in this specification may also refer to a Mobile Equipment or User Equipment used for
emergency calls, that do not have valid SIM or USIM

Verinym: True identity, i.e. MSISDN or IMSI, of the target UE
Further UMTS related definitions are givenin 3G TS 22.101.
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55.1 Location Service Request

Viathe Location Service Request, the LCS client communicates with the LCS server to request for the location
information of one or more than one UE within a specified quality of service. There exist two types of location service
requests:

- Location Immediate Request (LIR); and
- Location Deferred Request (LDR).

The attributes for the information exchange between the LCS Client and the LCS Server have been standardized by
OMA based on requirements set by TS 22.071 and TS 23.271.

The following attributes are identified for Location Service Request information flow:

- Target UE identity (either verinym or pseudonym);

- LCSClient identity;

- Serviceidentity, if needed;

- Response method (SYNC or ASYNC), if needed;

- Codeword, if needed;

- Requestor identity, if needed (and type of Requestor identity if available);

- Number dialled by the target mobile user or APN-NI, if the request is call or session related ;

- Type of Event definition, i.e. UE available or change of area, applicable to deferred location requests only;

- Definitions for change of areatype deferred location requests. Following parameters may be defined, if needed;
@) Indication for event trigger, i.e. UE enters, leaves or is within requested target area;
b) Indication of either a single event report or multiple event reports,
¢) Minimum interval time between area event reports, if multiple event reports is requested;

d) Indication of the requested location estimate; i.e. whether the location estimate of the target UE should be
contained in the change of area event report;

- Start time, stop time (i.e. specifying the validity time of LCS request), if needed;
- Interval, applicable to periodical requests only;

- Requested Quality of Serviceinformation, if needed, i.e. accuracy, response time and L CS QoS Class,

- Requested type of location, i.e. current location or last known location applicable to LIR only (current location is
only available for LDR);

- Priority, if needed;

- Service coverage (i.e. country codes), if needed;

- Reguested maximum age of location, if needed;

- Local coordinate reference system, if needed,;

- Target areg, i.e. geographical area expressed as one of the following format, if needed.
a) ashapedefinedin TS 23.032
b) local coordinate system
C) country code

d) PLMN identity
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€) geopolitical name of the area (e.g. London)

Some of the information may be stored in GMLC and the LCS client does not need to include such information in
the location service request.
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55.2 Location Service Response

The LCS server (GMLC) sends the Location Service Response to the LCS client either as an:
- Immediate Response; or a
- Deferred Response, these deferred responses can be either single or periodic.

The following attributes are identified for the Location Service Response information flow:

- Location indication of UE in geographical coordinates expressed as a shape as defined in TS 23.032 or local
coordinate system;

- Theinformation about the positioning method used to obtain the location estimate of the UE, if it is available at
the LCS server and if needed,;

- Time stamp of location estimate;

- Indication when UE enters, is within or leaves the Geographical area, if needed;
- Acknowledgement for a deferred location request, if needed.

- Request id, if needed.

- LDR reference number, if needed.

- Indication that the requested QoS was not met, if needed, only applicable if the request was for best effort class

In addition the information attributes of the location service request may be used also in the location service response.
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5.6.1 Location Service Request

Viathe Location Service Request, the source LCS server communicates with the destination LCS server to request for
the location information of one UE within a specified quality of service. There exist two types of location service
requests:

- Location Immediate Request (LIR); and
- Location Deferred Request (LDR).
The following attributes are identified for Location Service Reguest information flow:
- Target UE identity, (either one or both of MSISDN and IM S, or pseudonym);
- LCSClient identity, i.e. LCS client external identity or internal identity;
- LCSClient type, (i.e. Value added, Emergency, PLMN operator or Lawful interception);
- LCSClient name, if needed (and type of LCS client name if available);
- Servicetype, if needed;
- Response method (SYNC or ASYNC), if needed;
- Codeword, if needed;
- Requestor identity, if needed (and type of Requestor identity if available);
- Number dialled by the target mobile user or APN-NI, if the request is call or session related ;
- Type of Event definition, i.e. UE available or change of area, applicable to deferred location requests only;
- Definitions for change of area type deferred location requests. Following parameters may be defined, if needed;
a) Indication for event trigger, i.e. UE enters, leaves or is within requested target area;
b) Indication of either a single event report or multiple event reports;
¢) Minimum interval time between area event reports;
d) Start time, stop time, i.e. specifying the validity time of LCS area event request

- Requested Quality of Service information, if needed, i.e. accuracy, response time and L CS QoS Class,

- Requested type of location, i.e. “current location”, “current or last known location” or “initial location”
applicable to LIR only (current location is only available for LDR);

- Priority, if needed;

- Reguested maximum age of location, if needed;

- Privacy override indicator, if needed;

- Service coverage (i.e. country codes), if needed;

- Indicator of privacy check related actions, if needed;

- Supported GAD shapes, if needed,;

- HPLMN LCS server address, i.e. H-GMLC address, if needed;
- VPLMN LCS server address, i.e. V-GMLC address, if needed;
- Network address of Privacy Profile Register, if needed;

- Network numbers of serving nodes,

- LCS capability sets of serving nodes, if heeded.
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- Target area, i.e. geographical area expressed as one of the following format, if needed.

a) ashapedefinedin TS 23.032
b) country code
c¢) PLMN identity

- LDR reference number, if needed.
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5.6.2 Location Service Response

The Location Service Response is sent to the source LCS server as the result of the Location Service Request by the
destination LCS Server:

- Immediate Response; or a
- Deferred Response, these deferred responses can be either single or periodic.
The following attributes are identified for the Location Service Response information flow:
- Location indication of UE in geographical coordinates expressed as a shape as defined in TS 23.032;
- Indication when UE enters, is within or leaves the geographical area, if needed,;

- Theinformation about the positioning method used to obtain the location estimate of the UE, if it is available at
the LCS server and needed;

- Age of location estimate;
- Acknowledgement for a deferred location request, if needed.
- Requestid, if needed

- Indication that the requested QoS was not met, if needed, only applicable if the request was for best effort QoS
class

In addition the information attributes of the location service request may be used also in the location service response.
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ke ADDITIONAL SECTION ke

6.5 Quality of Service Information

LCS Quality of Serviceinformation is characterised by 3 key attributes:
- LCSQoSCClass

- Accuracy

- Response Time

The use of quality of service to characterise location requestsis optional and if not requested the default shall be either
network operator determined or client negotiated.

6.5.1 LCS QoS Class

The LCS QoS Class defines the degree of adherence by the Location Service to another quality of service parameter
(Accuracy), if requested. The LCS Server shall attempt to satisfy the other quality of service parameter regardless of the

use of QoS Class.

6.5.1.1 Best Effort Class

This class defines the [east stringent requirement on the QoS achieved for alocation request. If alocation estimate
obtained does not fulfil the other QoS reguirements, it should still be returned but with an appropriate indication that the
reguested QoS was not met. If no location estimate is obtained, an appropriate error cause is sent.

6.5.1.2 Assured Class

This class defines the most stringent requirement on the accuracy achieved for alocation request. If alocation estimate
obtained does not fulfil the other QoS requirements, then it shall be discarded and an appropriate error cause sent.
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9.1.1 Common MT-LR procedure in PS and CS domain
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Figure 9.1: General Network Positioning for a MT-LR

1) Anexterna LCS client requests the current location of atarget UE froma GMLC. The LCS Client may a so
request a deferred location request, i.e. based on event. The R-GMLC verifies the identity of the LCS client and
its subscription to the L CS service requested and derives the MSISDN or IMSI or pseudonym of the target UE to
be located and the LCS QoS from either subscription data or data supplied by the LCS client. For a call related
location request, the LCS client includes the LCS client's called party number, as dialled by the target mobile
user, in the LCS service request. For a session related location request, the LCS client includes the APN-NI of
the LCS client, as used by the target UE, in the LCS service request. For a call/session related request the R-
GMLC may verify that the called party number or APN-NI is correct for the LCS client in question. The LCS
client’s dialled number or APN-NI are checked in step 9 for the call/session related class.

The LCS request may carry a so the Service Identity and the Codeword and the service coverage information.
The R-GMLC may verify that the Service Identity received in the LCS regquest matches one of the service
identities allowed for the LCS client. If the service identity does not match one of the service identities for the
LCSclient, the R-GMLC shall reject the LCS request. Otherwise, the R-GMLC can map the received service
identity in a corresponding service type.

If the location request is originated by a Requestor, the Requestor Identity may be added to the LCS service
request. The LCS client should authenticate the Requestor Identity but this is outside the scope of this
specification. The LCS service request may also contain the type of the Requestor identity if the requestor
identity was included.

If the H-GMLC address is not contained in the pseudonym or cannot deduced from the pseudonym, the R-
GMLC shall determine the verinym for the pseudonym. In this case the R-GMLC may access to its associated
PMD asdescribedin 9.1.1.3.

The R-GMLC verifies whether it stores the privacy profile of the target UE. If the R-GMLC storesthe UE’'s
privacy profile, (this means the R-GMLC isthe H-GMLC of the target UE), then step 2, 3, 4 and 12 are skipped.
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If location is required for more than one UE, or if periodic location is requested, the steps following below may
be repeated. In case the location is requested for more than one UE, the R-GMLC should verify whether the
number of Target UEsin the LCS request is equal or less than the Maximum Target UE Number of the LCS
client. If the Maximum Target UE Number is exceeded, the R-GMLC should respond to the client with proper
error cause.

2) If the R-GMLC aready knows, (e.g. from a previous location request or an internal lookup table), or isableto
determine, (e.g. it ispossible to use a DNS lookup mechanism similar to IETF RFC 2916), the network address
of H-GMLC of the target UE, or in case the location service request contains the target UE’ s pseudonym, which
includes the target UE’s Home-GM L C address, or a pseudonym from which the target UE's Home-GMLC
address can be deduced, then this step and step 3 may be skipped.

Otherwise, the R-GMLC sendsa SEND_ROUTING_INFO_FOR_L CS message to the home HLR/HSS of the
target UE to be located with the IMSI or MSISDN of the UE.

The details of the alternative methods of retrieving H-GML C address other than the sending
SEND_ROUTING_INFO_FOR_LCS message to the HLR/HSS, (e.g. internal lookup table, DNS lookup
mechanism), are not in the scope of this specification.

Editor'snote:  The support for number portability with these alternative solutions of retrieving H-GML C address
still needs further study and should be in line with the general solution to support number
portability in Rel-6.

3) The HLR/HSS verifies whether the R-GMLC is authorized to request UE location information. If not, an error
response is returned.
Otherwise the HLR/HSS returns one or several of the network addresses of the current SGSN and/or
VMSC/MSC server, the LCS capabilities of the serving nodes if available and whichever of the IMSI and
MSISDN that was not provided in step 2. The HLR/HSS returns the address of the H-GMLC. The HLR/HSS
also returns the address of the PPR and V-GMLC, if available.

Note: HLR/HSS may prioritize between the MSC/VLR or SGSN address sent to the GMLC. The prioritisation
might be based on information received from SGSN and/or MSC/V LR concerning the UE’ s capabilities for
LCS. Other priority criteriaare for further study.

4) If R-GMLC finds out that it isthe H-GMLC, the signalling steps 4 and 12 are skipped.

If the R-GMLC did not receive the H-GMLC addressin step 3 and can not retrieve the H-GMLC addressin
some other way (e.g. DNS lookup), then steps 4, 5, 6, 7, 8, 10, 11 and 12 are skipped and the R-GM L C directly
sends the PSL message to the serving node.

Otherwise, the R-GML C sends the location request to the H-GMLC. If one or severa of the network addresses
of the current SGSN and/or VM SC/M SC server, the LCS core network signalling capabilities of the serving
nodes, IMSI and MSISDN for the target UE and the address of the V-GMLC and the PPR have been retrieved in
Step 3, the R-GMLC shall pass the information with the location request to the H-GMLC. The R-GMLC shall
also send the service coverage information to the H-GMLC, if the information is available.

5) The H-GMLC verifies whether the R-GMLC is authorized to request UE location information. If the R-GMLC is
not authorized, an error response is returned.
If the LCS service regquest contains the pseudonym of the target UE and the H-GML C cannot resolve the PMD
address from the pseudonym, the H-GMLC itself determines the verinym (MSISDN or IMS) of the target UE. If
the H-GMLC can resolve the address of PMD from the pseudonym, the H-GML C requests the verinym from its
associated PMD, see clause 9.1.1.3. In case H-GMLC knows that the PMD functionality isintegrated in PPR, it
can include the information from the LCS Identity Request in the L CS authorisation request to the PPR, see
clause 9.1.1.1. Inthis case, if H-GMLC is not able to obtain the verinym of the target UE, the H-GMLC shall
cancel the location request.
The H-GMLC performs privacy check on the basis of the UE user’s privacy profile stored in the H-GMLC and
the capabilities of the serving nodes (MSC/VLR and/or SGSN), if available. If the privacy profile of the target
UE is stored in a PPR and the H-GML C received the network address of the PPR from R-GMLC or isableto
determine the PPR address (e.g. from a previous location request or an internal lookup table), the H-GMLC shall
ask the PPR to perform the privacy check as described in the 9.1.1.1. If the privacy profileis stored in a PPR but
the network address of the PPR is not available, the H-GMLC shall send SRI for LCS message to HLR/HSS in
step 6 in order to get the PPR address and the privacy check in this step shall be performed after step 7. Also if
the key of the UE user’s privacy profile (i.e. MSISDN or IMS]) is not available, the privacy check in this step
shall be performed after step 7. The H-GMLC/PPR verifies LCS barring restrictionsin the UE user's privacy
profilein the H-GMLC/PPR. In verifying the barring restrictions, barring of the whole location request is
assumed if any part of it is barred or any requisite condition is not satisfied. If the location service request isto
be barred, GMLC shall terminate the request towards the R-GMLC or the LCS client with the appropriate error
code. As aresult of the privacy check, the H-GMLC/PPR selects one or two indicators of the privacy check
related action and/or a pseudo-external identity. (The details of the indicator of the privacy check related action
and the pseudo-external identity are described in chapter 9.5.4 and Annex C). If the requested type of location is

CR page 15



3GPP TS 23.271 v6.6.0 (2003-12) CR page 16
“current or last known location” and the requested maximum age of location information is available, the H-
GMLC verifies whether it stores the previously obtained location estimate of the target UE. If the H-GMLC
stores the location estimate and the location estimate satisfies the requested accuracy and the requested
maximum age of location, the H-GMLC checks the result of the privacy check. In case the result of the privacy
check for call/session unrelated classis “Location allowed without notification” then steps 6, 7, 8, 9 and 10 may
be skipped.

6) If the H-GMLC does not know IMSI for the particular MSISDN (e.g. from a previous location request), and the
VMSC/MSC server address or SGSN address, the H-GMLC shall send aSEND_ROUTING_INFO FOR _LCS
message to the home HLR/HSS of the target UE to be located with the IMSI or MSISDN of this UE. Also if the
privacy profileis stored in a PPR but the network address of the PPR was not available in the step 5, the H-
GMLC shall send the SRI for LCS message to HLR/HSS. Otherwise, this step and step 7 may be skipped.

7) The HLR/HSS then returns one or several of the network addresses of the current SGSN and/or VM SC/MSC
server, the LCS core network signalling capabilities of the serving nodes and whichever of the IMSI and
MSISDN that was not provided in step (6) for the particular UE. The HLR/HSS may al so return the address of
the PPR and the V-GMLC, if available.

Note: HLR/HSS may prioritize between the MSC/VLR or SGSN address sent to the GMLC. The prioritisation
might be based on information received from SGSN and/or MSC/V LR concerning the UE's capabilities
for LCS. Other priority criteria are for further study.

8) If step 6 and step 7 were performed, the H-GMLC/PPR may do a new privacy check, or if the privacy profileis
stored in a PPR but the network address of the PPR was not available in step 5 and the PPR addressis obtained
in step 7, the H-GMLC shall ask the PPR to perform the privacy check as described in the 9.1.1.1.

Also if the location request is an immediate |ocation request and the service coverage information (i.e. list of
country codes) was sent from R-GMLC, the H-GML C checks the country codes of the serving node addresses. If
the H-GMLC finds out the current SGSN and/or VM SC/M SC server locates out of the service coverage, the H-
GMLC returns an appropriate error message to the R-GMLC or the LCS client.

In the cases when the H-GML C did not receive the address of the V-GMLC, or when the V-GMLC addressis
the same as the H-GMLC address, or when both PLMN operators agree not to use the Lr interface, the H-GMLC
does not send the location request to the V-GMLC and step 10 is skipped. In this case, the H-GMLC sends the
location service request message to the serving node.

If the H-GMLC received the address of the V-GMLC from the HLR/HSS and the V-GMLC address is different
from the H-GMLC address, the H-GMLC may send the location request to the V-GMLC. The location request
shall contain one or several of the network addresses of the current SGSN and/or MSC/VLR, and the IMSI and
MSISDN of the target UE. The location request may also carry the requested action of the VPLMN as the result
of the privacy check in the H-GMLC (i.e. by using the indicator of the privacy check related action as described
in chapter 9.5.4 or by using the pseudo-external identity as described in Annex C). The V-GMLC first
authenticates that the location request is allowed from this GMLC, PLMN or from this country. If not, an error
response is returned.

9) Incasethe GMLC (H-GMLC, R-GMLC or V-GMLC) receives only the MSC/VLR address, the MT LR
proceeds as the CS-MT-LR procedure described in 9.1.2. In case GMLC receives only the SGSN address, the
MT LR proceeds asthe PS-MT-LR procedure described in 9.1.6. In case the GMLC receives several of the
following addresses, SGSN, VM SC and/or MSC Server, it hasto decide where to send the location request. If
the requested MT-LR is known to be associated with a CS call, the CS-MT-LR procedure shall be invoked. If the
requested MT-LR is associated with a PS session, the PS-MT-LR procedure shall be invoked. Otherwise, both
CS-MT-LR and PS-MT-LR are applicable. If LCS Client indicated deferred location request, GMLC shall
indicate this together with applicable event type (e.g. UE available) in the requested PS/'CS-MT-LR, see 9.1.8.

NOTE: The order in which these procedures are invoked and whether one or both procedures are used may
depend on information in the LCS service request, subscription information for the LCS client, possible
priority information returned by the HSS or information already stored in the GMLC (e.g. obtained from
previous location requests).

10) The V-GMLC sends the location service response to the H-GML C._in accordance with the requested L CS QoS
Class. If the requested L CS QoS class was Assured, V-GML C sends the result only if the result has been
indicated to fulfil the requested accuracy, otherwise V-GML C sends a L CS service response with a suitable error
cause. If the UE requested L CS QoS class was Best Effort, V-GML C sends whatever result it received with an
appropriate indication if the requested accuracy was not met. The location service response may contain the
information about the positioning method used. The V-GMLC may record charging information.

11)If the privacy check in step 5 indicates that further privacy checks are needed, or on the basis of the privacy
profile, the H-GMLC shall perform an additional privacy check or the H-GMLC may ask the PPR to perform the
privacy check as described in the 9.1.1.1 in order to decide whether the H-GMLC can forward the location
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information to the LCS client. If the location request from the R-GMLC or the LCS client contained the
pseudonym, the H-GMLC shall use the pseudonym of the target UE in the location response to the R-GMLC or
the LCS client. One example when this additional privacy check is needed is when the target UE user has
defined different privacy settings for different geographical locations.

12) The H-GMLC sends the location service response to the R-GMLC. The H-GMLC may store the location
information and its age. The location service response may contain the information about the positioning method
used_and the indication whether the obtained location estimate satisfies the requested accuracy or not. The H-
GMLC may record charging information.

13)R-GMLC sends the location service response to the LCS client. If the location request from the LCS client
contained the pseudonym and the R-GMLC resolved the verinym from the pseudonym in the step 1, the R-
GMLC shall use the pseudonym of the target UE in the location response to the LCS client. If the LCS client
requiresit, the R-GMLC may first transform the universal location co-ordinates provided by the SGSN or
MSC/M SC server into some local geographic system. The R-GMLC may record charging information both for
the LCS client and inter-network revenue charges from the SGSN or MSC/M SC server's network. The location
service response from the R-GMLC to the LCS client may contain the information about the positioning method
used_and the indication whether the obtained location estimate satisfies the requested accuracy or not.

The detailed CS-MT-LR and PS-MT-LR proceduresin step 9 of figure 9.1 are described in 9.1.2 and 9.1.6.The detailed
procedure for deferred PS/ICS-MT-LR is described in 9.1.8.
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9.1.2 Circuit Switched Mobile Terminating Location Request (CS-MT-LR)

Figure 9.2 illustrates general network positioning for LCS clients external to the PLMN. In this scenario, it is assumed
that the target UE isidentified using either an MSISDN or IMS].

. HLR/
Client | |GMLC| HSS

MSC SERVER
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1. Common MT-LR procedurein CS and PS domain
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4. LCS Location Notificgtion

5. LCS Location Notifi

— >

6. Location Request

ion Return

7. Messages for individual positioning

4—

8. Location Report

<

9. Provide Su bscriber Ldcation ack.

10. Common MT-LR procedure in CS and PS domain

Figure 9.2: Network Positioning for a CS-MT-LR
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9.1.2.1 Location Preparation Procedure

1)
2)

3)

Common PS and CS MT-LR procedure as described in 9.1.1.

The GMLC sendsa PROVIDE_ SUBSCRIBER _LOCATION message to the MSC/M SC server indicated by
the HLR/HSS. This message carries the type of location information requested (e.g. current location), the UE
subscriber's IMSI, LCS QoS information (e.g. accuracy, response time) and an indication of whether the LCS
client has the override capability. For acall related location request, the message also carriesthe LCS client's
called party number. For avalue added L CS client, the message shall carry the client name, the external identity
of the LCS client (or the pseudo external identity) and the Requestor Identity (if that is both supported and
available). Also the message may carry the type of the LCS client name and also the type of the Requestor
identity if the requestor identity was included. For aPLMN operator LCS client, the message shall carry the
internal identity of the LCS client. Moreover the message may also carry the Service Type. If the result of the
privacy check at H-GM L C/PPR indicated that the codeword shall be sent to the UE user, the message may carry
a so the codeword received from the LCS client. For a PLMN operator LCS client, the message shall carry the
internal identity of the LCS client. If the Requestor Identity is provided, the GMLC shall send it as separate
information. In addition, in order to display the requestor identity in case of pre rel-5 network elements (i.e.
MSC and/or UE), the requestor identity may be also added to the L CS client name by the GMLC. When the
Reguestor identity is added to the LCS client name the practise described in the Annex D should be followed.
The message also shall carry the indicators of privacy related action which is described in chapter 9.5.4 | if itis
provided by H-GMLC.

If the GMLC islocated in another PLMN or another country, the VM SC/M SC server first authenticates that a
location request is allowed from this PLMN or from this country. If not, an error response is returned. If the PSL
message from the GMLC contains the indicators of privacy related action, the VM SC/M SC server determines a
required privacy related action as described in Annex A.3. If the PSL message from the GML C does not include
the indicators of privacy related action, the VM SC/M SC server then verifies LCS barring restrictions in the UE
user's subscription profile in the MSC server. In verifying the barring restrictions, barring of the whole location
request is assumed if any part of it is barred or any requisite condition is not satisfied. If LCSisto be barred
without notifying the target UE and a LCS client accessing a GMLC in the same country does not have the
override capability, an error response is returned to the GMLC.

Otherwiseg, if the UE isin idle mode, the Core Network performs paging, authentication and ciphering. The MSC
will page a GPRS attached UE either through A/lu or Gsinterface, depending on the presence of the Gsinterface
(see Note 2). The UE will inform the network about its LCS capabilities, as described in chapter 6.3.4. If the UE
isinstead in dedicated mode, the VM SC/M SC server will already have UE classmark information. In GSM this
is supported by controlled early classmark sending.

Notel: InGSM, if thetarget UE has an established circuit call other than speech, the location request may be

denied and an error response is then returned to the GMLC. If the location request is allowed for a non-
speech circuit call, it shall be up to RAN to decide, on the basis of the applicable position methods and
requested QoS, whether positioning is possible.

Note2: In some network mode of operation, a GPRS capable UE may not receive the CS paging. In addition,

4)

upon receipt of a CS paging, a GPRS capable UE may immediately answer to the Paging Request or
delay the answer, as defined in 3GPP TS 22.060 and 23.060. A GPRS UE in class B mode may also
suspend its GPRS traffic, sending a GPRS Suspension Request to the network.

If the location request comes from a value added L CS client and the indication of requested privacy related
action or the UE subscription profile indicates that the UE must either be notified or notified with privacy
verification and the UE supports notification of LCS (according to the UE Capahility information), an LCS
Location Notification Invoke message is sent to the target UE indicating the type of location request (e.g. current
location) and the identity of the LCS client, the Requestor Identity (if that is both supported and available) and
whether privacy verification is required. Also the message may indicate the type of the LCS client name and also
the type of the Requestor identity if the requestor identity was included. Moreover, the message may carry also
the service type and the codeword.

Optionally, the VM SC/M SC server may, after sending the LCS L ocation Notification I nvoke message continue
in parallel the location process, i.e. continue to step 6 without waiting for a LCS Location Notification Return
Result message in step 5.

NOTE 3: Itisfor further study, if all available client identities are to be included in the Privacy Notification

5)

message to be shown to the end-user.

The target UE notifies the UE user of the location request. If privacy verification was requested, the target UE

indicates to the UE user whether the location request will be allowed or not allowed in the absence of aresponse
and waits for the user to grant or withhold permission. The UE then returns an LCS L ocation Notification Return
Result to the VM SC/M SC server indicating, if privacy verification was requested, whether permission is granted
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or denied. Optionally, the LCS Location Notification Return Result message can be returned some time after
step 4, but before step 9. If the UE user does not respond after a predetermined time period, the VM SC/MSC
server shall infer a"no response” condition. The VM SC/MSC server shall return an error response to the GMLC
if privacy verification was requested and either the UE user denies permission or there is no response with the
UE subscription profile indicating barring of the location request in the absence of aresponse.

6) The MSC/MSC server sends a Location Request message to RAN. This message includes the type of location

information requested and requested QoS and, in GSM, the UE's | ocation capabilities.

9.1.2.2 Positioning Measurement Establishment Procedure

7)

RAN determines the positioning method and instigates the particular message sequence for this method, as
specified in UTRAN Stage 2, TS 25.305 [1] and GERAN Stage 2, TS 43.059 [16].

9.1.2.3 Location Calculation and Release Procedure

8)

9)

When alocation estimate best satisfying the requested QoS has been obtained, RAN returnsit to the MSC/MSC
server in aLocation Report message. RAN shall in its response include an indication whether the obtained
location estimate satisfies the requested accuracy or not. The information about the positioning method used may
be returned with the location estimate. If alocation estimate could not be obtained, RAN returns a Location
Report message containing a failure cause and no location estimate.

The MSC/MSC server returns the location information,-and its age and obtained accuracy indication to the
GMLC, if the VMSC/MSC server has not initiated the Privacy Verification processin step 4. If step 4 has been
performed for privacy verification, the VM SC/M SC server returns the location information only, if it has
received a LCS Location Notification Return Result indicating that permission is granted. In these cases, the
information about the positioning method used may be sent with the location information. If aLCS Location
Notification Return Result message indicating that permission is not granted is received, or thereis no response,
with the requested privacy action or the UE subscription profile indicating barring of location in the absence of a
response, the VM SC/M SC server shall return an error response to the GMLC. If RAN did not return a successful
location estimate, but the privacy checksin steps 4 - 5 were successfully executed, the VM SC/M SC server may
return the last known location of the target UE if thisis known and the LCS client is requesting the current or
last known location. The MSC/MSC server may then rel ease the Mobility Management connection to the UE, if
the UE was previoudly idle, and the MSC/M SC server may record charging information.

10) Common MT-LR procedure in PS and CS domain as described in 9.1.1.
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9.1.5 Network Induced Location Request (NI-LR)

Figure 9.4 illustrates positioning for an emergency service call.

HLR/ VMSC/MSC

LCsClient|  [GMLC| HSS | | Server RAN UE

1. CM Sarvice Request

2. (CM Service Request)

3. Emergency Cdl Origination

4. Location Request

5. Messages for individua positioning methods

4—_—

6. Location Report
<

7. MAP Subscriber Location|Report

8. MAP Subscriber Location|Report ack

9. Location Informetion

< >

10. Emergengy Call Release

11. MAP Subscriber Locatiop Report

12. MAP Subscriber Location Report ack

Figure 9.4: Positioning for a NI-LR Emergency Service Call

9.15.1 Location Preparation Procedure

1)

2)

3)

Aninitially idle UE requests radio connection setup indicating a request for an Emergency Service call to the
VMSC/MSC server via RAN.

RAN shall convey the CM service request to the core network. (Before having a CM connection there must be a
radio connection.) The UE may identify itself usingaTMSI, IMSI or IMEI.

The emergency call procedure is applied. The VM SC/M SC server determines based on the serving cell the
appropriate emergency services client. The VM SC/MSC server, RAN and UE continue the normal procedure for
emergency call origination towards that emergency services client. Depending on local regulatory requirements,
the sending of call setup information into the PSTN may be delayed until either the UE's |ocation has been
obtained or the location attempt has failed or a PLMN defined timer has expired before location was obtained. If
the serving cell serves an areathat contains the service domain of multiple emergency services clients, the
VMSC/MSC server may delay call setup and invoke location based routing procedures described in section
9.1.5A. Call setup information sent into the PSTN may include the UE location (if already obtained) plus
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4)

information that will enable the emergency service provider to request UE location at alater time (e.g. NA-
ESRD or NA-ESRK in North America).

At any time after step 2, the VM SC/M SC server may initiate procedures to obtain the UE's location. These
procedures may run in parallel with the emergency call origination. The VM SC/M SC server sends a Location
Request message to RAN associated with the UE's current location area (see step 6 for aMT-LR). This message
includes the QoS required for an emergency call.

9.1.5.2 Positioning Measurement Establishment Procedure

5)

RAN determines the positioning method and instigates the particular message sequence for this method, as
specified in UTRAN Stage 2, TS 25.305 [1] and GERAN Stage 2, TS 43.059 [16].

9.15.3 Location Calculation and Release Procedure

6)

7)

8)

9)

When alocation estimate best satisfying the requested QoS has been obtained, RAN returnsit to the
VMSC/MSC server in aLocation Report. RAN shall in its response include an indication whether the obtained
location estimate satisfies the requested accuracy or not. The information of the positioning method used may be
returned with the location estimate. If alocation estimate could not be obtained, the RAN returns alocation
response containing a failure cause and no location estimate.

Depending on local regulatory requirements, the VM SC/M SC server may send a MAP Subscriber Location
report to a GML C associated with the emergency services provider to which the emergency call has been or will
be sent. This message shall carry any location estimate returned in step 6 including the indication received from
RAN whether the obtained location estimate satisfies the requested accuracy or not, the age of this estimate and
may carry the MSISDN, IMSI and IMEI of the calling UE, the information about the positioning method used
and the serving cell identity or SAI of the UE. In case a SIM-less UE is used to make the emergency call, the
MSISDN may be populated with a non-dialable callback number as specified in clause 6.4.3. In North America,
any NA-ESRD and any NA-ESRK that may have been assigned by the VM SC/M SC server shall be included.
The message shall also indicate the event that triggered the location report. If location failed (i.e. an error result
was returned by RAN in step 6), an indication of failure rather than alocation estimate may be sent to the
GMLC: theindication of failure is conveyed by not including alocation estimate in the MAP Subscriber
Location Report. The MSC/M SC server may record charging information.

The GMLC acknowledges receipt of the location information. For a North American Emergency Services call,
the GMLC shall store the location information for later retrieval by the emergency services LCS client.

The GMLC may optionally forward the information received in step 8 to the emergency services LCS client. The
GMLC may also record charging information. For a North American emergency services call, the client is
expected to abtain the location information by requesting it from the GMLC. The information about the
positioning method used may be sent with the location information from the GMLC to the LCS client.

10) At some later time, the emergency services call is released.

11) For a North American Emergency Services call, the MSC/M SC server sends another MAP Subscriber Location

Report to the GMLC. This message may include the same parameters as before except that there is no position
estimate and an indication of emergency call termination is included.

12) The GMLC acknowledges the MSC/M SC server notification and may then release all information previously

stored for the emergency call.

CR page 22



3GPP TS 23.271 v6.6.0 (2003-12)

FHFEINEXT MODIFIED SECTION #*kxx

9.1.6
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Packet Switched Mobile Terminating Location Request

(PS-MT-LR)

Figure 9.5 illustrates the general network positioning for LCS clients external to the PLMN for packet switched
services. In this scenario, it is assumed that the target UE isidentified using an MSISDN or IMSI.
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Figure 9.5: General Network Positioning for Packet Switched MT-LR

Location Preparation Procedure

1) Common PSand CSMT-LR procedure as described in 9.1.1.

2) GMLC sends a Provide Subscriber Location message to the SGSN indicated by the HLR/HSS. This message
carries the type of location information requested (e.g. current location), the UE subscriber's IMSI, LCS QoS
information (e.g. accuracy, response time) and an indication of whether the LCS client has the override
capability. For a session related location request, the message a so carries the APN-NI to which the user has
established the session. For a value added L CS client, the message shall carry the client name, the external
identity of the LCS client (or the pseudo external identity) and the Requestor Identity (if that is both supported
and available), optionally the message may also carry the Service Type. Also the message may carry the type of
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3)

4)
5)

6)

7)

the LCS client name and also the type of the Requestor identity if the requestor identity was included. If the
result of the privacy check at H-GMLC/PPR indicated that the codeword shall be sent to the UE user, the
message may carry also the codeword received from the LCS client. For aPLMN operator LCS client, the
message shall carry the internal identity of the LCS client. If the Requestor Identity is provided, the GMLC shall
send it as separate information. In addition, in order to display the requestor identity in case of pre rel-5 network
elements (i.e. SGSN and/or UE), the requestor identity may be also added to the LCS client name by the GMLC.
When the Requestor identity is added to the LCS client name the practise described in the Annex D should be
followed. The message also shall carry the indicators of privacy related action which is described in chapter
9.5.4, if itisprovided by H-GMLC.

If the GMLC islocated in another PLMN or another country, the SGSN first authenticates that a location request
is allowed from this PLMN or from this country. If not, an error response is returned. If the PSL message from
the GMLC includes the indicators of privacy related action, the SGSN determines a required privacy related
action as described in Annex A.3. If the PSL message from the GM L C does not include the indicators of privacy
related action, the SGSN then verifies LCS barring restrictions in the UE user's subscription profile in the SGSN.
In verifying the barring restrictions, barring of the whole location request is assumed if any part of it is barred or
any requisite condition is not satisfied. If LCSisto be barred without notifying the target UE and a LCS client
accessing a GMLC in the same country does not have the override capability, an error response is returned to the
GMLC.

Otherwise, if the UE isin idle mode, the SGSN performs paging. The paging procedure isdefined in TS
23.060[15].

Security functions may be executed. These procedures are defined in TS 23.060 [15].

If the location request comes from a value added L CS client and the indicators of privacy related action or the
UE subscription profile indicates that the UE must either be notified or notified with privacy verification and the
UE supports notification of LCS, a notification invoke message is sent to the target UE indicating the type of
location request (e.g. current location) and the identity of the LCS client and the Requestor Identity (if that is
both supported and available), whether privacy verification is required. Also the message may indicate the type
of the LCS client name and al so the type of the Requestor identity if the requestor identity was included.
Moreover, the message may carry a so the service type and the codeword. Optionally, the SGSN may after
sending the LCS Location Notification Invoke message continue in parallel the location process, i.e. continue to
step 7 without waiting for a LCS Location Notification Return Result message in step 6.

The target UE notifies the UE user of the location request and, if privacy verification was requested, waits for the
user to grant or withhold permission. The UE then returns a notification result to the SGSN indicating, if privacy
verification was requested, whether permission is granted or denied. Optionally, this message can be returned
some time after step 5, but before step 10. If the UE user does not respond after a predetermined time period, the
SGSN shall infer a"no response” condition. The SGSN shall return an error response to the GMLC if privacy
verification was requested and either the UE user denies permission or there is no response with the UE
subscription profile indicating barring of the location request.

The SGSN sends a Location Request message to the RAN. This message includes the type of location
information requested, the requested QoS and any other location information received in paging response.

9.1.6.2 Positioning Measurement Establishment Procedure

8)

If the requested |ocation information and the location accuracy within the QoS can be satisfied based on
parameters received from the SGSN and the parameters obtained by the RAN e.g. cell coverage and timing
information (i.e. RTT or TA), the RAN may send a Location Report immediately. Otherwise, the RAN
determines the positioning method and instigates the particular message sequence for this method in UTRAN
Stage 2 TS 25.305 and in GERAN Stage 2 TS 43.059. If the position method returns position measurements, the
RAN uses them to compute a location estimate. If there has been afailure to obtain position measurements, the
RAN may use the current cell information and, if available, RTT or TA value to derive an approximate location
estimate. If an aready computed location estimate is returned for an UE based position method, the RAN may
verify consistency with the current cell and, if available, RTT or TA. If the location estimate so obtained does
not satisfy the requested accuracy and sufficient response time still remains, the RAN may instigate a further
location attempt using the same or a different position method. If a vertical location co-ordinate is requested but
the RAN can only obtain horizontal co-ordinates, these may be returned.
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9.1.6.3 Location Calculation and Release Procedure

9) When location information best satisfying the requested location type and QoS has been obtained, the RAN
returnsit to the SGSN in a Location Report message. RAN shall in its response include an indication whether the
obtained |ocation estimate satisfies the requested accuracy or not. The information of the positioning method
used may be returned with the location information. If alocation estimate could not be obtained, the RAN
returns a Location Report message containing a failure cause and no location estimate.

10) The SGSN returns the location information, ane-its age and obtained accuracy indication to the GMLC, if the
SGSN has not initiated the Privacy Verification processin step 5. If step 5 has been performed for privacy
verification, the SGSN returns the location information only, if it has received a LCS Location Notification
Return Result indicating that permission is granted. In these cases, the information about the positioning method
used may be sent with the location information. If a LCS Location Notification Return Result message indicating
that permission is not granted is received, or there is no response, with the requested privacy action or the UE
subscription profile indicating barring of location, the SGSN shall return an error response to the GMLC. If the
SGSN did not return a successful location estimate, but the privacy checks were successfully executed, the
SGSN may return the last known location of the target UE if thisis known and the LCS client is requesting the
current or last known location. The SGSN may record charging information.

11) Common MT-LR procedure in PS and CS domain as described in 9.1.1.
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FAFEINEXT MODIFIED SECTION ##kxx

9.1.7 Packet Switched Network Induced Location Request (PS-NI-LR)

Figure 9.6 illustrates a network induced location request from the SGSN. This procedure may be used e.g. for
positioning of an emergency call.

HLR/

LCS Client GMLC HSS SGSN RAN @

»]

6. Location Information

1. Location Request

\ 4

2. Messages for individual
positioning methods

3. Location Report

d
al

4. Subscriber LCS|Report

>
<

5. Subscriber LCS [Report ACK

<

1)

Figure 9.6: Network Induced Location Request

The SGSN sends a Location Request message to the RAN. This message indicates the type of location
information requested and requested QoS.

9.1.7.1 Positioning Measurement Establishment Procedure

2)

9.1.7
3)

4)

If the requested | ocation information and the location accuracy within the QoS can be satisfied based on
parameters received from the SGSN and the parameters obtained by the RAN e.g. cell coverage and timing
information (i.e. RTT or TA), the RAN may send a Location Report immediately. Otherwise, the RAN
determines the positioning method and instigates the particular message sequence for this method. If the position
method returns position measurements, the RAN uses them to compute a location estimate. If there has been a
failure to obtain position measurements, the RAN may use the current cell information and, if available, RTT or
TA valueto derive an approximate location estimate. If an already computed location estimate is returned for an
UE based position method, the RAN may verify consistency with the current cell and, if available, RTT or TA
value. If the location estimate so obtained does not satisfy the requested accuracy and sufficient response time
till remains, the RAN may instigate a further location attempt using the same or a different position method. If a
vertical location co-ordinate is requested but the RAN can only obtain horizontal co-ordinates, these may be
returned.

.2 Location Calculation and Release Procedure

When alocation estimate best satisfying the requested QoS has been obtained, the RAN returns a Location
Report to the SGSN with an indication whether the obtained |ocation estimate satisfies the requested accuracy or
not. This message carries the location estimate that was obtained. If alocation estimate was not successfully
obtained, afailure cause isincluded in the Location Report.

The SGSN shall send a MAP Subscriber Location Report to the GMLC obtained in step 1 carrying the MSISDN
of the UE, the identity of the LCS client, the event causing the location estimate (NI-LR-PS),-and the location
estimate and its age and the indication received from RAN whether the obtained location estimate satisfies the
reguested accuracy or not. The serving cell identity or SAI of the UE may be sent with the location information.
The SGSN may record charging information.
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5) The GMLC shall acknowledge receipt of the location estimate provided that it servesthe identified LCS client
and the client is accessible.

6) The GMLC may transfer the location information to the LCS client either immediately or upon request from the
client. The GMLC may record charging information.

sexxeeNEXT MODIFIED SECTION®*xxtts

9.2 Mobile Originating Location Request

9.2.1 Mobile Originating Location Request, Circuit Switched (CS-MO-LR)

The following procedure shown in figure 9.7 alows an UE to reguest either its own location, location assistance data or
broadcast assistance data message ciphering keys from the network. Location assistance data may be used subsequently
by the UE to compute its own location throughout an extended interval using a mobile based position method. The
ciphering key enables the UE to decipher other location assistance data broadcast periodically by the network. The
MO-LR after location update request may be used to request ciphering keys or GPS assi stance data using the follow-on
procedure described in TS 24.008 [24]. The procedure may also be used to enable an UE to request that its own location
be sent to an external LCS client.
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Figure 9.7: General Network Positioning for CS-MO-LR

Location Preparation Procedure

1) If the UE isinidle mode, the UE requests aradio connection setup and sends a CM service request indicating a
reguest for a call independent supplementary services to the VM SC/M SC server via RAN.

2) RAN shall convey the CM service request to the core network. If the UE isin dedicated mode, the UE sends a
CM Service Request on the already established radio connection.

3) The VMSC/MSC server ingtigates authentication and ciphering if the UE wasin idle mode or returns a Direct
Transfer CM Service Accept if the UE was in dedicated mode. The UE will inform the network about its LCS
capabilities, as described in chapter 6.3.4.
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4)

5)

The UE sendsa LCS CS-MO-LR Location Services invoke to the VM SC/M SC server. Different types of
location services can be requested: location of the UE, location of the UE to be sent to an external LCS client,
location assistance data or broadcast assi stance data message ciphering keys. If the UE is requesting its own
location or that its own location be sent to an external LCS client, this message carries L CS requested QoS
information (e.g. accuracy, response time, LCS QoS Class), the requested maximum age of location and the
requested type of location (e.g. “current location”, “current or last known location”). If the UE is requesting that
its location be sent to an external LCS client, the message shall include the identity of the LCS client and may
include the address of the GML C through which the LCS client should be accessed. In addition, the message
may include a pseudonym indicator to indicate a pseudonvm shoul d be ass qned bv the network and transferred
tothe LCS Cllentasthe UE’srdentltv 3 ; :

\,LMSGAMSG—server—shaH—rereet_theJeeatlemequest—lf the UE is mstead requeﬂl ng Iocatlon asestance data or
ciphering keys, the message specifies the type of assistance data or deciphering keys and the positioning method

for which the assistance data or ciphering applies._For an LCS CS-MO-LR L ocation Services invoke, the

VMSC/MSC server shall assign a GML C address, i.e. V-GMLC address, which is stored in the VM SC/MSC
server. If aV-GMLC addressis not available, the VM SC/M SC server shall reject the location request. The
VMSC/MSC server verifiesin the UE's subscription profile that the UE has permission to request its own
location, request that its location be sent to an external LCS client or request location assi stance data or
deciphering keys (whichever applies). If the UE is requesting positioning and has an established call, the
VMSC/MSC server may reject the request for certain non-speech call types.

In case the requested type of location is “current or last known location” and the requested maximum age of
location information is sent from UE, the VM SC/M SC server verifies whether it stores the previously obtained
location estimate of the target UE. If the VM SC/M SC server stores the location estimate and the location
estimate sati sfies the requested maximum age of location, this step and steps 6 and 7 may be skipped. Otherwise
the VM SC/M SC server sends a Location Request message to RAN associated with the Target UE. The message
indicates whether alocation estimate or location assistance data is requested and, in GSM, includes the UE's
location capabilities. If the UE's location is requested, the message also includes the requested QoS. If location
assistance datais requested, the message carries the requested types of location assistance data.

9.21.2 Positioning Measurement Establishment Procedure

6)

If the UE isrequesting its own location, RAN determines the positioning method and instigates the particular
message sequence for this method, as specified in UTRAN Stage 2, TS 25.305 [1] and GERAN Stage 2, TS
43.059 [16]. If the UE isinstead requesting location assistance data, RAN transfers this data to the UE as
described in subsequent clausesin TS 25.305 [1] and TS 43.059 [16] UE.

921.3 Location Calculation and Release Procedure

7)

8)

9)

When alocation estimate best satisfying the requested QoS has been obtained or when the requested location
assistance data has been transferred to the UE, RAN returns a Location Report to the VM SC/M SC server with an
indication whether the obtained location estimate satisfies the requested accuracy or not. This message carries
the location estimate or ciphering keys if this was obtained. If alocation estimate or deciphering keys were not
successfully obtained or if the requested location assistance data could not be transferred successfully to the UE,
afailure cause isincluded in the Location Report.

i i i J location estimate was successfully
obtained, the VM SC/MSC server shall send a MAP Subscrlber Location Report to the V-GMLC assigned in the
step 4, ebtained-n-step-4-carrying the MSISDN/IM S| of the UE,-the-tdentity-of-the LCS-client; the event causing
the location estimate (CS-MO-LR) and the location estimate, ane-its age, obtained accuracy indication and the
L CS QoS Class requested by the target UE. In addition, the MAP Subscriber L ocation Report may include the
pseudonym indicator, the identity of the LCS Client and the GML C address specified by the UE, if

available.Otherwise, this-step-and-steps 9-11-are-skipped-
Upon receipt of the MAP Subscriber Location Report, the V-GML C shall determine whether the UE requests

transfer of itslocation to an external LCS Client. If the identity of the LCS Client is not available, this step and
steps 10 to 14 are skipped. Otherwise, the V-GMLC shall send the MO-LR Location Information to the H-
GMLC (the V-GMLC may query the HLR/HSS of the UE to obtain the address of the H-GMLC), carrying the
MSISDN/IMSI of the UE, the event causing the location estimate (CS-MO-LR), the location estimate and its
age and the identity of the LCS Client. The pseudonym indicator and/or the GML C address specified by the UE
may also beincluded if available..

10) If the pseudonym indicator isincluded in the MO-LR Location Information, the H-GMLC assigns or asks the

PMD to assign a pseudonym to the UE. If the identity of the LCS Client and the GM L C address access to the
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LCS Client are available, the H-GM L C shall send the MO-LR Location Information to the specified GMLC. |f
the identity of the LCS Client is available but the GML C address access to the L CS Client is not available, the
H-GM L C determines whether the specified LCS Client is accessible. If yes, the H-GMLC shall send the
Location Information to the LCS Client, then the H-GMLC itself act as the specified GMLC, this step and step
13 are skipped. If not, according to the LCS Client identity, the H-GMLC shall determine a GMLC that can
access the LCS Client, and send the MO-LR Location Information to the GMLC, carrying the MSISDN or the
pseudonym of the UE, the identity of the LCS client, the event causing the location estimate (CS-MO-LR),
location estimate and its age.

911) |If theidentified LCS Client is not accessible, this step and step 10-12 are skipped. Otherwise the GMLC
transfers the location information to the LCS client, carrying the MSISDN/IMSI or the pseudonym of the UE,
the event causing the location estimate (CS-MO-LR), location estimate and its age, in accordance with the LCS
QoS Class requested by the target UE. If the UE requested L CS QoS class was Assured, GML C sends the result
to the LCS client only if the result has been indicated to fulfil the requested accuracy. If the UE requested LCS
QoS class was Best Effort, GML C sends whatever result it received to the L CS client with an appropriate
indication if the requested accuracy was not met.

1012) If the LCS Client doesn’t support MO-LR (for temporary or permanent reasons) or can’t handle the location
estimate of the UE, e.g. LCS Client doesn't have the corresponding data of the UE, the LCS Client shall return
the Location Information ack message to the GMLC or the H-GMLC (in case the LCS Client received L ocation
Information is sent from H-GML C) with a suitable error cause. Otherwise, the LCS Client sends the GMLC or
the H-GML C the Location Information ack message signalling that the location estimate of the UE has been
handled successfully.

4113) If theidentified LCS Client is not accessible, the GMLC sends MO-LR L ocation Information
Acknowledgement MAP-SubseriberLocation-Repert-ack-to the H-GM L C MSC/MSC-server-with an appropriate
error cause. Otherwise, the GMLC shall send MO-LR Location Information Acknowledgement M-AP-Subscriber
Location-Repert-ack-to the H-GM L CMSC/MSC-SERVER. The message shall specify whether the location
estimate of the UE has been handled successfully by the identified LCS Client, and if not, the corresponding
error cause obtained in step £012. The GMLC may record charging information both for the LCS Client and
inter-operator revenue charges.

14) In case the H-GML C receives the MO-LR Location I nformation Acknowledgement from the GMLC, it shall
forward the MO-LR Location Information Acknowledgement from the GMLC to the V-GMLC, and record
charging information both for the UE and inter-working revenue charges.

In case the H-GMLC receives the Location Information Acknowledgement from the LCS Client, it shall send
MO-LR Location Information Acknowledgement to the V-GMLC. The message shall specify whether the
location estimate of the UE has been handled successfully by the identified LCS Client, and if not, the
corresponding error cause obtained in step 12. The H-GML C shall record charging information both for the UE
and inter-working revenue charges.

15) In case the V-GML C receives the MO-LR Location Information Acknowledgement from the H-GMLC, the V-
GML C shall record charging information both for the UE and inter-working revenue charges and send the MAP
Subscriber L ocation Report Acknowledgement to the VM SC/M SC server, carrying the information specifies
whether the location estimate of the UE has been handled successfully by the identified LCS Client, and if not
success, the corresponding error cause obtained in step 14.

In case the V-GML C receives the MAP Subscriber Location Report from the VM SC/MSC server and it is not
reguired to send to any LCS Client, the V-GML C shall record charging information for the UE and response the
MAP Subscriber Location Report Acknowledgement to the VM SC/M SC server.

1216) The VMSC/MSC server returns a CS-MO-LR Return Result to the UE carrying any location estimate
requested by the UE. including the indication received from RAN whether the obtained location estimate satisfies
the requested accuracy or not, ciphering keys or an indicator whether alocation estimate was successfully
transferred to the identified LCS client. If the location estimate was successfully transferred to the identified LCS
Client, the CS-MO-LR Return Result message shall specify whether the location estimate of the UE has been
handled successfully by the identified LCS Client, and if not, the corresponding error cause obtained in step
4115.

1317) The VMSC/MSC server may release the CM, MM and radio connections to the UE, if the UE was previously
idle, and the VM SC/M SC server may record charging information.
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Mobile Originating Location Request, Packet Switched (PS-MO-LR)

The following procedure shown in figure 9.8 allows an UE to request either its own location; location assistance data or
broadcast assistance data message ciphering keys from the network. Location assistance data may be used subsequently

by the UE to compute its own location throughout an extended interval using a mobile based position method. A

ciphering key enables the UE to decipher other location assi stance data broadcast periodically by the network. The
PS-MO-LR may be used to request ciphering keys or GPS assistance data. The procedure may also be used to enable an

UE to request that its own location be sent to an external LCS client.
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Figure 9.8: General Network Positioning for packet switched MO-LR

9.221 Location Preparation Procedure

1) InUMTS, if the UE isinidle mode, the UE requests a PS signaling connection and sends a Service request
indicating signaling to the SGSN viathe RAN. If the UE aready has PS signaling connection, the UE does not
need to send Service request. Security functions may be executed. These procedures are described in
TS 23.060 [15]. In GSM this signaling step is not needed.

2) The UE sendsa L CS PS-MO-LR Location Servicesinvoke message to the SGSN. Different types of location
services can be requested: location of the UE, location of the UE to be sent to an external LCS client, location
assistance data or broadcast assistance data message ciphering keys. If the UE is requesting its own location or
that its own location be sent to an external LCS client, this message carries L CS requested QoS information (e.g.
accuracy, response time, LCS QoS Class), the requested maximum age of location and the requested type of
location (e.g. “current location”, “current or last known location”). If the UE is requesting that its location be
sent to an external LCS client, the message shall include the identity of the LCS client and may include the
address of the GMLC through which the LCS client should be accessed. |n addition, the message may include a
pseudonym indicator to indicate a pseudonvm should be assuqned bv the network and transferred tothe LCS

CllentastheUE’S|dent|tv : ‘ Y ok ¢

is mstead requestr ng Iocatlon ass stance data or Ci pherr ng keys, the message specmec the type of assistance data
or deciphering keys and the positioning method for which the assistance data or ciphering applies. For an LCS
PS-MO-LR L ocation Services invoke, the SGSN shall assign a GMLC address, i.e. V-GMLC address, which is

stored in the SGSN. If aV-GMLC addressis not available, the SGSN shall reject the location request. The
SGSN verifies the subscription profile of the UE and decidesif the requested serviceis allowed or not.
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3)

In case the requested type of location is “current or last known location” and the requested maximum age of
location information is sent from UE, the SGSN verifies whether it stores the previously obtained location
estimate of the target UE. If the SGSN stores the location estimate and the location estimate satisfies the
reguested maximum age of location, this step and steps 4 and 5 may be skipped. Otherwise the SGSN sends a
Location Request message to the RAN associated with the Target UE's location. The message indicates whether
alocation estimate or location assistance data is requested. If the UE's location is requested, the message aso
includes the requested QoS. If location assistance data is requested, the message carries the requested types of
location assistance data. The message carries also location parameters received in the Service Invoke message.

9.22.2 Positioning Measurement Establishment Procedure

4)

If the UE is requesting its own location, the actions described in UTRAN Stage 2, TS 25.305 [1] or GERAN
stage 2 TS 43.059 [16] are performed. If the UE isinstead requesting location assistance data, the RAN transfers
this data to the UE as described in subsequent clauses. The RAN determines the exact |ocation assistance datato
transfer according to the type of data specified by the UE, the UE location capabilities and the current cell.

9223 Location Calculation and Release Procedure

5)

6)

7)

When alocation estimate best satisfying the requested QoS has been obtained or when the requested location
assistance data has been transferred to the UE, the RAN returns a Location Report to the SGSN_with an
indication whether the obtained location estimate satisfies the requested accuracy or not. This message carries
the location estimate or ciphering keys if this was obtained. If alocation estimate or deciphering keys were not
successfully obtained or if the requested location assistance data could not be transferred successfully to the UE,
afailure cause isincluded in the Location Report.

If the UEregquested-transfer-of-itstocation-to-an-externa- LCSchient-and-a-l ocation estimate was successfully
obtained, the SGSN shall send a MAP Subscriber Location Report to the V-GMLC assigned in the step 2,

obtained-n-step-2-carrying the MSISDN/IM SI of the UE, the-tdentity-of-the LCS-€lient;-the event causing the
location estimate (PS-MO-LR-PS) and the location estimate, and its age, obtained accuracy indication and the
L CS QoS Class requested by the target UE. In addition, the MAP Subscriber Location Report may include the
pseudonym indicator, the identity of the LCS Client and the GML C address specified by the UE, if

available Otherwise, - this step-and-steps 7-9-are skipped-
Upon receipt of the MAP Subscriber Location Report, the V-GML C shall determine whether the UE requests

8)

transfer of itslocation to an external LCS Client. If the identity of the LCS Client is not available, this step and
steps 8 to 12 are skipped. Otherwise, the V-GML C shall send the MO-LR Location Information to the H-GMLC
(the V-GMLC may query the HLR/HSS of the UE to obtain the address of the H-GMLC), carrying the
MSISDN/IMSI of the UE, the event causing the location estimate (PS-MO-LR), the |ocation estimate and its age,
and the identity of the LCS Client. The pseudonym indicator and/or the GML C address specified by the UE may
also beincluded if available.

If the pseudonym indicator isincluded in the MO-LR Location Information, the H-GML C assigns or asks the

PMD to assign a pseudonym to the UE. If the identity of the LCS Client and the GM L C address access to the
LCS Client are available, the H-GM L C shall send the MO-LR Location Information to the specified GMLC. If
the identity of the LCS Client is available but the GM L C address access to the LCS Client is not available, the
H-GM L C determines whether the specified LCS Client is accessible. If yes, the H-GMLC shall send the
Location Information to the LCS Client, then the H-GMLC itself act as the specified GMLC, this step and step
11 are skipped. If not, according to the LCS Client identity, the H-GMLC shall determine a GMLC that can
access the LCS Client, and send the MO-LR Location | nformation to the GMLC, carrying the MSISDN or the
pseudonym of the UE, the identity of the LCS client, the event causing the location estimate (PS-MO-LR),
location estimate and its age.

79)If theidentified LCS Client is not accessible, this step and step 8-10 are skipped. Otherwise the GMLC transfers

the location information to the LCS client, carrying the MSISDN/IMSI or the pseudonym of the UE, the event
causing the location estimate (PS-MO-LR), location estimate and its age, in accordance with the LCS QoS Class
requested by the target UE. If the UE requested L CS QoS class was Assured, GML C sends the result to the LCS
client only if the result has been indicated to fulfil the requested accuracy. If the UE requested LCS QoS class
was Best Effort, GML C sends whatever result it received to the LCS client with an appropriate indication if the
reguested accuracy was not met..

810) If the LCS Client doesn’t support MO-LR (for temporary or permanent reasons) or can’t handle the location

estimate of the UE, e.g. LCS Client doesn't have the corresponding data of the UE, the LCS Client shall return
the Location Information ack message to the GMLC or the H-GML C (in case the LCS Client received L ocation
Information is sent from H-GML C) with a suitable error cause. Otherwise, the LCS Client sendsthe GMLC or
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| the H-GML C the Location Information ack message signalling that the location estimate of the UE has been
handled successfully.

911) If theidentified LCS Client is not accessible, the GMLC sends MO-LR Location Information
Acknowledgement M-AP-Subseriber-Location-Repert-ack-to the H-GM L CSGSN with an appropriate error cause.
Otherwise, the GMLC shall send MO-LR L ocation Information Acknowledgement MAP-Subseriber--ocation
Report-ack-to the H-GM L CSGSN. The message shall specify whether the location estimate of the UE has been
handled successfully by the identified LCS Client, and if not, the corresponding error cause obtained in step 810.
The GML C may record charging information both for the L CS Client and inter-operator revenue charges.

12)In case the H-GML C receives the MO-LR L ocation Information Acknowledgement from the GMLC, it shall
forward the MO-LR Location Information Acknowledgement from the GMLC to the V-GMLC, and record
charging information both for the UE and inter-working revenue charges.

In case the H-GML C receives the Location Information Acknowledgement from the LCS Client, it shall send
MO-LR Location Information Acknowledgement to the V-GMLC. The message shall specify whether the
location estimate of the UE has been handled successfully by the identified LCS Client, and if not, the
corresponding error cause obtained in step 10. The H-GML C shall record charging information both for the UE
and inter-working revenue charges.

13) In case the V-GML C receives the MO-LR Location Information Acknowledgement from the H-GMLC, the V-
GMLC shall record charging information both for the UE and inter-working revenue charges and send the MAP
Subscriber Location Report Acknowledgement to the SGSN, carrying the information specifies whether the
location estimate of the UE has been handled successfully by the identified L CS Client, and if not success, the
corresponding error cause obtained in step 12.

In case the V-GML C receives the MAP Subscriber Location Report from the SGSN and it is not required to
send to any LCS Client, the V-GMLC shall record charging information for the UE and response the MAP
Subscriber Location Report Acknowledgement to the SGSN.

1014) The SGSN returns a Service Response message to the UE carrying any location estimate requested by the UE
including the indication received from RAN whether the obtained |ocation estimate satisfies the requested
accuracy or not, ciphering keys or an indicator whether alocation estimate was successfully transferred to the
identified LCS client. If the location estimate was successfully transferred to the identified LCS Client, the €S-
MO-LR-Retura-Result Service Response message shall specify whether the location estimate of the UE has been
handled successfully by the identified LCS Client, and if not, the corresponding error cause obtained in step 913.
The SGSN may record charging information.

**xxXXXNEXT MODIFIED SECTIOQN***##%%*
10.3.1 LCS Data in the GMLC for a LCS Client

The GMLC holds datafor a set of external LCS clients that may make call related or non-call related
CS-MT-LR/PS-MT-LR requests to this GMLC. The permanent data administered for each LCS client is as follows.
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Tablel0.7: GMLC Permanent Data for a LCS Client

LCS Client datain GMLC | Status Description
LCS Client Type M Identifies the type LCS client from among the following:
- Emergency Services
- Value Added Services
- PLMN Operator Services
- Lawful Intercept Services
External identity (0] A list of one or more identifiers used to identify an external LCS client.

The identity may be used when making an MT-LR and/or MO-LR. The
format of the identity is international E.164 addresses. Each external
identity shall be associated with a logical client name.

Authentication data

Data employed to authenticate the identity of an LCS client — details are
outside the scope of the present document

Call/session related identity

A list of one or more international E.164 addresses, which are used to
make calls by mobile subscribers, or APN-NIs (see NOTE) to identify the
client for a call related MT-LR

In case the LCS client was reached via IN or abbreviated number routing
(e.g. toll free number or emergency call routing), the E.164 number(s)
stored in the GMLC shall be the number(s) that the UE has to dial to
reach the LCS Client. In these cases the E.164 number is not to be in
international format. The country in which the national specific number(s)
is (are) applicable is (are) also stored (or implied) in this case.

Each call related identity may be associated with a specific external
identity. Each call/session-related identity shall be associated with a
logical client name.

Internal identity

Identifies the type PLMN operator services and the following classes are
distinguished:

- LCSclient broadcasting location related information

- O&M LCSclientinthe HPLMN

- O&M LCSclientinthe VPLMN

- LCSclient recording anonymous location information

- LCSCClient supporting a bearer service, teleservice or
supplementary service to the target UE

This identity is applicable only to PLMN Operator Services.

Client name

An address string which is associated with LCS client's external identity
(i.e., E.164 address). See note 2.

Client name type

Indication what is the type of the LCS client name. The type of the LCS
client name can be one of the following:

- Logical name

- MSISDN

- E-mail addresq[33]

- URL[33]

- SIPURL[34]

- IMSpublic identity[35]

Override capability

Indication of whether the LCS client possesses the override capability
(not applicable to a value added and PLMN operator service)

Authorized UE List

A list of MSISDNs or groups of MSISDN for which the LCS client may
issue a non-call related MT-LR. Separate lists of MSISDNs and groups of
MSISDN may be associated with each distinct external or non-call related
client identity.

Priority

The priority of the LCS client — to be treated as either the default priority
when priority is not negotiated between the LCS server and client or the

highest allowed priority when priority is negotiated
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QoS parameters M The default QoS requirements for the LCS client, comprising:
- Accuracy

- Responsetime

- LCSQoSCClass

Separate default QoS parameters may be maintained for each distinct
LCS client identity (external, non-call related, call related)

Service Coverage (@) A list of country codes where the LCS client offers its location services.
Allowed LCS Request Types M Indicates which of the following are allowed:

- Non-cal related CSMT-LR/PS-MT-LR

- Cdl/sessionrelated CSMT-LR/PS-MT-LR

- Specification or negotiation of priority

- Specification or negotiation of QoS parameters

- Specification or negotiation of Service Coverage parameter
- Request of current location

- Request of current or last known location

Local Co-ordinate System Definition of the co-ordinate system(s) in which a location estimate shall
be provided — details are outside the scope of the present document
List(s) of MSISDNs or groups of MSISDN for which a location request is
barred

List of service identities allowed for the LCS client.

The maximum number of the Target UEs in one LCS request. For a
specific LCS Client, this parameter may have different values for different
service identities.

Access Barring List(s)

Service ldentities
Maximum Target UE Number

ool O] ©O

NOTE 1: TheLCS Client isidentified with E.164 number or APN-NI. APN-NI is specified in TS 23.003.

NOTE 2: The LCS Client name should not contain two equal signs, because those characters are used to separate
L CS client name from Requestor ID when GLMC includes them into the same field.
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FAFEINEXT MODIFIED SECTION ##kxx

11

Operational Aspects

11.1  Charging

Charging Information collected by the PLMN serving the LCS Client.

The following charging information shall be collected by the PLMN serving the LCS Client:

type and identity of the LCS Client;
identity of the target UE;

results (e.g. success/failure, method used if known, response time, accuracy) - to be repeated for each instance of
positioning for a deferred location request;

identity of the visited PLMN;
LCSrequest type (i.e. LDR or LIR);

reguested Quality of Service information;

state;
type of event (applicable to LDR requests only);
time stamp;

type of co-ordinate system used.

11.2  Charging Information Collected by the Visited PLMN

The following charging information shall be collected by the visited PLMN:

date and time;

type and identity of the LCS Client (if known);

identity of the target UE;

location of the target UE (e.g., MSC, MSC Server, SGSN, location area I D, cell ID, location co-ordinates);
which location services were requested;

reguested Quality of Service information;

results (e.g. success/failure, positioning method used, response time, accuracy) - to be repeated for each instance
of positioning for a batch location request;

identity of the GMLC or PLMN serving the LCS Client;
state;

type of event (applicable to LDR requests only).

*xxtEND OF CHANGES* %
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