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******************** First set of changes ********************

6.3
Session Flow: QoS Interaction Procedures

This section highlights possible additions to the GPRS bearer establishment procedures specified in TS23.060 for support of Service Based Local Policy. It describes the QoS interactions involved within the sub-procedure blocks for Authorize QoS Resources, Resource Reservation with Service-based Local Policy, Enable Media, Disable Media, Revoke Authorization for GPRS and IP Resources, Indication of PDP Context Release, Authorization of PDP Context Modification and Indication of PDP Context Modification. These procedures are utilized to provide Service based Local Policy for session-based services, e.g. for IMS as described in Chapter 5: ‘IP multimedia subsystem procedures’ of TS23.228.

For IMS where Service-based Local Policy is not used, the Authorize QoS Resources, the Resource Reservation with Service-based Local Policy, the Enable Media, the Disable Media, Revoke Authorization for GPRS and IP Resources, the Indication of PDP Context Release, the Authorization of PDP Context Modification and the Indication of PDP Context Modification sub-procedure blocks defined in TS23.228 are not applied. 
The possible additions refer to procedures on the use of Service-based Local Policy, and RSVP Signalling as well as the allowed combinations.

It shall be possible according to operator choice to use solely the GPRS bearer establishment procedures specified in TS23.060 without the additions described in this section. 



· 
For the flow sequences involving Authorize QoS Resources and Approval of QoS Commit, the following are assumed:

· the successful authorization of QoS resources.

· the successful approval of QoS commit.


NOTE:  ‘Activate (Secondary) PDP Context’ here means that either Primary or Secondary PDP context may be activated.

NOTE:  When necessary, it is assumed that there is an existing PDP context that carries signalling (e.g., RSVP) between the UE and GGSN.

6.3.1
Authorize QoS Resources, AF session establishment
The Authorize QoS Resources upon AF session establishment procedure is triggered by a session establishment event in the AF (e.g. the AF receiving an AF session signaling message containing session description information (e.g. SDP)). The session description negotiation between AF session endpoints contains information about the session, such as the end-points, bandwidth requirements, and the characteristics of the media exchange. 
Note: The exact type and amount of session description information exchanged between AF session endpoints depend on the nature of the session and the application.
The PDF shall authorize the required QoS resources for the session and install the IP bearer level policy based on service information received from the AF.  

The following figure is applicable to both sides (i.e. originating and terminating) of the AF session.
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Figure 3:  Authorize QoS Resources, AF session establishment
1)
An AF session signaling message is received at or generated by the AF, or an internal action at the AF triggers the need for an authorization request.  

2) The Application Function sends a request for authorization token to the PDF with service information, which may include session description information based on the AF session signaling. Some services may require further interaction between the AF and the PDF to provide the full service information, e.g. for IMS session establishment (mobile terminated).
Note that it is also possible that the AF initiates a request for multiple authorization tokens to use for future sessions, in which case the PDF can generate multiple authorization tokens.
3) If the PDF has received AF session description in the service information in Step 2, the PDF shall authorize the required QoS resources for the AF session and install the IP bearer level policy based on information received from the AF. If the service information was not received in Step 2 above, the QoS authorisation is deferred.
The PDF generates an authorization token for the AF session.
4) The PDF sends the authorisation token to the AF.
5)
The AF forwards the AF session signaling message containing the session description. The AF shall include the authorization token in this AF session signaling message. . 

6.3.2
Resource Reservation Message Flows

6.3.2.1
Resource Reservation with Service-based Local Policy 

For this case, Service-based Local Policy is added to the GPRS bearer establishment procedures specified in TS23.060.

This section provides the flows for bearer establishment, resource reservation and policy control with PDP Context setup and DiffServ inter-working.  

The following figure is applicable to both the Mobile Originating (MO) side and the Mobile Terminating (MT) side.
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Figure 4: Resource Reservation with Service-based Local Policy

1)
The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. The UE includes the Binding Information in the Activate PDP Context message.

2)
The SGSN sends the corresponding Create PDP Context message to the GGSN.

3)
The GGSN sends a COPS REQ message with the Binding Information to the PDF in order to obtain relevant policy information.

4)
A PDF generated authorization token enables the PDF to identify the authorisation status information. If the previous PDF interaction with that AF had requested this, or if the previous interaction with the AF did not include service information, the PDF sends an authorisation request to that Application Function.
5) The AF sends the service information to the PDF.
6) The PDF shall authorize the required QoS resources for the AF session and install the IP bearer level policy in its internal database. This is based on information from the Application Function.
7)
The PDF sends a COPS DEC message back to the GGSN.

8)
The GGSN sends a COPS RPT message back to the PDF, which may also trigger a report message to be sent from the PDF to the AF.
9)
The GGSN maps IP flow based policy information into PDP context based policy information and uses the PDP context based policy information to accept the PDP activation request, and sends a Create PDP Context Response message back to SGSN.

10)
RAB setup is done by the RAB Assignment procedure.

11)
The SGSN sends an Activate (Secondary) PDP Context Accept message to UE.

6.3.2.2
Resource Reservation with IP QoS signaling 

Editor’s note: There is still ongoing work in IETF on new IP QoS signaling techniques, hence it is not possible to include flows using those new techniques into this version of the specification. Procedures describing resource reservation with end-to-end RSVP are described in Annex X. 
































6.3.2.3
Resource Reservation with IP QoS reservation signaling  and Service-based Local Policy

Editor’s note: There is still ongoing work in IETF on new IP QoS signaling techniques, hence it is not possible to include flows using those new techniques into this version of the specification. Procedures describing resource reservation with end-to-end RSVP and Service-based Local Policy are described in Annex X.













































6.3.2.4
(void) 
6.3.3
Enable Media procedure
The ’Enable media’ procedure is triggered by an AF session signaling message received at the AF, or an internal action at the AF (e.g. in IMS this is triggered by the P-CSCF receiving the 200 OK response to the INVITE request). The ‘Enable media’ procedure is optional and is only needed if the AF ordered the PDF to wait for the Approval of QoS Commit procedure to enable the media.
The following figure is applicable to both the Mobile Originating (MO) side and the Mobile Terminating (MT) side.
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Figure 11:  Enable media procedure
1) An AF session signaling message is received at the AF, or an internal action at the AF triggers the need to enable the media for the application. In IMS this is triggered by the P-CSCF receiving the 200 OK response to the INVITE request.  
2) The Application Function sends an enable media indication to the PDF. 
3)
The PDF shall send a COPS DEC message to the GGSN to open the ‘gate’ e.g., enable the use of the authorised QoS resources, unless this was done based on local policy at the time the QoS resources were authorised.

4)
The GGSN receives the COPS DEC message and opens the ‘gate’ e.g., enables the use of the authorised QoS resources, and sends a COPS RPT message back to the PDF.
5)
The PDF reports the successful enable media operation to the Application Function.
6)
The AF session signaling message may occur in case required by the AF session procedures. 
In IMS, the P-CSCF forwards the 200 OK message to the UE for the originating side. For the terminating side, the P-CSCF forwards the SDP message to the terminating S-CSCF.

6.3.4
Disable Media procedure
The ’Disable Media’ procedure is used e.g. when a media component of an AF session needs to be disabled (e.g. in case of IMS a media re-negotiation or call hold). The PDF provides final decision on removal of QoS commit for the authorized media stream to the GGSN. The PDF decision of "Removal of QoS commit" shall be sent as a separate decision to the GGSN corresponding to the previous "Authorize QoS Resources" and "Resource Reservation with Service-based Local Policy" request. 

The GGSN closes the gate, and the media flow will be blocked. 
The following figure presents the "Removal of QoS commit" procedure.
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Figure 12: Disable media procedure
1)
An AF session signaling message is received at the AF, or an internal action at the AF triggers the need to disable the media for the application. In IMS this is triggered by a SIP message exchanges for e.g., putting a media flow on hold.  
2)
The Application Function sends a disable media indication to the PDF. 
3)
The PDF shall send a COPS DEC message to the GGSN to close the ‘gate’.
4)
The GGSN receives the COPS DEC message, closes the gate, and sends a COPS RPT message back to the PDF.
5)
The PDF reports the successful disable media operation to the Application Function.

6)
The AF session signaling message may occure in case required by the AF session procedures.
6.3.5
Revoke Authorization for GPRS and IP Resources
The "Revoke Authorization for GPRS and IP resources" procedure is used when AF session signaling releases the AF session, e.g. upon IMS session release. The PDF decision of "Revoke Authorization for GPRS and IP Resources" shall be sent as a separate decision to the GGSN corresponding to the previous "Authorize QoS Resources" and "Resource Reservation with Service-based Local Policy" request.

The following figure presents the "Revoke Authorization for GPRS and IP Resources" procedure. This procedure is applied for user plane PDP context(s). 
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Figure 13: Revoke Authorization for GPRS and IP Resources

1)
AF session signaling message exchanges for e.g. AF session release or internal action at the AF triggers the need to revoke the authorization.
2)
The Application Function sends a message to the PDF to indicate the revocation.
3)
The PDF shall send a COPS DEC (Decision) message containing revoke command to the GGSN. 
4)
The GGSN receives the COPS DEC message, and disables the use of the authorized QoS resources. 

5)
The GGSN initiates deactivation of the PDP context used for the AF session, in case the UE has not done it before. 

6)
Upon deactivation of the PDP Context, the GGSN sends a COPS DRQ (Delete Request State) message back to the PDF.
7)
The PDF indicates the successful execution of the revoke indication.
6.3.6
Indication of PDP Context Release 

The "Indication of PDP Context Release" procedure is used upon the release of a PDP Context that was established based on authorisation from the PDF.  

The following figure presents the "Indication of PDP Context Release" procedure.
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Figure 14: Indication of PDP Context Release 

1)
The GGSN receives a Delete PDP Context request for the PDP context related to the media flow.
2)
The GGSN sends a COPS DRQ message to the PDF.
3)
The PDF indicates the bearer removal to the AF.
4)
The GGSN sends the Delete PDP Context Response message to the SGSN to acknowledge the PDP context deletion.

6.3.6a
Authorization of PDP Context Modification
The “Authorization of PDP Context Modification” procedure is used when a PDP Context is modified such that the requested QoS falls outside of the limits that were authorized at PDP context activation (or last modification) or such that new binding information is received. In this case, the GGSN communicates with the PDF as described below.  The following figures present the “Authorization of PDP Context Modification” procedure.
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Figure 14a: Authorization of PDP Context Modification

1)
A request to modify the PDP context related to the media flow is indicated by sending the Update PDP Context Request message to the GGSN.

2)
The GGSN sends a COPS REQ message to the PDF. If the GGSN has sufficient information to authorize this PDP context modification request, then the GGSN does not send a COPS REQ message to the PDF.
3)
The PDF may send an authorization request to the Application Function. This may be the case if this was requested from the AF at initial authorisation, and if PDF requires more information from the AF before authorising the network resources modification.
4)
The AF shall send service information for authorization of the bearer modification. 
5)
The PDF receives the COPS REQ message, notes the requested modification and informs the GGSN of the authorization decision. 

6)  The GGSN sends a COPS RPT message back to the PDF.
7)
In case the PDF had contacted the AF in step 3), then the successful installation of the decision is reported to the AF.
8)
If the PDF accepted the modification, the GGSN sends the Update PDP Context Response message to the SGSN to acknowledge the PDP context modification.

6.3.7
Indication of PDP Context Modification 

The “Indication of PDP Context Modification” procedure is used when a PDP Context is modified such that the maximum bit rate (downlink and uplink) is downgraded to 0 kbit/s or changed from 0 kbit/s to a value that falls within the limits that were authorized at PDP context activation(or last modification). In this case, the GGSN communicates with the PDF as described below.  The following figures present the “Indication of PDP Context Modification” procedure.
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Figure 15: Indication of PDP Context Modification

1)
A request to modify the PDP context related to the media flow is indicated by sending the Update PDP Context Request message to the GGSN.

2)
The GGSN sends a COPS RPT message to the PDF to indicate the state changes of the PDP context.  
3)
If this state change matches the criteria for which that the AF had requested to be informed, the PDF shall give a bearer modification indication to the Application Function
3)
The GGSN sends the Update PDP Context Response message to the SGSN to acknowledge the PDP context modification.

******************** Second set of changes ********************

Annex X (informative):
Resource reservation and end-to-end RSVP

X.1
Resource reservation with end-to-end RSVP
For this case, RSVP is added to the GPRS bearer establishment procedures specified in TS23.060, with no Service-based local policy.

NOTE:  The diagrams in this subsection depict one possible signalling sequence, however, the alternative signalling sequences below are possible: 

-
to trigger the Create PDP Context Request message after the PATH message.

-
to trigger the Create PDP Context Request message after the RESV message.
-
to trigger only one PDP context after all RSVP exchanges have completed. 
NOTE:  The diagrams in this subsection depict the case when the GGSN is not RSVP aware, however, the alternative of GGSN being RSVP aware is also possible.

The following figure is applicable to the Mobile Originating (MO) side.
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Figure X.1:  MO Resource Reservation with End-to-End RSVP 

NOTE:  There is no timing relationship between the set of flows for the uplink (above the line) and the downlink (below the line).

1)
The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters.

2)
The SGSN sends the corresponding Create PDP Context message to the GGSN.

3)
The GGSN authorizes the PDP context activation request according to the local operator's IP bearer resource based policy, the local operator’s admission control function and the GPRS roaming agreements and sends a Create PDP Context Response message back to the SGSN.

4)
RAB setup is done by the RAB Assignment procedure.

5)
The SGSN sends an Activate (Secondary) PDP Context Accept message to UE.

6)
UE sends an RSVP PATH message to the next hop, through the GGSN.  The GGSN does not process the RSVP PATH message.  Alternatively, the GGSN may process the RSVP PATH message and forward it to the next hop.

7)
The UE receives the RSVP RESV message in the downlink direction, through the GGSN.  The GGSN does not process the RSVP RESV message.  Alternatively, the GGSN may process the RSVP RESV message and forward it to the UE.

8)
The UE sends a RSVP RESV-CONF message to the next hop. The use of the RESV-CONF message is optional.

9)
The UE receives a RSVP PATH message in the downlink direction, through the GGSN.  The GGSN does not process the RSVP PATH message.  Alternatively, the GGSN may process the incoming RSVP PATH message and forward it to the UE.

10)
The UE may send a Modify PDP Context message to the SGSN with the necessary modification to UMTS QoS parameters according to the received RSVP PATH message. 

11)
The SGSN sends the corresponding Update PDP Context Request message to the GGSN.

12)The GGSN authorizes the PDP context modification according to the local operator's IP bearer resource based policy, the local operator’s admission control function and the GPRS roaming agreements and sends an Update PDP Context Response message back to the SGSN.

13)
The radio access bearer modification may be performed by the RAB Assignment procedure.

14)
The SGSN sends a Modify PDP Context Accept message to UE.

15)
UE sends the RSVP RESV message to the next hop, through the GGSN.  The GGSN does not process the RSVP RESV message.  Alternatively, the GGSN may process the RSVP RESV message and forward it to the next hop.

16)
The UE receives the RSVP RESV-CONF message in the downlink direction. The use of the RESV-CONF message is optional.

The following figure is applicable to the Mobile Terminating (MT) side.  As the flow is the mirror of the Mobile Originating (MO) side, the step-by-step description is omitted.
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Figure X.2:  MT Resource Reservation with End-to-End RSVP

NOTE:  There is no timing relationship between the set of flows for the uplink (above the line) and the downlink (below the line).

X.2
Resource Reservation with End-to-End RSVP and Service-based Local Policy

For this case, Service-based Local Policy and RSVP are added to the GPRS bearer establishment procedures specified in TS23.060.

NOTE:  The diagrams in this subsection depict one possible signalling sequence, however, the alternative signalling sequences below are possible: 

-
to trigger the Create PDP Context Request message after the PATH message.

-
to trigger the Create PDP Context Request message after the RESV message.

-
to trigger only one PDP context after all RSVP exchanges have completed. 

NOTE:  The diagrams in this subsection depict the case when the GGSN is RSVP aware, however, the alternative of GGSN not being RSVP aware is also possible.

This section provides the flows for bearer establishment, resource reservation and policy control with RSVP.

The following figure is applicable to the Mobile Originating (MO) side.
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Figure X.3:  MO Resource Reservation with End-to-End RSVP and Service-based Local Policy 

NOTE:  There is no timing relationship between the set of flows for the uplink (above the line) and the downlink (below the line).
1)
The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. The UE includes the Binding Information in the Activate PDP Context message.

2)
The SGSN sends the corresponding Create PDP Context message to the GGSN.

3)
The GGSN sends a COPS REQ message with the Binding Information to the PDF in order to obtain relevant policy information.

4)
The PDF sends a COPS DEC message back to the GGSN.

5)
The GGSN sends a COPS RPT message back to the PDF.

6)
The GGSN maps IP flow based policy information into PDP context based policy information and uses the PDP context based policy information to accept the PDP activation request, and sends a Create PDP Context Response message back to SGSN.  The GGSN may cache the policy information.

7)
RAB setup is done by the RAB Assignment procedure.

8)
The SGSN sends an Activate (Secondary) PDP Context Accept message to UE.

9)
UE sends a RSVP PATH message to GGSN. The UE includes the Binding Information. 

NOTE:  If the decision was previously cached locally at the GGSN, it may not be necessary to query the PDF again.  Otherwise the GGSN may have to query the PDF. 

10)
The GGSN uses the policy information to accept the RSVP PATH message, and forwards the RSVP PATH message to the next hop.  

11)
The GGSN receives the RSVP RESV message in the downlink direction. 

NOTE:  If the decision was previously cached locally at the GGSN, it may not be necessary to query the PDF again.  Otherwise the GGSN may have to query the PDF.

12)
The GGSN uses the policy information to accept the RSVP RESV message, and forwards the RSVP RESV message to the UE.  

13)
The UE sends a RSVP RESV-CONF message to the next hop. The use of the RESV-CONF message is optional.

14)
The GGSN receives a RSVP PATH message in the downlink direction. 

15)
The GGSN forwards the RSVP PATH message to the UE.  

16)
The UE may send a Modify PDP Context message to the SGSN with the necessary modification to UMTS QoS parameters according to the received RSVP PATH message. The UE includes the Binding Information in the Modify PDP Context message.
17)
The SGSN sends the corresponding Update PDP Context message to the GGSN. 

NOTE:  If the decision was previously cached locally at the GGSN, it may not be necessary to query the PDF again.  Otherwise the GGSN may have to query the PDF.

18)
The GGSN uses the policy information to accept the PDP modification request, and sends a Update PDP Context Response message back to SGSN.

19)
The radio access bearer modification may be performed by the RAB Assignment procedure.

20)
The SGSN sends a Modify PDP Context Accept message to UE. 

NOTE:  Steps 16 to 20 are optional if the existing PDP context already satisfies the QoS requirements.

21)
The UE sends a RSVP RESV message to the GGSN. The UE includes the Binding Information in the RSVP RESV message. 

NOTE:  If the decision was previously cached locally at the GGSN, it may not be necessary to query the PDF again.  Otherwise the GGSN may have to query the PDF.

22)
The GGSN uses the policy information to accept the RSVP RESV message, and forwards the RSVP RESV message to the next hop. 

23)
The UE receives the RSVP RESV-CONF message in the downlink direction.  The use of the RESV-CONF message is optional.

The following figure is applicable to the Mobile Terminating (MT) side.  As the flow is the mirror of the Mobile Originating (MO) side, the step-by-step description is omitted.
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Figure X.4:  MT Resource Reservation with End-to-End RSVP and Service-based Local Policy 

NOTE:  There is no timing relationship between the set of flows for the uplink (above the line) and the downlink (below the line).

******************** End of all changes ********************
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