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Measurements related to the GGSN

6.1
Session Management

6.1.1
Session establishments

The performance counters presented in this section are mainly intended to:

· monitor the session establishment success at the GGSN level 

· identify the main causes for GGSN originating session establishment failures 

· and study the repartition of the different traffic classes within session establishment attempts and successes. 

These counters are associated to GPRS Tunnelling Protocol signalling (GTP-C for the control plane), between the SGSN and the GGSN, and defined in TS 23.060 and TS 29.060.
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The figure below, from TS 23.060, recalls the sequence of messages exchanged for a primary PDP context activation and a subsequent secondary PDP context activation and details the events triggering the update of the counters values.

The three measurement types defined in the clause 6.1.1 are subject to the "2 out of 3 approach".

6.1.1.1
Attempted session establishments

a) This measurement provides the number of attempted session establishments. This measurement is pegged by traffic class and allocation/retention priority (or precedence class) indicated in the QoS profile.
b) CC
c) On receipt of a CREATE PDP CONTEXT REQUEST message by the GGSN, the relevant measurement is incremented according to the traffic class and allocation/retention priority (or precedence class) indicated in the message. In case of a PDP context activated with R97/98 QoS attributes, the fields traffic class and allocation/retention priority used for screening are derived from delay class and precedence class respectively, as ruled in TS 23.107. See also TS 24.008 and TS 29.060.
d) A single integer value per measurement type defined in e)
e) SM.AttActPdpCtxt.Bgrd.Low
SM.AttActPdpCtxt.Conv.Low
SM.AttActPdpCtxt.Intact.Low
SM.AttActPdpCtxt.Strm.Low
SM.AttActPdpCtxt.Bgrd.High
SM.AttActPdpCtxt.Conv.High
SM.AttActPdpCtxt.Intact.High
SM.AttActPdpCtxt.Strm.High
SM.AttActPdpCtxt.Bgrd.Medium
SM.AttActPdpCtxt.Conv.Medium
SM.AttActPdpCtxt.Intact.Medium
SM.AttActPdpCtxt.Strm.Medium
f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Operator Business and Vendor Performance Modelling communities.
6.1.1.2
Successful session establishments

a) This measurement provides the number of sessions successfully established. This measurement is pegged by traffic class and allocation/retention priority (or precedence class) given in the QoS profile of the related PDP context.
b) CC
c) The relevant measurement is incremented on transmission by the GGSN of a CREATE PDP CONTEXT RESPONSE message sent with cause "Request Accepted", according to the traffic class and allocation/retention priority of the related PDP context. In case of a PDP context activated with R97/98 QoS attributes, the fields traffic class and allocation/retention priority used for screening are derived from delay class and precedence class respectively, as ruled in TS 23.107. See also TS  24.008 and TS 29.060.
d) A single integer value per measurement type defined in e)
e) SM.SuccActPdpCtxt.Bgrd.Low
SM.SuccActPdpCtxt.Conv.Low
SM.SuccActPdpCtxt.Intact.Low
SM.SuccActPdpCtxt.Strm.Low
SM.SuccActPdpCtxt.Bgrd.High
SM.SuccActPdpCtxt.Conv.High
SM.SuccActPdpCtxt.Intact.High
SM.SuccActPdpCtxt.Strm.High
SM.SuccActPdpCtxt.Bgrd.Medium
SM.SuccActPdpCtxt.Conv.Medium
SM.SuccActPdpCtxt.Intact.Medium
SM.SuccActPdpCtxt.Strm.Medium
f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Operator Business and Vendor Performance Modelling communities.
6.1.1.3
Failed session establishments 

a) This measurement provides the number of session establishment failures. This measurement is pegged by failure cause.
b) CC
c) On transmission by the GGSN of a CREATE PDP CONTEXT RESPONSE message indicating a PDP context activation failure, the measurement is incremented according to the failure cause. Possible causes are included in TS 29.060. The sum of all supported per cause measurements should equal the total number of PDP context activation failures.
d) Each measurement is an integer value. The number of measurements is equal to the number of causes supported.
e) The measurement name has the form SM.FailActPdpCtxt.Cause 
where Cause identifies the failure cause.

f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Operator Maintenance and Vendor Performance Modelling communities.
6.1.2
Network-initiated session establishments 

The performance counters presented in this section focus on network initiated PDP context activation procedure, that allows the GGSN to initiate the activation of a PDP context on receipt of a PDP PDU on the Gi interface. The counters proposed are mainly intended to
· monitor the signalling exchanged between the HLR and the GGSN during this procedure

· and monitor the success rate for network-initiated session establishments. It has to be noted that measurements proposed enable to distinguish between the establishment failures occurring before and after the SGSN has sent the context activation request to the MS.

These counters are associated to the Mobile Application Part (MAP) protocol layer (defined in TS 29.002) and to GPRS Tunnelling Protocol signalling (GTP-C for the control plane), between the SGSN and the GGSN (defined in TS 29.060).
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The figure below, from TS 23.060, recalls the sequence of messages exchanged for a network initiated PDP context activation and details the events triggering the update of the counters values.

6.1.2.1
Number of routing information requests for network-initiated session establishment attempts 

a) This measurement provides the number of «Send Routing Info for GPRS » requests sent to the HLR.
b) CC
c) The measurement is incremented on transmission by the GGSN of a MAP SEND ROUTING INFO FOR GPRS message to the HLR. See TS 23.060 and TS 29.002.
d) Integer
e) SM.SendRoutInfoGprsHlrReq
f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling community.
6.1.2.2
Number of routing information successful responses for network‑initiated session establishment attempts 

a) This measurement provides the number of « Send Routing Info for GPRS » response messages received from HLR indicating a positive outcome.
b) CC
c) The measurement is incremented on receipt by the GGSN of a MAP SEND ROUTING INFO FOR GPRS response message containing an SGSN address, which indicates a successful outcome. See TS 23.060 and TS 29.002.
d) Integer
e) SM.SuccSendRoutInfoGprsHlrRsp
f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling and Operator Maintenance communities.
6.1.2.3
Attempted Network-initiated session establishments

a) This measurement provides the number of network-initiated session establishments attempted. Only the session establishment attempts for which a successful routing response from the HLR has been received are counted (i.e. for which a response including an SGSN address).
b) CC
c) The measurement is incremented on transmission by the GGSN of a PDU NOTIFICATION REQUEST message to the SGSN. See TS 23.060 and TS 29.060.
d) Integer
e) SM.AttActPdpCtxtNetw
f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling community.
6.1.2.4
Failed Network-initiated session establishments - failures occurred before sending PDP context activation request to the MS

a) This measurement provides the number of network initiated session establishment failures. This measurement is pegged by failure cause.
b) CC
c) On receipt by the GGSN of a PDU NOTIFICATION RESPONSE message with cause different from "Request Accepted", indicating a PDP context activation failure, the relevant measurement is incremented according to the failure cause. Possible causes are included in TS 29.060. The sum of all supported per cause measurements should equal the total number of PDP context activation failures occurred before sending REQUEST PDP CONTEXT ACTIVATION message to the MS.
d) Each measurement is an integer value. The number of measurements is equal to the number of causes supported.
e) The measurement name has the form SM.FailActPdpCtxtNetw.NetwCause 
where NetwCause identifies the failure cause.

f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling and Operator Maintenance communities.
6.1.2.5
Failed Network-initiated session establishments - failures occurred after sending PDP context activation request to the MS

a) This measurement provides the number of network initiated session establishment failures. This measurement is pegged by failure cause.
b) CC
c) On receipt by the GGSN of a PDU NOTIFICATION REJECT REQUEST, the relevant measurement is incremented according to the failure cause. Possible causes are included in TS 29.060. The sum of all supported per cause measurements should equal the total number of PDP context activation failures occurred after sending REQUEST PDP CONTEXT ACTIVATION message to the MS.
d) Each measurement is an integer value. The number of measurements is equal to the number of causes supported.
e) The measurement name has the form SM.FailActPdpCtxtNetw.MsCause 
where MsCause identifies the failure cause.

f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling and Operator Maintenance communities.
6.1.3 
Number of subscribers

The performance counters presented in this section are mainly intended to establish a subscriber profile. Such a profile details the number of elementary procedures per active subscriber (PDP context activations, modifications, updates, …), usually during a busy hour. This profile may be used for 2 main purposes:

· to estimate the current load of the equipment, with details on the respective weight of each procedure in the overall load, 

· to estimate the impact on the equipment of a modification of a factor in this subscriber profile (e.g. increase of the number of simulatenous active PDP contexts per subscriber, increase of the number of subscribers, …).
6.1.3.1
Number of subscribers with an activated PDP context

a) This measurement provides the number of simultaneous subscribers with an activated PDP context.
b) GAUGE
c) The measurement is incremented on transmission by the GGSN of a CREATE PDP CONTEXT RESPONSE message with cause "Request Accepted" for an MSISDN that had no PDP context already activated. 
The measurement is decremented on transmission by the GGSN of a DELETE PDP CONTEXT RESPONSE message with cause "Request Accepted" related to the last PDP context for an MSISDN. 
See TS 29.060 and TS 23.060.
d) Integer
e) SM.NbrActSubs
f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Operator Business and Vendor Performance Modelling communities.
6.1.3.2
Mean number of subscribers with an activated PDP context

a) This measurement provides the mean number of simultaneous subscribers with an activated PDP context.
b) SI
c) This measurement is obtained by sampling at a regular interval the number of subscribers that have an activated PDP context in the GGSN.
d) Integer
e) SM.MeanActSubs
f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Operator Business and Vendor Performance Modelling communities.
6.1.4
Session conclusions

The performance counters presented in this section are related to PDP context deactivation procedure. The counters proposed are mainly intended to evaluate the ratio of GGSN-initiated PDP context deactivations in overall PDP context deactivations, estimate the PDP context deactivation success rate, and may also be used in the subscriber or session profile.
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The figures below, from TS 23.060, recall the sequence of messages exchanged for MS, SGSN or GGSN initiated PDP context deactivations and detail the events triggering the update of the counters values.

MS initiated PDP context deactivation
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6.1.4.1
Attempted MS & SGSN-initiated session conclusions
a) This measurement provides the number of PDP context deactivations initiated by SGSN.
b) CC
c) The measurement is incremented on receipt by the GGSN of a DELETE PDP CONTEXT REQUEST message. See TS 29.060.
d) Integer
e) SM.AttDeactPdpCtxtMsAndSgsn
f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling community.
6.1.4.2
Attempted GGSN-initiated session conclusions
a) This measurement provides the number of PDP context deactivations initiated by GGSN.
b) CC
c) The measurement is incremented on transmission by the GGSN of a DELETE PDP CONTEXT REQUEST message. See TS 29.060.
d) Integer
e) SM.AttDeactPdpCtxtGgsn
f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling community.
6.1.4.3
Successfully concluded sessions

a) This measurement provides the number of sessions successfully concluded.
b) CC
c) The measurement is incremented on transmission or receipt by the GGSN of a DELETE PDP CONTEXT RESPONSE message with cause "Request Accepted". See TS 29.060.
d) Integer
e) SM.SuccDeactPdpCtxt
f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling community.
6.2
Per APN measurements

These measurements will only be provided for a subset of all the APNs of the GGSN (see TS 23.003 for APN definition). The way the list of monitored APNs is configured is outside the scope of this TS. 

6.2.1
Session establishments

The performance counters presented in this section are intended to bring a more detailed view on session activations compared to counters defined in section 1.1. Especially, they enable to monitor the session establishment success rate when user authentication is required and when a dynamic PDP address is to be allocated by the GGSN.

Furthermore, the definition of "per APN" measurements allows to let performance monitoring focus on a "specific service" handled by a GGSN: TS 23.003 indicates that an APN Network Identifier may be used to access a service associated with a GGSN and that this may be achieved by defining;

· an APN that corresponds to a DNS name of a GGSN and is locally interpreted by the GGSN as a request for a specific service, or;

· an APN Network Identifier consisting of 3 or more labels and starting with a Reserved Service Label, or an APN Network Identifier consisting of a Reserved Service Label alone, that indicates a GGSN by the nature of the requested service.

The figure below, from TS 29.061 details the message sequence during a PDP context activation for the non-transparent IP case, where a dynamic PDP address is to be allocated and user authentication is required.
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6.2.1.1
Attempted session establishments, per APN
a) This measurement provides the number of PDP context activation procedures on a per APN of the GGSN basis.
b) CC
c) The measurement is incremented on receipt by the GGSN of a CREATE PDP CONTEXT REQUEST message from the SGSN. See TS 29.060.
d) Integer
e) SM.AttActPdpCtxt.Apn
f) GgsnFunction, per APN
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Operator Business and Vendor Performance Modelling communities.
6.2.1.2
Successfully established sessions, per APN
a) This measurement provides the number of successfully completed activation PDP context procedures on a per APN of the GGSN basis.
b) CC
c) The measurement is incremented on transmission of a CREATE PDP CONTEXT RESPONSE message with cause "Request Accepted " from GGSN. See TS 29.060.
d) Integer
e) SM.SuccActPdpCtxt.Apn
f) GgsnFunction, per APN
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Operator Business and Vendor Performance Modelling communities.
6.2.1.3
Attempted session establishments with dynamic PDP address allocation required, per APN 
a) This measurement provides the number of dynamic PDP context activation procedures where a dynamic PDP address is requested on a per APN of the GGSN basis.
b) CC
c) The measurement is incremented on receipt by the GGSN of a CREATE PDP CONTEXT REQUEST message with an empty PDP address, which indicates that the MS requires a dynamic PDP address. See TS 29.060.
d) Integer
e) SM.AttDynActPdpCtxt.Apn
f) GgsnFunction, per APN
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling and Operator Maintenance communities.
6.2.1.4
Successfully established sessions with dynamic PDP address allocation required, per APN
a) This measurement provides the number of successfully attempted dynamic PDP context activation procedures where a dynamic PDP address is requested on a per APN of the GGSN basis.
b) CC
c) The measurement is incremented on transmission by the GGSN of a CREATE PDP CONTEXT RESPONSE message with cause "Request Accepted" where the PDP address has been dynamically assigned. See TS 23.060 and TS 29.060.
d) Integer
e) SM.SuccDynActPdpCtxt.Apn
f) GgsnFunction, per APN
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling and Operator Maintenance communities.
6.2.1.5
Attempted session establishments with user authentication required, per APN

a) This measurement provides the number of PDP context activation procedures for which user authentication is required.

b) CC

c) The measurement is incremented when a CREATE PDP CONTEXT REQUEST message is received by the GGSN, for which protocol configuration options indicates that user authentication is required to access the external PDN. See TS 29.060 and TS 24.008.

d) Integer

e) SM.AttActPdpCtxtAutReq.Apn

f) GgsnFunction, per APN

g) Valid for packet switched traffic

h) COMB

i) This measurement is mainly dedicated to Vendor Performance Modelling and Operator Maintenance communities.

6.2.1.6
Failed session establishments due to user authentication failure, per APN
a) This measurement provides the number of PDP context activation procedures failed due to user authentication failure.

b) CC

c) The measurement is incremented when a CREATE PDP CONTEXT RESPONSE message with cause "User Authentication Failed" is received by the GGSN. See TS 29.060 and TS 24.008.
d) Integer

e) SM.FailActPdpCtxtAutReq.Apn
f) GgsnFunction, per APN

g) Valid for packet switched traffic

h) COMB

i) This measurement is mainly dedicated to Vendor Performance Modelling and Operator Maintenance communities.

6.2.2
Active sessions

The performance counters presented in this section are defined on a per APN basis and are mainly intended 

· to monitor the repartition of QoS attributes defined for current active sessions 

· and to establish a session profile. A session profile details the number of elementary procedures per active session (PDP context modifications, updates, …), usually during a busy hour.

6.2.2.1
Number of simultaneous active sessions, per APN

a) This measurement provides the current number of simultaneous active sessions per APN. This measurement is pegged by traffic class and allocation/retention priority (or precedence class) indicated in the QoS profile.
b) GAUGE
c) The relevant measurement is incremented on transmission by the GGSN of a CREATE PDP CONTEXT RESPONSE message with cause "Request Accepted" according to the traffic class or allocation/retention priority indicated in the QoS profile.
The relevant measurement is decremented on transmission or receipt of DELETE PDP CONTEXT RESPONSE with cause "Request Accepted" according to the traffic class or the allocation/retention priority of the PDP context. 
In case of a PDP context activated with R97/98 QoS attributes, the fields traffic class and allocation/retention priority used for screening are derived from delay class and precedence class respectively, as ruled in TS 23.107.
See also TS 24.008 and TS 29.060.
d) A single integer value per measurement type defined in e)
e) SM.NbrActPdpCtxt.Apn.Low
SM.NbrActPdpCtxt.Apn.Medium
SM.NbrActPdpCtxt.Apn.High
SM.NbrActPdpCtxt.Apn.Conv
SM.NbrActPdpCtxt.Apn.Strm
SM.NbrActPdpCtxt.Apn.Intact
SM.NbrActPdpCtxt.Apn.Bgrd
f) GgsnFunction, per APN
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Operator Business and Vendor Performance Modelling communities.
6.2.2.2
Peak number of simultaneous active sessions, per APN
a) This measurement provides the peak number of active PDP contexts in GGSN per APN. This measurement is obtained by comparing following an update of the actual number of active PDP context in GGSN per APN, this value with the currently maximal value within the actual granularity period.

b) GAUGE
c) The measurement is incremented on transmission by the GGSN of a CREATE PDP CONTEXT RESPONSE message with cause "Request Accepted" and decremented on transmission or receipt by the GGSN of a DELETE PDP CONTEXT RESPONSE message with cause "Request Accepted". The measurement value keeps track of the highest value experienced in the collection interval. See TS 29.060
d) Integer
e) SM.MaxNbrActPdpCtxt.Apn
f) GgsnFunction, per APN
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Operator Business and Vendor Performance Modelling communities.
6.2.2.3
Attempted MS & SGSN-initiated session modifications, per APN 
a) This measurement provides the number of PDP context updates attempted, either by MS or SGSN.
b) CC
c) The measurement is incremented on receipt by the GGSN of an UPDATE PDP CONTEXT REQUEST message. See TS 29.060.
d) Integer
e) SM.AttUpdPdpCtxtMsAndSgsn.Apn
f) GgsnFunction, per APN
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling community.
6.2.2.4
Successfully performed MS & SGSN-initiated session modifications, per APN
a) This measurement provides the number of successfully performed PDP context updates initiated either by MS or SGSN.
b) CC
c) The measurement is incremented on transmission by the GGSN of an UPDATE PDP CONTEXT RESPONSE message with cause "Request Accepted". See TS 29.060.
d) Integer
e) SM.SuccUpdPdpCtxtMsAndSgsn.Apn
f) GgsnFunction, per APN
g) Valid for packet switched traffic
h) COMB

i) This measurement is mainly dedicated to Vendor Performance Modelling community.

6.2.3
Session conclusions
6.2.3.1
Attempted MS-initiated session conclusions, per APN
a) This measurement provides the number of PDP context deactivation procedures initiated by the MS on a per APN of the GGSN basis.
b) CC
c) The measurement is incremented on receipt by the GGSN of a DELETE PDP CONTEXT REQUEST message from the SGSN. See TS 23.060 and TS 29.060.
d) Integer
e) SM.AttDeactPdpCtxtMs.Apn
f) GgsnFunction, per APN
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling community.
6.2.3.2
Successful MS-initiated session conclusions, per APN
a) This measurement provides the number of successfully completed PDP context deactivation procedures initiated by the MS on a per APN of the GGSN basis.
b) CC
c) The measurement is incremented on transmission by the GGSN of a DELETE PDP CONTEXT RESPONSE message with cause "Request Accepted" to the SGSN. See TS 29.060.
d) Integer
e) SM.SuccDeactPdpCtxtMs.Apn
f) GgsnFunction, per APN
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling community.
6.2.3.3
Attempted GGSN-initiated session conclusions, per APN 
a) This measurement provides the number of PDP context deactivation procedures initiated by the GGSN, on a per APN of the GGSN basis.
b) CC
c) The measurement is incremented on transmission by the GGSN of a DELETE PDP CONTEXT REQUEST message to the SGSN. See TS 29.60.
d) Integer
e) SM.AttDeactPdpCtxtGgsn.Apn
f) GgsnFunction, per APN
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling community.
6.2.3.4
Successful GGSN-initiated session conclusions, per APN
a) This measurement provides the number of successfully completed PDP context deactivation procedures initiated by the GGSN, on a per APN of the GGSN basis.
b) CC
c) The measurement is incremented on receipt of DELETE PDP CONTEXT RESPONSE message with cause "Request Accepted" from the SGSN.
d) Integer
e) SM.SuccDeactPdpCtxtGgsn.Apn
f) GgsnFunction, per APN
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling community.
6.3
GTP measurements

The performance counters presented in this section are mainly intended to:

· monitor the signalling and bearer traffic exchanged between the GGSN and peer GSNs 

· establish the session profile (including GTP average packet size, signalling overhead, uplink and downlink GTP traffic per session, …)

· and monitor the GGSN load (through measurements such as the total bit rate handled by the node, the number of GTP tunnels handled or the ratio of packets discarded at GGSN level).

These counters are associated to GPRS Tunnelling Protocol (GTP-C and GTP-U), between the SGSN and the GGSN, and defined in TS 23.060 and TS 29.060. The breakdown per traffic class allows to monitor the way traffic is handled by the GGSN according to QoS attributes attached to the relevant PDP context.
6.3.1
Number of incoming GTP data packets on the Gn interface
a) This measurement provides the number of GTP Data Packets received on the Gn interface. This measurement is pegged by traffic class.
b) CC
c) The relevant measurement is incremented on receipt of a GTP data packet on the Gn interface, according to the traffic class of the related PDP context. In case of a PDP context activated with R97/98 QoS attributes, the field traffic class used for screening is derived from delay class, as ruled in TS 23.107. See also TS 29.060.
d) A single integer value per measurement type defined in e)
e) GTP.IncDataPkt.Bgrd 
GTP.IncDataPkt.Conv 
GTP.IncDataPkt.Intact 
GTP.IncDataPkt.Strm 
f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling, Operator Traffic Engineering and Vendor Development Engineering communities.
6.3.2
Number of outgoing GTP data packets on the Gn interface
a) This measurement provides the number of GTP Data Packets sent onto the Gn interface. This measurement is pegged by traffic class.
b) CC
c) The relevant measurement is incremented on transmission of a GTP data packet on the Gn interface, according to the traffic class indicated in the QoS profile of the related PDP context. In case of a PDP context activated with R97/98 QoS attributes, the field traffic class used for screening is derived from delay class, as ruled in TS 23.107. See also  TS 29.060.
d) A single integer value per measurement type defined in e)
e) GTP.OutDataPkt.Bgrd 
GTP.OutDataPkt.Conv 
GTP.OutDataPkt.Intact 
GTP.OutDataPkt.Strm 
f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling, Operator Traffic Engineering and Vendor Development Engineering communities.
6.3.3
Number of discarded GTP data packets
a) This measurement provides the number of GTP Data Packets discarded. This measurement is pegged by traffic class.
b) CC
c) The relevant measurement is incremented when a GTP data packet is discarded, according to the traffic class indicated in the QoS profile of the related PDP context. In case of a PDP context activated with R97/98 QoS attributes, the field traffic class used for screening is derived from delay class, as ruled in TS 23.107. See also TS 29.060.
d) A single integer value per measurement type defined in e)
e) GTP.DiscDataPkt.Bgrd 
GTP.DiscDataPkt.Conv 
GTP.DiscDataPkt.Intact 
GTP.DiscDataPkt.Strm
f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling, Operator Traffic Engineering and Vendor Development Engineering communities.
6.3.4
Number of octets of incoming GTP data packets on the Gn interface
a) This measurement provides the number of GTP payload octets received. This measurement is pegged by traffic class.
b) CC
c) The relevant measurement is incremented on receipt of a GTP data packet on the Gn interface, according to the traffic class indicated in the QoS profile of the related PDP context. In case of a PDP context activated with R97/98 QoS attributes, the field traffic class used for screening is derived from delay class, as ruled in TS 23.107. The data packet size is extracted from the GTP header and added on to the measurement value. See TS 29.060.
d) A single integer value per measurement type defined in e)
e) GTP.IncDataOct.Bgrd 
GTP.IncDataOct.Conv 
GTP.IncDataOct.Intact 
GTP.IncDataOct.Strm
f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling and Operator Traffic Engineering communities.
6.3.5
Number of octets of outgoing GTP data packets on the Gn interface
a) This measurement provides the number of GTP payload octets sent. This measurement is pegged by traffic class.
b) CC
c) The relevant measurement is incremented on transmission of a GTP data packet on the Gn interface, according to the traffic class indicated in the QoS profile of the related PDP context. In case of a PDP context activated with R97/98 QoS attributes, the field traffic class used for screening is derived from delay class, as ruled in TS 23.107. The data packet size is extracted from the GTP header and added on to the measurement value. See  TS 29.060.
d) A single integer value per measurement type defined in e)
e) GTP.OutDataOct.Bgrd 
GTP.OutDataOct.Conv 
GTP.OutDataOct.Intact 
GTP.OutDataOct.Strm 
f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling and Operator Traffic Engineering communities.
6.3.6
Number of incoming GTP signalling packets on the Gn interface

a) This measurement provides the number of GTP signalling packets received on the Gn interface. This measurement is pegged by traffic class.
b) CC
c) The relevant measurement is incremented on receipt of a GTP signalling packet on the Gn interface, according to the traffic class of the related PDP context. In case of a PDP context activated with R97/98 QoS attributes, the field traffic class used for screening is derived from delay class, as ruled in TS 23.107. See also TS 29.060.
d) A single integer value per measurement type defined in e)
e) GTP.IncSigPkt.Bgrd 
GTP.IncSigPkt.Conv 
GTP.IncSigPkt.Intact 
GTP.IncSigPkt.Strm 
f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling, Operator Traffic Engineering and Vendor Development Engineering communities.
6.3.7
Number of outgoing GTP signalling packets on the Gn interface
a) This measurement provides the number of GTP signalling packets sent onto the Gn interface. This measurement is pegged by traffic class.
b) CC
c) The relevant measurement is incremented on transmission of a GTP siganlling packet on the Gn interface, according to the traffic class indicated in the QoS profile of the related PDP context. In case of a PDP context activated with R97/98 QoS attributes, the field traffic class used for screening is derived from delay class, as ruled in TS 23.107. See also  TS 29.060.
d) A single integer value per measurement type defined in e)
e) GTP.OutSigPkt.Bgrd 
GTP.OutSigPkt.Conv 
GTP.OutSigPkt.Intact 
GTP.OutSigPkt.Strm 
f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling, Operator Traffic Engineering and Vendor Development Engineering communities.
6.3.8
Number of discarded GTP signalling packets
a) This measurement provides the number of GTP signalling packets discarded. This measurement is pegged by traffic class.
b) CC
c) The relevant measurement is incremented when a GTP signalling packet is discarded, according to the traffic class indicated in the QoS profile of the related PDP context. In case of a PDP context activated with R97/98 QoS attributes, the field traffic class used for screening is derived from delay class, as ruled in TS 23.107. See also TS 29.060.
d) A single integer value per measurement type defined in e)
e) GTP.DiscSigPkt.Bgrd 
GTP.DiscSigPkt.Conv 
GTP.DiscSigPkt.Intact 
GTP.DiscSigPkt.Strm
f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling, Operator Traffic Engineering and Vendor Development Engineering communities.
6.3.9
Number of octets of incoming GTP signalling packets on the Gn interface
a) This measurement provides the number of octets of received GTP signalling packets. This measurement is pegged by traffic class.
b) CC
c) The relevant measurement is incremented on receipt of a GTP signalling packet on the Gn interface, according to the traffic class indicated in the QoS profile of the related PDP context. In case of a PDP context activated with R97/98 QoS attributes, the field traffic class used for screening is derived from delay class, as ruled in TS 23.107. The signalling packet size is extracted from the GTP header and added on to the measurement value. See TS 29.060.
d) A single integer value per measurement type defined in e)
e) GTP.IncSigOct.Bgrd 
GTP.IncSigOct.Conv 
GTP.IncSigOct.Intact 
GTP.IncSigOct.Strm
f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling and Operator Traffic Engineering communities.
6.3.10
Number of octets of outgoing GTP signalling packets on the Gn interface
a) This measurement provides the number of octets of sent GTP signalling packets. This measurement is pegged by traffic class.
b) CC
c) The relevant measurement is incremented on transmission of a GTP signalling packet on the Gn interface, according to the traffic class indicated in the QoS profile of the related PDP context. In case of a PDP context activated with R97/98 QoS attributes, the field traffic class used for screening is derived from delay class, as ruled in TS 23.107. The signalling packet size is extracted from the GTP header and added on to the measurement value. See  TS 29.060.
d) A single integer value per measurement type defined in e)
e) GTP.OutSigOct.Bgrd 
GTP.OutSigOct.Conv 
GTP.OutSigOct.Intact 
GTP.OutSigOct.Strm 
f) GgsnFunction
g) Valid for packet switched traffic
h) COMB

i) This measurement is mainly dedicated to Vendor Performance Modelling and Operator Traffic Engineering communities.

6.3.11
Number of GTP tunnels on the Gn interface
a) This measurement provides the current number of simultaneous GTP tunnels on Gn interface handled by the GGSN.
b) GAUGE
c) The measurement is incremented on transmission by the GGSN of a CREATE PDP CONTEXT RESPONSE message with cause "Request Accepted". 
It is decremented on transmission by the GGSN of a DELETE PDP CONTEXT RESPONSE message with cause "Request Accepted". 
The measurement includes GTP tunnels for data (user plane) as well as GTP tunnels for signalling (control plane). See TS 29.060.
d) Integer
e) GTP.NbrTunnels
f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling and Operator Traffic Engineering communities.
6.3.12
Number of GTP tunnels created on the Gn interface
a) This measurement provides the number of GTP Tunnels created on Gn interface.
b) CC
c) The measurement is incremented on transmission by the GGSN of a CREATE PDP CONTEXT RESPONSE message with cause "Request Accepted". 
The measurement includes GTP tunnels for data (user plane) as well as GTP tunnels for signalling (control plane). See TS 29.060.
d) Integer
e) GTP.NbrCreatTunnels
f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling and Operator Traffic Engineering communities.
6.4
GTP' measurements

The performance counters presented in this section are intended to monitor the transfer of G-CDRs to the CGF; in particular

· the number of CDR transfer attempts, together with the cause triggering the transfer enables to dimension both the CGF / Billing System and the Ga interface. The breakdown of causes for transfer attempts may also help in tuning the parameters associated to partial CDR creation.

· the breakdown of causes for transfer failure is provided to track and investigate any problem that could be detected thanks to the CDR transfer success rate.

These counters are associated to the GTP' protocol between the GGSN and the CGF, as defined in TS 29.060 and TS 32.015.

The figure below from TS 32.015 shows a normal CDR transfer between a GSN and a CGF and details the events triggering the update of the counters values.
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The three measurement types defined in the clause 6.4 are subject to the "2 out of 3 approach".

6.4.1
Attempted CDR information transfers
a) This measurement provides the number of CDR information transfers attempted. This measurement is pegged by transfer triggering cause.
b) CC
c) The relevant measurement is incremented when a DATA RECORD TRANSFER REQUEST message used to transmit CDR information is sent to the CGF, according to the cause that triggered the transfer. Possible causes are included in TS 32.015.
d) Each measurement is an integer value.
e) The measurement name has the form GTPP.CdrTransfReq.Cause 
where Cause indicates the cause that triggered the transfer.

f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling and Operator Traffic Engineering communities.
6.4.2
Successful CDR information transfers
a) This measurement provides the number of CDR information successfully transmitted to CGF.
b) CC
c) The measurement is incremented on receipt by the GGSN of a DATA RECORD TRANSFER RESPONSE message with cause code "Request Accepted".
d) Integer
e) GTPP.SuccCdrTransf
f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling and Operator Traffic Engineering communities.
6.4.3
Failed CDR information transfers
a) This measurement provides the number of CDR information failed to be transferred to CGF. This measurement is pegged by failure cause. Possible causes are included in TS 32.015.
b) CC
c) The relevant measurement is incremented on receipt by the GGSN of a DATA RECORD TRANSFER RESPONSE message according to the failure cause.
d) Each measurement is an integer value.
e) The measurement name has the form GTPP.FailCdrTransf.Cause 
where Cause indicates the failure cause.
f) GgsnFunction
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling, Operator Maintenance and Operator Traffic Engineering communities.
6.5
IP measurements

The performance counters presented in this section are mainly intended to:

· monitor the bearer traffic exchanged between the GGSN and the external PDN on the Gi interface

· establish the session profile (including IP average packet size, uplink and downlink IP traffic per session, …), possibly per traffic class

· and monitor the GGSN load (through measurements such as the total bit rate handled by the node, the ratio of packets discarded at GGSN level, …).

These counters are associated to IP protocol on the Gi interface. 

These counters are proposed to be screened with regards to the protocol configuration options, as defined in TS 24.008 and TS 29.061, i.e. a set of the counters is associated to any valid combination of the different options below:

· transparent or non-transparent access to the external PDN

· user data encryption (IPSec, …)

· tunneling of packets onto the Gi interface
Any valid combinaton of these options fully defines a "Gi reference point". The figure below gives an overview of some Gi reference points.

6.5.1
Number of incoming IP data packets on the Gi interface
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This measurement provides the number of IP data packets received on the Gi interface. This measurement is pegged by traffic class of the related PDP context.
b) CC
c) The relevant measurement is incremented on receipt of an IP data packet on the Gi interface, according to the traffic class of the related PDP context. In case of a PDP context activated with R97/98 QoS attributes, the field traffic class used for screening is derived from delay class, as ruled in TS 23.107. See also 07 and TS 29.061.
d) A single integer value per measurement type defined in e)
e) IP.IncDataPkt.Bgrd
IP.IncDataPkt.Conv 
IP.IncDataPkt.Intact 
IP.IncDataPkt.Strm 
f) GgsnFunction, per Gi reference point
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling, Operator Traffic Engineering and Vendor Development Engineering communities.
6.5.2
Number of outgoing IP data packets on the Gi interface
a) This measurement provides the number of IP data packets sent onto the Gi interface. This measurement is pegged by traffic class of the related PDP context.
b) CC
c) The relevant measurement is incremented on transmission of an IP data packet on the Gi interface, according to the traffic class of the related PDP context. In case of a PDP context activated with R97/98 QoS attributes, the field traffic class used for screening is derived from delay class, as ruled in TS 23.107. See also TS 29.061.
d) A single integer value per measurement type defined in e)
e) IP.OutDataPkt.Bgrd 
IP.OutDataPkt.Conv
IP.OutDataPkt.Intact
IP.OutDataPkt.Strm
f) GgsnFunction, per Gi reference point
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling, Operator Traffic Engineering and Vendor Development Engineering communities.
6.5.3
Number of IP data packets discarded due to node congestion
a) This measurement provides the number of IP data packets discarded. This measurement is pegged by traffic class of the related PDP context.
b) CC
c) The relevant measurement is incremented when a received IP data packet is discarded due to node congestion, according to the traffic class of the related PDP context. In case of a PDP context activated with R97/98 QoS attributes, the field traffic class used for screening is derived from delay class, as ruled in TS 23.107. See also TS 29.061.
d) A single integer value per measurement type defined in e)
e) IP.DiscDataPkt.Bgrd
IP.DiscDataPkt.Conv
IP.DiscDataPkt.Intact
IP.DiscDataPkt.Strm
f) GgsnFunction, per Gi reference point
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling, Operator Traffic Engineering and Vendor Development Engineering communities.
6.5.4
Number of octets of incoming IP data packets on the Gi interface
a) This measurement provides the number of IP payload octets received on the Gi interface. This measurement is pegged by traffic class of the related PDP context.
b) CC
c) The relevant measurement is incremented on receipt of an IP data packet on the Gi interface, according to the traffic class of the related PDP context. In case of a PDP context activated with R97/98 QoS attributes, the field traffic class used for screening is derived from delay class, as ruled in TS 23.107. The data packet size is extracted from the IP header and added on to the measurement value. See nd TS 29.061.
d) A single integer value per measurement type defined in e)
e) IP.IncDataOct.Bgrd 
IP.IncDataOct.Conv 
IP.IncDataOct.Intact 
IP.IncDataOct.Strm
f) GgsnFunction, per Gi reference point
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling and Operator Traffic Engineering communities.
6.5.5
Number of octets of outgoing IP data packets on the Gi interface
a) This measurement provides the number of IP payload octets sent onto the Gi interface. This measurement is pegged by traffic class of the related PDP context.
b) CC
c) The relevant measurement is incremented on transmission of an IP data packet on the Gi interface, according to the traffic class of the related PDP context. In case of a PDP context activated with R97/98 QoS attributes, the field traffic class used for screening is derived from delay class, as ruled in TS 23.107. The data packet size is extracted from the IP header and added on to the measurement value. See TS 29.061.
d) A single integer value per measurement type defined in e)
e) IP.OutDataOct.Bgrd 
IP.OutDataOct.Conv 
IP.OutDataOct.Intact 
IP.OutDataOct.Strm
f) GgsnFunction, per Gi reference point
g) Valid for packet switched traffic
h) COMB
i) This measurement is mainly dedicated to Vendor Performance Modelling and Operator Traffic Engineering communities.
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