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******* FIRST CHANGE ************

4.2.7
Support of SIP forking

SIP forking is the ability of a SIP proxy server to fork SIP request messages to multiple destinations according to [12]. 3GPP CSCFs and ASes that behave according to this version of the specification shall not fork any request. 

Other networks outside the IM CN Subsystem are able to perform SIP forking. Hence, 3GPP UEs shall be ready to receive responses generated due to a forked request and behave according to the procedures specified in [12] and in this section. 
The UE may accept or reject early dialogues from different terminations as described in [12], for example if the UE is only capable of supporting a limited number of simultaneous dialogs.
Upon the reception of a first final 200 OK (for INVITE), the UE shall acknowledge the 200 OK and cancel other early dialogues that may have been established. The UE may require updating the allocated resources according to the resources needed. In case the UE receives a subsequent 200 OK, the UE shall acknowledge the dialogue and immediately send a BYE to drop the dialog. 

The UE shall be able to include preferences, in INVITE's, indicating that proxies should not fork the INVITE request.
On the terminating side, a UE shall be able to receive, as specified in [12], several requests for the same dialog that were forked by a previous SIP entity.
****** SECOND CHANGE ********

5.4.6.3 
Mechanism for bearer establishment

In order to fulfil the above requirements, it is needed that the destination user can be pre-alerted before the bearer establishment and negotiation and PDP context activation has taken place. This gives room for the destination user to choose the media streams and codecs required before an expensive resource (as the air interface is) is established. 

Figure 5.7 shows the mechanism for the bearer establishment in which the pre-alerting occurs before the initial bearer creation procedures are performed. Furthermore, a user interaction may also occur after the initial bearers are created as shown in figure 5.7. If the session originator receives multiple provisional responses for the same session indicating that the session has been forked in the network, the UE may choose to process a pre-configured number of responses.  In the case of multiple responses, the resources requested by the UE shall be the “logical OR” (i.e. least upper bound) of the resources indicated in the multiple responses to avoid allocation of unnecessary resources. The UE shall never request more resources then was originally proposed in the Original INVITE.
The "Other x-CSCFs" entity in figure 5.7 comprises several CSCFs: I-CSCF and S-CSCFs. For the sake of simplicity only the GGSNs are presented from the UMTS access network and the Policy Control Functions have been omitted from the diagram. 
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Figure 5.7: Bearer establishment showing optional pre-alerting

1.
UE(A) starts a Session Initiation procedure to UE(B) that includes an SDP proposal. 

The steps 2-4 are optional and may depend on terminal implementation and/or terminal pre-configured settings.

2. 
The user at UE(B) is pre-alerted.

3. 
An indication of the pre-alerting may be sent towards UE(A).

4. 
User at UE(B) will then interact and express his/her wishes regarding the actual session.

5. 
UE(B) generates accepted SDP based on terminal settings, terminal pre-configured profiles and optionally the user's wishes. 

6. 
The accepted SDP is forwarded to UE(A) in the payload of a reliable SIP response.

7. 
Initial bearer creation procedure is performed. During this bearer creation step the resources in the UE(A)'s and UE(B)'s access network are reserved with PDP context procedures. Bearer resources in external networks may also be reserved at this point.

The steps 8-10 are also optional and may be skipped.

8. 
Terminal at UE(B) starts ringing.

9. 
The alerting indication is sent towards UE(A).

10. 
User at UE(B) may interact and express his/her wishes regarding the actual session.

11. 
UE(A) and UE(B) may perform bearer modification procedure at this point, if the initial bearers reserved in step 7 and the wishes of user at UE(B) are different. During this bearer modification step the resources in the UE(A)'s and UE(B)'s access network may be modified by modifying the PDP context, and the resource reservation in the external network may also be modified.

12. 
Session initiation procedure is acknowledged.

5.4.6.4
Session progress indication to the originating UE

The pre-alerting or alerting indications returned to the originating UE shall enable the 

originating UE to inform the calling user of the session progress prior to the arrival of the incoming media (for example the originating UE may synthesise ringing locally).

5.4.7
Interaction between QoS and session signalling

At PDP context setup the user shall have access to either GPRS without service-based local policy, or GPRS with service-based local policy. It is operator choice whether to offer both or only one of these alternatives for accessing the IM Subsystem.

For the GPRS without service-based local policy case, the bearer is established according to the user’s subscription, local operator’s IP bearer resource based policy, local operator's admission control function and GPRS roaming agreements. The establishment of the PDP context bearer shall use the PDP context activation procedure specified in TS 23.060.

For the GPRS with service-based local policy case, Service-Based Local Policy decisions (e.g., authorisation and control) are also applied to the bearer.

The description in this subsection is applicable for the case when service-based local policy is employed.

The GGSN contains a Policy Enforcement Function (PEF) that has the capability of policing packet flow into the IP network, and restricting the set of IP destinations that may be reached from/through a PDP context according to a packet classifier. This service-based policy ‘gate’ function has an external control interface that allows it to be selectively ‘opened’ or ‘closed’ on the basis of IP destination address and port. When open, the gate allows packets to pass through (to the destination specified in the classifier) and when closed, no packets are allowed to pass through. The control is performed by a PCF, which is a logical entity of the P-CSCF. (Note: If the PCF is implemented in a separate physical node, the interface between the PCF and the P-CSCF is not standardised).

There are seven interactions defined for service-based local policy:

1.
Authorize QoS Resources. 

2.
Resource Reservation with Service-based Local Policy.

3.
Approval of QoS Commit for resources authorised in (1), e.g. ‘open’ the ‘gate’.

4.
Removal of QoS Commit for resources authorised in (1), e.g. ‘close’ the ‘gate’.

5.
Revoke Authorisation for GPRS and IP resources.

6. Indication of PDP Context Release from the GGSN to the PCF.

7. Indication of PDP Context Modification from the GGSN to the PCF.

These requirements and functional description of these interactions are explained further in the following sections. The complete specification of the interface between the Policy Control Function and the Policy Enforcement Function is contained in TS 23.207.

5.4.7.1
Authorize QoS Resources 

The Authorize QoS Resources procedure is used during an establishment of a SIP session. The P-CSCF(PCF) shall use the SDP contained in the SIP signaling to calculate the proper authorisation. The PCF authorizes the required QoS resources.

The authorisation shall include binding information, which shall also be provided by the UE to the GGSN in the allocation request, which enables accurate matching of requests and authorisations. The binding information includes an Authorisation Token sent by the P-CSCF to the UE during SIP signaling, and one or more Flow Identifiers, which are used, by the UE, GGSN and PCF to uniquely identify the media component(s). If forking has occurred, the P-CSCF will re-use the same Authorisation Token in all subsequent provisional responses belonging to the same session. If the least upper bound of the requested resources is changed due to a subsequently received response then an update of the authorised resources is performed.
The authorisation shall be expressed in terms of the IP resources to be authorised and shall include limits on IP packet flows, and may include restrictions on IP destination address and port.

5.4.7.1a
Resource Reservation with Service-based Local Policy

The GGSN serves as the Policy Enforcement Point that implements the policy decisions for performing admission control and authorising the GPRS and IP BS QoS Resource request, and policing IP flows entering the external IP network.

Authorisation of GPRS and IP QoS Resources shall be required for access to the IP Multimedia Subsystem. The GGSN shall determine the need for authorisation, possibly based on provisioning and/or based on the APN of the PDP context.

Resource Reservation shall be initiated by the UE, and shall take place only after successful authorisation of QoS resources by the PCF. Resource reservation requests from the UE shall contain the binding information. The use of this binding information enables the GGSN to correctly match the reservation request to the corresponding authorisation. The authorisation shall be 'Pulled' from the PCF by the GGSN when the reservation request is received from the UE. When a UE combines multiple media flows onto a single PDP context, all of the binding information related to those media flows shall be provided in the resource reservation request.

With a request for GPRS QoS resources, the GGSN shall verify the request is less than the sum of the authorised IP resources (within the error tolerance of the conversion mechanism) for all of the combined media flows. With a request for IP QoS resources, the GGSN shall verify the request is less than the authorised IP resources.

The request for GPRS QoS resources may be signaled independently from the request for IP QoS resources by the UE. At the GPRS BS Level, the PDP Context activation shall be used for QoS signaling. At the IP BS Level, RSVP may be used for QoS signaling.

5.4.7.2
Approval of QoS Commit

The PCF makes policy decisions and provides an indication to the GGSN about committing the allocated QoS resources for per-session authorisations unless this was done based on service based local policy at the time of the Resource Reservation procedure. If there is more than one response for the same session, indicating that the session has been forked in the network, the PCF may authorise the “logical OR” of the resources requested in the responses.  When the  session established indication has been received, if the PCF earlier have authorised the "logical OR" of the resources then the PCF will modify the authorisation and commit to resources according to the session established indication.
The GGSN enforces the policy decisions. The GGSN may restrict any use of the GPRS resources prior to this indication from the PCF. The GGSN shall restrict any use of the IP resources prior to this indication from the PCF, e.g. by open the gate and enabling the use of resources for the media flow. Based on local policy, GPRS and/or IP resources may be committed at the time they are authorised by the PCF.
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