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5.1.1.1 
QoS management functions for end-to-end IP QoS in UMTS Network

NOTE:
The end-to-end QoS management functions do not cover the cases of a circuit switched service, or an IP service interworking with an ATM service at the gateway node.
IP BS Manager uses standard IP mechanisms to manage the IP bearer services. These mechanisms may be different from mechanisms used within the UMTS, and may have different parameters controlling the service. When implemented, the IP BS Manager may include the support of DiffServ Edge Function and the RSVP function. The Translation/mapping function provides the inter-working between the mechanisms and parameters used within the UMTS bearer service and those used within the IP bearer service, and interacts with the IP BS Manager. In the GGSN, the UMTS QoS parameters are mapped into IP QoS parameters and the IP QoS parameters are mapped into UMTS QoS parameters, where needed.  In the UE, the QoS requirements determined from the application layer (e.g., SDP) are mapped to either the PDP context parameters or IP layer parameters (e.g., RSVP).

If an IP BS Manager exists both in the UE and the Gateway node, it is possible that these IP BS Managers communicate directly with each other by using relevant signalling protocols. 

The required options in the table define the minimum functionality that shall be supported by the equipment in order to allow multiple network operators to provide interworking between their networks for end-to-end QoS. Use of the optional functions listed below, other mechanisms which are not listed (e.g. over-provisioning), or combinations of these mechanisms are not precluded from use between operators. 

The IP BS Managers in the UE and GGSN provide the set of capabilities for the IP bearer level as shown in Table 1. Provision of the IP BS Manager is optional in the UE, and required in the GGSN. 

Table 1: IP BS Manager capability in the UE and GGSN

	Capability
	UE
	GGSN

	DiffServ Edge Function
	Optional
	Required

	RSVP/IntServ
	Optional
	Optional

	IP Policy Enforcement Point
	Optional
	Required (*)


 (*)Although the capability of IP policy enforcement is required within the GGSN, the control of IP policy through the GGSN is a network operator choice. 
Figure 2 shows the scenario for control of an IP service using IP BS Managers in both possible locations in the UE and Gateway node. The figure also indicates the optional communication path between the IP BS Managers in the UE and the Gateway node.
Policy Control Function (PCF) is a logical policy decision element which uses standard IP mechanisms to implement policy in the IP bearer layer.  These mechanisms may be conformant to, for example, the framework defined in IETF [RFC2753] "A Framework for Policy-based Admission Control" where the PCF is effectively a Policy Decision Point (PDP).  The PCF makes decisions in regard to network based IP policy using policy rules, and communicates these decisions to the IP BS Manager in the GGSN, which is the IP Policy Enforcement Point (PEP).

The Policy Control Function (PCF) is a logical entity of the P-CSCF. If the PCF is implemented in a separate physical node, the interface between the PCF and P-CSCF is not standardized.

The interface between the PCF and GGSN is specified within 3GPP, named Go interface, and is included in the Reference Architecture depicted in TS23.002.  The protocol interface between the PCF and GGSN supports the transfer of information and policy decisions between the policy decision point and the IP BS Manager in the GGSN. 

The PCF makes policy decisions based on information obtained from the P-CSCF.  In the P-CSCF(PCF), the application level parameters (e.g., SDP) are mapped into IP QoS parameters.  The P-CSCF (PCF)  is in the same domain as the GGSN or has a trust relationship with the GGSN. 

NOTE:
Currently in IETF, inter-domain policy interactions are not defined. 

5.1.1.2
IP BS Manager Functionality in the GGSN and the UE

The following capabilities of the IP BS manager support applications that require stringent IP quality of service (e.g., carrier-grade telephony),  

1. Existing QoS management mechanisms in 23.107 with any required extensions, e.g., binding mechanism.

2. The IP BS manager in the GGSN acting as an RSVP endpoint towards the external network, generating and responding to per-flow RSVP messages.

Use of RSVP is intended to enable the external network provider to support traffic engineering, efficient resource management, and call blocking if needed to handle temporary overload conditions. 

It is also desired to allow endpoints to use Diffserv or RSVP to indicate their QoS requirements to the MT.   The requirements on the IP bearer service manager in the UE and GGSN to support this functionality are FFS.

At PDP context setup the user shall have access to one of the following alternatives : 

· Basic GPRS IP connectivity service: The  bearer is established according to the user’s subscription, local operator’s IP bearer resource based policy, local operator´s admission control function and GPRS roaming agreements. In this case, IP bearer resource based local policy decisions may be applied to the bearer.  

· Enhanced GPRS based services : The bearer is  used to  support an enhanced application-layer service, such as IM. In this case,  service-based local policy decisions (e.g., authorization and policy based control) may be applied to the bearer.

5.1.1.3 Translation/mapping function in the GGSN and the UE

Translation/mapping function interacts with the IP BS Manager and with the UMTS BS Manager in the GGSN and in the UE. It provides interworking between the mechanisms and parameters used within the UMTS bearer service and those used within the IP bearer service.

For service-based local policy, the Translation/mapping function in the GGSN maps IP bearer based policy information into UMTS bearer based policy information. This mapping is used by the GGSN for service-based local policy over the UMTS network.
< Next modified chapter>
5.2
Capabilities of Functional Elements

This section provides functional descriptions of capabilities in GGSN, UE, and  P-CSCF(PCF).

5.2.1
GGSN

This clause provides functional descriptions of capabilities in GGSN. The capabilities are part of IP BS Manager (see 5.1.1.1) or corresponding user plane functions.   Determination of exactly which functions are required to support interoperator and multi-vendor aspects are not addressed in this clause.

The DiffServ Edge Function shall be compliant to the IETF specifications for Differentiated Services. The IETF Differentiated Services architecture will be used to provide QoS for the external bearer service.
RSVP/IntServ Function 

[Editors note:  Detailed functional description of RSVP/IntServ Function is FFS]

The RSVP Sender/Receiver Proxy uses information derived from the Go interface and acts as an RSVP endpoint towards the external network, generating and responding to per-flow RSVP messages on behalf of the UE.  In the uplink direction, the RSVP Sender Proxy originates the Path message on behalf of the UE. It must also periodically refresh the Path message and correctly terminate the Resv, ResvTear and PathErr messages for the session.  In the downlink direction, the RSVP Receiver Proxy terminates the Path message and generates the Resv message on behalf of the UE.  A Resv Proxy state is installed which act as if the proxy has received a Resv from the true endpoint UE.  This involves reserving resource, if required, sending periodic refreshes of the Resv message and tearing down the reservation if the Path is torn down.  
[Editors note:  Detailed functional description of how GGSN identify that RSVP SenderRreceiver Proxy shall be activated is FFS]

The Service-based Local Policy Enforcement Point controls the quality of service that is provided to a set of IP packets (or IP "flow"s) defined by a packet classifier.   The policy enforcement function includes policy-based admission control that is applied to the IP bearers associated with the flows, and configuration of the packet handling and policy based "gating" functionality in the user plane.   Service-based local policy decisions are either "pushed" to or requested by the GGSN via the Go interface.

Policy-based admission control ensures that the resources that can be used by a particular IP flow are within the "authorized resources" specified via the Go interface.  The authorized resources provide an upper bound on the resources that can be reserved or allocated for an IP flow.  The authorized resources may be expressed as an Intserv-style Flowspec.   This information is mapped by the Translation/mapping function in the GGSN to give the authorized resources for UMTS bearer admission control.

In the user plane, policy enforcement is defined in terms of a "gate" implemented in the GGSN. A gate is a policy enforcement function that interacts  through Go interface with PCF as the Policy Decision Point  for QoS resource authorisation at the IP BS level for a unidirectional flow of packets.  Gate operations as defined in TS23.228 are to define the control and to manage media flows based on policy, and are under the control of PCF.  A gate operates on a unidirectional flow of packets, i.e., in either the upstream or downstream direction.  A gate consists of a packet classifier, a traffic metering function, and user plane actions to be taken for the set of packets matching the classifier.    When a gate is enabled, the packets in a flow are subject to the Diffserv edge treatment (policing or marking) as determined by traffic metering and user plane actions.  When a gate is disabled, all of the packets in the flow are dropped.    

The packet classifier associated with a gate is a micro-flow classifier including the standard 5-tuple: (source IP address, destination IP address, source port, destination port, protocol), identifying a set of packets associated with a unidirectional flow
.   

Elements of the 5-tuple may be wild-carded.  This is FFS in Stage 3 work. It is possible for a set of packets to match more than one classifier.   When this happens, the sequence of actions associated with the gates are executed in sequence.    Packets that are marked by a gate may not be (re)marked by a subsequent gate to a Diffserv Code Point corresponding to a better service class.

The Binding Mechanism Handling associates the PDP context bearer with one or more IP flows in order to support service-based local policy enforcement and QoS inter-working.   Binding information is included in PDP Context Activation or Modification messages to associate the PDP context bearer with QoS and policy decision information provided by the PCF and associated with IP flows.  The PDP Configuration Options parameter shall be used to carry the binding information.  The PDP Configuration Options parameter is one of the optional parameters signaled in PDP Context Activation/Modification messages.  In order to allow QoS and policy information to be "pulled" from the PCF, the binding information shall allow the GGSN to determine the address of the PCF to be used. 

< Next modified chapter>
6.1
QoS Procedures in Functional Elements

This section describes the main procedures that are used for the end-to-end QoS management. These procedures are described in text description for each involved network elements.  The procedures described in this document are meant to provide a high level description for further Stage 3 work and are not intended to be exhaustive.

6.1.1
Procedures in the GGSN

The QoS procedures in the GGSN are triggered by the QoS signaling messages from the UE, i.e., PDP Context Activation message or the RSVP messages. The exact QoS procedures in the GGSN depend on the GGSN and UE QoS capabilities. The GGSN is required to support Diffserv edge function. Other QoS capabilities that may be supported at the GGSN are RSVP functions, RSVP Proxy functions and service-based local policy enforcement functions.

For UEs that do not support RSVP, the GGSN may use the IP level information (e.g., addressing 5-tuple) provided by service based local policy according to the authorization token to configure the DiffServ classifier functionality and provide internetworking between PDP context and backbone IP network. The authorization token is included in the PDP context activation/modification messages. The GGSN may also invoke RSVP Proxy function for the UE. The decision mechanism on whether or not to do RSVP Proxy for a session is FFS.

For UEs that support RSVP, the GGSN may also support RSVP and use RSVP rather than the PDP context to control the QoS through the backbone IP network. The GGSN may use IP level information provided by service based local policy according to authorization token to authorize the RSVP session and configure the DiffServ classifier functionality. The authorization token is included in the RSVP signaling and the PDP context activation/modification messages. Alternatively, the RSVP messages may pass transparently through the GGSN.

If service based local policy is implemented in the operator’s network, the GGSN shall authorize the PDP context activation/modification messages and RSVP messages by sending the request to the PCF or from the cached policy in the Local Decision Point. The GGSN shall map IP flow based policy information into PDP context based policy information.
< Next modified chapter>
6.3.2
Resource Reservation Message Flows

6.3.2.1
Service-based Local Policy 

For this case, Service-based Local Policy is added to the GPRS bearer establishment procedures specified in TS23.060.

This section provides the flows for bearer establishment, resource reservation and policy control with PDP Context setup and DiffServ inter-working.  

The following figure is applicable to both the Mobile Originating (MO) side and the Mobile Terminating (MT) side.
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Figure 4: Service-based Local Policy

1)
The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. The UE includes the Binding Information in the Activate PDP Context message.

2)
The radio access bearer (RAB) setup procedure is performed.

3)
The SGSN sends the corresponding Create PDP Context message to the GGSN.

4)
The GGSN sends a COPS REQ message with the Binding Information to the PCF in order to obtain relevant policy information.

5)
The PCF sends a COPS DEC message back to the GGSN.

6)
The GGSN sends a COPS RPT message back to the PCF.

7)
The GGSN maps IP flow based policy information into PDP context based policy information and uses the PDP context based policy information to accept the PDP activation request, and sends a Create PDP Context Response message back to SGSN.

8)
The SGSN sends an Activate (Secondary) PDP Context Accept message to UE.

< Next modified chapter>
6.3.2.3
Resource Reservation with End-to-End RSVP and Service-based Local Policy

For this case, Service-based Local Policy and RSVP are added to the GPRS bearer establishment procedures specified in TS23.060.

Note:  The diagrams in this subsection depict one possible signalling sequence, however, the alternative signalling sequences below are possible: 

-
to trigger the Create PDP Context Request message after the PATH message.

-
to trigger the Create PDP Context Request message after the RESV message.

-
to trigger only one PDP context after all RSVP exchanges have completed. 

Note:  The diagrams in this subsection depict the case when the GGSN is RSVP aware, however, the alternative of GGSN not being RSVP aware is also possible.

This section provides the flows for bearer establishment, resource reservation and policy control with RSVP.

The following figure is applicable to the Mobile Originating (MO) side.
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Figure 7:  MO Resource Reservation with End-to-End RSVP and Service-based Local Policy 

Note:  There is no timing relationship between the set of flows for the uplink (above the line) and the downlink (below the line).
1)
The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. The UE includes the Binding Information in the Activate PDP Context message.

2)
The radio access bearer (RAB) setup procedure is performed.

3)
The SGSN sends the corresponding Create PDP Context message to the GGSN.

4)
The GGSN sends a COPS REQ message with the Binding Information to the PCF in order to obtain relevant policy information.

5)
The PCF sends a COPS DEC message back to the GGSN.

6)
The GGSN sends a COPS RPT message back to the PCF.

7)
The GGSN maps IP flow based policy information into PDP context based policy information and uses the PDP context based policy information to accept the PDP activation request, and sends a Create PDP Context Response message back to SGSN.  The GGSN may cache the policy information.

8)
The SGSN sends an Activate (Secondary) PDP Context Accept message to UE.

9)
UE sends a RSVP PATH message to GGSN. The UE includes the Binding Information. 

Note:  If the decision was previously cached locally at the GGSN, it may not be necessary to query the PCF again.  Otherwise the GGSN may have to query the PCF. 

10)
The GGSN uses the policy information to accept the RSVP PATH message, and forwards the RSVP PATH message to the next hop.  

11)
The GGSN receives the RSVP RESV message in the downlink direction. 

Note:  If the decision was previously cached locally at the GGSN, it may not be necessary to query the PCF again.  Otherwise the GGSN may have to query the PCF.

12)
The GGSN uses the policy information to accept the RSVP RESV message, and forwards the RSVP RESV message to the UE.  

13)
The UE sends a RSVP RESV-CONF message to the next hop. The use of the RESV-CONF message is optional.

14)
The GGSN receives a RSVP PATH message in the downlink direction. . 

15)
The GGSN forwards the RSVP PATH message to the UE.  

16)
The UE may send a Modify PDP Context message to the SGSN with the necessary modification to UMTS QoS parameters according to the received RSVP PATH message. The UE includes the Binding Information in the Modify PDP Context message.
17)
The radio access bearer (RAB) modification procedure is performed.

18)
The SGSN sends the corresponding Update PDP Context message to the GGSN. 

Note:  If the decision was previously cached locally at the GGSN, it may not be necessary to query the PCF again.  Otherwise the GGSN may have to query the PCF.

19)
The GGSN uses the policy information to accept the PDP modification request, and sends a Update PDP Context Response message back to SGSN.

20)
The SGSN sends a Modify PDP Context Accept message to UE. 

Note:  Steps 16 to 20 are optional if the existing PDP context already satisfies the QoS requirements.

21)
The UE sends a RSVP RESV message to the GGSN. The UE includes the Binding Information in the RSVP RESV message. 

Note:  If the decision was previously cached locally at the GGSN, it may not be necessary to query the PCF again.  Otherwise the GGSN may have to query the PCF.

22)
The GGSN uses the policy information to accept the RSVP RESV message, and forwards the RSVP RESV message to the next hop. 

23)
The UE receives the RSVP RESV-CONF message in the downlink direction.  The use of the RESV-CONF message is optional.

The following figure is applicable to the Mobile Terminating (MT) side.  As the flow is the mirror of the Mobile Originating (MO) side, the step-by-step description is omitted.
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Figure 8:  MT Resource Reservation with End-to-End RSVP and Service-based Local Policy 

Note:  There is no timing relationship between the set of flows for the uplink (above the line) and the downlink (below the line).

6.3.2.4
Service-based Local Policy and RSVP Sender/Receiver Proxy 
For this case, Service-based Local Policy and RSVP Sender/Receiver Proxy are added to the GPRS bearer establishment procedures specified in TS23.060.

The SIP QoS precondition met criteria for this case is the successful activation of PDP context, and does not depend on the RSVP aspect.  In this case, the use of RSVP may be intended to enable the external network provider to support traffic engineering, efficient resource management, and call blocking if needed to handle temporary overload conditions.  If the RSVP setup is unsuccessful, it is operator choice to have for example the GGSN initiate a PDP context deactivation. 

This section provides the flows for bearer establishment, resource reservation and policy control with PDP Context setup and RSVP inter-working.  

The following figure is applicable to the Mobile Originating (MO) side.

[image: image4.wmf]UE

SGSN

GGSN

1. Activate(Secondary)

PDP Context

6. Create

PDP Response

10. RSVP-RESV

MO Network

9. RSVP-PATH

3. Create

PDP Context

7. Activate(Secondary)

PDP Response

11. RSVP-RECV-CONF

14. Modify PDP

Context Request

13. Update PDP

Context Request

17. Update PDP

Context Response

15. Modify PDP

Context Accept

12. RSVP-PATH

21. RSVP-RESV

22. RSVP-RECV-CONF

2. RAB Setup

16. RAB Modification

P-CSCF

PCF

4.

 Req

5. Dec

8. 

Rpt

18. 

Req

19. Dec

20. 

Rpt


Figure 9:  MO Service-based Local Policy and RSVP Sender/Receiver Proxy

Note:  There is no timing relationship between the set of flows for the uplink (above the line) and the downlink (below the line).

1)
The UE sends an Activate (Secondary) PDP Context message to the SGSN with the UMTS QoS parameters. The UE includes the Binding Information in the Activate (Secondary) PDP Context message.
2)
The radio access bearer (RAB) setup procedure is performed.

3)
The SGSN sends the corresponding Create PDP Context message to the GGSN.

4)
The GGSN sends a COPS REQ message with the Binding Information to the PCF in order to obtain relevant policy information.

5)
The PCF sends a COPS DEC message back to the GGSN.

6)
The GGSN maps IP flow based policy information into PDP context based policy information and uses the PDP context based policy information to accept the PDP activation request, and sends a Create PDP Context Response message back to SGSN.

7)
The SGSN sends an Activate (Secondary) PDP Context Accept message to UE.

8)
The GGSN sends a COPS RPT message back to the PCF. 

Note:  Step 8 may also occur at the same time or before step 6 and step 7.

9)
The GGSN invokes a RSVP PATH message on behalf of the UE to the next hop. Within the RSVP PATH, the SENDER_TSPEC object is mapped from the UMTS QoS information and the SESSION object is constructed from the 5-tuple session information that is received from the PCF. 

10)
Upon receiving the RSVP RESV message, the GGSN authorizes it using the local policy information cached in the Local Policy Decisson Point.

11)
The GGSN sends a RSVP RESV-CONF message to the next hop. The use of the RESV-CONF message is optional.

12)
The GGSN receives a RSVP PATH message in the downlink direction and authorizes the incoming RSVP PATH message with the local policy information cached in the LDP. Depending on the information in the TSPEC of the RSVP message, the GGSN will decide if PDP Context modification is needed.

13)
If the PDP Context Modification is needed, the GGSN send a network-initiated PDP Context Update message to the SGSN with the necessary modification to UMTS QoS parameters according to the received RSVP PATH message. 

14)
The SGSN sends the corresponding Modify PDP Context message to the UE.

15)
The UE sends a Modify PDP Context Accept message to GGSN.  The UE includes the Binding Information in the Modify PDP context Accept message.

16)
The radio access bearer (RAB) modification procedure is performed.

17)
The SGSN sends the PDP Context Update Response message to the GGSN.

18)
The GGSN sends a COPS REQ message with the Binding Information to the PCF in order to obtain relevant policy information.

19)
The PCF sends a COPS DEC message back to the GGSN.

20)
The GGSN sends a COPS RPT message back to the PCF. 

Note: Steps 18, 19, and 20 are optional if the decision was previously cached in the GGSN (PEP).

21)
The GGSN sends a RSVP RESV message to the next hop.

22)
The GGSN receives the RSVP RESV-CONF message in the downlink direction. The use of the RESV-CONF message is optional.

The following figure is applicable to the Mobile Terminating (MT) side.  As the flow is the mirror of the Mobile Originating (MO) side, the step-by-step description is omitted.
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Figure 10:  MT Service-based Local Policy and RSVP Sender/Receiver Proxy

Note:  There is no timing relationship between the set of flows for the uplink (above the line) and the downlink (below the line).

� This packet classifier should not be confused with the Traffic Flow Template (TFT), which serves a different purpose from the gate.
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