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	Work Area / Item:
	Network Domain Security

	Affects:
	UE/MS:
	CN: X
	UTRAN:
	Compatibility Issues:
	Yes:
	No:

	Expected Completion Date:
	E-mail for information to TSG SA May 2001 (after NDS ad-hoc meeting).
TSG SA#12 approval June 2001

	Services impacted:
	

	Specifications affected:
	29.002 (Rel‑4)

	Tasks within work which are not complete:
	See attached list (TS33200_v032_outstanding_issues.doc).
These are to be completed at NDS ad-hoc meeting April 2001.

	Consequences if not included in Rel‑4:
	Changes already implemented in TS 29.002 will have to be undone

	Accepted by TSG#
	11
	for late inclusion in Rel‑4:
	


Abstract of document:

Extract from WI Description sheet:

An identified security weakness in 2G systems is the absence of security in SS7 networks. This was formerly perceived not to be a problem, since this network was the province of a small number of large institutions. This is no longer the case, and so there is now a need for security precautions. 

This work item describes ongoing work in S3, which had been originally tasked by SA to S3 under the name of “MAP Security”, an early version of which had originally been included in Release 1999 (and then removed again when the WI was moved to Rel‑4).
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