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	* * * First Change * * * *	
[bookmark: _Toc37790893][bookmark: _Toc42003842][bookmark: _Toc50584152][bookmark: _Toc50584496][bookmark: _Toc57673339][bookmark: _Toc131200510][bookmark: _Toc37790897][bookmark: _Toc42003846][bookmark: _Toc50584156][bookmark: _Toc50584500][bookmark: _Toc57673343][bookmark: _Toc131200514][bookmark: _Toc131201123]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System architecture for the 5G System (5GS); Stage 2".
[3]	3GPP TS 23.502: "Procedure for the 5G System (5GS); Stage 2".
[4]	3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs; Stage 3".
[5]	3GPP TS 29.122: "T8 reference point for northbound Application Programming Interfaces (APIs)".
[6]	3GPP TS 23.222: "Functional architecture and information flows to support Common API Framework for 3GPP Northbound APIs; Stage 2".
[7]	3GPP TS 23.271: "Functional stage 2 description of Location Services (LCS)".
[8]	3GPP TS 36.305: "Evolved Universal Terrestrial Radio Access Network (E-UTRAN); Stage 2 functional specification of User Equipment (UE) positioning in E-UTRAN".
[9]	3GPP TS 23.273: "5G System (5GS) Location Services (LCS); Stage 2".
[10]	3GPP TS 38.305: "NG Radio Access Network (NG-RAN); Stage 2 functional specification of User Equipment (UE) positioning in NG-RAN".
[11]	3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access".
[12]	3GPP TS 23.503: "Policy and charging control framework for the 5G System (5GS); Stage 2".
[13]	3GPP TS 23.434: "Service enabler architecture layer for verticals; Functional architecture and information flows; Stage 2".
[14]	3GPP TS 23.286: "Application layer support for Vehicle-to-Everything (V2X) services; Functional architecture and information flows ".
[15]	ETSI ISG MEC ETSI GS MEC 003 V2.1.1 (2019-01), "Multi-access Edge Computing (MEC); Framework and Reference Architecture"
[16]	Void
[17]	3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications".
[18]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[19]	GSMA PRD OPG.02 Operator Platform Telco Edge Requirements  version 4.0, available at https://www.gsma.com/futurenetworks/resources/operator-platform-telco-edge-requirements/GSMA Whitepaper OPG.01: "Operator Platform: Telco Edge Proposal", https://www.gsma.com/futurenetworks/wp-content/uploads/2020/10/GSMA-Operator-Platform-Proposal-Oct-2020.pdf
[20]	3GPP TS 23.548: "5G System Enhancements for Edge Computing".
[21]	3GPP TS 23.032: "Universal Geographical Area Description (GAD)".
[22]	3GPP TS 28.538: "Management and orchestration; Edge Computing Management".
[23]	3GPP TS 33.558: "Security aspects of enhancement of support for enabling edge applications".
[24]	3GPP TS 32.240: "Telecommunication management; Charging management; Charging architecture and principles".
[25]	3GPP TS 32.257: "Telecommunication management;Charging management;Edge computing domain charging".
[26]	3GPP TS 23.433: "Service Enabler Architecture Layer for Verticals (SEAL); Data Delivery enabler for vertical applications".
3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
AC	Application Client
ACID	Application Client Identification
ACR	Application Context Relocation
ACT	Application Context Transfer
AEF	API Exposing Function
AF	Application Function
APN	Access Point Name
ASP	Application Service Provider
CAPIF	Common API Framework
DN	Data Network
DNAI	Data Network Access Identifier
DNN	Data Network Name
H-ECS	Home Edge Configuration Server
H-EES	Home Edge Enabler Server
EAS	Edge Application Server
EASID	Edge Application Server Identification
ECI	Edge and Cloud Interworking
ECS	Edge Configuration Server
ECS-ER	Edge Configuration Server – Edge Repository
ECSP	Edge Computing Service Provider
EDN	Edge Data Network
EEC	Edge Enabler Client
EECID	Edge Enabler Client Identification
ETSI	European Telecommunications Standards Institute
EEL	Edge Enabler layer
EES	Edge Enabler Server
EESID	Edge Enabler Server Identification
ENS	Edge Node Sharing
FQDN	Fully Qualified Domain Name 
GPSI	Generic Public Subscription Identifier
GSM	Global System for Mobile Communications
GSMA	GSM Association
LADN	Local Area Data Network 
MEC	Multi-access Edge Computing
NEF	Network Exposure Function
OP	Operator Platform
OPG	Operator Platform Group
PCF	Policy Control Function
PSA	PDU Session Anchor
S-EAS	Source Edge Application Server
S-EES	Source Edge Enabler Server
SCEF	Service Capability Exposure Function
SEAL	Service Enabler Layer Architecture
SMF	Session Management Function
SSID	Service Set Identifier
T-EAS	Target Edge Application Server
T-EES	Target Edge Enabler Server 
TAI	Tracking Area Identity
URSP	UE Route Selection Policy
V-ECS	Visited Edge Configuration Server
V-EES	Visited Edge Enabler Server
	* * * Next Change * * * *	
8.18	Edge Node Sharing
[bookmark: _Toc131201124]8.18.1	General
In the following clauses, the ECSPOP-A is an ECSP partner of ECSPOP-B and ECSPOP-B is the leading ECSP which is serving the UEleading OP to serve the UE.
NOTE:  An operator platform (OP) as described in GSMA PRD OPG.02 [19] is provided by an ECSP.
Editor's note: The terms "ECSP" and "OP" needs to be aligned in this clause.
The information and procedure of service provisioning and EAS discovery described in the following clauses are same as clause 8.3.3 and clause 8.5, only differences are described in this clause for edge node sharing.
Editor's note: Reusing existing procedures and information flows (e.g., service provisioning or EAS discovery) for Edge Node Sharing is FFS, it is also FFS how to merge the procedures related with ECS-ER in this clause with 8.17 support of roaming and federation.
[bookmark: _Toc131201125]8.18.2	Procedures
8.18.2.1	General
Following procedures are defined to support ENS:
-	Application information sharing between ECSPs; and
-	EAS discovery for ENS.
[bookmark: _Toc131201126]8.18.2.21	Application information sharing between ECSPsleading OP and partner OP
Editor's note: The security aspect between ECS-ER (ECSPOP-B) and ECS-ER (ECSPOP-A) is FFS and needs to be studied by SA3.
Editor's note: whether more procedures & operations are needed between ECS-ERs is FFS.
[bookmark: _Hlk131709413][bookmark: _Toc131201127]8.18.2.2.1	General
To exchange EES and application information between ECSPs, allowed by the federation agreement for the purpose of ENS, the procedures defined in clause 8.17 are used.
When the ECS determines to query a partner ECSP for the purpose of ENS, e.g., upon receiving a service provisioning request from the EEC as specified in clause 8.3 or periodically, the ECS uses -
-	the procedures defined in clause 8.17.2.3, if it needs to obtain or subscribe for ECS information of partner ECSP; and 
-	the procedures defined in clause 8.17.2.4, to obtain or subscribe for the EES information from the partner ECS.
To obtain EES and application information using 
-	a request-response model the procedures defined in clause 8.17.2.4.2.2.
-	a subscribe-notify model the procedures defined in clause 8.17.2.4.2.3.
If the query was initiated as a result of a service provisioning request from the EEC as specified in clause 8.3.3.2.2, the service provisioning response to the EEC includes EES information of the partner ECSP along with the EES information of the ECSP serving the UE. The EES of the ECSP serving the UE is determined based on SLA(s) between the ECSPs such that it can be authorized by the EES of the partner ECSP. The endpoint of EES of partner ECSP is provided by the ECS in a way that is transparent to EEC.
8.18.2.1.1	request-response model


Figure 8.18.2.1.1-1: Fetch application information from partner
1)	The ECS-ER (ECSP-B) may fetch application information from its partner ECS-ER (ECSP-A) periodically. 
2)	In such a fetch operation, the ECS-ER (ECSP A) provides response which includes a list of EAS IDs and EES information of OP-A.
NOTE:	If the ECS (OP-B) does not receive EES information of OP-A from the published/notified application information, the ECS (OP-B) can also fetch it from the ECS (OP-A) via the fetch operation. 
[bookmark: _Toc131201128]8.18.2.1.2	Subscribe notify model
The ECS-ER (ECSP-A) subscribes for application information from its partner ECSP-B and receives notifications as shown in figure 8.18.2.1.2-1 and figure 8.18.2.1.2-2. 
Pre-conditions:
1.	The federation agreement exists between ECSP-A and ECSP-B;



Figure 8.18.2.1.2-1: Subscribe for application information
1)	Based on service level agreement between ECSP-A and ECSP-B, the ECS-ER (ECSP-B) sends subscription request to ECS-ER (ECSP-A) to receive registered EAS information and its including service area. The request includes required parameters like federation identifier, ECSP identifier, ECS identifier, required application identifiers and security parameters.
2)	Upon receiving the request from ECS-ER (ECSP-B), the ECS-ER (ECSP-A) checks whether ECS-ER (ECSP-B) is authorized to receive registered EAS list or not based on service level agreement.
3)	The ECS-ER (ECSP-A) sends subscription response – which indicates result of the subscription (success or failure) and subscription identity (if the result is success).



Figure 8.18.2.1.2-2: Notification for application information
1)	The list of registered and allowed EAS is changed on the ECS-ER (ECSP-A) – that is either new EAS is registered or EAS registration is updated or EAS is deregistered or new EAS is published or already published EAS is unpublished.
5)	The ECS-ER (ECSP-A) sends notification to the ECS-ER (ECSP-B). The notification includes the registered and allowed EAS between ECSP-A and ECSP-B, EASID and EAS Geographical Service. Upon receiving the notification, the Edge repository (of OP-A) stores the information to be used in other procedures (for EAS discovery or get registered EAS information request).
[bookmark: _Toc131201129]8.18.2.2	Retrieval of EES of partner OP from Leading OP
Pre-conditions: 
1. ECSP-A and ECSP-B have a service level agreement to share edge services.
2. EAS registers in Partner OP-A's EES.


Figure 8.18.2.2-1: Service provisioning with EES information retrieval from parnter
1.	The EEC sends service provisioning request to the ECS (OP-B).
2.	The ECS (OP-B) cannot find any desired EAS ID in the EES profile being registered so it determines to use edge service from its partner OP-A.
3.	ECS (OP-B) discovers EES from ECS (OP-A).
NOTE:	The ECS (OP-B) can have SLA with other multiple OPs and need to repeat step 3 with more than one partner OP in order to discover EES.
[bookmark: _Toc131201130]4.	The service provisioning response includes the EES (OP-A) endpoint and the ECS (OP-B) determined EES (OP-B) endpoint. The endpoint of EES (OP-B) is determined based on SLA with OP-A so that the EES (OP-B) can be authorized by the EES (OP-A). The endpoint of EES (OP-A) is sent by EES in a way that is transparent to EEC.
8.18.2.3	Service provisioning with the published application information
Pre-conditions: 
1. EAS registers in Partner OP-A's EES.


Figure 8.18.2.3-1: Service provisioning with published application information
1.	The EEC sends service provisioning request to the ECS (OP-B).
2.	The ECS (OP-B) cannot find any desired EAS ID in the EES profile being registered so it determines to use edge node sharing service from its partner OP-A based on its partner's published application information. For the received EAS ID, since the ECS (OP-B) has EES information that was published by partner OP, the ECS (OP-B) discovers EES (i.e. EES(s) from partner) locally.
3.	The ECS(OP-B) returns discovered EES(s) of OP-A to the EEC.
[bookmark: _Toc131201131]8.18.2.34	EAS discovery for ENSvia Leading ECSP
8.18.2.3.1	General
Following procedures are defined for EAS discovery with respect to ENS:
-	EAS discovery via leading ECSP;
-	EEC triggered EAS discovery via partner ECSP; and 
-	EES triggered EAS discovery via partner ECSP. 
8.18.2.3.2	EAS discovery via leading ECSP
Pre-conditions: 
1.	ECSP-1 and ECSP-2 have a service level agreement to share edge services.
2.	EES (ECSP-B) has received EAS discovery request where required EAS is not available with the EES (ECSP-B).




Figure 8.18.2.3.24-1: EAS discovery for ENSedge node sharing
1.	The EEC sends EAS discovery request to EES (ECSPOP-B) as specified in clause 8.5 and may include the endpoint of EES (ECSPOP-A) in the request, if provided by the ECS as specified in clause 8.18.2.2.1.
2.	If the EAS discovery request contains EES information of a partner ECSP (ECSP-A) or 	the required EAS is not available with the EES the EES may determine to use ENS. If the EAS discovery request contains EES information of a partner ECSP, the EES can use it after validating the information.The EES (OP-B) validates the edge service SLA. If EES (OP-A) endpoint is included, the EES (OP-B) skips step 3-5; otherwise, the EES (OP-B) executes for EAS discovery but cannot find any desired EAS so it determines to use edge node sharing service based on edge service SLA.
NOTE 1:	To validate the information of partner ECSPs, EES (ECSP-B) can use the federation agreement between ECSPs.
3.	If the EAS discovery request does not contain EES information of a partner ECSP, the EES may use the EES retrieval procedures as specified in clause 8.8.3.3 to obtain EES information of a partner ECSP. The Retrieve EES request may include an ENS indication so that the ECS (ECSP-B) can skip checking T-EES(s) locally registered in the ECS (ECSP-B).The EES (OP-B) sends Retrieve EES request to the ECS (OP-B). The request may include an edge node sharing indication indicating edge node sharing is requested so that the ECS (OP-B) can skip checking T-EES(s) registered in the ECS (OP-B).
NOTE:	If EES (OP-A) information is not carried in EAS discovery request in step 1, the EES (OP-B) can determine to retrieve EES (OP-A) information from ECS (OP-B) as in step 3-5.
4.	For the received EAS ID, the ECS (OP-B) discovers T-EES (i.e. EES(s) from partner).
5.	The ECS (OP-B) returns discovered EES(s) of OP-A in the Retrieve EES response to the ECS (OP-B).
64.	Once EES information of the partner ECSP is available, tThe EES (ECSPOP-B) sends the EAS discovery request to the EES (ECSPOP-A) as described in step 3 of clause 8.8.3.2. The EAS discovery request includes the information of the MNO serving the UEMNO information (e.g. MNO name, PLMN ID) which is serving the UE.
7.	The EES (ECSPOP-A) validates the requestedge service SLA and returns EAS discovery response including the discovered candidate EAS(s) to the EES (ECSPOP-B). In addition to step 4 of clause 8.8.3.2, tThe candidate EAS(s) are discovered based on the serving MNO information received from the EES (ECSPOP-B) and allowed MNO information registered by the EAS.
[bookmark: _Hlk111043291][bookmark: _Toc120319165][bookmark: _Toc120318853]NOTE 2:	To validate the EAS discovery request, EES (ECSP-A) can use the federation agreement between ECSPs.
85.	EES (ECSP-B) provides the discovered information to the EEC as part of the EAS discovery response as specified in clause 8.5.The EEC receives the EAS discovery response sent by the EES (OP-B). The EEC may select an EAS for the AC.
Editor's note:	It is FFS whether to add the interaction between EES (OP-B) and ECS (OP-B) for T-EES retrieval after step 2.
[bookmark: _Toc131201132]8.18.2.3.35	EAS discovery via Partner ECSP, EEC triggered
If the EEC has the EES information of the partner ECSP and the required security credentials to communicate with the partner ECSP, the EEC can use the EAS discovery procedures specified in clause 8.5 to directly obtain the EAS information from the EES of the partner ECSP. Upon receiving the request from the EEC, the EES of the partner ECSP identifies the EAS(s) considering the allowed MNO information of the registered EASs and UE’s serving MNO information.Pre-conditions:
1.	The EEC has received information (e.g. URI, IP address) related to the partner EES;
2.	The EEC has received appropriate security credentials authorizing it to communicate with the parnterEES as specified in clause 8.11;
3.	The partner EES is configured with ECSP's policy for EAS discovery and;
4.	Partner EES is only registered with ECS of lead ECSP.
NOTE:	Details of ECSP's policy are out of scope.


Figure 8.18.2.5-1: EAS discovery via Partner EES, EEC triggered
1.	The EEC sends an EAS discovery request to the EES (partner OP). It includes all the information element specified in 8.5.3.2, additionally, the UEs serving MNO information (e.g. MNO name, PLMN ID) is also included.
2.	Upon receiving the request from the EEC, the EES (partner OP) performs the authorization check and discovers the suitable EAS(s) as specified in clause 8.5.3.3 and identifies the EAS considering the EAS's allowed MNO information and UE's serving MNO information.
3.	The EES (partner OP) sends the EAS discovery response message to EEC as specified in 8.5.3.3.
[bookmark: _Toc131201133]8.18.2.3.46	EAS discovery via Partner ECSP, EES triggered
When service continuity is required, the EES can trigger the T-EAS discovery procedures as defined in clause 8.8.3.2 with the EES of the partner ECSP to find an EAS with respect to ENS. The EAS discovery request includes UE’s serving MNO information (e.g. MNO name, PLMN ID). Upon receiving the request from the S-EES, the T-EES of the partner ECSP identifies the EAS(s) considering the allowed MNO information of the registered EASs and UE's serving MNO information.Pre-conditions:
1.	Service continuity is needed.
2.	The partner EES is configured with ECSP's policy for EAS discovery.
NOTE:	Details of ECSP's policy are out of scope.
[image: ]
Figure 8.18.2.6-1: EAS discovery via Partner ECSP, EES triggered
1.	The S-EES sends an EAS discovery request to the partner T-EES. It includes all the information element specified in 8.5.3.2, additionally, the UE's serving MNO information (e.g. MNO name, PLMN ID) is also included.
2.	Upon receiving the request from the S-EES, the partner T-EES performs the authorization check and discovers the suitable EAS(s) as specified in clause 8.8.3.2 and identifies the EAS considering the EAS's allowed MNO information and UE's serving MNO information.
3.	The partner T-EES sends the EAS discovery response message to S-EES as specified in 8.8.3.2.
Editor's note: ACR considering all scenarios are FFS.
[bookmark: _Toc57723734][bookmark: _Toc131201166]	* * * Next Change * * * *	
D.1	General
GSMA Operator Platform Group has published a GSMA Whitepaper OPG.01 "Operator Platform: Telco Edge Proposal". The Operator Platform aims to expose capabilities in operator networks to 3rd party developers and applications. This annex provides a high-level relationship between the architecture for enabling edge applications defined in clause 6 with the Operator Platform's reference architecture defined in GSMA PRD OPG.02GSMA Whitepaper OPG.01 [19].
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