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CRs to 33.102
Introduction:

This document contains 23 CRs to 33.102 for Release 1999 which are submitted to SA#7 for approval.

SA WG3 TD
Spec
CR
Rev
Phase
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Cat
Current Version
Comments

S3-000043
33.102
043

R99
Clarification on cipher key and integrity key lifetime lifetime
C
3.3.1


S3-000044
33.102
044

R99
local Authenication and connection establishment
D
3.3.1


S3-000051
33.102
048

R99
Clarification on the reuse of Avs
C
3.3.1


S3-000076
33.102
049

R99
Authentication failure reporting
F
3.3.1


S3-000101
33.102
050

R99
Refinement of Cipher key and integrity key lifetime
F
3.3.1
agreed by e-mail

S3-000159
33.102
051
1
R99
Conversion function c3 at USIM
F
3.3.1


S3-000160
33.102
052
1
R99
Trigger points of AFR during AKA
F
3.3.1


S3-000163
33.102
053
1
R99
Removal of EUIC from ‘Authentication Data Request’ procedure
F
3.3.1


S3-000161
33.102
054
1
R99
Clarification of the scope
F
3.3.1


S3-000115
33.102
055

R99
SQN Generation Requirements
F
3.3.1


S3-000162
33.102
056
1
R99
Identification of temporary identities
F
3.3.1


S3-000117
33.102
057

R99
Cipher key and integrity key selection
F
3.3.1


S3-000167
33.102
058
1
R99
Clarification on ciphering and integrity mode setting
F
3.3.1


S3-000119
33.102
059

R99
Clarification on when integrity protection is started
F
3.3.1


S3-000168
33.102
061
1
R99
Unsuccessful integrity check
F
3.3.1


S3-000176
33.102
062
1
R99
Clarification on signalling messages to be integrity protected
F
3.3.1


S3-000177
33.102
063
1
R99
Clarification of the HFN handling
F
3.3.1


S3-000178
33.102
071
1
R99
Use of default IK at emergency call with no (U)SIM or when authentication has failed
F
3.3.1
Agreed by e-mail

S3-000148
33.102
072

R99
Clarification on ciphering and integrity protection at intersystem handover
F
3.3.1


S3-000108
33.102
074

R99
Clarification about CK and IK which are transmitted in clear over the Iu-interface
B
3.3.1
Agreed by e-mail

S3-000193
33.102
076

R99
Cipher key and integrity key lifetime
F
3.3.1
Agreed by e-mail

S3-000194
33.102
077

R99
Cipher key and integrity key setting
F
3.3.1
Agreed by e-mail

S3-000214
33.102
079
1
R99
Local Authenication and connection establishment
C
3.3.1
Agreed by e-mail
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