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Foreword

This Technical Specification has been produced by the 3GPP.

The contents of the present document are subject to continuing work within the TSG and may change following
formal TSG approval. Should the TSG modify the contents of this TS, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where:
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 Indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit is incremented when editorial only changes have been incorporated in the specification;
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1 Scope

This document specifies the stage 2 of the Virtual Home Environment and Open Service Architecture.

Virtual Home Environment (VHE) is defined as a concept for personal service environment (PSE) portability across
network boundaries and between terminals. The concept of the VHE is such that users are consistently presented with
the same personalised features, User Interface customisation and services in whatever network and whatever terminal
(within the capabilities of the terminal and the network), wherever the user may be located. For Release99, e.g.
CAMEL, MEXE and SAT are considered the mechanisms supporting the VHE concept.

The Open Service Architecture (OSA) defines an architecture that enables operator and third party applications to
make use of network functionality through an open standardised interface (the OSA Interface). OSA provides the glue
between applications and service capabilities provided by the network. In this way applications become independent
from the underlying network technology. The applications constitute the top level of the Open Service Architecture
(OSA). Thislevel is connected to the Service Capability Servers (SCSs) viathe OSA interface. The SCSs map the
OSA interface onto the underlying telecom specific protocols (e.g. MAP, CAP, H.323, SIP etc.) and are therefore
hiding the network complexity from the applications.

Applications can be network/server centric applications or terminal centric applications. Terminal centric
applications reside in the Mobile Station (MS). Examples are MEXE and SAT applications. Network/server centric
applications are outside the core network and make use of service capability features offered through the OSA
interface. (Note that applications may belong to the network operator domain although running outside the core
network. Outside the core network means that the applications are executed in Application Servers that are physically
separated from the core network entities).

2 References

References may be made to:

a) Specific versions of publications (identified by date of publication, edition number, version number, etc.), in
which case, subsequent revisions to the referenced document do not apply; or

b) All versions up to and including the identified version (identified by "up to and including" before the version
identity); or

¢) All versions subsequent to and including the identified version (identified by "onwards' following the version
identity); or

d) Publications without mention of a specific version, in which case the latest version applies.

A non-specific reference to an ETS shall also be taken to refer to later versions published as an EN with the same
number.

2.1 Normative references
[1] GSM 01.04 (ETR 350): "Digital cellular telecommunication system (Phase 2+); Abbreviations
and acronyms’
[2] GSM 02.57: "Digital cellular telecommunication system (Phase 2+); Mobile Station Application

Execution Environment (MEXE); Service description”

[3] GSM 03.57: " Digita cellular telecommunication system (Phase 2+); Mobile Station Application
Execution Environment (MEXE); Service description - Stage2”
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4] GSM 02.78: " Digital cellular telecommunication system (Phase 2+); Customised Applications
for Mobile network Enhanced Logic (CAMEL); Service definition - Stage 1" [5] GSM 03.78:
"Digital cellular telecommunication system (Phase 2+); Customised Applications for Mobile
network Enhanced Logic (CAMEL); Service definition - Stage 2”

[6] GSM 11.14: "Digital cellular telecommunication system (Phase 2+); Specification of the SIM
Application Toolkit for the Subscriber |dentity Module - Mobile Equipment; (SIM - ME)
interface” < Editor's note: check whether reference to 22.038 has to be included >

[7] UMTS TS 22.101: "Universal Maobile Telecommunications System (UMTYS): Service Aspects,
Service Principles’

[8] UMTS TS 22.105: "Universal Mobile Telecommunications System (UMTS); Services and
Service Capabilities’

[9] UMTS TS 22.121: "Universal Mobile Telecommunications System (UMTS); Virtual Home
Environment”

[10] UMTSTR 22.905: “....

2.2 Informative references

[1] UMTS TR 22.70: "Universal Mobile Telecommunications System (UMTS); Virtua Home
Environment”

[2] World Wide Web Consortium Composite Capability/Preference Profiles (CC/PP): A user side

framework for content negotiation (Www.w3.0rg)

3 Definitions and abbreviations

3.1 Definitions

For the purposes of this TS, the following definitions apply:

HE-VASP: Home Environment Value Added Service Provider. ThisisaVASP that has an agreement with the Home
Environment to provide services.

Local Service: A service, which can be exclusively provided in the current serving network by a Vaue added Service
Provider.

Service Capabilities: Bearers defined by parameters, and/or mechanisms needed to realise services. These are within
networks and under network control.

Service Capability Feature: Functionality offered by service capabilities that are accessible viathe standardised
OSA interface

Service Capability Server: Functional Entity providing OSA interfaces towards an application
Services. Services are made up of different service capability features.

Applications: Services, which are designed using service capability features.

OSA Interface: Standardised Interface used by application to access service capability features.

Personal Service Environment: contains personalised information defining how subscribed services are provided and
presented towards the user. The Personal Service Environment is defined in terms of one or more User Profiles.

Home Environment: responsible for overall provision of services to users

3GPP
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User Interface Profile: Contains information to present the personalised user interface within the capabilities of the
terminal and serving network.

User Services Profile: Contains identification of subscriber services, their status and reference to service
preferences.

User Profile: Thisisalabel identifying a combination of one user interface profile, and one user services profile.

Value Added Service Provider: provides services other than basic telecommunications service for which additional
charges may be incurred.

Virtual Home Environment: A concept for personal service environment portability across network boundaries and
between terminals.

Further UMTS related definitions are given in 3G TS 22.101.

3.2 Abbreviations

For the purposes of this TS the following abbreviations apply:

CAMEL Customised Application For Mobile Network Enhanced Logic
CSE Camel Service Environment

HE Home Environment

HE-VASP Home Environment Value Added Service Provider
HLR Home Location Register

IDL Interface Description Language

MAP Mobile Application Part

ME Mobile Equipment

MEXE Mobile Station (Application) Execution Environment
MS Mobile Station

MSC Mobile Switching Centre

OSA Open Service Architecture

PLMN Public Land Mobile Network

PSE Personal Service Environment

SAT SIM Application Tool-Kit

SCP Service Control Point

SIM Subscriber Identity Module Short Message Service
UsiM User Service Identity Module

VASP Value Added Service Provider

VHE Virtual Home Environment

Further GSM related abbreviations are given in GSM 01.04. Further UMTS related abbreviations are givenin 3G T
22.905.

4 Virtual Home Environment

The Virtual Home Environment (VHE) is an important portability concept of the 3G mobile systems. It enables end
users to bring with them their personal service environment whilst roaming between networks, and also being
independent of terminal used.

The Personal Service Environment (PSE) describes how the user wishes to manage and interact with her
communication services. It is acombination of alist of subscribed to services, service preferences and terminal
interface preferences. PSE a so encompasses the user management of multiple subscriptions, e.g. business and private,
multiple terminal types and location preferences. The PSE is defined in terms of one or more User Profiles.

3GPP



3G TS 23.127 version 0.3.0 8 3G TS 23.127 v0.3.0 (1999-10)

The user profiles consist of two kinds of information:
Interface related information (User Interface Profile) and,
Service related information (User Services profile).

Please see TS22.121 [9] for more details.

5 Open Service Architecture

In order to implement not known end user services/applications today, a highly flexible Open Service Architecture
(OsA) isrequired. The Open Service Architecture (OSA) is the architecture enabling applications to make use of
network capabilities. The applications will access the network through the OSA interface that is specified in this
Technical Specification.

The access to network functionality is offered by different Service Capability Servers (SCSs) and appear as service
capability features in the OSA interface. These are the capabilities that the application developers have at their hands
when designing new applications (or enhancements/variants of already existing ones). The different features of the
different SCSs can be combined as appropriate. The exact addressing (parameters, type and error values) of these
featuresis described in stage 3 descriptions. These interface descriptions (“IDLS") are open and accessible to
application developers, who can design services in any programming language. The service logic executes toward the
OSA interfaces, while the underlying core network functions use their specific protocols.

The aim of OSA isto provide an extendible and scalable architecture that allows for inclusion of new service
capability featuresand SCSsin future releases of UMTS with a minimum impact on the applications using the OSA
interface.

To make it possible for application developers to rapidly design new and innovative applications, an architecture with
open interfaces isimperative. By using object oriented techniques, like CORBA, it will be possible to use different
operating systems and programming languages in application servers and service capability servers. The different
servers interwork viathe OSA interfaces. The service capability servers will serve as gateways between the network
entities and the applications

5.1 Overview of the Open Service Architecture

The Open Service Architecture consists of three parts:

- Applications, e.g. VPN, conferencing, location based applications. These applications are implemented in
one or more Application Servers;

- Framework, providing the applications with basic mechanisms that enable applications to make use of the
service capabilities in the network. Examples of framework services are Authentication, Registration and
Discovery. Before an application can use the network functionality made available through the Service
Capability Servers, authentication between the application and framework is needed. After authentication,
The discovery service then enables the application to find out from the framework what service capability
features are provided by the Service Capability Servers. The service capability features are accessed by the
methods defined in the OSA interface classes.

Service Capability Servers, providing the applications with service capability features that are abstractions from
underlying network functionality. Examples of service capability features offered by the Service Capability Servers are
Call Control, Message Transfer and Location Information. Similar service capability features are possibly provided by
more than one Service Capability Servers. For example, Call Control functionalitymight be provided by SCSs on top
of CAMEL and MEXE.
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< Editor’s note: text below (until figure) moved from former 5.2.1 to this place>

The OSA interface is specified in terms of a number of interface classes. The interface classes are divided into two
groups:

- framework interface classes, describing the methods on the framework
- serviceinterface classes, describing the methods on the service capability servers.

The interface classes are further divided into methods. For example, the Call Manager interface class might contain a
method to create a call (which realises one of the Service capability features ‘ Initiate and create session’ as specified in
[9D).

For description purpose the interface classes belonging to the same subject are grouped together and called network
services. For example, the interface classes Call Manager, Call and Leg constitute the Call Control network service.

Note that the CSE does not provide the service logic execution environment for application using the OSA interface,
since these applications are executed in Application Servers.

_. Application
T server
| D D)@ @@
N OSA interface
T I . e I Interface
SSCso N | S o
R framework Loc. information  Call control
Architecture Service capability server(s)
HLR CSE MEXE SAT Servers
server server

E.g. Location server

Figurel Overview of Open Service Architecture
This specification defines the OSA interface. OSA does not mandate any specific platform or programming language.

The Service Capability Servers that implement the OSA interface classes are functional entities that can be distributed
across one or more physical node. For example, the Location interface classes and Call Control interface classes might
be implemented on a single physical entity or distributed across different physical entities. Furthermore, a service
capability server can be implemented on the same physical node as a network functional entity or in a separate
physical node. For example, Call Control interface classes might be implemented on the same physical entity asthe
CAMEL protocol stack (i.e. in the SCP) or on adifferent physical entity.

Several options exist:

Option 1

The OSA interface classes are implemented in one or more physical entity, but separate from the physical network
entities.Figure 2 shows the case where the OSA interface classes are implemented in one physical entity, called
“gateway” in the figure. Figure 3 shows the case where the SCSs are distributed across several ‘ gateways .
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_____ OSA Interface

____________ ,[_ - ___\___-----—---——— Non-standardised

/ \ Interfaces

HLR CSE

Physical entity Functional entity

Figure2 SCSsand network functional entities implemented in separate physical entities

= OSA Interface

SCS SCS SCS g ateway’
——————————————————————— ------4-------- Non-standardised
Interfaces
HLR CSE

Figure3 SCSsand network functional entities implemented in separate physical entities, SCSs distributed across
severa ‘gateways .

Option 2

The OSA interface classes are implemented in the same physical entities as the traditional network entities (e.g. HLR,
CSE), see Figure 4.

e e = OSA Interface

SCS

HLR

SCS

CSE

SCS

Figure4 SCSsand network functional entities implemented in same physical entities

Option 3

Option 3 is the combination of option 1 and option 2, i.e. a hybrid solution.
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_— — = OSA Interface
SCS SCS ‘Gateway’
J \
________/____\ ____________ Non-standardised
Interfaces
HLR CSE

Figure5 Hybrid implementation (combination of option 1 and 2)

It shall be noted that in all cases thereis only one framework.

From the application point of view, it shall make no difference which implementation is chosen, i.e. in all cases the
same network functionality is perceived by the application. The applications shall always be provided with the same
set of interface classes and a common access to framework and service interface.

It isthe framework that will provide the applications with an overview of available service capability features and how
to make use of them.

<Remark to Application I nterface:

The network functionality can be accessed via network and mobile based applications, e.g. from mobile station to
control subscriber data in the HLR. In other words, future contributions might show that parts of the OSA application
interface might be implemented on service capability servers and parts in mobile terminals>

5.2 Basic mechanisms in the Open Service Architecture

This section explains what basic mechanisms are executed in OSA prior to offering and activating applications.

Some of the mechanisms are applied only once (e.g. establishment of service agreement), others every time a user
subscription is made to an application (e.g. enabling the call attempt event for a new user).

Basic mechanisms between Application and Framework:

- Authentication: Once a off line service agreement exists, the application can access the authentication interface.
The authentication model of OSA is a peer-to-peer model. The application must authenticate the framework as
well as be authenticated by the framework. The application must be authenticated before any other OSA interface
is alowed to be used.

- Authorisation: Authorisation is distinguished from authentication in that authorisation is the action of
determining what a previously authenticated application is alowed to do. Authentication must precede
authorisation.

- Discovery of framework and service interfaces. After successful authentication, applications can obtain
available framework interface classes and use the discovery interface to get the allowed service interface classes.
The Discovery interface can be used at any time after successful authentication.

- Establishment of service agreement. Before any application can interact with a network service capability a
service agreement must be established. A service agreement consist of an off-line (e.g. by physically passing
messages) and on-line part. The application has to sign an on-line service agreement before any other access to
the network service interface is allowed.

Basic mechanism between Framework and Service Capability Server:

- Registering of serviceinterfaces. Interface classes offered by a Service Capability Server can be registered at the
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Framework. In this way the Framework can inform the Application upon request about available service interface
classes (Discovery). This mechanism isin general applied when installing or upgrading a Service Capability
Server.

Basic mechanisms between Application Server and Service Capability Server:

- Request of event notifications. This mechanism is applied when a user has subscribed to an application and that
application needs to be invoked upon receipt of events from the network related to the user. For example, when a
user subscribes to screening application, the application needs to be invoked when the user makes acall. A call
notificationevent isin this case requested on the Calling and/or Called Party Number of the user.

53 Base interface classes

The base class interfaces described in this sub clause are provided for completeness of the documentation. With object
oriented design al classes are based on a base class. This base class normally does very little and new methods (ie
functionality) are added by each class further in the hierarchy.

5.3.1 Base Interface Class

This classis the foundation of the all interfaces and shall be inherited by all following interfaces. It contains no further
methods.

Name Base Interface

M ethod

Parameters

Returns

Errors

5.3.2 Base Service Interface class

This class provides the base for ALL service and framework interfaces described in the following chapters. It allows
an application to set a reference to the application, which is used by the OSA interface to respond to the application,
which originally initiated the request. For example, when an application wants to be notified upon the receipt of the
"called party busy" event, the Service Capability Server must know where to send the notification. This reference can
be provided by the application with the setCallBack method across the OSA interface.

Name Base Service Interface

Method set Cal | back()

This method specifies the reference address of the callback interface that a service uses to invoke
methods on the application.

Parameters  Applnterface
Specifies areference to the application interface, which is used for callbacks.

Returns

Errors
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6 Framework service capability features

6.1 Authentication

The API supports multiple authentication techniques. The procedure used to select an appropriate technique for a
given situation is described below. The authentication mechanisms may be supported by cryptographic processes to
provide confidentiality, and by digital signatures to ensure integrity. The inclusion of cryptographic processes and
digital signatures in the authentication procedure depends on the type of authentication technique selected. In some
cases strong authentication may need to be enforced by the Network to prevent misuse of resources. In addition it may
be necessary to define the minimum encryption key length that can be used to ensure a high degree of confidentiality.

The authentication interface must be the first interface invoked by an application. Invocations of other interfaces will
fail until authentication has been successfully completed.

The address of the Authentication Framework interface is administered in the application prior to the APl being used.
This address is made available by the Home Environment, possibly also for a particular HE-VASP.

6.1.1 Establishing a Service Agreement

Before any application can interact with the network a service agreement will have to be established or an existing
agreement will need modification or indeed termination if it is being superseded. An appropriate procedureis
required to cater for each of these cases. Off-line agreement may be done by physically passing messages in a secure
manner using cryptographic or non-cryptographic techniques. On-line agreement, on the other hand, can only be done
in practice using cryptographic techniques.

The procedure outlined below describes on-line establishment of service agreements using cryptographic techniques
only, since thisis considered to be an integral part of the Authentication Framework. However, the procedures may
also be a basis for an off-line establishment of service agreements using cryptographic techniques.

A procedure to establish a service agreement begins with the application and Authentication Framework
authenticating each other. This uses an authentication mechanism chosen by the Authentication Framework.

After authentication the application and Authentication Framework negotiate a service agreement which will involve
each party digitally signing the agreement.

A application sends an initial message to the Authentication Framework - this will include the authentication
capabilities of the application. The Authentication Framework will then choose an authentication mechanism
based on information about the authentication capabilities of the framework, application and the service requested.
If the application is capable of handling more than one mechanism then the Authentication Framework chooses
one preferred authentication option.

The Authentication Framework sends the identity of the prescribed authentication mechanism to the application.
The Authentication Framework will instruct the application to perform the agreed mechanism.

The application and Authentication Framework interact to authenticate each other. Depending on the mechanism
prescribed, this procedure may consist of a number of messages e.g. a challenge/ response protocol. It is assumed
that any cryptographic process for enciphering the link is handled at alower layer (and is outside the scope of this
specification).

The application is now authorised and can access the Discovery Framework Interface using the

obt ai nl nt er f ace method. The application uses functions of the Discovery framework interface to ook for the
servicesit needs. Usingthe sel ect Servi ce() and si gnSer vi ceAgr eenent () methodsit requests the
use of aservice.

The application and Authentication Framework can then negotiate a service agreement. Optionally, the Authentication
Framework may request re-authorisation. Each party then digitally signs the agreement.

< Editor’s note: clarifying text needed to explain what is meant by “ client” in the interface class defintions in chapter
6and 7>
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< Editor: in the remainder of chapters 7 and 8, remove "service interface”,
interface”; remove "name" row by "direction” row

application interface”, "framework

6.1.2 Authentication interface class

M ethod aut henticateC ient()

This method is used by the framework to authenticate the application. The application must
respond with the correct responses to the challenges presented by the framework. The Gateway |D
(The address of the gateway being used - which will be pre-provisioned in the application
environment) can be used by the application to reference the correct gateway Public Key. The key
management system is currently outside of the scope of the specification.

Direction Framework to application

Parameters challenge

The challenge presented by the framework to be responded to by the application. The challenge
will be encrypted with the mechanism prescribed by the
initiatedientAuthentication().

Returns response

Thisis the response of the application to the challenge of the framework in the current sequence.
The response will be the challenge, decrypted with the mechanism prescribed by the
initiatedientAuthentication().

Errors

Method t er m nat eAppCl i ent Aut henti cati on()
This method is used by the framework to terminate authentication with the application.

Direction Framework to application

Parameters  terminationText

This is the termination text that is signed by the framework using the private key of the framework
or another secret key.

digitalSignature

Thisisthe digital signature of the termination text. The application uses this to check
t er mi nati onText . If amatch is made, the authentication is terminated, otherwise an error is

returned.
Returns
Errors
Method si gnAppSer vi ceAgr eenent ()

This method is used by the framework to ask the application to sign an agreement on the service to
continue the authentication process.
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Direction Framework to application

Parameters  serviceToken

This is the token passed back from the framework in aprevious sel ect Ser vi ce() method call.
This token is used to identify the service requested by the application.

agreementT ext

This is the agreement text that is to be encrypted by the application using the private key of the
application.

signingAlgorithm
Thisisthe algorithm used to compute the digital signature.

Returns digitalSignature
Thisis the encrypted version of the agreement text given by the application.

Errors

Method t er m nat eAppSer vi ceAgr eenent ()

This method is used by the framework to terminate an agreement with the application on the
service.

Direction Framework to application

Parameters  serviceToken

This is the token passed back from the framework in aprevious sel ect Ser vi ce() method call.
This token is used to identify the service requested by the application.

terminationText

Thisisthe termination text that is digitally signed by the framework. The signing algorithm used
is the same as for the function si gnSer vi ceAgr eenment () .

digitalSignature

Thisisthe digital signature of the termination text. The application uses this to check the
t erm nati onText . If amatch is made, the service agreement is terminated, otherwise an error

is returned.
Returns
Errors
Method initiated ient Aut hentication()

The application uses this method to initiate the authentication process. The mechanism returned by
the framework is the mechanism preferred by the framework. This should be within the application
capability. If a mechanism within the application’ s capability cannot be found, the framework must
return an error.

Direction Application to framework

Parameters  application! D
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Thisisthe ID for the application.. The application ID can be used by the framework to reference
the correct application Public Key (the key management system is currently outside of the scope of
the specification).

applnterface
Specifies areference to the application interface, which is used for callbacks.

clientCapability

This is the authentication capability of the application. Thisisalist of capabilities separated by a
comma.

Returns prescribedM echanism

This is the mechanism returned by the framework to indicate the mechanism preferred by the
framework for the authentication process. If the value of the pr escr i bedMechani smreturned
by the framework is not understood by the application, it is considered a catastrophic error and the
application must abort.

Errors | NVALI D_APPLI CATI ONI D
Returned by the framework if the framework cannot find the appl i cat i onl D parameter. The
value of the parameter pr escr i bedMechani smisNULL in this situation

I NVALI D_CLI ENT_CAPABI LI TY

If thevalue of thecl i ent Capabi | i t y parameter is not valid. The value of the parameter
prescri bedMechani smissetto NULL.

Method aut hent i cat eFr amewor k()

This method is used by the application to authenticate the framework. The framework must
respond with the correct responses to the challenges presented by the application. The application
ID received inthei ni ti at eCl i ent Aut henti cati on() can be used by the gateway to
reference the correct application public key (the key management system is currently outside of the
scope of this specification).

Direction Framework to application

Parameters challenge

The challenge presented by the application to be responded to by the framework. The challenge
mechanism used will be in accordance with the IETF PPP Authentication Protocols - Challenge
Handshake Authentication Protocol [RFC 1994, August1996]. The challenge will be encrypted
with the mechanism prescribed by thei ni ti at eCl i ent Aut henti cation().

Returns response

This is the response of the framework to the challenge of the application in the current sequence.
The response will be the challenge, decrypted with the mechanism prescribed by the
initiated ientAuthentication().

Errors

M ethod term nat eC i ent Aut henti cation()

This method is used by the application to terminate authentication with the framework. The
application ID received inthei ni ti at ed i ent Aut henti cati on() canbeused by the
gateway to reference the correct application public key or another secret key (the key management
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systemis currently outside of the scope of this specification).

Direction Framework to application

Parameters  terminationTex

Thisisthe termination text that is signed by the application using the private key of the application
or another secret key.

digitalSignature

Thisisthe digital signature of the termination text. The framework uses thisto check the decrypted
t er mi nati onText . If amatch is made, the authentication is terminated, otherwise an error is

returned.
Returns
Errors
Method Sel ect Ser vi ce()

This method is used by the application to identify the service that the application is interested in.

Direction Application to framework

Parameters  ServicelD
This uniquely defines the service required.

ServiceProperties
The names and values of the trading data properties that the service should support.

Returns ServiceToken

Thisis afree format text token returned by the framework, which can be signed as part of a service
agreement. Thiswill contain operator specific information relating to the service level agreement
for use of the API.

Errors

M ethod Si gnSer vi ceAgr eenent ()

This method is used by the application to ask the framework to sign an agreement on the service to
continue the authentication process.

Direction Application to framework

Parameters  ServiceToken

The token returned by the framework in aprevioussel ect Ser vi ce() method call to identify
the service requested by the application.

AgreementText

This is the agreement text that is to be encrypted by the framework using the private key of the
framework.

SigningAlgorithm

Thisisthe algorithm used to compute the digital signature. The signing algorithm must be known
to the framework and mandated by the prescribed mechanism returned by the framework.
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Returns DigitalSignature
This is the encrypted version of the agreement text given by the framework.

serviceM anager | nter face
This identifies the address of the service manager interface for the requested service.

Errors | NVALI D_SI GNI NG_ALGORI THM
Returned by the framework when the signing algorithm does not match with the prescribed
mechanism.

M ethod t er m nat eSer vi ceAgr eenent ()

This method is used by the application to ask the framework to terminate an agreement on the
service.

Direction Application to framework

Parameters  serviceToken

The token returned by the framework in aprevioussel ect Ser vi ce() method call to identify
the service requested by the application.

terminationText

Thisis the termination text that isto be digitally signed by the application. The signing algorithm
used is the same as for the function si gnSer vi ceAgr eement () .

digitalSignature

Thisisthe digital signature of the termination text. The framework uses this to check the
ter mi nat i onText . If amatch is made, the service agreement is terminated, otherwise an error
is returned.

Returns

Errors

Direction Application to framework
Method obt ai nFramewor kil nterface()

This method is used to obtain other framework interfaces. Only by using this method can the
application obtain the interface references to the other framework interfaces.

Parameters  frameworkld

The name of the framework interface to which areference to the interface is requested. The
interfaces allowed include discovery, event noti fi cati on and OA & M. This parameter
uniquely defines the service of interest from the application.

applnterface
Specifies areference to the application interface, which is used for callbacks. If an application
interface is not needed, then the value of this parameter should be NULL.

Returns frameworkl nterface
Thisis the interface reference to the interface asked for by the application.
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Errors I NVALI D_I NTERFACEI D

Returned if the framework is given an invalid interface name

6.2 Authorisation

< Editor’s note: to be completed in e-mail discussion >

6.3 Event Notification

Method enabl eNoti fication()

This method is used to enable generic notifications so that events can be sent to the application.

Direction Application to framework

Parameters  gpplnterface

If this parameter is set (i.e. not NULL) it specifies a reference to the application interface, which is
used for callbacks. If set to NULL, the application interface defaults to the interface specified via
the obt ai nl nt er f ace() method (refer to Authentication interface).

eventCriteria
Specifies the event specific criteria used by the application to define the event required.

Returns assignment|D
Specifies the ID assigned by the framework for this newly enabled event notification.

Errors

Method di sabl eNotification()
This method is used by the application to disable generic notifications from the framework.

Direction Application to framework

Parameters  eventCriteria
Specifies the event specific criteria used by the application to define the event to be disabled.

assignmentI D

Specifies the assignment ID given by the framework when the previous
enabl eNoti fication() wascaled.

Returns
Errors I NVALI D_ASSI GNVENTI D

Returned if the assignment ID does not correspond to one of the valid assignment Ids.
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Method event Noti fy()

This method notifies the application of the arrival of a generic event.

Direction Framework to application

Parameters  eventinfo
Specifies specific data associated with this event.

assignmentl D

Specifies the assignment id which was returned by the framework during the
enabl eNoti fi cati on() method. The application can use assignment id to associate events
with event specific criteria and to act accordingly.

Returns

Errors

M ethod notificationTerm nated()

This method indicates to the application that all generic event notifications have been terminated
(for example, due to faults detected).

Direction Framework to application
Parameters
Returns

Errors

6.4 Registration

<Editor’s note: to be completed in e-mail discussion >

6.5 Discovery

Method di scover Servi ce()

The discoverService operation is the means by which a user (client application) is able to obtain the
reference (address) to the services that meet its requirements. The client specifies criteria about the
serviceit isinterested in and the framework returns the identifier for the service that meet the
criterias.

Direction Application to framework

Parameters  ServiceProperties
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The names and values of the trading data properties that the service should support, includes
Service Type name, Service constraints.

Returns servicel D
Thisis the unique identity of the service.

Errors

7 Non-Framework service capability features

The service capability features provided to the application by service capabilities servers to enable access to network
resources. <Editor's note: information flows might be needed to express what information is exchanged (and in what
order) between application and service capability servers; this needs then also be reflected in the document
structure>

Note: when the direction of amethod in an interface classis “ application to network”, this means that the method is
invoked from the application to an SCS residing on the network side of the OSA interface.

7.1 Call Control

The Call control network service consist of three interface classes:
1. Cadl manager, containing management function for call related issues
2. Cadll, containing methods to control a call
3. Leg, containing methods to control individual legsin acall

A call can be controlled by one Call Manager; A call can consist of up to n Legs, where n is determined by the Service
Capability used.

Call 0.1 Cdl 0..n Leg
Manager

Figure6 Call control class hierarchy

7.1.1 Call Manager

The generic call manager interface class provides the management functions to the generic call Service Capability
Features. The application programmer can use this interface, to create call objects and to enable or disable call-related
event notifications.
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M ethod

Direction

Parameters

Returns

Errors

M ethod

Direction

Parameters

Returns

Errors

M ethod

Direction

Parameters

Returns

CreateCall ()
This method is used to create a new call object.
Application to network

AppCall
Specifies the application interface for callbacks from the call created.

Call
Specifies the interface reference of the call created.

CallSessionI D
Specifies the call session ID of the call created.

Enabl eCal | Notification()
This method is used to enable call notifications so that events can be sent to the application.
Application to network

Applnterface

If this parameter is set (i.e. not NULL) it specifies a reference to the application interface, which is
used for callbacks. If set to NULL, the application interface defaults to the interface specified via
theset Cal | back() method.

EventCriteria
Specifies the event specific criteria used by the application to define the event required.

AssignmentI D

Specifies the ID assigned by the generic call control manager interface for this newly-enabled event
notification.

Di sabl eCal I Notification()
This method is used by the application to disable call notifications.

Application to network

EventCriteria
Specifies the event specific criteria used by the application to define the event to be disabled.

AssignmentI D

Specifies the assignment 1D given by the generic call control manager interface when the previous
enabl eNoti fication() wascaled.
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Errors I NVALI D_ASSI GNVENTI D

Returned if the assignment ID does not correspond to one of the valid assignment Ids.

M ethod cal | Over| oadCeased()

This method indicates that the network has detected that the overload has ceased and has
automatically removed any load controls on calls requested to a particular address range or calls
made to a particular destination within the generic call control service.

Direction Network to application

Parameters  AddressRange
Specifies the address range within which the overload has ceased.

overloadType
Specifies the type of overload that has ceased.

Returns

Errors

M ethod cal | Faul t Det ect ed()
This method indicates to the application that a fault has been detected in the call.

Direction Network to application

Parameters gl
Specifies the call interface in which the fault has been detected.

callSessionl D
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Returns

Errors

M ethod

Direction

Parameters

Returns

Errors

M ethod

Direction

Parameters

Returns

Errors

7.1.2

The generic call interface represents the interface to the generic call Service Capability Feature. It provides a structure

Specifies the call session ID of the call in which the fault has been detected.

fault
Specifies the fault that has been detected.

cal | Event Noti fy()
This method notifies the application of the arrival of a call-related event.

Network to application

call
Specifies the reference to the call interface to which the notification relates.

eventlnfo
Specifies data associated with this event.

assignmentI D

Specifies the assignment id which was returned by the enabl eNot i fi cati on() method. The
application can use assignment id to associate events with event specific criteriaand to act
accordingly.

applnterface

Specifies a reference to the application interface which implements the callback interface for the
new call.

cal | NotificationTerm nated()

This method indicates to the application that all event notifications have been terminated (for
example, due to faults detected).

Network to application

Call

to alow simple and complex call behaviour to be used.
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Method rout eCal | ToDesti nati on_Req()

This asynchronous method requests routing of the call (and inherently attached parties) to the
destination party, via a passive call leg (which isimplicitly created).

Direction Application to network
Parameters  callSessionl D
Specifies the call session ID of the call.

responseRequested
Specifies the set of observed events that will resultina rout eCal | ToDesti nati on_Res()
being generated.

targetAddress
Specifies the destination party to which the call should be routed.

originatingAddress
Specifies the address of the originating (calling) party.

originalDestinationAddress
Specifies the original destination address of the call.

redirectingAddress
Specifies the last address from which the call was redirected.

applnfo
Specifies application-related information pertinent to the call (such as alerting method, tele-service
type, service identities and interaction indicators).

Returns

Errors

Method routeCal | ToOri gi nati on_Req()

This asynchronous method requests routing of a call to the first call party, viaa controlling call leg
(whichiisimplicitly created). The call object must already have been created

Direction Application to network

Parameters  CallSession!D
Specifies the call session ID of the call.

responseRequested
Specifies the set of observed events that will resultinar out eCal | ToOri gi nati on_Res()

will be generated.

targetAddress
Specifies the origination party to which the call should be routed.

originatingAddress
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Returns

Errors

M ethod

Direction

Parameters

Returns

Errors

M ethod

Direction

Parameters

Returns

Errors

M ethod

Direction

Parameters

Specifies the address of the originating (calling) party.

Applnfo

Specifies application-related information pertinent to the call (such as alerting method, tele-service
type, service identities and interaction indicators).

rel easeCal | ()
This method requests the release of the call and associated objects.

Application to network

callSessionI D
Specifies the call session ID of the call.

cause
Specifies the cause of the release.

deassi gnCal | ()

This method requests that the relationship between the application and the call and associated
objects be de-assigned. It leaves the call in progress, however, it purges the specified call object so
that the application has no further control of call processing. If acall is de-assigned that has event
reports, call information reports or call Leg information reports requested, then these reports will
be disabled and any related information discarded.

Application to network

callSessionI D
Specifies the call session ID of the call.

getCal |l I nfo_Req()

This asynchronous method requests information associated with the call to be provided at the
appropriate time (for example, to calculate charging). This method must be invoked before the call
isrouted to atarget address. The call object will exist after the call is ended if information is
required to be sent to the application at the end of the call. The call information will be sent after
any call event reports.

Note: At the end of the call with respect to either a particular call leg or the entire call, the call
information must be sent before the objects of concern are deleted.

Application to network

callSessionl D
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Returns

Errors

M ethod

Parameters

Returns

Errors

M ethod

Direction

Parameters

Returns

Errors

M ethod

Direction

Parameters

Returns

Specifies the call session ID of the call.

calllnfoRequested
Specifies the call information that is requested.

set Cal | Char gePl an()
Allows an application to include charging information in network generated CDR.

callSessionI D
Specifies the call session ID of the call.

callChargePlan
Application specific charging information.

getCall State()
This method requests the current state of the call.

Application to network
callSessionI D
Specifies the call session ID of the call.

State
Specifies the current state of the call.

get Cal | Legs()
This method requests the identification of the call leg objects associated with the call object.

Application to network

callSessionI D
Specifies the call session ID of the call.

callLegList

Specifies the call legs associated with the call. The references passed in thislist are in the same
index order as the IDs passed in the call leg session ID list.

callLegSessionIDList

Specifies the call leg session |Ds associated with the call. The IDs passed in thislist arein the
same index order as the references passed in the call leg list.
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Errors

Method createCall Leg()

This method requests the creation of anew call leg object The call leg will be associated with the
call, but not attached. The call leg can be attached to the call (using at t achCal | Leg) when the
call leg isin the connected state (i.e. it has been answered).

Direction Application to network
Parameters  callSessionl D
Specifies the call session ID of the call.

callLegType
Specifies the type of call leg created (e.g. generic or terminal, controlling or passive).

appCallLeg
Specifies the application interface for callbacks from the call leg created.

Returns callLeg
Specifies the interface of the call leg created.

callLegSessionID

Specifies the call leg session ID of the call leg created.
Errors
Method attachCal | Leg()

This method requests that the call leg be attached to the call object. Thiswill allow transmission on
all associated bearer connections to other partiesin the call. The call leg must be in the connected
state for this method to compl ete successfully.

Direction Application to network
Parameters  callSessionl D
Specifies the call session ID of the call.

callLeg
Specifies the interface of the call leg to attach to the call.

callLegSessionI D
Specifies the call leg session ID to attach to the call.
Returns

Errors

Method det achCal | Leg()

This method requests that the call leg be detached from the call object. Thiswill prevent
transmission on any associated bearer connections to other partiesin the call. The call leg must be
in the connected state for this method to complete successfully.
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Direction Application to network
Parameters  callSessionl D
Specifies the call session ID of the call.

callLeg
Specifies the interface of the call leg to detach from the call.

callLegSessionID
Specifies the call leg session ID to detach from the call.
Returns

Errors

M ethod get Control Leg()
This method requests the identification of the controlling call leg of this call.

Direction Application to network

Parameters  callSessionl D
Specifies the call session ID of the call.

Returns callLeg
Specifies the interface of the controlling call leg of this call.

callLegSessionI D
Specifies the call leg session ID of the controlling leg of this call.

Errors
7.1.2.1.1 State Diagram

Figure 7 shows the state model for the generic call interface from applications point of view. The state model is
simplified because most of the state is held within the associated call legs. The call is created by an application (viathe
creat eCal | () method onthe Cal | Manager interface) or implicitly by the Generic Call Control Service when a
new call event notification arrived.

It shall be noted that this state diagrams relates to the OSA interface and not to the underlying mechanism used to
perform the call control.

<Editor’s note: A mapping to CAMEL states might be needed in the stage 3>
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routeCallToDestination_Req
[ call accepted ]

routeCallLegToAddress

[ call accepted ] ACTIVE

creajeCall

routeCallToOrigination_Req ’
[ call accepted ] h —

releaseCall

[ controlling call
detachCallLeg

[lastcall leg ] RELEASED
attachCallLeg
[firstsall leg ]
relea all
4 /\‘\
INACTIVE (‘>
7/
. J
releaseCall
deassignCall

ALL STATES

M ethod

Direction

Parameters

Figure7 - State diagram for the Cal | interface from an application point of view

rout eCal | ToDesti nati on_Res()

This asynchronous method indicates that the request to route the call to the destination was
successful, and indicates the response of the destination party (for example, the call was answered,
not answered, refused due to busy, etc.). If the call is answered, then a (passive) call leg object will
be created for that leg of the call.

Network to application

callSessionI D
Specifies the call session ID of the call.

callLeg
Specifies the interface of the call leg associated with the destination party.

callLegSessionI D
Specifies the call leg session ID of the call leg associated with the destination party.

3GPP

3G TS 23.127 v0.3.0 (1999-10)




3G TS 23.127 version 0.3.0 31 3G TS 23.127 v0.3.0 (1999-10)

eventReport

Specifies the result of the request to route the call to the destination party. It also includes the mode
that the call object isin, the call leg generating the report (if applicable) and other related

information.
Returns
Errors
Method routeCal | ToDestination Err()

This asynchronous method indicates that the request to route the call to the destination party was
unsuccessful - the call could not be routed to the destination party (for example, the network was
unable to route the call, the parameters were incorrect, the request was refused, etc.).

Direction Network to application

Parameters  callSessionl D
Specifies the call session ID of the call.

error
Specifies the error which led to the original request failing.
Returns

Errors

Method routeCal | ToOri gi nati on_Res()

This asynchronous method indicates that the request to route a call to the first call party was
successful, and indicates the response of that party (for example, the call was answered, not
answered, refused due to busy, etc.). If the call is answered, then a (controlling) call leg object will
be created for that leg of the call.

Direction Network to application

Parameters  callSessionl D
Specifies the call session ID of the call.

callLeg
Specifies the interface of the call leg associated with the origination party.

callLegSessionID
Specifiesthe call leg session ID of the call leg associated with the origination party.

eventReport

Specifies the result of the request to route the call to the origination party. It aso includes the mode
that the call object isin, the call leg generating the report (if applicable) and other related
information.

Returns

Errors
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M ethod

Direction

Parameters

Returns

Errors

M ethod

Direction

Parameters

Returns

Errors

M ethod

Direction

Parameters

Returns

Errors

7.1.3

routeCal | ToOrigination_Err()

This asynchronous method indicates that the request to route the call to the originating party was
unsuccessful (for example, the network was unable to route the call, the parameters were incorrect,
the request was refused, etc.).

Network to application
callSessionI D
Specifies the call session ID of the call.

error
Specifies the error which led to the original request failing.

getCall I nfo_Res()

This asynchronous method reports all the necessary information requested by the application, for
example to calculate charging.

Network to application
callSessionI D
Specifies the call session ID of the call.

calllnfoReport
Specifies the call information regquested.

getCallInfo_Err()

This asynchronous method reports that the original request was erroneous, or resulted in an error
condition.

Network to application
callSessionI D
Specifies the call session ID of the call.

error
Specifies the error which led to the original request failing.

Call Leg

The generic call leg interface represents the logical call leg associating a call with an address. The call leg tracks it
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own states and allows charging summaries to be accessed.

M ethod rout eCal | LegToAddr ess()

This method initiates routing of the call leg to the given target address. The outcome of the call
routing attempt can be requested and reported using cal | LegEvent Report _Req and
cal | LegEvent Report _Res / cal |l LegEvent Report _Err.

Direction Application to network

Parameters  calll egSessionl D
Specifies the call leg session ID of the call leg.

targetAddress
Specifies the destination party to which the call should be routed.

originatingAddress
Specifies the address of the originating (calling) party.

originalCalledAddress
Specifies the original address to which the call was initiated.

redirectingAddress
Specifies the last address from which the call was redirected.

applnfo
Specifies application-related information pertinent to the call (such as alerting method, tele-service
type, service identities and interaction indicators).

Returns

Errors

Method cal | LegEvent Report _Req()

This asynchronous method sets, clears or changes the criteria for the events that the call leg object
will be set to observe.

Direction Application to network

Parameters  calll egSessionl D
Specifies the call leg session ID of the call leg.

eventReportsRequested
Specifies the events that the call leg object will observe and report.

Returns

Errors

M ethod get Cal | LegSt at e()
This method requests the current state of the call leg.

Direction Application to network
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Parameters

Returns

Errors

M ethod

Direction

Parameters

Returns

Errors

M ethod

Direction

Parameters

Returns

Errors

M ethod

Direction

callLegSessionI D
Specifies the call leg session ID of the call leg.

state
Specifies the current state of the call leg.

get Addr esses()
This method requests the address details associated with the call leg.

Application to network

callLegSessionI D
Specifies the call leg session ID of the call leg.

addressList
Specifies the addresses associated with the call leg.

get Cal | Legl nfo_Req()

This asynchronous method requests information associated with the call leg to be provided at the
appropriate time (for example, to calculate charging). Note: in the call leg information must be
accessible before the objects of concern are del eted.

Application to network

callLegSessionI D
Specifies the call leg session ID of the call leg.

callL egl nfoRequested
Specifies the call leg information that is requested.

get Cal | LegType()
This method requests whether the call leg is a controlling or passive cal leg.

Application to network
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Parameters

Returns

Errors

M ethod

Direction

Parameters

Returns

Errors

callLegSessionI D
Specifies the call leg session ID of the call leg.

callLegType
Specifies the call leg type.

getCall ()
This method requests the call associated with this cal leg.

Application to network

CallLegSessionI D
Specifies the call leg session ID of the call leg.

Call
Specifies the interface of the call associated with this call leg.

CallSessionI D
Specifies the call session ID of the call associated with this call leg.

7.1.3.1.1 State Diagram

Figure 8 shows the state model for the generic cal leg interface from an application point of view. This represents
most of the call setup states. The call legis created by an application (viathe cr eat eCal | Leg() method on the
Cal | interface) or implicitly by the Generic Call Control Service.

It shall be noted that this state diagrams relates to the OSA interface and not to the underlying mechanism used to
perform the call control.

<Editor’s note: A mapping to CAMEL states might be needed in the stage 3>
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Figure 8 - State diagram for the Cal | Leg interface from an application point of view
Method cal | LegEvent Report Res()
This asynchronous method reports that an event has occurred that was requested to be reported (for
example, amid-call event, the party has requested to disconnect, etc.).
Direction Network to application
Parameters  calll egSessionl D
Specifies the call leg session ID of the call leg.
eventReport
Specifies the result of the request to route the call to the destination party. It also includes the mode
that the call object isin, the call leg generating the report (if applicable) and other related
information.
Returns
Errors
M ethod Cal | LegEvent Report _Err ()

This asynchronous method indicates that the request to manage call leg reports was unsuccessful,
and the reason (for example, the parameters were incorrect, the request was refused, etc.).
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Direction

Parameters

Returns

Errors

M ethod

Direction

Parameters

Returns

Errors

M ethod

Direction

Parameters

Returns

Errors

7.2

7.3

7.4

M ethod

Network to application

CallLegSessionI D
Specifies the call leg session ID of the call leg.

Error
Specifies the error which led to the original request failing.

Get Cal | Legl nfo_Res()

This asynchronous method reports all the necessary information requested by the application, for
example to calculate charging.

Network to application

CallLegSessionI D
Specifies the call leg session ID of the call leg.

CallL eglnfoReport
Specifies the call leg information requested.

GetCal | Leglnfo_Err()

This asynchronous method reports that the original request was erroneous, or resulted in an error
condition.

Network to application

CallLegSessionI D
Specifies the call leg session ID of the call leg.

Error
Specifies the error which led to the original request failing.

Security/privacy
Address Translation

User Location

Enabl eLocati onNotification()
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Direction

Parameters

Returns

Errors

M ethod

Direction

Parameters

Returns

Errors

M ethod

Direction

Parameters

Returns

This method is used to enable user status notifications so that events can be sent to the application.

Application to network

Applnterface

If this parameter is set (i.e. not NULL) it specifies a reference to the application interface, which is
used for callbacks. If set to NULL, the application interface defaults to the interface specified via
theset Cal | back() method.

eventCriteria
Specifies the event specific criteria used by the application to define the event required.

assignmentI D

Specifies the ID assigned by the generic call control manager interface for this newly-enabled event
notification.

di sabl eLocati onNoti fication()

This method is used by the application to disable call notifications.
Application to network

eventCriteria

Specifies the event specific criteria used by the application to define the event to be disabled.

assignmentI D

Specifies the assignment 1D given by the generic call control manager interface when the previous
enabl eNoti fication() wascaled.

I NVALI D_ASSI GNVENTI D

Returned if the assignment ID does not correspond to one of the valid assignment Ids.

get User Locat i on()

This method is used by an application to get the location of a user directly.
Application to network

user | dentity

I dentifies the user

locationl nfor mation
Specifies the current location of the user. The following information elements may be returned:

Cellld or location areaidentifier
VLR number

Geographical information

3GPP
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Errors

M ethod

Direction

Parameters

Returns

Errors

M ethod

Direction
Parameters
Returns

Errors

7.5

M ethod

Direction

Parameters

Location number

locationlnfor mationAge
Indicates the time that the location information was updated.

| ocati onReport ()

This method notifies the application of the arrival of a mobility-related event.
Network to application

eventlnfo

Specifies data associated with this event.

assignmentI D

Specifies the assignment id which was returned by the enabl eNot i fi cati on() method. The
application can use assignment id to associate events with event specific criteriaand to act
accordingly.

| ocati onNotificationTerm nated()

This method indicates to the application that all event notifications have been terminated (for
example, due to faults detected).

Network to application

User Status

enabl eSt at usNoti fi cation()

This method is used to enable user status notifications so that events can be sent to the application.
Application to network

applnterface
If this parameter is set (i.e. not NULL) it specifies a reference to the application interface, which is

3GPP
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Returns

Errors

M ethod

Direction

Parameters

Returns

Errors

M ethod

Direction

Parameters

Returns

Errors

used for callbacks. If set to NULL, the application interface defaults to the interface specified via
theset Cal | back() method.

eventCriteria
Specifies the event specific criteria used by the application to define the event required:
Check for subscriber being reachable

Check for subscriber being not reachable

assignmentl D

Specifies the ID assigned by the generic call control manager interface for this newly-enabled event
notification.

di sabl eSt at usNoti fication()
This method is used by the application to disable call notifications.
Application to network

eventCriteria
Specifies the event specific criteria used by the application to define the event to be disabled.

assignmentI D

Specifies the assignment 1D given by the generic call control manager interface when the previous
enabl eNoti fication() wascaled.

I NVALI D_ASSI GNVENTI D

Returned if the assignment ID does not correspond to one of the valid assignment Ids.

Get User St at us()

Application to network
userldentity

This parameter identifies the user for which the status has to be reported

status
Reports the status of the user. The following status can be reported:

Assumed idle

Busy
NotReachable

No information available

3GPP
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Method statusEvent Notify()
This method notifies the application of the arrival of a call-related event.

Direction Network to application

Parameters  gatus
Reports the status of the user.

assignmentI D

Specifies the assignment id which was returned by the enabl eNot i fi cati on() method. The
application can use assignment id to associate events with event specific criteriaand to act

accordingly.
Returns
Errors
Method statusNotificationTerm nated()

This method indicates to the application that all status event notifications have been terminated
(for example, due to faults detected).

Direction Network to application
Parameters
Returns

Errors

7.6 Terminal Capabilities

7.7 Message Transfer
7.8 Data Download
7.9 User Profile Management

<Editor's note: management of supplementary service data might be included here (or in a separate section it that
appears to be more appropriate>

7.10 Charging
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7.10.1 CAMEL Call Leg

This class inherits from the base Call Leg interface class and adds CAMEL specific methods.

Method set Advi ceOr Char ge()

This method allows the application to the charging information that will be send to the end-users
handset.

Direction Application to network
Parameters  callL egSessionI D
Specifies the call leg session ID of the call leg.

adviceOfChar gel nformation
Specifies two sets of Advice of Charge parameter according to GSM ...

tariffSwitch
Specifies the tariff switch that signifies when the second set of AoC parameters becomes valid.

Returns

Errors

Method supervi seCal | _Req()

The application calls this method to supervise a cal. The application can set a granted connection
time for this call. If an application calls this function before it calls a

rout eCal | ToDesti nati on_Req() or auser interaction function the time measurement will
start as soon as the call is answered by the B-party or the user interaction system.

Direction Application to network
Parameters  callL egSession! D
Specifies the call leg session ID of the call leg.

Duration
Specifies the granted duration of the call/session in:

- time in milliseconds for the connection, or;

- Total datatransferredin ...

TarrifSwitch
Specifies an optional tariff switch indicating a change in tariff.
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Returns

Errors

M ethod

Direction

Parameters

Returns

Errors

M ethod

Direction

Parameters

Returns

Errors

treatment
Specifies how the network should react after the granted connection time expired.

supervi seCal |l _Res()

This asynchronous method reports a call supervision event to the application.
Network to application

callSessionl D

Specifies the call session ID of the call.

report
Specifies the situation, which triggered the sending of the call supervision response.

usedTime
Specifies the used time for the call supervision (in milliseconds).

superviseCall _Err()

This asynchronous method reports a call supervision error to the application.

Network to application

callSessionI D
Specifies the call session ID of the call.

error
Specifies the error which led to the original request failing.
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8 Annex - Relation between OSA interface class
methods and CAMEL operations (informative)

The table below shows how OSA interface class methods can be mapped onto CAMEL CAP Phase3
operations. Note that the table below does not contain Framework interface classes. In some casesthereis no
mapping between OSA interface classes and CAP operations, but between OSA interface classes and
messages generated by TCAP, the protocol layer below CAP.

<Editor’s note: the mapping might slighty change due to CAMEL phase3 scope changes>

<Editor’s note: mapping on parameter level might be done as part of stage3 >

OSA interface class method

CAP operation (phase3)

CreateCall

No CAP operation, since execution of this method only resultsin
the creation of a Call object instance in the Service Capability
Server

EnableCallNotification

AnyTimeM odification

Note: AnyTimeM  odification only alows for activation of O/T-CSl,
not for the creation

DisableCallNotification

AnyTimeM odification

Note: AnyTimeModification only alows for de-activation of O/T-
CSl, not for the deletion

CallAborted

TCAP U-ABORT or Disconnect event

CallFaultDetected

All “no connection” events that refer to an error rather than to a

normal “no connection” situation (like e.g. “busy”, “no answer”)

CallEventNotify

Initia DP

CalNoatificationTerminated

RouteCall ToDestination_Req

(InitiateCall Attempt and Reconnect) or Connect or Continue

and RequestReport_BCSM (in case the application needs to be
notified on certain events)

RouteCall ToDestination_Res

EventReport_ BCSM

RouteCallToDestination_Err

TCAP Return Error

RouteCall ToOrigination_Req

InitiateCall Attempt

and RequestReport_BCSM (in case the application needs to be
notified on certain events)

RouteCall ToOrigination_Res

EventReport_ BCSM

RouteCallToOrigination_Err

TCAP Return Error

ReleaseCall ReleaseCall
DeassignCall Cancel
GetCallInfo_Req CalllnformationRequest
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OSA interface class method

CAP operation (phase3)

GetCallInfo_Res

CdllInformationReport

GetCallinfo_Err

TCAP Return Error

GetCallState

GetCallLegs

CreateCallLeg

AttachCallLeg

DetachCallLeg

GetControlLeg

RouteCallLegToAddress

(InitiateCall Attempt and Reconnect) or Connect or Continue

and RequestReport_BCSM (in case the application needs to be
notified on certain events)

CallLegEventReport_Req

RequestReport BCSM

CallLegEventReport_Res

EventReport BCSM

CallLegEventReport_Err

TCAP Return Error

GetCalLegState

GetAddresses

GetCallLegIinfo_Req

CdllInformationRequest

GetCallLeginfo_Res

CdllInformationReport

GetCallLeginfo_Err

TCAP Return Error

GetCallLegType

GetCall

Enablel_ocationNotification

AnyTimeM odification

Note: AnyTimeM odification only allows for activation of M-CSl,
not for the creation

DisablelocationNotification

AnyTimeM odification

Note: AnyTimeModification only alows for de-activation of M-
CSl, not for the deletion

GetUserL ocation

AnyTimel nterrogation

L ocationReport

LocationUpdate [check latest version CAP phase3]

L ocationNotificationTerminated

? [check latest version CAP phase3]

EnableStatusNotification

AnyTimeM odification

Note: AnyTimeM odification only allows for activation of M-CSl,
not for the creation

DisableStatusNotification

AnyTimeM odification

Note: AnyTimeModification only alows for de-activation of M-
CSl, not for the deletion
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OSA interface class method CAP operation (phase3)
StatusNotificationTerminated ?[check latest version CAP phase3]

SetChargelnfo FurnishCharginglnformation

SetAdviceOfCharge SendCharginglnformation

SuperviseCall_Req ApplyCharging

SuperviseCall_Res ApplyCharging_Response

SuperviseCall_Err TCAP Return Error

9 Annex - Example of use of OSA (informative)

The following example shows how the OSA, described on a high level, could be used to execute an application. Note
that OSA enables the use of various Service Capability Servers by an application.

A user participatesin a three-party conference discussing where to dine tonight (voice call). The Web is browsed to
pick a suitable restaurant. The location of the restaurant in relation to the position of the user is displayed on the
user’sterminal (location/positioning application). The restaurant choice is agreed amongst the conference
participants and a voice call is set up to book a table at the restaurant.

In some more detail this example could look as follows:

1) Conference call set-up:

Ordered viaa WAP communication to the Call Conference Application.

CAMEL Call Conference Application on
User A UserC WAP-GW SCS Application Server

!
Ll

P Request conference set-up

A

Set up call to User A, User B and User C

A

A

User B

2) Web-browsing:

User A uses WAP to browse information on the Internet (or a specific Home Environment provided service) to find a
restaurant guide.

User A > WAP-GW - Internet.

After having found two restaurant choices which all conference participants agree to, it is decided to choose the one
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that is closest to where User A islocated. User A then contacts the “Locator Application” which helps him to decide
which of the two restaurants that is closest to him, and how to get there.

3) Location/Positioning info:
User A > “Locator Application” - CAMEL SCS (positioning part).

The “Locator Application” determines which of the two restaurants that is the closest, translates the positioning
information into a description how to get there, either in text for WAP or alternatively included as an attachment in an
e-mail.

4) Table reservation:

Lastly, User A makes atable reservation by calling the restaurant. This can either be done viathe WTAI interface
between aWTA application or by requesting an application in the network to establish the call as described in 1.
above.

User A = Voice call controlled viaWTAI - Restaurant”
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Foreword
This Technical Specification has been produced by the 3GPP.

The contents of the present document are subject to continuing work within the TSG and may change following
formal TSG approval. Should the TSG modify the contents of this TS, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version 3.y.z
where:
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 Indicates TSG approved document under change control.

y thesecond digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the specification;
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1 Scope

This document specifies the stage 2 of the Virtual Home Environment and Open Service Architecture.

Virtual Home Environment (VHE) is defined as a concept for personal service environment (PSE) portability across
network boundaries and between terminals. The concept of the VHE is such that users are consistently presented with
the same personalised features, User Interface customisation and services in whatever network and whatever terminal
(within the capabilities of the terminal and the network), wherever the user may be located. For Release99, CAMEL,
MEXE and SAT are considered the network mechanisms supporting VHE.

The Open Service Architecture (OSA) defines an architecture that enables applications to make use of network
functionality through an open standardised interface (the OSAApphication Interface). OSA provides the glue between
applications and service capabilities provided by the network. In thisway applications become independent from the
underlying network technology._The applications constitute the top level of the Open Service Architecture (OSA). This
level is connected to the Service Capability Servers (SCSs) viathe OSA interface. The SCSs map the OSA interface
onto the underlying telecom specific protocols (e.g. MAP, CAP, H.323, SIP etc.) and are therefore hiding the network
complexity from the applications.

Applications can be network centric applications or client/server applications with clients residing in the Mobile
Station (MS). Examples of the latter case are MEXE and SAT.

A key feature to support VHE is the ability to build services using the OSA-Application Interface.

2 References

References may be made to:

a) Specific versions of publications (identified by date of publication, edition number, version number, etc.), in
which case, subsequent revisions to the referenced document do not apply; or

b) All versions up to and including the identified version (identified by "up to and including” before the version
identity); or

¢) All versions subsequent to and including the identified version (identified by "onwards' following the version
identity); or

d) Publications without mention of a specific version, in which case the latest version applies.

A non-specific reference to an ETS shall also be taken to refer to later versions published as an EN with the same
number.

2.1 Normative references
[1] GSM 01.04 (ETR 350): "Digital cellular telecommunication system (Phase 2+); Abbreviations
and acronyms’
[2] GSM 02.57: "Digital cellular telecommunication system (Phase 2+); Mobile Station Application

Execution Environment (MEXE); Service description”

[3] GSM 03.57: " Digital cellular telecommunication system (Phase 2+); Mobile Station Application
Execution Environment (M EXE); Service description - Stage2”

[4] GSM 02.78: " Digital cellular telecommunication system (Phase 2+); Customised Applications
for Mobile network Enhanced Logic (CAMEL); Service definition - Stage 1"

[53] GSM 03.78: "Digital cellular telecommunication system (Phase 2+); Customised Applications for
Mobile network Enhanced Logic (CAMEL); Service definition - Stage 2”
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[64] GSM 11.14: "Digital cellular telecommunication system (Phase 2+); Specification of the SIM
Application Toolkit for the Subscriber |dentity Module - Mobile Equipment; (SIM - ME)
interface” < Editor's note: check whether reference to 22.038 has to be included >
[75] UMTS TS 22.101: "Universal Mobile Telecommunications System (UMTS): Service Aspects,
Service Principles’
[86] UMTS TS 22.105: "Universal Mobile Telecommunications System (UMTS); Services and
Service Capabilities’
[97] UMTS TS 22.121: "Universal Mobile Telecommunications System (UMTS); Virtua Home
Environment”
2.2 Informative references
[1] UMTS TR 22.70: "Universal Mobile Telecommunications System (UMTS); Virtua Home
Environment”
[2] World Wide Web Consortium Composite Capability/Preference Profiles (CC/PP): A user side
framework for content negotiation (Www.w3.0rg)
3 Definitions and abbreviations

3.1 Definitions

For the purposes of this TS, the following definitions apply:

HE-VASP: Home Environment Value Added Service Provider. ThisisaVASP that has an agreement with the Home
Environment to provide services.

Local Service: A service, which can be exclusively provided in the current serving network by a Vaue added Service

Provider.

Service Capabilities: Bearers defined by parameters, and/or mechanisms needed to realise services. These are within
networks and under network control.

Service Capability Feature: Functionality offered by service capabilities that are accessible viathe standardised
apphieation-OSA interface

Service Capability Server: service-capabititiestike CAMEL-HER -MexE-servereteEntity providing OSA interfaces

towards an application

Services. Services are made up of different service capability features.

Applications/-Chents. These-are-sServices, which are designed using service capability features.

Interfaces:
o
~framework—

-service=

Appheation-OSA

SA Interface: Standardised Interface used by application/clients to access service capability features.

TFhere are 3-different-interfaces that are distinguished:
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Personal Service Environment: contains personalised information defining how subscribed services are provided and
presented towards the user. The Personal Service Environment is defined in terms of one or more User Profiles.

Home Environment: responsible for overall provision of services to users

User Interface Profile: Contains information to present the personalised user interface within the capabilities of the
terminal and serving network.

User Services Profile: Contains identification of subscriber services, their status and reference to service preferences.
User Profile: Thisisalabel identifying a combination of one user interface profile, and one user services profile.

Value Added Service Provider: provides services other than basic telecommunications service for which additional
charges may be incurred.

Virtual Home Environment: A concept for personal service environment portability across network boundaries and
between terminals.

Further UMTS related definitions are given in 3G TS 22.101.

3.2 Abbreviations

For the purposes of this TS the following abbreviations apply:

CAMEL Customised Application For Mobile Network Enhanced Logic

CSE Camel Service Environment |
F——————— Framework-Interface (prefix-to-interface class- method)

HE Home Environment

HE-VASP Home Environment Value Added Service Provider

HLR Home Location Register |
LES———— L oCation-Services

MAP Mobile Application Part

ME Mobile Equipment

MEXE Mobile Station (Application) Execution Environment

MS Mobile Station

MSC Mobile Switching Centre

OSA Open Service Architecture

PLMN Public Land Mobile Network

PSE Personal Service Environment

SAT SIM Application Tool-Kit

SIM Subscriber Identity Module Short Message Service

UsiM User Service Identity Module

VASP Value Added Service Provider

VHE Virtual Home Environment

Further GSM related abbreviations are given in GSM 01.04. Further UMTS related abbreviations are given in UMTS
TS 22.01.

4ntrodyctionto VVHE and-OSA
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CAMEL Call Conference Application on
UserA UserC WAP-GW SCS Application Server
>
P Request conference set-up
< Set up call to User A, User B and User C

<

d

|
User B
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54 Virtual Home Environment

The Virtua Home Environment (VHE) is an important portability concept of the 3G mobile systems. It enables end
users to bring with them their personal service environment whilst roaming between networks, and also being
independent of terminal used.

The Personal Service Environment (PSE) describes how the user wishes to manage and interact with her
communication services. It is a combination of alist of subscribed to services, service preferences and terminal
interface preferences. PSE also encompasses the user management of multiple subscriptions, e.9. business and private,
multiple terminal types and location preferences. The PSE is defined in terms of one or more User Profiles.

The user profiles consist of two kinds of information:

Interface related information (User Interface Profile) and,

Service related information (User Services profile).

Please see TS22.121 [97] for more details.

<Editor's note: improve the text on 2G and 3G services; text to be provided by Semens >

The mechanisms that constitute VHE enabl e the development of 3G services/applications, but may also be used to
provide 2G services/applications for continuity reasons. For Release ' 99 the service capability serversinclude
gsmSCF, MEXE server and SAT server and access to bearers. In Release 99 the new 3G services will be executed in
the Home Environment domain also when roaming.. 2G supplementary services are executed according to GSM
roaming principles.
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Service Service Service iq— Applications
logic 1 logic 2 logic n

OSA interface

Service
Capability
Servers

GSM/UMTS protocols

Networks

In order to implement the VHE, including also today not known end user services/applications, a highly flexible Open
Service Architecture (OSA) is required. The Open Service Architecture (OSA) is the architecture enabling
applications to make use of network capabilities. The applications will interface to the network through the OSA
interface that is specified in this Technical Specification.

The network functionality is offered by the-different Service Capability Servers (SCSes) and appear as iscalted-service
capability featuresin the OSA interface. These are the capabilities that the application developers have at their hands
when designing new applications (or enhancements/variants of aready existing). The different features of the different
SCSs can be combined as appropriate. The exact content of these features is described in stage 3 descriptions. These
interface descriptions (“IDLS") are open and accessible to application developers, who can design servicesin any
programming language. The service logic executes toward the CORBA interfaces, while the underlying core network
functions use their specific protocols.

The aim of OSA isto provide an architecture that allows for inclusion of new SCSes in future releases of UM TS with
aminimum impact on the applications using the OSA interface. This means that OSA is scalable, in that more SCSs
can be defined as required.

To make it possible for operators and 3" party application developers, possibly with no telecom competence, to rapidly
design new and innovative applications, an architecture with open interfaces is imperative. By using object oriented
techniques, like CORBA, it will be possible to use different operating systems and programming languagesin
application servers and service capability servers. The different serversinterwork viathe CORBA interfaces. The
service capability servers will serve as gateways between the legacy systems and the applications environment.
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The Open Service Architecture consists of three parts:

- Applications, e.g. VPN, conferencing, location based applications. These applications are implemented in
one or more Application Servers,

-___Framework, providing the applications with basic serviees-mechanisms that enable applications to make use |
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of the service capahilities in the network. Examples of framework services are Authentication, Registration
and Discovery.; Before an application can use the network functionality made available by the Service
Capability Servers, authentication between the application and framework is needed. After authentication,
The discovery service then enables the application to find out from the framework what service capability
features are provided by the Service Capahility Servers.

- Service Capability Servers, providing the applications with network services that are abstractions from
underlying network functionality. Examples of network services offered by the Service Capability Servers are
Call Control, Message Transfer and Location. Network sServices are possibly provided by more than one
Service Capability Server. For example, the Call Control service might be provided by CAMEL and MexE.
Examples of possible Fhe-Service Capability iesy Servers are taken-into-accountfor UMTS Release 99-are
CSEAMEL, MexE Server, SAT Server and HLR::

@ © © © ©® ©® @® i

........... application
O O O QDo /iogy O O 9 - cerver
N [beati call ) .
Open discovery infor:ﬁ:t:i : control service |nterface.
Service §tandard|sed
Architecture in OSA
registragjon interface
O | iy (OO [OaO O |- class
framework HLR CSE MEXE server SAT server |---- service
uapaunuy
I INAP/CAP/MAP f server
network WAP/HTTP “11.14"
A
GSM/GPRS/UMTS protocols
A
terminal - : -
MEXE client SAT client
applications
dlscovery\ application

OSA interface
Open
Service
Architecture

-- interface
class

_____ service

HLR CSE Servers capability
servers

E.g. Mobility server,
Web server,
MEXE server

1 1t shalt be neted-that-the HE R as-such-is-Rot-a- Service capability-_but the-ability-to-access HLR datai

<
S HDE-HO S SHEHHSHEERAEE tyBdt areHSHHeaRtHere:
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Figure 222211 ogical-oOverview of Open Service Architecture

This specification defines the OSA interface. The way it isimplemented (e.g. the programming language used) is
outside the scope of this specification and is vendor specific.

Severa options exist:

All interface classes which provide the OSA interface are implemented on one entity outside the core network.

The interface classes which provide the OSA interface are implemented on different entities outside the core
network.

The interface classes which provide the OSA interface are implemented on different entities outside the core
network as well as inside one or more core network entities.

From the application point of view, it shall make no difference which implementation is chosen, i.e. in all cases the
same network functionality is perceived by the application. The applications shall aways be provided with the same
set of interface classes and a common access to framework and service interface.

It is the framework that will provide the applications with an overview of available service capability features and how
to make use of them.

<Remark to Application I nterface:

The network functionality can be accessed via network and mobile based clients, e.g. from mobile station to control
subscriber data in the HLR. In other words, future contributions might show that parts of the OSA application
interface might be implemented on service capability servers and parts in mobile terminals>

6-25.2 Principles in the Open Service Architecture

Section 5.15:15:16:1 introduced the three parts that constitute the Open Service Architecture; these parts are;
Applications, Framework and Service Capabilities. This section explains how the three parts are structured and what
exactly is standardised in the OSA. Furthermore it explains the principles for application registration, service
registration and application invocation.

6.215.2.1 OSA Interfaces+r-OSA

The OSA interface is specified in terms of a number of interface classes. The interface classes are divided into two
groups:

- framework interface classes

- sarviceinterface classes

<Editor's note: document has to be checked on consistent use of service interface classes rather than service
interfaces >
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The interface classes are further divided into methods. For example, the Call Manager interface class might contain a
method to create a call (which realises one of the Service capability features ‘ Initiate and create session’ as specified in

[9]).

For descriptional purpose the interface classes belonging to the same subject are grouped together and called network
services. For example, the interface classes Call Manager, Call and Leg constitute the Call Control network service.

Application Server

/ Call Control \

release_call get_leginfo req
K ;i i |route callreq|: /

Service Capability Server

" call Manager © | Call Y Leg
Al_Call_Mgr Al_Call Al_Leg
call_aborted route_call_resp get_leginfo_resp|

_________ e e e e e e e L
1 SI_call_Mgr Si_call SI_Leg
|
| create_call add_leg release leg
|
|
|
|
|

Framework Server
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Application Server

/ Call Control
' Call Manager ° Call Leg
Al_Call_Mgr Al_Call Al_Leg
call_aborted route_call_resp get_leginfo_resp
_________ e e T P - — = = = L

1 SI_call_Mgr Si_call SI_Leg

|

| create_call add_leg release_leg

I release_call get_leginfo_req

I route_call_req | |

|

|

|

Framework Server Service Capability Server

6-225.2.2

This section explains what basic mechanisms are executed in OSA prior to offering and activating applications.

Basic mechanisms in OSA

Some of the mechanisms are applied only once (e.g. establishment of service agreement), others every time a user
subscription is made to an application (e.g. enabling the call attempt event for a new user).

Basic mechanisms between Application-Server-aand Framework-Server:

- Establishment of service agreement. Agreement established either off-line (e.g. by physically passing messages)
or on-line.

- Discovery of framework and service interfaces. Once a service agreement exists, the application-server-can
obtain aH—avallabIe framework interface classes and allowed serwce interface classes classws Thismechanism-isin
; A ; jcationThe

Dlscoverv interface can be used at any t| me.

Basic mechanism between Framework Server-and Service Capability Server:

- Registering of service interfaces. -Servicetnterface classess offered by a Service Capability Server can be
registered at the Framework-Server. In this way the Framework-Server can inform the Application-Server upon
request about available service interface classes (Discovery)s. This mechanism isin general applied when
installing or upgrading a Service Capability Server.

Basic mechanisms between Application Server and Service Capability Server:

- Request of event notifications. This mechanism is applied when a user has subscribed to an application and that
application needs to be invoked upon receipt of events from the network related to the user. For example, when a
user subscribesto a VPN application, the application needs to be invoked when the user makesacall. An event is
in this case requested on the Calling Party Number of the user.

5.3 Base interface classes
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Base
Interface
0.1
Base
Service
Interface
0..n 0..n 0..n
Framework Service Application
Interfaces Interfaces Interfaces
. ﬁ | s b

6-315.3.1 Base Interface Class

<Editor’s note: some text is needed to explain the concept of Base Interface Class >

This class is the foundation of the al interface and shall be inherited by al following interfaces. |t contains no further
methods.

Name Base Interface
M ethod

Parameters

Returns

Errors

5.3.2 Base Service Interface class

This class provides the base for ALL service and framework interfaces described in the following chapters. It alows
an applications to set areference to the application, which is used by the OSA interfaceservice-and-framework
interfaceswhen-Hnitiating-an-to respond to the application which originally initiated the request. For example, when
an application wants to be notified upon the receipt of the "called party busy" event, the Service Capability Server
must know where to send the notification to. This reference can be provided by the application across the OSA
interface.

Name Base Service Interface
M ethod set Cal | back()

This method specifies the reference address of the callback interface that a service uses to invoke
methods on the application.

Parameters  Applnterface
Specifies a reference to the application interface, which is used for callbacks.
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Returns

Errors

76 Framework service capability features

716.1 Authentication

The APl supports multiple authenti cation techniques. The procedure used to select an appropriate technique for a
given situation is described below. The authentication mechanisms may be supported by cryptographic processes to
provide confidentiality, and by digital signatures to ensure integrity. The inclusion of cryptographic processes and
digital signatures in the authentication procedure depends on the type of authentication technigue selected. In some
cases strong authentication may need to be enforced by the Network to prevent misuse of resources. In addition it may
be necessary to define the minimum encryption key length that can be used to ensure a high degree of confidentiality.

The authentication interface must be the first interface invoked by an application. Invocations of other interfaces will
fail until authentication has been successfully completed.

The address of the Authentication Framework interface is administered in the application prior to the APl being used.
This address is made available by the Home Environment, possibly also for a particular HE-VASP.

+116.1.1 Establishing a Service Agreement

Before any application can interact with the network a service agreement will have to be established or an existing
agreement will need modification or indeed termination if it is being superseded. An appropriate procedureis
required to cater for each of these cases. Off-line agreement may be done by physically passing messages in a secure
manner using cryptographic or non-cryptographic techniques. On-line agreement, on the other hand, can only be done
in practice using cryptographic techniques.

The procedure outlined below describes on-line establishment of service agreements using cryptographic techniques
only, since thisis considered to be an integral part of the Authentication Framework. However, the procedures may
also be abasis for an off-line establishment of service agreements using cryptographic techniques.

A procedure to establish a service agreement begins with the client application and Authentication Framework
authenticating each other. This uses an authentication mechanism chosen by the Authentication Framework. After

aaa¥ oreementwin N\ \O
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< Editor: in the remainder of chapters 7 and 8, remove "service interface’,
interface’; remove "name" row by "direction" row

application interface”, "framework

+116.1.2 Authentication interface class—frameweork-interface

After authentication the client application and Authentication Framework negotiate a service agreement which will
involve each party digitally signing the agreement.

A client application sends an initial message to the Authentication Framework - this will include the
authentication capabilities of the client application. The Authentication Framework will then choose an
authentication mechanism based on information about the authentication capabilities of the framework, client
application and the service requested. If the client is capable of handling more than one mechanism then the
Authentication Framework chooses one preferred authentication option.

The Authentication Framework sends the identity of the prescribed authentication mechanism to the client
application. The Authentication Framework will instruct the client to perform the agreed mechanism.

The client application and Authentication Framework interact to authenticate each other. Depending on the
mechanism prescribed, this procedure may consist of a number of messages e.g. a challenge/ response protocol. It
is_assumed that any cryptographic process for enciphering the link is handled at alower layer (and is outside the
scope of this specification).

The client application is now authorised and can access the Discovery Framework Interface using the

obt ai nl nt er f ace method. The application uses functions of the Discovery framework interface to look for the
servicesit needs. Using the sel ect Servi ce() and si gnSer vi ceAgr eenent () methods it requests the
use of aservice.

The client application and Authentication Framework can then negotiate a service agreement. Optionally, the
Authentication Framework may request re-authorisation. Each party then digitally signs the agreement.

< Editor’s note: clarifying text needed to explain what is meant by “ client” in the interface class defintions in chapter
6and 7>

M ethod aut henti cateClient()

This method is used by the framework to authenticate the client. The client must respond with the
correct responses to the challenges presented by the framework. The Gateway 1D (The address of
the gateway being used - which will be pre-provisioned in the application environment) can be
used by the application to reference the correct gateway Public Key. The key management system is
currently outside of the scope of the specification.

Direction Framework to application

Parameters  challenge

The challenge presented by the framework to be responded to by the client. The challenge will be
encrypted with the mechanism prescribed by thei niti at ed i ent Aut henti cati on().

Returns response

This s the response of the client to the challenge of the framework in the current sequence. The
response will be the challenge, decrypted with the mechanism prescribed by the
initiated ientAuthentication().
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Errors

DirectionNa
me

M ethod

Parameters

Returns

Errors

NameDir ect
ion

M ethod

Parameters

Returns

Errors

NameDir ect
ion

M ethod

Framework to application

t er m nat eAppCl i ent Aut henti cati on()

This method is used by the framework to terminate authentication with the client.

terminationText

Thisis the termination text that is signed by the framework using the private key of the framework
or another secret key.

digital Signature

Thisisthe digital signature of the termination text. The client uses this to check

t ermi nati onText . If amatch is made, the authentication is terminated, otherwise an error is
returned.

Framework to application

si gnAppSer vi ceAgr eenent ()

This method is used by the framework to ask the client to sign an agreement on the service to
continue the authentication process.

serviceToken

This is the token passed back from the framework in aprevious sel ect Ser vi ce() method call.
Thistoken is used to identify the service requested by the client.

agreementText
Thisis the agreement text that is to be encrypted by the client using the private key of the client.

signingAlgorithm
Thisisthe algorithm used to compute the digital signature.

digital Signature
Thisis the encrypted version of the agreement text given by the client.

Framework to application

t er mi nat eAppSer vi ceAgr eenent ()

This method is used by the framework to terminate an agreement with the client on the service.
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Parameters

Returns

Errors

serviceToken

This is the token passed back from the framework in aprevious sel ect Ser vi ce() method cal.
Thistoken is used to identify the service requested by the client.

terminationText

Thisisthe termination text that is digitaly signed by the framework. The signing algorithm used
isthe same asfor the function si gnSer vi ceAgr eenent () .

digital Signature

Thisisthe digital signature of the termination text. The client uses this to check the

t ermi nati onText . If amatch is made, the service agreement is terminated, otherwise an error
is returned.

1 2 Authenticati co interf

DirectionNa Application to framework

me

M ethod

Parameters

Returns

initiateC ient Aut hentication()

The application uses this method to initiate the authentication process. The mechanism returned by
the framework is the mechanism preferred by the framework. This should be within the client
capability. If a mechanism within the client’s capability cannot be found, the framework must
return an error.

applicationl D
Thisisthe ID for the application.. The application ID can be used by the framework to reference

the correct application Public Key (the key management system is currently outside of the scope of
the specification).

applnterface
Specifies a reference to the application interface, which is used for callbacks.

clientCapability
This is the authentication capability of the client. Thisis alist of capabilities separated by a
comma.

prescribedM echanism

This is the mechanism returned by the framework to indicate the mechanism preferred by the
framework for the authentication process. If the value of the pr escri bedMechani smreturned
by the framework is not understood by the application, it is considered a catastrophic error and the
application must abort.

3GPP




3G TS 23.xyz version 0.21.103G

0.21.0

Errors

DirectionNa
me

M ethod

Parameters

Returns
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M ethod

Parameters

Returns

I NVALI D_APPL| CATI ONI D

Returned by the framework if the framework cannot find the appl i cat i onl D parameter. The
value of the parameter pr escri bedMechani smisNULL in this situation

I NVALI D_CLI ENT_CAPABI LI TY

If thevalue of thecl i ent Capabi | i t y parameter is not valid. The value of the parameter
prescri bedMechani smissetto NULL.

Framework to application

aut henti cat eFr anewor k()

This method is used by the client to authenticate the framework. The framework must respond with
the correct responses to the challenges presented by the client. The application ID received in the
initiatedient Aut henti cati on() canbeused by the gateway to reference the correct
application public key (the key management system is currently outside of the scope of this

specification).

challenge

The challenge presented by the client to be responded to by the framework. The challenge
mechanism used will be in accordance with the IETF PPP Authentication Protocols - Challenge
Handshake Authentication Protocol [RFC 1994, August1996]. The challenge will be encrypted
with the mechanism prescribed by thei ni ti at eCl i ent Aut henti cati on().

response

This s the response of the framework to the challenge of the client in the current sequence. The
response will be the challenge, decrypted with the mechanism prescribed by the
initiated ientAuthentication().

Framework to application

term nat eCl i ent Aut henti cation()

This method is used by the client to terminate authentication with the framework. The application
ID receivedinthei niti at eC i ent Aut henti cati on() can beused by the gateway to
reference the correct application public key or another secret key (the key management system is
currently outside of the scope of this specification).

terminationTex
Thisis the termination text that is signed by the client using the private key of the client or another
secret key.

digital Signature

Thisisthe digital signature of the termination text. The framework uses this to check the decrypted
t ermi nati onText . If amatch is made, the authentication is terminated, otherwise an error is
returned.

3GPP




3G TS 23.xyz version 0.21.103G

0.21.0

Errors

NameDir ect
ion

M ethod

Parameters

Returns

Errors
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M ethod

Parameters

Returns

Application to framework

Sel ect Servi ce()

This method is used by the client to identify the service that the application is interested in.

ServicelD
This uniquely defines the service required.

ServiceProperties
The names and values of the trading data properties that the service should support.

ServiceToken

Thisis afree format text token returned by the framework, which can be signed as part of a service
agreement. Thiswill contain operator specific information relating to the service level agreement
for use of the API.

Application to framework

Si gnSer vi ceAgr eenment ()

This method is used by the client to ask the framework to sign an agreement on the service to
continue the authentication process.

ServiceToken

The token returned by the framework in aprevious sel ect Ser vi ce() method cal to identify
the service requested by the client.

AgreementText

Thisis the agreement text that is to be encrypted by the framework using the private key of the
framework.

SigningAlgorithm

Thisisthe algorithm used to compute the digital signature. The signing algorithm must be known
to the framework and mandated by the prescribed mechanism returned by the framework.

Digital Signature
Thisis the encrypted version of the agreement text given by the framework.

serviceM anager|nterface
This identifies the address of the service manager interface for the requested service.
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Errors
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Parameters

Returns

Errors

I NVALI D_SI GNI NG_ALGCRI THM

Returned by the framework when the signing agorithm does not match with the prescribed
mechanism.

Application to framework

t er mi nat eSer vi ceAgr eenent ()

This method is used by the client to ask the framework to terminate an agreement on the service.

serviceToken

The token returned by the framework in aprevious sel ect Ser vi ce() method cal to identify
the service requested by the client.

terminationText

Thisisthe termination text that is to be digitally signed by the client. The signing algorithm used
isthe same asfor the function si gnSer vi ceAgr eenent () .

digital Signature

Thisisthe digital signature of the termination text. The framework uses this to check the

ter m nati onText . |f amatch is made, the service agreement is terminated, otherwise an error
is returned.

Application to framework

obt ai nFramewor kl nt erf ace()

This method is used to obtain other framework interfaces. Only by using this method can the
application obtain the interface references to the other framework interfaces.

framework!d

The name of the framework interface to which areference to the interface is requested. The
interfaces allowed include discovery, event noti fi cati on and OA & M. This parameter
uniquely defines the service of interest from the application.

applnterface
Specifies areference to the application interface, which is used for callbacks. If an application
interface is not needed, then the value of this parameter should be NULL.

frameworklnterface
Thisis the interface reference to the interface asked for by the application.

I NVALI D_I NTERFACEI D

Returned if the framework is given an invalid interface name
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7.26.2 Authorisation

< Editor’s note: to be completed in e-mail discussion >

21 Authorisation—frameworkinterface

2 2 Authorisati co interf

+36.3

Event Notification

3 fioati : i :

DirectionNa
me

M ethod

Parameters

Returns

Errors

NameDir ect
ion

M ethod

Parameters

Returns

Errors

Application to framework

enabl eNoti fi cati on()

This method is used to enable generic notifications so that events can be sent to the application.

applnterface

If this parameter is set (i.e. not NULL) it specifies a reference to the application interface, which is
used for callbacks. If set to NULL, the application interface defaults to the interface specified via
the obt ai nl nt er f ace() method (refer to Authentication interface).

eventCriteria
Specifies the event specific criteria used by the application to define the event required.

assignment|D
Specifies the ID assigned by the framework for this newly enabled event notification.

Application to framework

di sabl eNotification()

This method is used by the application to disable generic notifications from the framework.

eventCriteria
Specifies the event specific criteria used by the application to define the event to be disabled.

assignment|D
Specifies the assignment ID given by the framework when the previous
enabl eNoti fi cation() wascaled.

| NVALI D_ASSI GNVENTI D

Returned if the assignment ID does not correspond to one of the valid assignment | ds.
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Framework to application

event Notify()

This method notifies the application of the arrival of a generic event.

eventlnfo
Specifies specific data associated with this event.

assignment|D

Specifies the assignment id which was returned by the framework during the

enabl eNoti fi cati on() method. The application can use assignment id to associate events
with event specific criteria and to act accordingly.

Framework to application

notificationTerm nat ed()

This method indicates to the application that all generic event notifications have been terminated
(for example, due to faults detected).

Registration

<Editor’s note: to be completed in e-mail discussion >

N S : i
N S -

+56.5

Discovery

7.5.1Discovery — framework interface

DirectionNa Application to framework

me
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Method di scover Servi ce()

This method returns the service identity associated with a service.

Parameters  serviceProperties
The names and values of the trading data properties that the service should support.

Returns servicelD
Thisis the unique identity of the service.

Errors

lication interf

87 Non-Framework service capability features

The service capability features provided to the application by serwce capabllltles wehas@AMEL—M%e.%AI—
HLRservers to enable access to network resources.- » . . . I

<Editor's note: information flows might be needed to express what information is exchanged (and in what order)
between application and service capability servers; this needs then also be reflected in the document structure>

Note: when the direction of amethod in an interface classis “ application to network”, this means that the method is
invoked from the application to an SCS residing on the network side of the OSA interface .

817.1 Call Control

The Call control network serviceService Capability-Features consist of three interface classes:

1. CA-eal manager, containing management function for call related issues

2. CA-<cdl interface

3. AllLeginterface

A call can be controlled by one Call Manager; A call can consist of up to n Legs, where n is determined by the Service
Capability used.

Call 0.1 Cal 0..n Leg
Manager

Figure 5555 Call control class hierarchy
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84+17.1.1 Call Manager

The generic call manager interface class provides the management functions to the generic call Service Capability
Features. The application programmer can use this interface to set the call gap rate, to create call objects and to enable
or disable call-related event notifications.

NameDirect Application to network
ion

M ethod Set Cal | LoadControl ()

This method imposes or removes load control on calls made to a particular address range within
the generic call control service.

Parameters  AddressRange
Specifies the address range to which the overload control should be applied or removed.

Duration

Specifies the duration for which the load control should be set. |f the duration is zero, then the load
control is removed.

Mechanism

Specifies the load control mechanism to use (for example, admit one call per interval), and any
necessary parameters, such as the call admission rate. The contents of this parameter are ignored if
the load control duration is set to zero.

Treatment

Specifies the treatment of calls that are not admitted. The contents of this parameter are ignored if
the load control duration is set to zero.

Returns

Errors

NameDirect Application to network
ion

M ethod CreateCall ()
This method is used to create a new call object.

Parameters  AppCall
Specifies the application interface for callbacks from the call created.

Returns cal
Specifies the interface reference of the call created.

CallSessionlD
Specifies the call session ID of the call created.
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Errors
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M ethod

Parameters

Returns

Errors

Application to network

Enabl eCal | Notifi cation()

This method is used to enable call notifications so that events can be sent to the application.

Applnterface

If this parameter is set (i.e. not NULL) it specifies areference to the application interface, which is
used for callbacks. If set to NULL, the application interface defaults to the interface specified via
theset Cal | back() method.

EventCriteria
Specifies the event specific criteria used by the application to define the event required.

Assignment| D

Specifiesthe ID assigned by the generic call control manager interface for this newly-enabled event
notification.

Application to network

Di sabl eCal | Notification()
This method is used by the application to disable call notifications.

EventCriteria
Specifies the event specific criteria used by the application to define the event to be disabled.

Assignment| D

Specifies the assignment ID given by the generic call control manager interface when the previous
enabl eNoti fi cation() wascaled.

| NVALI D_ASSI GNVENTI D

Returned if the assignment |D does not correspond to one of the valid assignment | ds.

Network to application

cal | Aborted()

This method indicates to the application that the call object has aborted or terminated abnormally.
No further communication will be possible between the call and application.
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M ethod

Parameters

Returns

Errors

NameDir ect
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cal
Specifies the cal interface that has aborted or terminated abnormally.

calSessionlD
Specifies the call session ID of the call that has aborted or terminated abnormally.

Network to application

cal | Over | oadEncount er ed()

This method indicates that the network has detected overload and may have automatically imposed
load control on calls requested to a particular address range or calls made to a particul ar
destination within the generic call control service.

AddressRange
Specifies the address range within which the overload has been encountered.

overloadType
Specifies the type of overload encountered.

treatment
Specifies the treatment of calls that are not admitted due to the load control imposed.

Network to application

cal | Over| oadCeased()

This method indicates that the network has detected that the overload has ceased and has
automatically removed any load controls on calls requested to a particular address range or calls
made to a particular destination within the generic call control service.

AddressRange
Specifies the address range within which the overload has ceased.

overloadType
Specifies the type of overload that has ceased.

Network to application
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Errors
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M ethod

Parameters

Returns

cal | Faul t Det ect ed()
This method indicates to the application that a fault has been detected in the call.

cal
Specifies the call interface in which the fault has been detected.

calSessionID
Specifies the call session ID of the call in which the fault has been detected.

fault
Specifies the fault that has been detected.

Network to application

cal | Event Notify()
This method notifies the application of the arrival of a call-related event.

cal
Specifies the reference to the call interface to which the notification relates.

eventlnfo
Specifies data associated with this event.

assignment|D

Specifies the assignment id which was returned by the enabl eNot i fi cati on() method. The
application can use assignment id to associate events with event specific criteriaand to act
accordingly.

applnterface
Specifies a reference to the application interface which implements the callback interface for the
new call.

Network to application

cal | NotificationTerm nated()

This method indicates to the application that al event notifications have been terminated (for
example, due to faults detected).
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Errors
7.1.2 Call
m . . F

The generic call interface represents the interface to the generic call Service Capability Feature. It provides a structure
to allow simple and complex call behaviour to be used.

NameDirect Application to network
ion

M ethod routeCal | ToDesti nation_Req()

This asynchronous method reguests routing of the call (and inherently attached parties) to the
destination party, viaapassive cal leg (which isimplicitly created).

Parameters  callSessionlD
Specifies the call session ID of the call.

responseRequested
Specifies the set of observed events that will resultina rout eCal | ToDesti nati on Res()
being generated.

targetAddress
Specifies the destination party to which the call should be routed.

originatingAddress
Specifies the address of the originating (calling) party.

original DestinationAddress
Specifies the original destination address of the call.

redirectingAddress
Specifies the last address from which the call was redirected.

applnfo
Specifies application-related information pertinent to the call (such as aerting method, tele-service
type, service identities and interaction indicators).

Returns

Errors

NameDirect Application to network
ion

Method routeCal | ToOri gi nati on Req()

This asynchronous method requests routing of a call to the first call party, viaa controlling cal leg
(which isimplicitly created). The call object must already have been created
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M ethod

Parameters

Returns

CallSessionlD
Specifies the call session |D of the call.

responseRequested
Specifies the set of observed events that will resultinarout eCal | ToOri gi nati on_Res()
will be generated.

targetAddress
Specifies the origination party to which the call should be routed.

originatingAddress
Specifies the address of the originating (calling) party.

Applnfo

Specifies application-related information pertinent to the call (such as aerting method, tele-service
type, service identities and interaction indicators).

Application to network

rel easeCal | ()
This method requests the release of the call and associated objects.

calSessionlD
Specifies the call session |D of the call.

cause
Specifies the cause of the release.

Application to network

deassi gnCal | ()

This method requests that the relationship between the application and the call and associated
objects be de-assigned. It leaves the call in progress, however, it purges the specified call object so
that the application has no further control of call processing. If acall is de-assigned that has event
reports, call information reports or call Leg information reports requested, then these reports will
be disabled and any related information discarded.

calSessionlD
Specifies the call session |D of the call.
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Parameters

Returns

Application to network

getCall | nfo Req()

This asynchronous method requests information associated with the call to be provided at the
appropriate time (for example, to calculate charging). This method must be invoked before the call
is routed to atarget address. The call object will exist after the call is ended if information is
required to be sent to the application at the end of the call. The call information will be sent after
any call event reports.

Note: At the end of the call with respect to either a particular call leg or the entire call, the call
information must be sent before the objects of concern are del eted.

calSessionlD
Specifies the call session ID of the call.

calllnfoRequested
Specifies the call information that is requested.

Application to network

set Cal | Char gePl an()

Set an operator specific charge plan for the call. The charge plan must be set before the call is
routed to a target address.

calSessionlD
Specifies the call session |D of the call.

callChargePlan
Specifies the charge plan to use.

Application to network

get Cal | St at e()
This method requests the current state of the call.

calSessionlD
Specifies the call session |D of the call.

State
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Specifies the current state of the call.

Application to network

get Cal | Legs()
This method requests the identification of the call leg objects associated with the call object.

calSessionlD
Specifies the call session ID of the call.

callLeglist
Specifies the call legs associated with the call. The references passed in thislist are in the same
index order asthe |Ds passed in the call leg session ID list.

calLegSessionIDList

Specifies the call leg session |Ds associated with the call. The IDs passed in thislist are in the
same index order as the references passed in the call leg list.

Application to network

createCall Leg()

This method requests the creation of anew call leg object The call leg will be associated with the
call, but not attached. The call leg can be attached to the call (using at t achCal | Leq) when the
cdl leg isin the connected state (i.e. it has been answered).

calSessionlD
Specifies the call session |D of the call.

callLegType
Specifies the type of cal leg created (e.g. generic or terminal, controlling or passive).

appCalllLeg
Specifies the application interface for callbacks from the call leg created.

callLeg
Specifies the interface of the call leg created.

callLegSessionl D
Specifies the call leg session ID of the call leg created.

Application to network
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attachCal | Leg()

This method requests that the call leg be attached to the call object. This will allow transmission on
all associated bearer connections to other partiesin the call. The call leg must be in the connected
state for this method to complete successfully.

calSessionlD
Specifies the call session ID of the call.

callLeg
Specifies the interface of the call leg to attach to the call.

callLegSessionlD
Specifies the call leg session ID to attach to the call.

Application to network

detachCal | Leg()

This method requests that the call leg be detached from the call object. This will prevent
transmission on any associated bearer connections to other partiesin the call. The call leg must be
in the connected state for this method to complete successfully.

calSessionlD
Specifies the call session ID of the call.

callLeg
Specifies the interface of the call leg to detach from the call.

callLegSessionl D
Specifies the call leg session ID to detach from the call.

Application to network

get Control Leg()
This method requests the identification of the controlling call leg of this call.

calSessionlD
Specifies the call session |D of the call.

callLeg
Specifies the interface of the controlling call leg of this call.
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callLegSessionl D

Specifies the call leg session ID of the controlling leg of this call.
Errors

7.1.2.1.1 State Diagram

Figure 6Figure 6Figure 8Figure-3 shows the state model for the generic call interface. The state model is ssimplified
because most of the state is held within the associated call legs. The call is created by an application (viathe

creat eCal | () method onthe Cal | Manager interface) or implicitly by the Generic Call Control Service when a
new call request arrived.

routeCallToDestination_Req
[ call accepted ]

routeCallLegToAddress
IDLE [ call accepted ] ACTIVE
routeCallToOrigination_Req

[ call accepted ]

releaseCall

[ controlling call
detachCallLeg

[lastcall leg ] RELEASED
createCall
attachCallLeg
[firstsall leg ]

relea all

INACTIVE

°

releaseCall .
deassignCall

ALL STATES

Figure 66663 - State diagram for the Cal | interface

NameDirect Network to application

ion
M ethod routeCal | ToDesti nation_Res()

This asynchronous method indicates that the reguest to route the call to the destination was
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successful, and indicates the response of the destination party (for example, the call was answered,
not answered, refused due to busy, etc.). If the call is answered, then a (passive) call leg object will
be created for that leg of the call.

calSessionlD
Specifies the call session ID of the call.

callLeg
Specifies the interface of the call leg associated with the destination party.

callLegSessionl D
Specifies the call leg session ID of the call |eg associated with the destination party.

eventReport

Specifies the result of the request to route the call to the destination party. It aso includes the mode
that the call object isin, the call leg generating the report (if applicable) and other related
information.

Network to application

routeCal | ToDestination Err()

This asynchronous method indicates that the request to route the call to the destination party was
unsuccessful - the call could not be routed to the destination party (for example, the network was
unable to route the call, the parameters were incorrect, the request was refused, etc.).

calSessionlD
Specifies the call session |D of the call.

error
Specifies the error which led to the original request failing.

Network to application

routeCal |l ToOri gi nati on Res()

This asynchronous method indicates that the request to route a call to the first call party was
successful, and indicates the response of that party (for example, the call was answered, not
answered, refused due to busy, etc.). If the call is answered, then a (controlling) call leg object will
be created for that leg of the call.

calSessionlD
Specifies the call session ID of the call.
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callLeg
Specifies the interface of the call leq associated with the origination party.

callLegSessionl D
Specifies the call leg session ID of the call leg associated with the origination party.

eventReport

Specifies the result of the request to route the call to the origination party. It aso includes the mode
that the call objectisin, the call leg generating the report (if applicable) and other related
information.

Network to application

routeCal | ToOrigination Err()

This asynchronous method indicates that the reguest to route the call to the originating party was
unsuccessful (for example, the network was unable to route the call, the parameters were incorrect,
the request was refused, etc.).

calSessionlD
Specifies the call session |D of the call.

error
Specifies the error which led to the origina request failing.

Network to application

getCall I nfo Res()

This asynchronous method reports all the necessary information requested by the application, for
example to calculate charging.

calSessionlD
Specifies the call session |D of the call.

callnfoReport
Specifies the call information requested.

Network to application
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Method getCallInfo Err()
This asynchronous method reports that the original request was erroneous, or resulted in an error
condition.
Parameters  callSessionlD
Specifies the call session ID of the call.
error
Specifies the error which led to the original request failing.
Returns
Errors
7.1.3 Call Leg
" L :

The generic cal leg interface represents the logical call leg associating a call with an address. The call leg tracksiit

own states and allows charging summaries to be accessed.

NameDirect Application to network

ion

M ethod

Parameters

Returns

rout eCal | LegToAddr ess()

This method initiates routing of the call leg to the given target address. The outcome of the call
routing attempt can be requested and reported using cal | LegEvent Report Req and
cal | LegEvent Report _Res / call LegEvent Report _Err.

callLegSessionl D
Specifies the call leg session |D of the call leg.

targetAddress
Specifies the destination party to which the call should be routed.

originatingAddress
Specifies the address of the originating (calling) party.

original CalledAddress
Specifies the original address to which the call was initiated.

redirectingAddress
Specifies the last address from which the call was redirected.

applnfo
Specifies application-related information pertinent to the call (such as alerting method, tele-service
type, service identities and interaction indicators).
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Application to network

cal | LegEvent Report Req()

This asynchronous method sets, clears or changes the criteria for the events that the call leg object
will be set to observe.

callLegSessionl D
Specifies the call leg session |D of the call leg.

eventReportsRequested
Specifies the events that the call 1eg object will observe and report.

Application to network

get Cal | LegSt at e()
This method requests the current state of the call leg.

callLegSessionl D
Specifies the call leg session |D of the call leg.

state
Specifies the current state of the call leg.

Application to network

rel easeCal |l Leg()

This method requests the release of the call leg. If successful, the associated address (party) will be
released from the call, and the call leg deleted.

callLegSessionl D
Specifies the call leg session |D of the call leg.

cause
Specifies the cause of the release.
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NameDir ect
ion

M ethod
Parameters

Returns

Errors

DirectionNa
me

M ethod

Parameters

Returns

Errors

DirectionNa
me

M ethod
Parameters

Returns

Errors

DirectionNa
me

Application to network

get Addr esses()
This method requests the address details associated with the call leg.

callLegSessionl D
Specifies the call leg session |D of the call leg.

addressList
Specifies the addresses associated with the call leg.

Application to network

get Cal | Legl nfo_Req()

This asynchronous method requests information associated with the call leg to be provided at the
appropriate time (for example, to calculate charging). Note: in the call leg information must be
accessible before the objects of concern are deleted.

callL egSessionl D
Specifies the call leg session |D of the call leg.

callL egl nfoRequested
Specifies the call leg information that is requested.

Application to network

get Cal | LegType()

This method requests whether the call leg is a controlling or passive cal leg.

callLegSessionl D
Specifies the call leg session |D of the call leg.

callLegType
Specifies the call leg type.

Application to network
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Method getGll ()
This method requests the call associated with this call leg.

Parameters  CallLegSessionID
Specifies the call leg session |D of the call leg.

Returns cal
Specifies the interface of the call associated with this call leg.

CallSessionlD
Specifies the call session ID of the call associated with this call leg.

Errors

7.1.3.1.1 State Diagram

Figure 7Figure 8Figure-7Figure-4 shows the state model for the generic call leg interface. This represents most of the
call setup states. The call leg is created by an application (viathecr eat eCal | Leg() method on the Cal |
interface) or implicitly by the Generic Call Control Service.

creatgCallLeg

IDLE

releaseCallLeg eventNotify
[ new|call ]

all/CallLegTo..._R
[ call proceeding ]

CALL_PROCEEDING

RELEASED @

releaseCallLeg

deassignCall

evefntNotify

[ call Igg ringing ] releadeCall

releasefallLeg

routeCall/CallLegTo..._Req

. eventNlotif
[ busy or dut of service ] Y

.._Req [ call leg released ]

ALL STATES

eveNtNotify

.._Req

LED eventNotify ALERTING eventNotify
[ no answer ] [ answer ]

:

notificationTerminated
[ switch fault ]

Figure 78774 - State diagram for the Cal | Leq interface

' lication intorf

The generic application call leg interface is implemented by the client application developer and is used to handle
responses and errors associated with requests on the call leg.
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DirectionNa
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Returns

Errors

DirectionNa
me

M ethod

Parameters

Returns

Network to application

cal | LegEvent Report Res()

This asynchronous method reports that an event has occurred that was requested to be reported (for
example, amid-call event, the party has requested to disconnect, €etc.).

callLegSessionl D
Specifies the call leg session |D of the call leg.

eventReport

Specifies the result of the request to route the call to the destination party. It also includes the mode
that the call objectisin, the call leg generating the report (if applicable) and other related
information.

Network to application

Cal | LegEvent Report Err ()

This asynchronous method indicates that the request to manage call leg reports was unsuccessful,
and the reason (for example, the parameters were incorrect, the request was refused, €etc.).

CallLegSessionlD
Specifies the call leg session |D of the call leg.

Error
Specifies the error which led to the origina request failing.

Network to application

Get Cal | Legl nfo Res()

This asynchronous method reports all the necessary information requested by the application, for
example to calculate charging.

CallLegSessionlD
Specifies the call leg session |D of the call leg.

CallLeglnfoReport
Specifies the call leg information requested.
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Errors

DirectionNa Network to application
me

M ethod GetCal |l Leglnfo Err()

This asynchronous method reports that the original request was erroneous, or resulted in an error
condition.

Parameters  CallLegSessionID
Specifies the call leg session |D of the call leg.

Error
Specifies the error which led to the original request failing.

Returns

Errors

8.27.2 Security/privacy
837.3 Address Translation

8-4User Location

DirectionNa Application to network
me

M ethod Enabl eLocationNoti fication()

This method is used to enable user status notifications so that events can be sent to the application.

Parameters  Applnterface

If this parameter is set (i.e. not NULL) it specifies areference to the application interface, which is
used for callbacks. If set to NULL, the application interface defaults to the interface specified via
theset Cal | back() method.

eventCriteria
Specifies the event specific criteria used by the application to define the event required.

Returns assignment| D

Specifies the |D assigned by the generic call control manager interface for this newly-enabled event
notification.

Errors

DirectionNa Application to network
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Method di sabl eLocati onNotification()
This method is used by the application to disable call notifications.
Parameters  eventCriteria
Specifies the event specific criteria used by the application to define the event to be disabled.
assignment| D
Specifies the assignment |D given by the generic call control manager interface when the previous
enabl eNotifi cation() wascaled.
Returns
Errors | NVALI D ASSI GNVENTI D
Returned if the assignment ID does not correspond to one of the valid assignment Ids.
DirectionNa Application to network
me
Method get User Locat i on()
This method is used by an application to get the location of a user directly.
Parameters  yser|dentity
I dentifies the user
Returns locationl nformation
Specifies the current location of the user. The following information elements may be returned:
Cellld or location areaidentifier
- VLR number
Geographical information
L ocation number
|ocationlnformationAge
I ndicates the time that the location information was updated.
Errors
L | . : i . | F
DirectionNa  Network to application
me
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M ethod
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Errors

857.4

| ocati onReport ()
This method notifies the application of the arrival of a call-related event.

eventlnfo
Specifies data associated with this event.

assignment| D

Specifies the assignment id which was returned by the enabl eNot i fi cati on() method. The
application can use assignment id to associate events with event specific criteria and to act
accordingly.

Network to application

| ocati onNotificationTerm nated()

This method indicates to the application that all event notifications have been terminated (for
example, due to faults detected).

User Status

8-5-1User-Status—Service-lnterface

DirectionNa
me

M ethod

Parameters

Returns

Application to network

enabl eSt at usNoti fication()

This method is used to enable user status notifications so that events can be sent to the application.

applnterface

If this parameter is set (i.e. not NULL) it specifies areference to the application interface, which is
used for callbacks. If set to NULL, the application interface defaults to the interface specified via
theset Cal | back() method.

eventCriteria
Specifies the event specific criteria used by the application to define the event required:

Check for subscriber being reachable

Check for subscriber being not reachable

assignment|D
Specifies the ID assigned by the generic call control manager interface for this newly-enabled event
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Errors
DirectionNa  Application to network
me
Method di sabl eSt at usNoti fication()
This method is used by the application to disable call notifications.
Parameters  eventCriteria
Specifies the event specific criteria used by the application to define the event to be disabled.
assignment|D
Specifies the assignment |D given by the generic call control manager interface when the previous
enabl eNotification() wascaled.
Returns
Errors | NVALI D ASSI GNVENTI D
Returned if the assignment ID does not correspond to one of the valid assignment Ids.
DirectionNa Application to network
me
Method Cet User St at us()
Parameters userldentity
This parameter identifies the user for which the status has to be reported
Returns status
Reports the status of the user. The following status can be reported:
- Assumedidle
- Busy
- NotReachable
No information available
Errors
U s : I . | F
DirectionNa  Network to application
me
M ethod st at usEvent Noti fy()

This method notifies the application of the arrival of a call-related event.
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Parameters  status
Reports the status of the user.

assignment|D

Specifies the assignment id which was returned by the enabl eNot i fi cati on() method. The
application can use assignment id to associate events with event specific criteriaand to act
accordingly.

Returns

Errors

NameDirect Network to application

ion

Method statusNotificationTerm nated()
This method indicates to the application that all status event notifications have been terminated
(for example, due to faults detected).

Parameters

Returns

Errors

8.67.5 Terminal Capabilities
8-77.6 Message Transfer
8.87.7 Data Download

8.97.8 User Profile Management

<Editor's note: management of supplementary service data might be included here (or in a separate section it that
appears to be more appropriate>

8-1067.9 Charging

CAMEL Call Leg—Service—interface

This class inherits from the base Call Leg serviceinterface class and adds CAMEL specific methods.

DirectionNa Application to network
me

M ethod set Char gel nf o()

The application calls this method to insert charging information in the cal datarecords (CDR)
generated by the network
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Errors

DirectionNa
me

M ethod

Parameters

Returns

Errors

DirectionNa
me

M ethod

Parameters

callLegSessionl D
Specifies the call leg session |D of the call leg.

chargelnfo
Specifies the charging information. The format is application specific.

Application to network

set Advi ceOF Char ge()

This method alows the application to the charging information that will be send to the end-users
handset.

callLegSessionl D
Specifies the call leg session |D of the call leg.

adviceOf Chargel nformation
Specifies two sets of Advice of Charge parameter according to GSM .....

tariffSwitch
Specifies the tariff switch that signifies when the second set of AoC parameters becomes valid.

Application to network

supervi seCal |l Req()

The application calls this method to supervise a call. The application can set a granted connection
time for this call. If an application calls this function before it calls a

routeCal | ToDesti nati on Reqg() or auser interaction function the time measurement will
start as soon as the call is answered by the B-party or the user interaction system.

CallLegSessionlD
Specifies the call leg session ID of the call leg.

Duration
Specifies the granted duration of the call/session in:

- time in milliseconds for the connection, or;

- Total datatransferredin ...

Tarrif Switch
Specifies an optional tariff switch indicating a change in tariff.
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Returns

Errors

treatment
Specifies how the network should react after the granted connection time expired.

' it :

DirectionNa
me

M ethod

Parameters

Returns

Errors

DirectionNa
me

M ethod

Parameters

Returns

Errors

Network to application

Res()

This asynchronous method reports a call supervision event to the application.

super vi seCal

calSessionlD
Specifies the call session ID of the call.

report
Specifies the situation, which triggered the sending of the call supervision response.

usedTime
Specifies the used time for the call supervision (in milliseconds).

Network to application

superviseCall Err()

This asynchronous method reports a call supervision error to the application.

calSessionlD
Specifies the call session ID of the call.

error
Specifies the error which led to the original request failing.
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98 Relation between interface classes and service
capability servers

<Editor's notes:

- the purpose of this chapter isto define the mapping between interface classes (and methods) in the OSA
Application Interface and the underlying protocol operations and parameters >

- section 9.1 is an example of how the mapping is defined. Other sections are needed, e.g. to define the mapping
between User Location Management and HLR etc.>

918.1 Relation between Call Control and CAMEL

- Do we also define mapping from application interface to SCSes (e.g. making subscription to registered user
resultsin creation of / addition to O-CH, T-CHl etc.?

Question: who sets correct O-CH, T-C3, etc. in HLR: application provider or operator?
(infirst case, these management operations need to be standardised)

9 Annex - Example of use of OSA (informative)

The following example shows how the OSA, described on a high level, could be used to execute an application. Note
that OSA enables the use of various Service Capability Servers by an application.

A user participatesin a three-party conference discussing where to dine tonight (voice call). The Web is browsed to
pick a suitable restaurant. The location of the restaurant in relation to the position of the user is displayed on the
user’s terminal (location/positioning application). The restaurant choice is agreed amongst the conference
participants and a voice call is set up to book a table at the restaurant.

In some more detail this example could look as follows:

1) Conference call set-up:

Ordered viaa WAP communication to the Call Conference Application.

CAMEL Call Conference Application on
UserA UserC WAP-GW SCS Application Server

!
Ll

P Request conference set-up

Set up call to User A, User B and User C

A

A

A

User B
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2) Web-browsing:

User A uses WAP to browse information on the Internet (or a specific Home Environment provided service) to find a
restaurant guide.

User A > WAP-GW = Internet.

After having found two restaurant choices which all conference participants agree to, it is decided to choose the one
that is closest to where User A islocated. User A then contacts the “Locator Application” which helps him to decide
which of the two restaurants that is closest to him, and how to get there.

3) Location/Positioning info:

User A = “Locator Application” > CAMEL SCS (positioning part).

The “Locator Application” determines which of the two restaurants that is the closest, translates the positioning
information into a description how to get there, either in text for WAP or aternatively included as an attachment in an
e-mail.

4) Table reservation:

Lastly, User A makes a table reservation by calling the restaurant. This can either be done viathe WTAI interface
between a WTA application or by requesting an application in the network to establish the call as described in 1.
above.

User A = Voicecall controlled viaWTAI > Restaurant”
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