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1
Introduction
In RAN1AdHoc1901 meeting, good progresses were made on RIM, the OAM function related agreements are showing below [1],
Agreement

· OAM configures gNB to turn ON or OFF RIM-RS monitoring

· OAM configures gNB with information required for periodic RIM-RS monitoring
Agreement

The OAM configures gNBs to report the all necessary information derived from the detected RIM-RS
In this contribution, we give the analysis on required OAM functions to support RIM operation. 
2
The required OAM functions
In last RAN1 meeting, it was agreed that OAM can configure gNB for periodic RIM-RS monitoring, so the gNB could detect the RIM-RS autonomously. In this case, the mechanism similar to DRX can be applied for RIM-RS monitoring. As showing in figure 1, RIM-RS monitoring cycle and monitor duration can be configured to gNB, gNB can monitor RIM RS within monitor duration in every monitor cycle. For example, gNB monitors RIM-RS 10 minutes every 2 hours. If the RIM-RS is not detected in the monitor duration, then the RIM-RS monitor operation is turned off in monitor cycle; otherwise, gNB will monitor the RIM-RS continuously until the remote interference is disappeared.   
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Figure 1: RIM-RS monitoring cycle
Proposal 1: To support periodic RIM-RS monitoring, RIM-RS monitor duration and monitor cycle need to be defined and configurable by OAM.

To enable the RIM framework operating properly, OAM need to configure RIM-RS transmission related parameters. Such as the gNB set configuration, OAM can configure the gNB set ID to the related gNBs, such the gNBs in the set will transmit the RIM-RS at the same time. Whether to define the victim gNB set or aggressor gNB set or both, this is depending on the applied framework. For framework-0 and framework-2.1, only victim gNB set is required; for framework-1, both victim and aggressor gNB set can be configured, corresponding to RS-1 and RS-2 transmission. Also the RIM-RS related resource to each gNB or gNB set need to be configured by OAM. The resources include the RIM-RS transmission periodicity, frequency domain location, SCS, the bandwidth of RIM-RS, etc. 

Proposal 2: OAM configures the gNB set ID and the associated RIM resource to gNB or gNB set.
After detecting the RIM-RS, gNB can report the related information to OAM, the information could include the RIM-RS index, the number of symbols RIM-RS propagated between gNBs. The gNB set ID and the functionality of the RIM-RS could be derived from RIM-RS index implicitly by OAM, so these information don’t need to report. As for the remote interference mitigation scheme, it is implementation related solution, thus it’s not necessary to be reported to OAM as well.  
Proposal 3: gNB reports the detected RIM-RS information to OAM, which include the gNB set ID, the number of symbols RIM-RS propagated between gNBs.
4
Conclusions

To support NR RIM, the required OAM functions are discussed in this contribution, the following proposal are made.
Proposal 1: To support periodic RIM-RS monitoring, RIM-RS monitor duration and monitor cycle need to be defined and configurable by OAM.

Proposal 2: OAM configures the gNB set ID and the associated RIM resource for gNB or gNB set.
Proposal 3: gNB reports the detected RIM-RS information to OAM, which include the gNB set ID, the number of symbols RIM-RS propagated between gNBs.
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