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1. Introduction

Study item on remote interference management for NR was approved in RAN#80 meeting. In RAN1#94 meeting, mechanism for remote interference management was discussed, and three RIM frameworks were agreed as starting point for further study, with framework 0 as basis for comparison. Framework 0 has already been deployed in commercial TD-LTE network. In RAN1#94bis meeting, the following agreements were made to further refine these frameworks.
Agreements (#1):

· Modify in framework 1 in step 3, 

· Note: it is clarified the victim continues RS-1 transmission if RS-2 is detected. 

· the victim may stop RS-1 transmission if RS-2 is not detected and the IoT going back to certain level. 

Agreements (#2):

· Further study the following:

· OAM enhancements: 

· For NR-RIM framework-1, 2.1 and 2.2, when atmospheric duct interference is detected by victim gNB, victim gNB reports the remote interference to OAM, OAM indicates the potential aggressor gNBs to start the RIM-RS monitoring.

· When RS-1 is detected at aggressor, aggressor gNB reports to OAM, OAM may configure mitigation schemes at Victim

· Note that this depends whether the OAM can support such indication in the whole network

· Timer-based schemes for terminating RS monitoring/transmission

· Asymmetric channel conditions between a pair of aggressor-victim gNBs 

Interference mitigation schemes at both aggressor and victim side were also discussed in RAN1#94bis meeting, and the following agreements were reached.
Agreements (#3):

· Time domain RIM mitigation include the following: 

· Time-domain Aggressor-side RIM mitigation solutions at least include: DL symbols backoff, i.e., muting DL symbol(s) that cause interference to the Victim. 

· Note that this sacrifices downlink throughput of the aggressor gNB

· FFS details

· Time-domain Victim-side RIM mitigation solutions at least include Victim gNB avoids scheduling on UL symbol(s) that are interfered

· Note that this sacrifices uplink throughput of the victim gNB

· FFS details

· Note: frequency domain migitation schemes are separate

Agreements (#4):

· Frequency domain RIM mitigation solutions for study at least include the following. Discuss further on whether they are network implementation solutions or have potential spec impact

· Partial muting in frequency domain at either aggressor gNB or victim gNB

· Utilizing different frequency band between aggressor gNBs and victim gNBs by scheduling or activating different BWPs or sub-bands with no overlapped bandwidth between them. 

· Note that if the victim UL and the aggressor DL use non-overlapped bandwidths all the time (as in a static manner), the spectral efficiency and UL/DL capacity will be reduced

Agreements (#5):

· Spatial domain RIM mitigation solutions for study at least include the following. Discuss further on whether they are network implementation solutions or have potential spec impact

· Receive beam nulling at victim gNB, to suppress the remote interference in spatial domain.

· Scheduling UE transmission that will be received in spatial directions that are less interfered at Victim gNB
· Controlling transmit beam (e.g., down-tilting) at aggressor gNB

· Use different beam directions on different DL positions (e.g. choose the beam direction which experiences minimal interference, then according to reciprocity, use this beam to perform transmission in DL resources adjacent to GP)

· Mounting antennas at lower height, electrical/mechanical down-tilt.

· Note that adjusting the down-tilting or height of the antenna at Aggressor or Victim gNB may reduce corresponding cell coverage.

Agreements (#6):

· Power control mechanism for RIM mitigation for study at least include the following.  Discuss further on whether they are network implementation solutions or have potential spec impact

· Increase UE transmission power at Victim gNB

· Reduce the DL transmission power of Aggressor gNB 
Agreements (#7):
· Further study PRACH enhancement for RIM mitigation 

· FFS network enhancement and/or UE enhancements

· Network enhancements include multiple PRACH configurations or PRACH reconfiguration by gNB

· UE PRACH enhancement include UE adopts autonomous RACH enhancement based on multiple PRACH configurations 

In this contribution we provide our views on remote interference mitigation mechanisms. 
2. Discussion on RIM frameworks 

Framework 2-1/2-2

Framework 2-1 is different from framework 1 that backhaul is used to inform victim whether the remote interference still exist or not instead using of reference signal. It is more reliable to transmit over backhaul than over air interface. To address a victim over the backhaul, the aggressor shall be able to identify the gNB/set ID by detecting the RS sent by the victim. The gNB/set ID can be carried by the RS sequence or the time/frequency position of the RS.

In framework 2-2, the victim sends additional information to assist RIM coordination. What kind of additional information is beneficial is not clear by now and shall be clarified first. The benefit of 2-2 over 2-1 shall be shown to justify this additional backhaul transmission. The replied LS from RAN3 states that the benefit of framework 2.2 was also questioned in RAN3 group [2]. Considering the limited time of the study, we propose to preclude framework 2-2 from Rel-16.
Both framework 2-1 and framework 2-2 needs backhaul communication. Tropospheric ducting typically occurs between certain geographical areas. That is, if a victim gNB experiences interference from an aggressor gNB in certain area, it is very likely that the victim gNB also experiences interference from other gNBs in that area. Similarly, if an aggressor gNB causes interference to a victim gNB, it tends to also interfere other gNBs in the same area as that victim gNB. It is usually the case that hundreds of aggressor gNBs are interfering hundreds of victim gNBs. The distance between them could be as large as 300km as clarified in previous meetings. Information exchange on such a large scale costs tremendous backhaul resources and even the core network needs to be involved. Assume that there are 500 victim gNBs and 500 aggressor gNBs. If one backhaul link is established between one victim and one aggressor, 250,000 backhaul links are to be established.
On the other hand, the concern on reliability of RS-2 in framework 1 can be addressed by proper design of the reference signal, e.g., ensuring high processing gain of the RS sequence. The benefit of introducing backhaul communication shall be able to justify the cost. 
Proposal 1: 

· At least support framework 1 as the framework for remote interference management in Rel-16.
· Framework 2-2 is not supported in Rel-16. 
OAM involvement
In framework 1 and 2-x, the aggressor starts monitoring the RS-1 as it is configured by OAM to do so or it also  experiences “sloping” IoT increase. In asymmetric scenario, the aggressor may not experience IoT increase as the victim. Whether the aggressor could perform interference mitigation in time depends on whether the OAM could configure the aggressor to monitor RS-1 in time. Requiring the potential aggressor to monitor RS-1 all the time is not an efficient way. One possible enhancement is to let the victim gNB report remote interference event to OAM. OAM based on historical data infers which gNB(s) are likely to be the source of the interference to the victim gNB and configures the potential aggressors to start the monitoring RS-1. 
The aggressor can also report information related to the detected RS to OAM. If the information is able to identify the gNB/set ID of the victim, OAM could configure interference mitigation schemes for both victim and aggressor. OAM could also establish a database for potential victim-aggressor relationship. The database is used by OAM to infer potential aggressor once tropospheric ducting event is reported by some victim gNB.
Proposal 2:
· Information reporting to OAM from both aggressor and victim gNB shall be supported in framework 1 and 2-x.
3. Mechanism to mitigate remote interference
Time domain solution
In time domain, aggressor can mute some DL symbols close to the DL boundary to protect uplink transmission of victim, sacrificing downlink throughput of the aggressor. NR gNB can schedule any (>=2) number of OFDM symbols in almost any position of a slot for PDSCH transmission. As long as the aggressor knows how many symbols shall be muted, it can simply avoid scheduling on those symbols. RS-1 in RIM framework 1 and RS in other frameworks are agreed to be transmitted at fixed position known to the aggressor. As a result, by the receiving timing of RS-1, the aggressor would be able to estimate how many DL symbols shall be muted.
In time domain, victim can also avoid scheduling uplink transmission on those impacted UL symbols. Available resources for uplink transmission is then reduced. In system with downlink-heavy slot configuration, the remaining uplink resource may not be enough to support uplink transmission. 
Proposal 3:

· Time domain solution is supported by network implementation.

Frequency domain solution

Transmission/reception of aggressor and victim can also be separated in frequency domain. Note that the separation does not have to be all the time. Only those DL OFDM symbols that cause interference to victim are considered in frequency domain separation as shown in Figure 1. The number of OFDM symbols can be determined in a similar way as time domain solution. The frequency band occupied by the aggressor can be configured by OAM as part of interference mitigation policy. After the aggressor takes the action and transmits only on part of the frequency band, the victim would observe IoT decrease on some frequency band. Based on the observation, the victim can allocate UL transmission including PUCCH/PUSCH/PRACH on the protected frequency band. It can be seen that, frequency domain solution can be implement by network without specification impact except the RS transmission and reception.
Proposal 4:

· Frequency domain solution is supported by network implementation.
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Figure 1: Frequency domain interference mitigation solution
Spatial domain solution

The remote interference signal is most likely coming from the direction of horizon or above. If the victim adjusts the antenna down tilt (or receive beamforming) so that the main lobe of the beam points lower angle toward the ground, the received interference signal could be reduced to certain extent. The cost is that the received uplink signal of the serving cell may also be attenuated. An optimal receive beam (or down tilt) can be searched to maximize the uplink SINR. 
Similarly, at the aggressor side, the transmit beam can be selected to minimize interference toward the direction of victim (expected to be the horizontal direction). DL transmission adjacent to GP can use this selected beam to reduce interference toward victim gNB.
Proposal 5:

· Spatial domain solution is supported by network implementation.

4. Conclusion
In this paper, we present our views on remote interference mitigation schemes. The proposals and observations are summarized as following:
Proposal 1: 

· At least support framework 1 as the framework for remote interference management in Rel-16.
· Framework 2-2 is not supported in Rel-16. 
Proposal 2:

· Information reporting to OAM from both aggressor and victim gNB shall be supported in framework 1 and 2-x.
Proposal 3:

· Time domain solution is supported by network implementation.

Proposal 4:

· Frequency domain solution is supported by network implementation.

Proposal 5:

· Spatial domain solution is supported by network implementation.
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