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1 Introduction

In RAN1#94bis meeting, extensive online/offline discussions were occurred regarding frameworks for remote interference management and the following agreements were captured [1]:
Agreements:

· Modify in framework 1 in step 3, 

· Note: it is clarified the victim continues RS-1 transmission if RS-2 is detected. 

· the victim may stop RS-1 transmission if RS-2 is not detected and the IoT going back to certain level. 

Agreements:

· Further study the following:

· OAM enhancements: 

· For NR-RIM framework- 1, 2.1 and 2.2, when atmospheric duct interference is detected by victim gNB, victim gNB reports the remote interference to OAM, OAM indicates the potential aggressor gNBs to start the RIM-RS monitoring.

· When RS-1 is detected at aggressor, aggressor gNB reports to OAM, OAM may configure mitigation schemes at Victim
· Note that this depends whether the OAM can support such indication in the whole network

· Timer-based schemes for terminating RS monitoring/transmission

· Asymmetric channel conditions between a pair of aggressor-victim gNBs 

Furthermore, the following agreements regarding mitigation techniques for improving network robustness were captured:

Agreements:

· Time domain RIM mitigation include the following: 

· Time-domain Aggressor-side RIM mitigation solutions at least include: DL symbols backoff, i.e., muting DL symbol(s) that cause interference to the Victim. 

· Note that this sacrifices downlink throughput of the aggressor gNB

· FFS details

· Time-domain Victim-side RIM mitigation solutions at least include Victim gNB avoids scheduling on UL symbol(s) that are interfered

· Note that this sacrifices uplink throughput of the victim gNB

· FFS details

· Note: frequency domain mitigation schemes are separate

Agreements:

· Frequency domain RIM mitigation solutions for study at least include the following. Discuss further on whether they are network implementation solutions or have potential spec impact

· Partial muting in frequency domain at either aggressor gNB or victim gNB

· Utilizing different frequency band between aggressor gNBs and victim gNBs by scheduling or activating different BWPs or sub-bands with no overlapped bandwidth between them. 

· Note that if the victim UL and the aggressor DL use non-overlapped bandwidths all the time (as in a static manner), the spectral efficiency and UL/DL capacity will be reduced

Agreements:

· Spatial domain RIM mitigation solutions for study at least include the following. Discuss further on whether they are network implementation solutions or have potential spec impact

· Receive beam nulling at victim gNB, to suppress the remote interference in spatial domain.

· Scheduling UE transmission that will be received in spatial directions that are less interfered at Victim gNB
· Controlling transmit beam (e.g., down-tilting) at aggressor gNB

· Use different beam directions on different DL positions (e.g. choose the beam direction which experiences minimal interference, then according to reciprocity, use this beam to perform transmission in DL resources adjacent to GP)

· Mounting antennas at lower height, electrical/mechanical down-tilt.

· Note that adjusting the down-tilting or height of the antenna at Aggressor or Victim gNB may reduce corresponding cell coverage.

Agreements:

· Power control mechanism for RIM mitigation for study at least include the following.  Discuss further on whether they are network implementation solutions or have potential spec impact

· Increase UE transmission power at Victim gNB

· Reduce the DL transmission power of Aggressor gNB 
Agreements:

· Further study PRACH enhancement for RIM mitigation 

· FFS network enhancement and/or UE enhancements

· Network enhancements include multiple PRACH configurations or PRACH reconfiguration by gNB

· UE PRACH enhancement include UE adopts autonomous RACH enhancement based on multiple PRACH configurations 

In this contribution, we discuss on mechanisms for improving network robustness at both victim and aggressor side to support NR RIM under the NR-RIM frameworks.
2 Two types of Potential Techniques for NR RIM 
In this section, we can classify the RIM techniques into two types according to the victim/aggressor gNBs under above NR RIM frameworks. 
2.1 From aggressor gNB perspective 
In this subsection, the potential techniques can be introduced from aggressor gNB perspective. As mentioned above, the remote CLI was related to the overlapped symbols between propagated DL signal and UL signal.  To solve remote CLI, DL symbol backoff, Tx down-tilting, and power control can be considered. 
· DL symbol backoff in time domain
Downlink symbol backoff technique can be considered as simple solution for mitigating and managing remote CLI. By muting interfering symbol in DL slot of aggressor gNB, the UL signal at victim gNB can avoid interference situation as shown in figure 2. 
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Figure 2. Simple example of DL symbol backoff techniques to remove remote CLI 
from aggressor perspective.
However, this technique may reduce DL throughput at aggressor gNB. So, utilizing this technique should be carefully considered. Enabling this technique, there could be some specification impacts such as how to determine the number of backoff symbols and how to configure this backoff information to the UEs.

· DL frequency allocation
  In frequency domain, utilizing different frequency band between aggressor gNBs and victim gNBs is also simple technique to remove remote CLI. However, this technique can be effective when the DL data traffic of aggressor gNB is low because some portion of frequency band can be utilized. If victim gNB can give information of BWP to aggressor gNB via backhaul/OTA signaling, DL bandwidth can be coordinated and allocated by considering remote CLI to victim gNB. 
· Tx Down-tilting in spatial domain
Controlling transmit beam at aggressor gNB can be considered as one possible solution for RIM. For remote CLI situation, it could be effective solution because the interference may be fixed due to the pre-determined and coordinated location of gNBs. Usually, beam-coordination between aggressor gNB and victim gNB is very effective technique for managing interference. However, it could be very challenging for estimating or utilizing beam-specific information (such as Tx/ Rx beamforming information) between gNB which has long distance each other. In this context, very simple way of beam control (e.g., down-tilting) can be effective in remote CLI scenario as illustrated in Figure 3.
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Figure 3. Simple example of DL down-tilting technique to reduce remote CLI 
from aggressor gNB perspective.
As shown in Figure 3, aggressor gNB can modify DL beamforming to reduce remote CLI by down-tilting Tx beam. Due to the down-tilted tx beam at gNB, however, the cell coverage should reduce and then performance of cell edge user may degraded. So, it is also important to considering both remote CLI reduction and performance impact of DL users. Similarly, power reduction at interfering DL symbols can be also considered. For example, similar to eICIC techniques, during interfering DL symbols, gNBs may schedule only cell center UEs with lower power. 

As it will be somewhat hard to reduce power on measurement RS such as SSB and CSI-RS, if a gNB may be a potential aggressor, it is not desirable to configure semi-static measurement RS transmission in interfering DL portions. Alternatively, semi-static RS configurations may be cancelled by adopting dynamic SFI. As mentioned above, if dynamic SFI is considered, CLI issue may become more complicated. In that sense, it is suggested that the network avoids configurations of measurement RS in potential interfering DL resources. 
2.2 From victim gNB perspective
In this subsection, the potential techniques can be introduced from victim gNB perspective. To solve remote CLI, UL symbol backoff and UL power control can be considered. 

· UL symbol backoff in time domain

 Uplink symbol backoff technique at victim gNB can be considered as straightforward solution for avoiding remote CLI. By muting potentially interfered symbol in UL slot of victim gNB, the UL signal at victim gNB can avoid interference situation as shown in figure 3.  
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Figure 4. Simple example of UL symbol backoff techniques to avoid remote CLI 
from victim gNB perspective
If aggregated remote CLI is composed of different length of DL symbols from various aggressor gNB, the length of UL symbol backoff may be varied for reducing throughput loss of UL. In this context, identifying aggregated gNB at victim side can help to optimize remote CLI reduction and performance impact of UL users.
· UL Power control

 Uplink power control also can be considered for robust remote CLI. As mentioned above, the remote CLI was related to the overlapped symbols between propagated DL signal and UL signal. This means that power control is needed on only interfered some symbol. To minimize consumed power at UE side, therefore, symbol-level uplink power control should be carefully considered. To support this symbol level power level indication can be considered. 
Each technique may work more effectively in different scenario. For example, if there is not many UL slots where victim side’s mitigation may impact overall system performance considerably, it is desirable to perform aggressor side’s mitigation technique. On the other hand, if victim does not have many UEs or loads, it is not desirable to force downlink performance degradation at aggressor side. One potential approach is to trigger interference indication only if victim does not want to perform victim side mitigation technique. However, this can be inefficient as victim may not be able to determine which one is better in current situations without knowing aggressors and conditions at aggressors. Another approach is that victim can identify aggressors based on RS from aggressor and determine mitigation technique considering conditions (e.g., load, the number of victim/aggressor gNBs, etc), and then recommend suggested mitigation technique via backhaul signaling for coordinating between aggressor and victim gNBs in Framework 2.2. This can be more efficient way compared to a single mitigation technique used in all the cases in Framework 1 and Framework 2.1 and above can explain the benefit from coordination between aggressor and victim gNB [2].
Proposal 1: Multiple mitigation techniques are supported in RIM scenario. Mechanisms to identify which technique is proper are supported. For example, victim can recommend mitigation technique based on aggressor’s information such as load and the number of gNBs.  

3 Enablers to support RIM 

  Using above possible techniques, the remote CLI can be effectively and efficiently reduced. To support those scheme, enablers should be studied. This section is related to consideration of the backhaul/OTA signaling to exchange information for remote CLI measurement and coordination. In order to support remote CLI management, information exchange among remote gNB via OTA/backhaul signaling can necessary.
3.1 OTA signaling design
Aggressor gNB and victim gNB can transmit and receive RS signal. For example, victim gNB can transmit RS signal to aggressor gNB for identifying the remote CLI situation (including victim gNB cell ID and/or group ID and/or cluster ID and/or site ID) at victim gNB and triggering RIM at aggressor gNB. Aggressor gNB can transmit RS signal to victim gNB for estimating received power of remote CLI and/or identify aggressor victim gNB cell ID and/or group ID and/or cluster ID and/or site ID. 

The details regarding the reference signal design was discussed in our companion contribution [3]. For deciding the necessary of dedicated RS, it may be necessary for clarify the limitation of existing RS in terms of detection performance and confusing issues by the simulation and the details of results were provided in our companion contribution [4]. 
Proposal 2: Existing reference signals can be starting points. It should be further studied the necessary of dedicated reference signal.

3.2 Backhaul signaling design
 In order to support RIM, information exchange between aggressor gNB and victim gNB via backhaul signaling can necessary. At least the following information can be useful to coordinate aggressor/victim gNB for RIM and can be one possible response for the question from RAN3 [2] as below:
· Reference signal configuration (e.g., time and frequency location, time offset, frequency offset, sequence information, number of RS repetitions, etc.)
· Cell/group/cluster/site ID of aggressor/victim gNB

· Mapping information between group/cluster/site/set ID and gNB ID
· Level of remote CLI 
· Potential RIM technique candidate 

· Power control related (e.g., power backoff level, power boosting level, number of symbols)
· DL/UL symbol backoff related (e.g., DL/UL backoff indication, number of backoff symbols)

· Beam-specific information (e.g., high interference Tx beam of aggressor gNB, high interference Rx beam of victim gNB, degree of down-tilting of aggressor gNB)
Proposal 3: For backhaul signaling, at least the followings are considered
· Reference signal configuration

· Cell/group/cluster/site ID of aggressor/victim gNB
· Mapping information between group/cluster/site/set ID and gNB ID

· Level of remote CLI 
· Potential RIM techniques 

4 Conclusion 

In this contribution, we discussed on possible issues to support RIM and obtained following proposals.
Proposal 1: Multiple mitigation techniques are supported in RIM scenario. Mechanisms to identify which technique is proper are supported. For example, victim can recommend mitigation technique based on aggressor’s information such as load and the number of gNBs.  

Proposal 2: Existing reference signals can be starting points. It should be further studied the necessary of dedicated reference signal.

Proposal 3: For backhaul signaling, at least the followings are considered

· Reference signal configuration

· Cell/group/cluster/site ID of aggressor/victim gNB
· Mapping information between group/cluster/site/set ID and gNB ID

· Level of remote CLI 

· Potential RIM techniques 
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