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 Introduction
[bookmark: OLE_LINK2][bookmark: OLE_LINK15][bookmark: OLE_LINK1][bookmark: OLE_LINK16]The SID on NR RIM (Remote Interference Management) [1] was approved in RAN#80 plenary meeting and it aims to study possible mechanisms for mitigating the impact of remote base station interference in unpaired spectrum, and it will focus on synchronized macro cells with semi-static DL/UL configuration in co-channel. In RAN1 #94bis meeting, some further agreements on RIM mitigation solutions and frameworks were reached. The details are as follows [2]:
Agreements:
· Time domain RIM mitigation include the following: 
· Time-domain Aggressor-side RIM mitigation solutions at least include: DL symbols backoff, i.e., muting DL symbol(s) that cause interference to the Victim. 
· Note that this sacrifices downlink throughput of the aggressor gNB
· FFS details
· Time-domain Victim-side RIM mitigation solutions at least include Victim gNB avoids scheduling on UL symbol(s) that are interfered
· Note that this sacrifices uplink throughput of the victim gNB
· FFS details
· Note: frequency domain mitigation schemes are separate
Agreements:
· Frequency domain RIM mitigation solutions for study at least include the following. Discuss further on whether they are network implementation solutions or have potential spec impact
· Partial muting in frequency domain at either aggressor gNB or victim gNB
· Utilizing different frequency band between aggressor gNBs and victim gNBs by scheduling or activating different BWPs or sub-bands with no overlapped bandwidth between them. 
· Note that if the victim UL and the aggressor DL use non-overlapped bandwidths all the time (as in a static manner), the spectral efficiency and UL/DL capacity will be reduced
Agreements:
· Spatial domain RIM mitigation solutions for study at least include the following. Discuss further on whether they are network implementation solutions or have potential spec impact
· Receive beam nulling at victim gNB, to suppress the remote interference in spatial domain.
· Scheduling UE transmission that will be received in spatial directions that are less interfered at Victim gNB
· Controlling transmit beam (e.g., down-tilting) at aggressor gNB
· Use different beam directions on different DL positions (e.g. choose the beam direction which experiences minimal interference, then according to reciprocity, use this beam to perform transmission in DL resources adjacent to GP)
· Mounting antennas at lower height, electrical/mechanical down-tilt.
· Note that adjusting the down-tilting or height of the antenna at Aggressor or Victim gNB may reduce corresponding cell coverage.
Agreements:
· Power control mechanism for RIM mitigation for study at least include the following.  Discuss further on whether they are network implementation solutions or have potential spec impact
· Increase UE transmission power at Victim gNB
· Reduce the DL transmission power of Aggressor gNB 
Agreements:
· Further study PRACH enhancement for RIM mitigation 
· FFS network enhancement and/or UE enhancements
· Network enhancements include multiple PRACH configurations or PRACH reconfiguration by gNB
· UE PRACH enhancement include UE adopts autonomous RACH enhancement based on multiple PRACH configurations 
Agreements:
· Modify in framework 1 in step 3, 
· Note: it is clarified the victim continues RS-1 transmission if RS-2 is detected. 
· the victim may stop RS-1 transmission if RS-2 is not detected and the IoT going back to certain level. 
Agreements:
· Further study the following:
· OAM enhancements: 
· For NR-RIM framework- 1, 2.1 and 2.2, when atmospheric duct interference is detected by victim gNB, victim gNB reports the remote interference to OAM, OAM indicates the potential aggressor gNBs to start the RIM-RS monitoring.
· When RS-1 is detected at aggressor, aggressor gNB reports to OAM, OAM may configure mitigation schemes at Victim
· Note that this depends whether the OAM can support such indication in the whole network
· Timer-based schemes for terminating RS monitoring/transmission
· Asymmetric channel conditions between a pair of aggressor-victim gNBs 
In this contribution, we discuss several NR-RIM frameworks and mechanisms for improving network robustness.
 Discussion on the Frameworks
RIM framework is an essential part to study start/termination mechanisms for RS transmission and RIM operation in Scenarios #1 and #2 [3]. Several RIM frameworks have been identified in the RAN1#94 meeting as the starting point for the study of RIM [3]. Due to time limitation and standardization complexity, we believe further study of their pros and cons while only focus on some simple framework(s) is reasonable for future specification work in Rel-16. In the following sections, we give our views on each RIM framework.
 Framework-0
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Figure 1. Workflow of Framework-0
The common points of Framework-0/1/2.1/2.2 are that the victim gNB at first should confirm it is interfered with RI (remote interference) in Step 0 as shown in Figure 1, and then transmit a reference signal to the aggressors in Step 1. Specifically, if IoT level in the victim side exceeds the threshold and demonstrates some remote interference characteristics e.g. “sloping” like IoT increase, the victim can infer that it is interfered with RI and will trigger the events, i.e. start RS transmission. The measurement pattern of IoT to identify RI can be considered or left to implementation.
Most of the next RIM steps after Step 1 in Framework-0 are the operation of the gNBs and OAM, including the aggressor reports the detected RS to OAM, OAM sends RI mitigation scheme to the aggressor, the aggressor applies the scheme and OAM stops RS transmission/detection and restores original configuration. These processes can be realized by implementation, thus the standardization complexity of Framework-0 is the lowest.
 Framework-1
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Figure 2. Workflow of Framework-1
In Scenario #1 with symmetric IoT increase, the aggressor is also a victim. Same as the victim side, it can trigger the same events through IoT measurement and analysis, i.e. RS-1 transmission and RS-2 monitoring. Besides, the victim and the aggressor also need to trigger RS-1 monitoring to detect RS-1 transmission from each other. The events triggered by the victim (also as an aggressor) and the aggressor (also as a victim) should be aligned if they adopt the same triggering strategy. The events regardless of who trigger should include in Step 1: RS-1 transmission, RS-2 monitoring and RS-1 monitoring. 
In Scenario #2 with asymmetric IoT increase, the IoT level where the aggressor suffers may be lower than the threshold while the total IoT level at the victim side exceeds the threshold. In this case, RS-1 monitoring in Step 1 cannot be triggered by IoT and can only be triggered through OAM configuration. Periodic monitoring or event triggered can be considered. Some of the field test results and conclusions can be used as the input to assist the OAM configuration.
Observation 1:  The following are observed for Scenario #1 and Scenario #2:
· At least for Scenario #1 with symmetric IoT increase, the events triggered at the victim and the aggressor could be aligned if they adopt the same triggering strategy e.g. through IoT level and characteristics. 
· In Scenario #2, RS monitoring in Step 1 cannot be triggered dynamically by IoT measurement and can be triggered through OAM configuration.
RS-1 is used to assist the aggressors to recognize that they are causing remote interference to the victim and to deduce how many UL resources of the victim are impacted by the aggressors. If the aggressors knows the ID information of the victim gNB or the gNB set that the victim is located in, it can perform RIM mitigation scheme more pertinent, e.g. adjust antenna down-tilting. Furthermore, considering the forward-compatibility of the framework, RS-1 in framework-1 should also carry the gNB ID or the set ID information. The RS-1 transmission pattern should be configurable to satisfy different requirements, e.g. overhead, latency and less collisions. The RS-1 detection pattern should also be carefully designed to meet detection performance, reduce detection complexity and avoid impacts on existing UL signal reception.
Observation 2: Considering the forward-compatibility and various possible RI mitigation schemes, RS-1 in framework-1 carrying the gNB ID or the set ID information is necessary.
In the whole procedure for remote interference management, RS-1 is the key/essential part. Considering that it is difficult to reuse the existing reference signal to meet the detection requirements, it is necessary to introduce a dedicated reference signal for RIM. More details on RIM-RS design can be referred to our companion contribution [4]. 
If RS-1 is detected, the aggressor will recognize that it is causing RI to the victim and deduce how many UL resources of the victim are impacted. Then the aggressor should perform the corresponding remote interference mitigation schemes (Step 2), e.g. DL back-off, which will be further discussed in section 3. Moreover, the aggressor will send RS-2 (Step 2), which is used to assist the victim to decide if the atmospheric duct phenomenon still exists. 
If the victim receives RS-2 sent in Step 2, it determines that the atmospheric duct phenomenon still exists. In this case, the victim should continue to send RS-1. Correspondingly, if the aggressor receives RS-1 sent by the victim, it continues to perform RI mitigation scheme, transmit RS-2 and monitor RS-1. If the atmospheric duct phenomenon persists, the victim and the aggressor always perform the loop between them.
The victim may fail to detect RS-2, perhaps because the aggressor does not send RS-2 due to it cannot detect RS-1, or because RS-2 has arrived at the victim side with little energy due to the atmospheric duct phenomenon has weakened or disappeared even though the aggressor has sent RS-2. If RS-2 cannot be detected in a certain period and IoT going back to certain level, the victim will determine the atmospheric duct phenomenon has disappeared, then it can stop RS-1 transmission and RS-2 monitoring (Step 3).
If RS-1 cannot be detected for a certain period with the similar reason as Step 3, the aggressor will determine that the atmospheric duct phenomenon has disappeared, then it can stop RS-2 transmission and RS-1 monitoring, and restore original configuration before RIM operation (Step 4).
The above termination mechanism depends mainly on the transmission and detection of the RS-1 and RS-2. Another simple and feasible solution is that: once the aggressor receives the RS-1 and then performs the RI mitigation scheme, it can start a timer. If the timer does not expire, the aggressor will always execute the mitigation scheme. Otherwise, the aggressor can terminate the RI mitigation scheme and restore original configuration. At the victim side, if the IoT increase demonstrates the characteristic “sloping” in time domain, the victim will continue to transmit the RS-1. Otherwise, the victim can stop RS-1 transmission.
From the analysis on RS-1 in Step 1 and RS-2 in Step 2, we can see the functionalities of RS-1 and RS-2 can be different, thus they may have different designs. In order to reduce the complexity of NR-RIM standardization, the necessity of RS-2 transmission should be further assessed. For example, a timer instead of RS-2 transmission can be used to achieve the termination of the RI mitigation scheme and RS-1 transmission.
Based on the above, seems RS-2 transmission is not essential in framework-1. RAN1 should study if a single RS can solve both functionalities, or at least should strive for a common RS design for two RSs as much as possible. Otherwise, alternatives such as timer based scheme should be considered for Framework-1.
Proposal 1: RAN1 should assess the necessity of RS-2 transmission in Framework-1 from the perspective of the complexity of RS design and standardization: 
· If yes, RAN1 should strive for a common design for RS-1 and RS-2.
Proposal 2: Timer-based scheme should be considered as an alternative to RS-2 for gNB to terminate RS transmission/monitoring and RI mitigation scheme operation.
 Framework-2.1
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Figure 3. Workflow of Framework-2.1
The main difference from Framework-1 is that, the aggressor in Framework-2.1 informs the victim the status of atmospheric ducting phenomenon through backhaul signaling, instead of by RS-2 transmission/monitoring (or timer-based as we suggest in section 2.1). Framework-1 has lower standardization complexity and is much easier to be realized in commercial networks. In view of these reasons, we slightly prefer Framework-1 if it can work well. 
The RS in Framework-2.1 needs to convey victim gNB ID or the set ID information for victim identification and inter-gNB communications through backhaul. If the aggressor needs to identify the unique ID of a victim gNB through RS detection in the coverage with a radius of 300km, the sequence and timing of the RS sent by the victim gNB need to carry at least 20 bits gNB ID information. Or, if the RS directly carry CGI, cellIdentity or gNB ID in cellIdentity, it needs to convey ID information with more bits to the aggressor. Carrying the complete gNB ID via the RIM-RS poses challenges to the sequence design, transmission timing and detection performance of the RIM-RS. One possible approach is that operators can assign set ID to one or more gNBs that are frequently interfered with or interfered with by other gNBs based on some historical data. Since the number of sets is far less than the number of gNBs, the RS transmitted by the victim gNB can contain set ID only. However, set division, set numbering and set information exchange should be further studied. More details on RIM-RS design can be referred to contributions [4].
Proposal 3: The RIM-RS irrespective of framework chosen should convey victim gNB ID or the set ID information for victim identification and/or inter-gNB communications.
 Framework-2.2
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Figure 4. Workflow of Framework-2.2
Both Framework-2.1 and Frame work-2.2 require the aggressor informs the victim about the reception or disappearance of the RS through backhaul. The difference between Framework-2.1 and Frame work-2.2 is that the former is a one-way backhaul signaling transfer from the aggressor to the victim, but the latter is a bi-directional backhaul signaling communication. 
“Step 3: send info to assist RIM coordination” may depend on the final design of RIM-RS and what kind of RI mitigation schemes the network takes. For example, if the aggressor can deduce how many UL resources of the victim are impacted based on the RS detection, there is no need for the victim to send the information related to DL backoff or interfered symbols to assist RIM operation. Since the final design of RIM-RS is not yet finished, and the RI mitigation schemes the gNBs adopt are also unclear, it is difficult to determine which coordination information the victim must send to the aggressor at this stage. Therefore, we share the same concerns from RAN3 about unclear benefits and unclear content of RIM coordination assistance information in step3 of Framework 2.2 [7]. 
Observation 3: Compared to framework-2.1 and framework-2.2, framework-0 and framewor-1 have lower standardization complexity and are easier to be realized.
Proposal 4: Among several possible frameworks identified in RAN1#94, we have the following proposal:
· The design of RS and/or backhaul signaling should be designed to support one or more preferred frameworks (e.g. Framework-0/1/2.1), which framework applied in commercial network can be left to operators/vendors.
 Potential mechanisms for improving network robustness
 Time-domain based solutions
 Solutions by network implementation
The victim gNB can reduce the number of uplink symbols as shown in Figure 5(a), or the aggressor gNB can reduce the number of downlink symbols as shown in Figure 5(b), or the gNBs at both sides make UL&DL backoff as shown in Figure 5(c).
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(a) Only at the victim side		      (b) Only at the aggressor side                 	(c) Mitigation at both sides
Figure 5. The time domain method for RI mitigation
The first approach for reducing the number of interfered UL symbols or interferering DL symbols is to re-configure slot format. NR slot format is more flexible and can be re-configured through high layer parameter tdd-UL-DL-ConfigurationCommon (and tdd-UL-DL-ConfigurationCommon2), tdd-UL-DL-ConfigDedicated, or via group-common PDCCH, etc. The victim gNB can reduce the number of UL symbols by higher layer parameter nrofDownlinkSymbols or nrofDownlinkSlots. The flexible symbols before the interfered UL symbols cannot be reconfigured to UL symbols unless RIM mitigation is terminated. Similarly, the aggressor gNB can reduce the number of DL symbols by higher layer parameter nrofUplinkSymbols or nrofUplinkSlots. The flexible symbols after interfering DL symbols cannot be reconfigured to DL symbols.
Alternatively, the victim gNB can avoid scheduling on UL symbols that are interfered for UL transmission. The victim gNB can also schedule large transmission blocks as CBGs, in which the first one or more CBGs may be not correctly decoded due to remote interference while the following CBGs can be correct. Small transmission blocks can be considered to transmit in the symbols with low interference. The aggressor gNB can perform DL symbols backoff i.e. muting interfering DL symbols, or avoid scheduling on interfering DL symbols for DL transmission. The above scheduling-based method is transparent to UE.
Both the methods of slot format reconfiguration and scheduling-based for RI mitigation can be achieved through existing NR specifications or network implementation, but determining the number of downlink symbols on which the aggressor performs DL symbols backoff or non-scheduling may have specification impact.
Note that uplink/downlink throughput of the victim/aggressor gNB will be affected if RIM mitigation solutions are executed in victim/aggressor gNB side. Relatively speaking, the impact on the uplink may be more serious. Take SCS of 15 kHz as an example, the UL part in a 5ms DL-UL switching periodicity is usually only a bit longer than one slot of 1ms in the typical TDD macro deployment scenario. The remote interference from the remote aggressor gNB furthest as 300km away can interfere with most UL symbols (14 - the number of flexible symbols after 1st reference point). Time domain method at the victim-only side has great impact on UL performance and DL HARQ_ACK time delay. Therefore, if the time domain method is adopted, RIM should not rely entirely on the victim itself, but rather on the aggressor or both sides.
 Solutions with specification impact
There are several ways to determine the number of downlink resources on which the aggressor needs to perform DL symbols backoff or non-scheduling, some of which have no specification impact, but some others have.
In the first way, the number of downlink resources is set according to the maximum distance of 300km (1 ms time delay) between the victim gNB and the aggressor gNB, regardless of the actual distance. That means the aggressor gNBs will configure large enough GP to reduce remote interference to the victim. As long as the aggressor gNBs detect RIM-RS, all of them execute time-domain based solutions on the same number of downlink resources if they have the same slot format. This way has no further impact on the standard (except RIM RS), but it greatly sacrifices the downlink throughput.
In order to perform time domain method more accurately and adaptively at the aggressor side, the second way is that: the aggressor gNB detects/deduces how many UL resources of the victim are impacted by the aggressor. RAN1 in the RAN1#94bis meeting had agreed that: 
· The gNB is not expected to receive RS before the DL transmission boundary, and not expected to transmit RS after the UL reception boundary.
· Transmission position of RIM RS-1 in framework 1 and RS in framework 2 is fixed in the last X symbols before the DL transmission boundary, i.e., the ending boundary of the transmitted RIM-RS aligns with the 1st reference point
Assuming that there are two gNBs (e.g. gNB1 and gNB2 in Figure 6), and both gNBs comply with above rules. However, due to the number of flexible symbols before the 1st reference point and after the 2nd reference point may be different for two long-distance gNBs, the following problems may arise when the gNB detects the RIM-RS and then deduces how many UL interfered resources. These problems need to be considered when applying time domain method at the aggressor side and designing the RIM-RS.
· gNB1 does not interfere with gNB2, but gNB2 is interfered by others gNBs. gNB1 receives the RIM-RS from gNB2 on its UL symbols. 
· gNB1 interferes with gNB2 on N number of UL symbols, but gNB1 receives the RIM-RS from gNB2 on the N+M (M>0) UL symbols. 
· gNB2 interferes with gNB1 on N number of UL symbols, but gNB2 cannot receive any RIM-RS on its UL symbols.  
· gNB2 interferes with gNB1 on N number of UL symbols, but gNB2 receives the RIM-RS from gNB1 on the N-M (0<M<N) UL symbols. 
To avoid the above problems and more accurately calculate the number of UL interfered resources, the aggressor gNB needs to know the slot format configuration of the victim gNB, e.g. the number of flexible symbols between the 2nd reference point and the fist UL symbol. 
Considering that NR may adopt higher subcarrier spacing than 15 kHz (e.g. 30 kHz), the maximum distance of 300km between two gNBs corresponds to more symbols with the same transmission delay. RIM-RS transmitted by the victim gNB may appear in the DL slot in the next DL-UL switching period at the aggressor gNB side, and it cannot be detected by the aggressor gNB in flexible or UL symbols after the 1st reference point in this DL-UL switching period. Therefore, RAN1 should further study on transmission position of RIM-RS, e.g. how to configure these last X symbols before the 1st reference point.
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Figure 6. Illustration of DL and UL transmission boundaries within a DL-UL transmission periodicity
The third way is that the aggressor gNB performs DL backoff with a small fixed or configurable granularity, e.g. one or more symbols. In this method, the aggressor gNB does not need to calculate the number of interfered UL resources according to the detected RIM RS, which is similar to the first way. While the victim gNB receives the RS-2 in Framework-1 or backhaul signaling in step-2 of Framework-2.1/2.2, the victim gNB sends the RI mitigation state information (RIM-SI) to the aggressor gNB through air interface or backhaul signaling. RIM-SI can include: ACK (no RI), NACK (RI still exists), the number of interfered UL symbols and so on. If the aggressor gNB receives RIM-SI, it decides whether to maintain the existing mitigation scheme unchanged, or continue to perform DL backoff in more symbols, or even stop mitigation scheme. RIM-SI can also be used in the second way for assisting the aggressor gNB to perform RIM mitigation better.
Proposal 5: There are several ways to determine the number of downlink resources on which the aggressor needs to perform time-domain based solutions, e.g. DL symbols backoff or non-scheduling:
· Opt 1. Be set according to the distance of 300km (1 ms time delay), regardless of the actual distance between the victim and the aggressor. 
· Opt 2. The aggressor deduces how many UL resources of the victim are impacted by the aggressor, but some of the slot format configuration information of the victim need to be informed to the aggressor.
· Opt 3. Step by Step to reduce remote interference. Each step is performed only with a small fixed or configurable granularity, e.g. one or two symbols. After the aggressor performed RIM mitigation, the victim sends the RI mitigation state information (RIM-SI) to the aggressor. 
Proposal 6: In order to avoid RIM-RS transmitted by the victim falling in the DL symbols in the next DL-UL switching period at the aggressor gNB side, RAN1 should further study on transmission position of RIM-RS.
 Frequency-domain based solutions
 Solutions by network implementation
The frequency-domain based solutions can be divided into static/semi-static scheme, and adaptive scheme. 
If static/semi-static FDM scheme is applied, there is no need for cooperation and self-adaptation for bandwidth usage with each other between the aggressor and the victim. For example, the UL part in the interfered UL symbols at the victim side always uses a non-overlapped frequency band from the DL part in the interfering UL symbols at the aggressor side, as illustrated in Figure 7. Once the band pair including two non-overlapped frequency bands for the victim(s) and the aggressor(s) is determined in the early days of network deployment, it will no be adjusted according to the actual interference dynamically. According to the analysis in the time domain method, most of the UL symbols of the victim may be interfered with the remote interference in a typical TDD macro deployment scenario. If the victim UL and the aggressor DL use non-overlapped bandwidths all the time (as in a static manner), the spectral efficiency and UL/DL capacity will be greatly reduced. 
For adaptive scheme operated at the victim-only side, the victim can avoid UL transmission on the interfered frequency resource by scheduling or activating different BWPs or sub-bands according to its IoT measurement and analysis. But if the uplink reception in the full bandwidth is interfered, frequency-domain based solutions only applied at the victim side cannot work.
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Figure 7. The frequency domain method for RI mitigation
 Solutions with specification impact
For adaptive scheme, the victim and the aggressor can also work together for utilizing different frequency band between the aggressor DL and the victim UL adaptively, e.g., by scheduling or activating different BWPs or sub-bands with no overlapped bandwidth between them. 
The first method is the victim can transmit RIM-RS only in the interfered BWPs/sub-bands to the aggressor. The aggressor judges the interfered UL BWPs/sub-bands based on RIM-RS detection and then avoids scheduling DL transmission on or deactivates the interfered BWPs/sub-bands. This method has impact on RIM-RS design. The other one is the victim informs the aggressor about the information of interfered BWPs/sub-bands via backhaul signaling after a connection between them is established.
 Spatial-domain based solutions
 Solutions by network implementation
As agreed in RAN1#94bis, the possible spatial domain RIM mitigation solutions include:
· Receive beam nulling at victim gNB, to suppress the remote interference in spatial domain.
· Scheduling UE transmission that will be received in spatial directions that are less interfered at Victim gNB
· Controlling transmit beam (e.g., down-tilting) at aggressor gNB
· Use different beam directions on different DL positions (e.g. choose the beam direction which experiences minimal interference, then according to reciprocity, use this beam to perform transmission in DL resources adjacent to GP)
· Mounting antennas at lower height, electrical/mechanical down-tilt.
At the victim side, it can adopt the solutions of bullet 1/2/5 when it suffers the remote interference. At the aggressor side, it can adopt the solutions of bullet 3/4/5. Both above five methods can be achieved by means of implementation.
 Solutions with specification impact
All above five methods can be carried out through implementation. But in order to better implement these methods, there can be some standardized optimization. 
For instance, if the aggressor knows the ID of the victim gNB or the gNB set, irrespective of framework chosen, it can infer the direction of the victim gNB and the distance between them. Accordingly, it can perform some implementation based solutions more pertinent and accurate, e.g. increase electrical/mechanical down-tilt, lower the site height, or adjust cover orientation/beam of the aggressor site. Moreover, the victim and the aggressor can coordinate beam direction through air interface or backhaul signaling.
 Power-domain based solutions 
 Solutions by network implementation
The UEs at the victim cell increase UL transmission power in the UL interfered symbols as shown in Figure 8(a), but that will cause more interference to neighbor cells and increase UE power consumption. Or the aggressor gNB reduces DL transmission power, but that will impact on the coverage of the cell as shown in Figure 8(b). 
Both the victim gNB and the aggressor gNB can adjust UL and DL transmission power by implementation. For example, the victim gNB can boost UL transmission power in the interfered UL slot by increasing PO or TPC command. The aggressor gNB can reduce its DL transmission power by a relatively large margin e.g. 3dB, and it does not need to care about whether the remote interference is completely eliminated.
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(a) At the victim side                                                                  (b) at the aggressor side
Figure 8. The power domain method for RI mitigation
 Solutions with specification impact
Although some implementation schemes without specification impact were given in section 3.4.1, there are some problems of these implementation schemes. For instance, the victim/aggressor gNB increases/decreases the transmission power by the granularity of one full slot. However, there is actually no RI or RI-generated in some certain symbols in the slot. For the victim cell, it may causes unnecessary power consumption of UE and co-channel interference. For the aggressor cell, it will reduce the downlink throughput and the coverage. Thus, the interfered/interfering symbols and the non-interfered/interfering symbols in a slot can be performed independent power control mechanism. In addition, the aggressor can reduce its DL transmission power step by step, the victim transmits RI mitigation state information (RIM-SI) to assist the aggressor in making the next power decision.
Specifically speaking for the victim scheme, if increasing the UL power of the UE at the edge of the cell, it will cause interference to the uplink of the adjacent cells. It is meaningless to introduce one new interference to solve the remote interference. Moreover, the power margin that the UE at the cell edge can increase is limited, and it is doubtful whether increasing the power of the cell edge UE can resist RI. If increasing the UL power of the UE at the cell center, it means that the remote interference problem is not completely solved, because the bottleneck of RI still lies mainly in the cell edge UE. In addition, whether for cell edge UE or cell center UE, increasing UL power will cause a sharp increase in UE power consumption. Firstly, since the remote interference originates from DL transmission with larger power and has a small fading after passing through the atmospheric duct, it is still dominant compared with the energy from UL reception. Thus it is necessary to evaluate the relationship between UL power increase and system performance with RI. Furthermore, because the atmospheric duct usually lasts for hours or even longer, the UE needs to increase its power continuously in a long duration, which will pose a greater challenge to the power consumption of the UE
To sum up, we think RI mitigation methods should be effective, efficient, and have low complexity as much as possible. All the above time/frequency/spatial/power domain methods can be considered to improve network robustness.
Proposal 7: RI mitigation schemes in time domain, frequency domain, spatial domain and power domain can be considered to improve network robustness in Rel-16.
 HARQ-like mechanism for RIM mitigation
Since current RIM RS-1 in framework-1 and RS in framework-2.1/2.2 only can disclose the existence of RIM interference before RIM mitigation operation, it is preferred that  the status of RIM interference after RIM mitigation operation, named as RI mitigation state information (RIM-SI) can be sent from the victim to the aggressor. As a response to RIM-SI i.e. the existing RIM interference after the first RIM mitigation operation, additional RIM mitigation operation may be performed to further reduce the interference. 
The concept of RIM-SI has been discussed in section 3.1.2, where it is used for time-domain based solution. In fact, it is not limited to time domain. The schemes that are used in the first RIM mitigation and the second RIM mitigation can be different. For instance, the first RIM mitigation operation after the aggressor gNB detects RS-1 (RS) can be based on DL symbols backoff. But the second RIM mitigation operation after the aggressor receives RIM-SI can utilize some implementation schemes, e.g. mounting antennas at lower height, or electrical/mechanical down-tilt discussed in section 3.3.1. RIM-SI can include: ACK (no more RI), NACK (RI still exists), the number of interfered UL symbols and so on. In this sense, RIM-SI indicates feedback like HARQ from the victim (the receiver) to the aggressor (the transmitter) about RI after some RIM mitigation.
The HARQ-like mechanism can be applied to any framework in section 2. In framework-1, RIM-SI can be sent after the victim gNB receives RS-2 as shown in Figure 2. In framework-2.1, RIM-SI can be sent after the victim gNB receives the backhaul signaling as shown in Figure 3 or Figure 4. In order to reduce the overhead and complexity of RIM-SI transmission, the maximum number of times of RIM-SI can be limited, such as once or twice.
According to the above analysis, it is observed that this iterative mitigation mechanism increases the robustness of the system and is compatible with different solutions given in section 3. Thus we have the following proposal:
Proposal 8: RAN1 should introduce a "HARQ-like mechanism" for RIM mitigation to increase the robustness of the system. 
·  The status of RIM interference after RIM mitigation operation, named as RI mitigation state information (RIM-SI) can be sent from the victim to the aggressor. 
· As a response to RIM-SI, i.e. the existing RIM interference after the first RIM mitigation operation, additional RIM mitigation operation may be performed to further reduce the interference. 
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In this contribution, we discuss some potential schemes for NR-RIM framework and mechanisms for improving network robustness, and have the following observations and proposals: 
Observation 1:  The following are observed for Scenario #1 and Scenario #2:
· At least for Scenario #1 with symmetric IoT increase, the events triggered at the victim and the aggressor could be aligned if they adopt the same triggering strategy e.g. through IoT level and characteristics. 
· In Scenario #2, RS monitoring in Step 1 cannot be triggered dynamically by IoT measurement and can be triggered through OAM configuration.
Observation 2: Considering the forward-compatibility and various possible RI mitigation schemes, RS-1 in framework-1 carrying the gNB ID or the set ID information is necessary.
Observation 3: Compared to framework-2.1 and framework-2.2, framework-0 and framewor-1 have lower standardization complexity and are easier to be realized.
Proposal 1: RAN1 should assess the necessity of RS-2 transmission in Framework-1 from the perspective of the complexity of RS design and standardization: 
· If yes, RAN1 should strive for a common design for RS-1 and RS-2.
Proposal 2: Timer-based scheme should be considered for gNB to terminate RS transmission/monitoring and RI mitigation scheme operation.
Proposal 3: The RIM-RS irrespective of framework chosen should convey victim gNB ID or the set ID information for victim identification and/or inter-gNB communications.
Proposal 4: Among several possible frameworks identified in RAN1#94, we have the following proposal:
· The design of RS and/or backhaul signaling should be designed to support one or more preferred frameworks (e.g. Framework-0/1/2.1), which framework applied in commercial network can be left to operators/vendors.
Proposal 5: There are several ways to determine the number of downlink resources on which the aggressor needs to perform time-domain based solutions, e.g. DL symbols backoff or non-scheduling:
· Opt 1. Be set according to the distance of 300km (1 ms time delay), regardless of the actual distance between the victim and the aggressor. 
· Opt 2. The aggressor deduces how many UL resources of the victim are impacted by the aggressor, but some of the slot format configuration information of the victim need to be informed to the aggressor.
· Opt 3. Step by Step to reduce remote interference. Each step is performed only with a small fixed or configurable granularity, e.g. one or two symbols. After the aggressor performed RIM mitigation, the victim sends the RI mitigation state information (RIM-SI) to the aggressor. 
Proposal 6: In order to avoid RIM-RS transmitted by the victim falling in the DL symbols in the next DL-UL switching period at the aggressor gNB side, RAN1 should further study on transmission position of RIM-RS.
Proposal 7: RI mitigation schemes in time domain, frequency domain, spatial domain and power domain can be considered to improve network robustness in Rel-16.
Proposal 8: RAN1 should introduce a "HARQ-like mechanism" for RIM mitigation to increase the robustness of the system. 
·  The status of RIM interference after RIM mitigation operation, named as RI mitigation state information (RIM-SI) can be sent from the victim to the aggressor. 
· As a response to RIM-SI, i.e. the existing RIM interference after the first RIM mitigation operation, additional RIM mitigation operation may be performed to further reduce the interference. 
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