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1 Introduction

In RAN plenary meeting #80, a SID on remote interference management for NR was agreed [1]. The effect of remote interference (atmosphere duct) has been identified to be a source to increase IoT at eNB. The existing TD-LTE network already deploys means to overcome it though there is no 3GPP standardization. In RAN1#94 meeting, the scenarios and the framework for RIM were agreed [2], 
Agreements:

· In terms of the IoT (interference over thermal) increase between two sets of gNBs causing remote interference to each other, two scenarios should be considered for NR-RIM,

1. Scenario #1: IoT increases are detectable by one or more gNBs in both sets,

2. Scenario #2: IoT increase is detectable by one or more gNBs in only one set.

Agreements:

Framework-1, Framework-2.1, Framework-2.2 below are used as starting point for further study, using Framework-0 as basis for comparison.

Note:

· Not all the steps need to be included when making use of a given framework.

· Mechanisms for improving network robustness at both victim and aggressor side can be studied under the NR-RIM frameworks.
· A victim cell may take actions applying remote mitigation scheme. This detail is FFS
· An aggressor may also be a victim (and vice versa) at least for Scenario #1

In this contribution, we discuss the framework of remote interference mitigation. RS design supporting RIM operation is provided in a companion document [3]. 
2 Discussions 
As discussed in last meeting, framework 0 is introduced for comparison purpose. An example for framework 0 is what already implemented in TD-LTE network. A victim after identification of “sloping” like IoT increase transmits a RS. An aggressor after identifying the RS reports its measurement of the RS to OAM. OAM then controls following behavior for interference mitigation with human controlling. 
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Figure 1: NR RIM framework 0

The drawback is it cannot automatically react with detected interference caused by atmosphere ducting since human is involved. However, it also has the benefit since human can take a joint consideration of the reported measurement on the RS and also many other factors, e.g. weather forecast, etc. 
Framework 1 is a physical layer solution. A victim after identification of “sloping” like IoT increase transmits a RS-1. An aggressor after identifying the RS-1 applies remote interference mitigation such as muting some DL transmission symbols and transmits RS-2 to inform victim that the atmospheric ducting phenomenon still exist. Victim only stop RS-1 transmission when RS-2 cannot be detected any more. Aggressor only stop RS-2 transmission and resume early UL/DL slot pattern when RS-1 is disappeared. 
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Figure 2: NR RIM framework 1

In the current framework 1, the decision on remote interference mitigation is purely done by an individual aggressor. It is possible the choice made by single aggressor is not the most optimized action for the current situation of atmosphere ducting. If information exchange between multiple nearby aggressor gNBs is introduced, the decision on RIM may be more proper. If the ID space of RS-1 cannot enable an aggressor to uniquely identify a victim. Information exchange between aggressor and victim is impossible. In fact, if information exchange between aggressor and victim is enabled, ti becomes similar to framework 2 series. 
Framework 2-1 is the procedure relying on backhaul signaling exchange between aggressor and victim. A victim after identification of “sloping” like IoT increase transmits a RS. An aggressor after identifying the RS applies remote interference mitigation such as muting some DL transmission symbols and continually inform victim by backhaul signaling that the atmospheric ducting phenomenon still exist. Aggressor informs victim the disappearance of the RS and resume early UL/DL slot pattern. Victim after reception of the signaling stops RS transmission.
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Figure 3: NR RIM framework 2-1

Similar to framework 1, the decision on remote interference mitigation is still done by an individual aggressor. It is possible the choice made by single aggressor is not the most optimized action for the current situation of atmosphere ducting. If information exchange between multiple nearby aggressor gNBs is introduced, the decision on RIM may be more proper. In this framework, the ID space of RS is big enough to identify a victim, however, it still assumes there is no information exchange between aggressor and victim.  

Finally, framework 2-2 is a evolvement of framework 2-1 and allows the interference exchange between aggressor and victim. Victim may provide certain suggestion on the RIM operation at aggressor which hence could be more proper for the current situation of atmosphere ducting. It is expected framework 2-2 can be better than framework 2-1, without consideration of the overhead on backhaul signaling. 
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Figure 4: NR RIM framework 2-2
Based on above analysis, a key issue is how an aggressor determines a proper action for interference mitigation. It is expected decision made by a single aggressor tends to be problematic, either too pessimistic or too optimistic, which reduce resource efficiency or cannot completely avoid interference caused by interference ducting. It is expected better performance is achieved if more information is considered in the decision. The decision could be coordinated between the aggressors nearby or even consider information exchange between two aggressors far away, which requires high layer information exchange between aggressors. Victim may be involved in making the decision too. 
Proposal 1: 
· It is better to coordinate among aggressors, and if possible victim also involved, to make a final decision on interference mitigation for an individual aggressor. 

· Inform RAN3 to study the feasibility of coordination between aggressor by backhaul signaling. 

For framework 2 series, an aggressor needs to uniquely identify a victim, so that information exchange is possible by backhaul. However, it is questionable if the ID space for the RS can be large enough for this purpose. Sometimes, it is possible the aggressor cannot find a route to communicate with the victim, which hence make framework 2 series fail to work. RAN1 send a LS to RAN3 for the clarification on such feasibility. If RAN3 confirm the above issue existed, framework 2 series is not a full solution. A joint operation of framework1 and framework 2 series could be considered. 
Proposal 2: 
· Wait RAN3 feedback whether framework 2 series have a problem

· If there is a issue of framework 2 series, joint consider framework1 and framework 2 series.
3 Conclusions
In this contribution, we analyze the scenarios where atmosphere duct happens, review the RIM scheme in TD-LTE, and then express our views on enhancement of RIM scheme in NR. An adaptive procedure for RIM operation could be introduced. We make the following observations, 

Proposal 1: 
· It is better to coordinate among aggressors, and if possible victim also involved, to make a final decision on interference mitigation for an individual aggressor. 

· Inform RAN3 to study the feasibility of coordination between aggressor by backhaul signaling. 

Proposal 2: 
· Wait RAN3 feedback whether framework 2 series have a problem

· If there is a issue of framework 2 series, joint consider framework1 and framework 2 series.
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