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[bookmark: _Ref129681832]At the TSG RAN #71 meeting, an objective was added in the LTE-V2X SI to
Identify high level coexistence approaches (long-term basis) between PC5 transport for V2V services and DSRC/IEEE 802.11p services in the same channel and provide input to RAN [RAN1] (to be completed by RAN#72).
At RAN1 #84bis meeting, three candidate coexistence approaches were identified in our contribution [1] and the option of channel splitting between PC5 V2V and 802.11p was included in the conclusion:
For deployment of PC5-based LTE-V2V and 802.11p in the same geographical area, the ideal option is when they use different frequency channels. Note that co-deployment of both technologies is not likely to happen in all regions.
In this contribution, we discuss more on the option of “detect-and-avoid based on mutual detectability” [1] and elaborate a design of the detection sequence for PC5 V2V based on SLSS detection. 
Detect-and-vacate based on mutual detectability
Detect-and-vacate is a mechanism that allows devices from a secondary system to share frequency bands already allocated to other systems without causing interference to the incumbent systems. An underlying requirement for detect-and-vacate is the technologies sharing the spectrum should be mutually detectable. 
One example is the coexistence between RLAN and ITS safety services, currently being discussed in ETSI BRAN (Broadband Radio Access Networks) [2]. A similar concept of service prioritization is considered such that ITS safety service should have priority to use the spectrum allocated to their usage and be protected from undue interference when shared with other services. In particular, upon detection of safety ITS operation, RLAN shall quickly vacate the occupied channel (e.g., in the order of milliseconds), refrain from using it for a period of time (e.g., in the order of seconds), and switch to an alternate channel if available. 
RAN1 can consider the following aspects for the coexistence between PC5 V2V and 802.11p in the context of detect-and-vacate:
1. PC5 V2V and 802.11p have equal priority: while secondary devices are considered having a lower priority when sharing with incumbent systems, both LTE-V2V and 802.11p are to support ITS safety applications and therefore should have the same level of priority for spectrum usage. 
2. Mutual detectability between PC5 V2V and 802.11p: The effectiveness of detect-and-vacate relies on the success of mutual detection of the candidate technologies that are allowed for spectrum sharing. This means that LTE-V2V and 802.11p have to support mutual detection to ensure fair coexistence.
Observation 1: Both LTE-V2V and 802.11p are ITS safety technologies and thus should have equal priority in terms of spectrum usage.
Observation 2: Mutual detection between LTE-V2V and 802.11p should be considered if detect-and-avoid based coexistence is adopted.
Detection signal design for PC5 V2V
The design principles for detection signal design for PC5 V2V are considered as:
· Sidelink transmitter is used for signal generation
· Minimum specification impact to V2V UEs
· Reliable signal detection performance
· Applicability to typical 802.11p receivers
In the next subsection, we briefly review 802.11p physical layer preamble and detection techniques for 802.11p devices. 
802.11p physical layer preamble and detection techniques
802.11p PLCP (physical layer convergence procedure) preamble consists of two parts as shown in Figure 1 below [3]. The short preamble consists of 10 identical short symbols each of a length of 16 samples, while the long preamble consists of two long symbols each of a length of 64 symbols. The first six symbols of the short preamble are intended to be used for signal detection, automatic gain control, and diversity selection. The last four short symbols are intended for coarse frequency offset estimation and timing synchronization. The long preamble is intended for channel estimation and fine frequency offset estimation [3]. The sampling rate for generating the preamble in 802.11p is 10MHz. 
[image: ]
Figure 1. IEEE 802.11p physical layer protocol data units frame
Most of these available algorithms are based on cross-correlation and auto-correlation techniques that use the 802.11p PLCP (physical layer convergence procedure) preamble [4]. Auto-correlation based methods correlate the received signal with itself, which are robust to frequency offset. However, if the signal is repetitive, the correlation peak becomes broad. Also the performance in low SNR is typically not good, due to the noise amplification resulting from the multiplication of received samples with each other. On the other hand, cross-correlation based methods correlate the received signal with a local replica signal, which gives sharper peaks and good performance at low SNRs. There is more sensitivity to frequency offset, which can be compensated with existing means (e.g., partial correlation, hypothesis testing). As an example, in a typical 802.11p receiver, after compensating the fine frequency offset error, a cross-correlator is commonly adopted to achieve fine timing (first sample of the first long preamble), to facilitate the following decoding process [4]. 
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Observation 3: Both cross-correlation and auto-correlation based detection techniques are considered in 802.11p receivers for PLCP preamble detection and/or timing acquisition. 
PC5 V2V signal design for cross-correlation detection
The design of synchronization signals (e.g., PSS and PSSS) in LTE has been made to accommodate low-complex matched filters, i.e., cross-correlation detectors. These signals have central-symmetry properties which allow parallel detection of two signals with the same multiplication complexity as of one signal. Furthermore, the number of multiplications can be reduced ~50% by utilizing the symmetries. Since the synchronization signal sequence lengths are 62 REs, it is also possible to perform down-sampling to 0.92 MHz, which further reduces the detection complexity. The signals were also judiciously designed for low PAPR and resilience to frequency offsets. Hence, in this context, it is highly beneficial to make use of the sidelink transmitter for signal generation, considering that it minimizes the changes in the LTE transmitter as well as allowing low-complex detector in a receiver. Thus the SLSS is the primary candidate, which is well-understood and has good correlation properties. It would further be trivial to specify additional sets of root indices for the PSSS, if more signals are needed. In particular, the following advantages are observed:
· Current LTE sidelink synchronization signals and transmitter are reused and thus there is no specification impact. 
· Support for low-complex cross-correlation-based detector implementation.
· Extensibility for service type detectability (e.g., safety or non-safety) based on SLSS base sequence differentiation if such scenario exists. 
PC5 V2V signal design for auto-correlation detection
In legacy D2D PSBCH subframe structure, both PSSS and SSSS appear periodically in the time domain with two repeated OFDM symbols. The PSSS/SSSS location will be the same for V2V PSBCH design per RAN1#84’s agreement [5]. This repeated signal structure in the time domain can be exploited for auto-correlation based detection. 
The key element of 802.11p’s delay-and-correlate detector is to calculate the correlation between the input signal  and a delayed version of the input signal  ( being its repeating cycle), summed over a sliding window of , illustrated below.

For auto-correlation based 802.11p detector, one typical implementation is to set the parameters as  [4], i.e., the signal is delayed with 16 samples and summed over a sliding window of 16 samples. 
To detect PC5 V2V SLSS sequence with the same detector implementation, we note that repeating cycle of SLSS sequence is one OFDM symbol, translating into  samples under a sampling frequency of 10MHz. A 802.11p-compatible selection of the sliding window parameter would be , the value of which can be further studied considering the following aspects:
· Optimized detection performance considering different SLSS base sequence selections. 
· Optimized detection performance considering selection of PSSS, SSSS, or joint detection with a combination of PSSS and SSSS.
· The issue of hardware complexity and cost in terms of required buffered signal length (increasing with ).
Observation 4: Typical auto-correlation based 802.11p detector can be configured with K = 16 and L = 714 to detect SLSS transmitted UEs.
Furthermore, other auto-correlation methods incorporating more symbols could also be applied by utilizing the repetitive property of the cyclic prefix.
Conclusions
In this contribution, the coexistence approach based on detect-and-avoid is discussed for PC5 V2V and 802.11p. According to the analysis, some proposals and observations can be obtained:
Observation 1: Both LTE-V2V and 802.11p are ITS safety technologies and thus should have equal priority in terms of spectrum usage.
Observation 2: Mutual detection between LTE-V2V and 802.11p should be considered if detect-and-avoid based coexistence is adopted.
Observation 3: Both cross-correlation and auto-correlation based detection techniques are considered in 802.11p receivers for PLCP preamble detection and/or timing acquisition. 
Observation 4: Typical auto-correlation based 802.11p detector can be configured with K = 16 and L = 714 to detect SLSS transmitted UEs.
The SLSS has benefits in terms of minimum impact to the transmitter and low-complex detection, either by a matched filter, or by reuse of the 802.11p auto-correlation based detector. Therefore, we propose the following:
Proposal: UEs that participate in road safety services periodically transmit SLSS. 
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