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1. Introduction

V2X SI [1] targets to define the evaluation methodology at least for the aspects relevant to PC5 for V2V this meeting, including 
a)
Deployment scenarios, considering the above operating scenarios

b)
Modeling of vehicle density and mobility 

c)
Traffic models and performance metric

In this contribution, traffic models for PC5 V2V are discussed and our proposals are provided.
2. Discussion
There are two standard organizations which has defined V2V message components. One is SAE and the other is ETSI. 
· V2V message defined in SAE
Referring to [2], system generates the BSM (Basic Safety Message) as specified in SAE J2735 [3], which includes Part1 and Part2. All BSMs shall contain the BSM Part I content and DF_VehicleSafetyExtension, which includes DF_PathHistory, DF_PathPrediction, and DE_ExteriorLights in Part II. The system requires that all these BSM contents shall transmit at a default message rate of 10Hz unless congestion happens. According to SAE J2735, BSM Part1 contains some elementary status of vehicle, such as position, speed, heading and so on. The size of Part1 is about 39 Bytes. DF_VehicleSafetyExtension in BSM Part2 contains path history, path prediction, exterior Lights, where the most content is path history. Path history is composed by a series of point information (8 bytes per point) and maximum points are 23 points. It points out that the over 90% of BSMs will contain 7 points. So the size of DF_VehicleSafetyExtension is about 59 bytes over 90% of BSMs.
Meanwhile the V2V system requires signing every BSM using the security credentials (i.e. signature of about 56bytes is carried with every BSM) and attach a certificate or certificate digest to every BSM as defined by 1609.2 [4].According to 1609.2, certificate digest (about 9 bytes) is transmitted with every BSM every 100ms except those instances where full certification (about 133 bytes) is transmitted every 500ms.
Based on the above discussion, the traffic characteristic of V2V from SAE shows in the following table:

Table 1. V2V message and transmission frequency from SAE
	Components 
	Transmission frequency 
	Message size

	BSM transmitting with certificate digest
	10Hz
	~160 bytes 

	BSM transmitting with full certificate 
	2Hz
	~282 bytes


· V2V message defined in ETSI
In [5] and [6], similar V2V message is defined as CAM (Cooperative Awareness Message) and DENM (Decentralized Environmental Notification Message). CAM is periodically transmitted and DENM is transmitted by event-trigger. CAM shall comprise one basic container and one high frequency container, and may also include one low frequency container and one or more other special containers. The high frequency container contains highly dynamic information of the originating vehicle, such as position, speed, heading and so on. The high frequency container is mandatory in CAM. The low frequency container contains static and not highly dynamic information of the originating vehicle, such as path history, exterior light and so on. The special vehicle container contains information specific to the vehicle role of the originating vehicle. The low frequency container and special vehicle container is optional in CAM and should transmit every 500ms. Considering 90% of low frequency container will contain 7 points of path history, the message size of CAM will be about 55 bytes every 100ms and 120 bytes every 500ms. 
Additionally, the signature and certificate digest shall also be included except those instances where signature and full certification shall be included in CAM every one second in [7]. Based on the above discussion, the traffic characteristic of V2V from ETSI shows in the following table:
	Components 
	Transmission frequency 
	Message size

	CAM transmitting high frequency container with certificate digest
	10Hz
	~120 bytes

	CAM transmitting Low frequency container with certificate digest 
	2Hz
	~176 bytes

	CAM transmitting lower frequency container with full certificate 
	1Hz
	~300 bytes


· V2V message proposed to 3GPP
Compared standardizations from SAE and ETSI, it is found that the discussion in SAE more targets road safety, but ETSI’s emphasis is on mobility application. From this perspective, the principle from SAE is closer to this study item in 3GPP. Although the security scheme hasn’t been discussed yet in 3GPP, it is expected that security components, such as signature, security digest or certificate from application layer will not be changed in 3GPP level for road safety consideration, even if there would be any new security mechanism defined later in 3GPP.  Further, for the case of out-of-coverage, there will not be assistance from network for communication security. Security from application layer becomes much more essential. In order to keep the constant security requirement for V2V communication in coverage and out of coverage, the basic scheme of digital certificates is expected to be used for V2V communication. Therefore, payload of physical layer should include those security overheads and transmission frequency shall follow the higher ones, so that future designed LTE-based V2X at least can provide comparable performance as that of DSRC.
One of main aspects for V2V evaluation in 3GPP is on capacity. Although the current traffic models studied in ETSI is quite flexible and suitable for a number of possible situations, e.g. an emergent event, it cannot well reflect this aspect. Without well modeling, the performance of that may even be submerged. So at least at the beginning of evaluation, in order to focus on capacity evaluation and general cases corresponding to V2X requirements, it is suggested to consider the periodical safety V2V broadcasting message and omit other messages (e.g. event triggered message). Further design for even-triggered cases can be considered at later stage as enhancement.  
Considering above and reducing options of evaluation as much (considering the limited evaluation time during this SI work plan), there are two options for traffic model proposed as below:
Option 1: The message size is fixed at 300 Bytes and transmission frequency is 10 Hz (as baseline)
Option 2: The message size is fixed 180 Bytes@ 10Hz and fixed 300 bytes @2Hz
3. Conclusion
In this contribution, we discuss the traffic models of V2V communication in SAE and ETSI and provide the suggestion of two types of traffic models for simulation evaluation for PC5 V2V.
Option 1: The message size is fixed at 300 Bytes and transmission frequency is 10 Hz (as baseline)
Option 2: The message size is fixed 180 Bytes@ 10Hz and fixed 300 bytes @2Hz
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