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1 Introduction

In 802.11 standard, a node is referred to be hidden from other node(s) when it is out of range of other node(s) and cannot communicate with each other. This hidden node issue can cause significant degradation when hidden nodes transmit simultaneously, in uncoordinated manner, resulting in data loss. The packet (or data) loss has further ramifications in that, the loss in data can further affect retransmission losses. In 802.11 technologies, after every packet loss due to timeout or retransmissions exceeds a threshold, contention window is increased. Thus it is very likely that hidden node leads to unnecessarily large contention window with no use, as hidden node anyway cannot detect each other. This possibly can lead to unnecessarily large contention window sizes. 
In order to overcome the hidden node problem, WLAN systems adopt optional Request-To-Send (RTS)/Clear-To-Send (CTS) mechanism [1]. A WLAN node continues to perform a clear channel assessment (CCA), by sensing the medium to check whether the channel is busy or idle. If the medium is idle for more than certain duration of time, then the node assumes that it may take ownership of the medium and may transmit data. Before data transmission, RTS/CTS exchange mechanism may be used to further minimize the effect of collision due to hidden nodes. The transmitter sends RTS with specified channel reservation duration, receiver address, and transmitter address. Then, upon reception of RTS, the receiver, who was addressed in RTS, transmits CTS with channel reservation duration and its address. It is required by IEEE 802.11 specification that the WLAN nodes, including the access point (AP), must honor the received RTS/CTS messages and should not access the medium for the specified duration of time.
In this contribution, we provide the Wi-Fi performance results when Wi-Fi uses RTS/CTS. Furthermore, evaluation results for WiFi-LAA coexistence are provided when RTS/CTS is enabled for WiFi. Based on the evaluation results, we provide design recommendations for LAA in [4].
2 Performance Results 
In our simulation, we follow the simulation methodology proposed in [3]. In the simulation, we are interested in co-effect of RTS/CTS on Wi-Fi-Wi-Fi and LAA-Wi-Fi performance. Unless otherwise mentioned, the default parameter setting shown in Table 1 and Table 2 is assumed. Other simulation details are provided in [5]. Note that RTS/CTS mechanism is only applied to Wi-Fi. LAA does not use RTS/CTS, nor can decode RTS/CTS signals from Wi-Fi. 
Table 1: Simulation parameters

	Parameter
	Value

	WiFi TXOP
	4ms

	LAA transmission burst length
	4ms

	WiFi (CWmin,CWmax)
	3,10

	Scenario 
	Indoor

	Number of unlicensed channels
	1

	Energy detection threshold for LAA
	-82 dBm


Table 2 Traffic parameters for WiFi-WiFi and LAA-WiFi

	FTP file inter-arrival rate (ms)
	Buffer Occupancy (BO)

	1.2
	60 (High)

	1.4
	44 (Medium)

	2.0
	25 (Low)


WiFi-WiFi scenario
We first study the impact of RTS/CTS on the WiFi-WiFi performance as shown in Figure 1. 
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Figure 1 Average UTP throughput
Observation:

1) WiFi performance is significantly improved by RTS/CTS for low/medium/high load. 

2) For high load, the performance gain is order of 3x.
3) The WiFi-WiFi case suggests that the indoor setup in the TR [3] has significant hidden node problem for WiFi nodes. 
WiFi-LAA scenario

We next study the impact of RTS/CTS on LAA-WiFi performance as shown in Figure 2
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Figure 2 Average UTP throughput
Observation: 
1) LAA performance is substantially improved by Wi-Fi RTS/CTS in high/medium/low load. For Wi-Fi, the performance is improved for high load case only. This is interesting observation since the Wi-Fi performance is significantly improved in Wi-Fi-Wi-Fi case. This is mainly due to the fact that LAA cannot listen to the RTS/CTS sent by Wi-Fi in our simulation setup and takes advantage of conservative channel access of Wi-Fi (due to RTS/CTS) or reduced number of Wi-Fi nodes transmitting. Thus, the benefit of RTS/CTS is mostly taken by LAA especially in low load situation. This implies we may need to modify the LAA LBT algorithm applied or LAA RTS/CTS is worth studying. 
2) However, we see significant improvements for both Wi-Fi and LAA through RTS/CTS. Given that high load scenario is of most interest from the coexistence perspective, the gain in high load should be meaningful observation which can justify the necessity of further investigation on RTS/CTS in the context of coexistence.  
3 Conclusions
In this contribution, we discussed the effect of RTS/CTS on co-channel co-existence between multiple LAA LTE operators as well as between LTE and WLAN. Based on the presented discussion, we summarize our views through the following observations and proposals:

Observation: 
1) LAA performance is substantially improved by Wi-Fi RTS/CTS in high/medium/low load. For Wi-Fi, the performance is improved for high load case only.

2) The throughput performance can be significantly improved for both Wi-Fi and LAA through Wi-Fi RTS/CTS. Given that high load scenario is of most interest from the coexistence perspective, the gain in high load can justify the necessity of further investigation on RTS/CTS.
Proposal 1: RTS/CTS is an important design consideration for WiFi and should be evaluated. 
Proposal 2: The necessity of LAA RTS/CTS should be carefully studied in terms of potential benefits for co-existence as well as its own performance. 
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