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1. Introduction
In RAN#65, Licensed-Assisted Access (LAA) using LTE has been approved as a new Rel-13 study item [1], where unlicensed spectrum is used on secondary cell(s) (either DL-only or UL and DL) through carrier aggregation to complement the primary cell (either FDD or TDD) on licensed spectrum.
The study objective related to RAN1 is given as follows. 
· Document the relevant requirements and design targets for unlicensed spectrum deployment, in particular: 
· …
· Identify and define design targets for coexistence with other unlicensed spectrum deployments, including fairness with respect to Wi-Fi and other LAA services. This should be captured in terms of relevant fair sharing metrics, e.g., that LAA should not impact Wi-Fi services (data, video and voice services) more than an additional Wi-Fi network on the same carrier; these metrics could include throughput, latency, jitter etc. This should also capture in-device coexistence for devices supporting LAA with multiple other-technology radio modems, where it should, e.g., be possible to detect Wi-Fi networks during LAA operation; note that this does not imply concurrent LAA+Wi-Fi reception/transmission. This should also capture co-channel coexistence between different LAA operators and between LAA and other technologies in the same band. [RAN1, RAN4] 
· Identify and evaluate physical layer options and enhancements to LTE to meet the requirements and targets for unlicensed spectrum deployments identified in the previous bullet, including consideration of the methods to address the co-existence aspects on unlicensed bands with other LTE operators and other typical use of the band [RAN1]
Different operators/parties may deploy LTE-U cells and Wi-Fi nodes in geographically overlapping areas. Carrier selection could allow different cells/nodes to use different carriers if available, but it is unavoidable in some scenarios that multiple cells/nodes need to share the same unlicensed carrier. For the co-channel coexistence, the hidden node problem is one of main challenges to solve. 
In this contribution, we first analyse the hidden node problem between different LAA operators as well as between an LAA operator and a Wi-Fi system. After that, several potential solutions are discussed. 

2. Discussion
2.1. Problem Description
The hidden node problem is depicted in Fig. 1, where node B and node C are hidden nodes to each other. When node B sends a packet to node A, node C cannot sense the transmission because B and C are out of sensing range. In this case, node C can transmit at the same time, which causes interference to the transmission from B to A. IEEE 802.11 has introduced the RTS/CTS handshaking mechanism to mitigate the hidden node problem. The RTS/CTS mechanism is optional in 802.11 and more efficient if used when the packet size is larger than a threshold.


[bookmark: _Ref399106920]Fig.  1 An example of the hidden node problem

Fig.  2 illustrates the hidden node issue in the coexistence of LAA and Wi-Fi. Typically, when the eNB is sending data using an unlicensed channel while the nearby Wi-Fi AP or another eNB sends data as the channel is sensed free, channel collision or interference is incurred. Hence system-level performance is adversely impacted. 
The coexistence of an outdoor LAA small cell and indoor private Wi-Fi is given in Fig. 3, where the LAA signal is much weaker because of high penetration loss. For this case, the hidden node problem may become severe. 
One potential solution is to enlarge the carrier sensing range with a lower channel sensing threshold. Although it could alleviate the hidden node problem, this could significantly reduce the resource reuse opportunities. In addition, it may not solve the hidden node problem well for outdoor LAA and indoor private Wi-Fi coexistence. 


Fig.  2 Hidden node issue in LAA and Wi-Fi coexistence


[bookmark: _Ref399078028][bookmark: _Ref399078019][bookmark: OLE_LINK4][bookmark: OLE_LINK5]Fig.  3 outdoor LAA and indoor private Wi-Fi coexistence

2.2. Potential solutions 
In this section we discuss two potential solutions to address the hidden node problem for LAA: channel reservation and UE reporting. The former operates similarly to the procedure in Wi-Fi, and is proactive before using the unlicensed channel. By contrast, the latter relies on UE channel measurement reporting to reduce the adverse impact incurred by the nearby hidden node, which could be treated as a reactive solution. 

1) Channel Reservation
In this method, LAA eNB performs ‘RTS/CTS’ akin operation to reserve the channel for a time duration before the unlicensed SCell On period. 
For LAA and Wi-Fi coexistence, if the eNB has Wi-Fi AP capability, the basic procedure is given in Fig. 4. 
a) The eNB sends RTS over the unlicensed channel to reserve the channel for a time duration, where the RTS is the same as the one in Wi-Fi with a maximum NAV value 32 ms;
b) The Wi-Fi capable UE sends CTS over the unlicensed channel to nearby WLAN nodes as well as the eNB. 
If the eNB has no AP capability, the basic procedure is given as follows. 
a) The eNB sends a request message over the licensed carrier to reserve the channel for a time duration; 
b) The Wi-Fi capable UE broadcasts CTS over the unlicensed channel to nearby WLAN nodes;
c) The Wi-Fi capable UE sends confirmation message back to the eNB over the licensed channel. Afterwards, the eNB could occupy the channel until a new procedure is initiated. 
For the coexistence between different LAA operators, the radio-based cooperation among them would be required to make the channel reservation solution viable. As nearly no channel collision happens between operators if the channel is successfully reserved, this solution is reliable and proactive to prevent collisions for LAA.  



[bookmark: _Ref399192879]Fig.  4 channel reservation solution
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2) UE reporting
[bookmark: _GoBack]In this method, the UE reports its channel measurements to its serving eNB for interference avoidance. Based on this, the eNB may select a different carrier for scheduling or suspend the transmission. A UE’s RSRQ long-term measurement report may not be very useful for this purpose because it is a long term average. CSI reporting would be a better indication of the instantaneous channel/interference condition, which allows the eNB to automatically take into account the interference from the hidden nodes for this UE. The eNB may in addition decide to switch to a different carrier if it keeps receiving poor CSI reports from one or multiple UEs. In case CSI is considered insufficient, additional L1 feedback could be introduced. 

Furthermore, for LAA/Wi-Fi coexistence, another solution is for Wi-Fi capable UEs to monitor Wi-Fi activity, and report to the eNB for scheduling only when the unlicensed channel is free. 
[bookmark: OLE_LINK8][bookmark: OLE_LINK9]So the UE reporting could help alleviating the hidden node problem. The drawback is that it is reactive to the interference from nearby hidden nodes.  

3. Conclusions

In this contribution, we have discussed the hidden node issue for different LAA operator coexistence and LAA/Wi-Fi coexistence. It is considered as one of the important issues for LAA co-channel coexistence. Two potential solutions, channel reservation and UE report, are proposed for further study. 
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