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1
Introduction
According to the current agreement for PDSCH and PUSCH channel coding, a 24-bit CRC is added per transport block and additional 24-bit CRC is added per code block, if the number of code blocks is greater than one.
In this document, we propose a new generator polynomial for transport block CRC computation.
2
Analysis
2.1
Cyclic Codes
The most popular form of CRC codes are derived from binary cyclic codes of the form:
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 is a primitive irreducible polynomial of degree
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. For a 24-bit polynomial, the natural length of the code is very substantial, so the code is considerably shortened. 

Typically, it is assumed that with an r-bit CRC, the probability of undetected errors is upper bounded by
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. However, this is not true for shortened binary cyclic codes. In fact, it has been shown in [1] that the probability of undetected error can be orders of magnitude greater than
[image: image5.wmf]r

-

2

, over a range of bit error probabilities. Further, for shortened binary cyclic codes, the probability of undetected error is a function of the choice of the primitive polynomial.
The polynomial used in HSPA is of the form:
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In the next section, we evaluate the performance of all 11 primitive polynomials of degree-23 over a binary symmetric channel (BSC) and several short block sizes.
2.2
Simulations over BSC
Figures 1-4 show the performance for block sizes 128, 256, 512 and 768. 
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Figure 1

Block Length = 128
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Figure 2

Block Length = 256
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Figure 3

Block Length = 512
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Figure 4

Block Length = 768
3
Summary
We observe that for short blocks, the polynomial with the best performance is:
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On the other hand, we observe that the polynomial chosen for HSPA with
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has the worst performance among all possible candidates.
In the presence of code block segmentation, the size of each code block is greater than 3k. The scenario of CRC addition to small blocks (less than 3k) occurs only for transport blocks.
Therefore, we propose the following:
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for TB CRC computation
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· Use 
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for CB CRC computation
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