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1. Introduction

In [1], it was agreed that any non-synchronized random access message will be implicitly conveyed via preamble selection.  In the RAN2 meeting in Tallinn, it was decided that the starting point is to have only random ID in the initial access [2].  This contribution proposes providing additional information (cause and CQI) in the implicit message.   
2. Random Access Message Content
Currently in RAN2, it is proposed that non-synchronized random access message contains only random ID which is used for collision avoidance.  However, as shown in [5], it is expected that non-synchronized random access attempts will be small even at high UE load.  As a result, it should be possible to convey additional information to the Node B while still maintaining low random access collision probability.  This additional information, e.g. cause and CQI, can substantially reduce the amount of resource and latency required to complete the initial access procedure.   In addition, these additional information can also inherently provide some randomization (e.g. CQI), thus alleviating the need for a large number of random IDs.  
Hence, it is proposed that message fields for the preamble include random ID, cause, and CQI.  These fields are used to provide collision avoidance, efficient uplink resource assignment, and power control/link adaptation in the downlink response.   Their benefits may be summarized as follows -
· Cause – current non-synchronized random access procedure assumes that a rough resource request indicator (either by specifying the random access cause or message size) is transmitted using the preamble.  This allows the Node B to efficiently assign uplink resource and reduces latency by minimizing the required steps in the random access procedure.  Without the cause field, either uplink resource is assigned speculatively or an additional step is required in the access procedure.  This leads to wasted uplink bandwidth or increased random access latency.  Examples of access cause include initial access, handoff, acquisition of UL synchronization, or UL SCH resource request [2].

· CQI or pathloss – use for downlink power control or link adaptation and possibly for uplink resource assignment.  Some knowledge of channel information can significantly decrease the required downlink control channel transmission power.  Without any CQI knowledge, fixed downlink transmission power to reach the desired cell coverage (e.g. 95%) must be used.  This is substantial as the C/I may be as low as -4 dB at the 95% cell coverage for Case 3 system simulation parameters (1732 meter inter-site distance, 20 dB penetration loss) [4].     At this operating point, the spectral efficiency is approximately 0.3 b/s/Hz [6].  Thus, to convey an exemplar 40-bit random access response will require approximately 130 sub-carriers, which is a substantial overhead.   Table 1 lists potential saving in downlink control channel power allocation if some rough CQI information is available assuming uniform distribution of users.  From the table, it is seen that substantial control channel overhead saving (in power or bandwidth) can be achieved with knowledge of channel quality information.  

 Table 1.  Average control channel power saving (95% cell coverage).
	No of bits used to convey  CQI information
	Average Power Saving (dB)

	0
	0.0 

	1
	4.5

	2
	6.7


· Random ID – use for collision avoidance.  Although some randomization is inherent through the CQI and cause information, this may not be sufficient depending on random access usage.  For instance, random access in a sector may be dominated by handover requests from the users at the cell edge.  In this case, CQI information may be similar among those users, thus limiting the choice of available preambles and resulting in high number of collisions.  In this situation, having a random ID will reduce collision probability. As an example the Table 2 shows collision probabilities, from the generated request point of view, for different number of available random IDs in each random access opportunity. Assumption is that random access opportunities occur every 5 milliseconds, and that random access requests are generated according to Poisson distribution. Table 2 also shows that for low loads collision probability is very small and that assigning 2 different signatures (random IDs) may be sufficient. However for high loads collision probability increases and larger number of random IDs are needed. Overall it can be concluded that with respect to different causes of access as well as loading conditions, random ID field should be appropriately sized in order to minimize collisions.
Table 2.  Collision Probability as a function of the size of Random ID field.

	Collision Probability as seen by the Random Access Request

	load (requests/sec)
	number of Random IDs

	
	2
	4
	8
	16

	low
	1
	0.0025
	0.0012
	0.0006
	0.0003

	
	5
	0.0124
	0.0062
	0.0031
	0.0016

	medium
	10
	0.0247
	0.0124
	0.0062
	0.0031

	
	20
	0.0488
	0.0247
	0.0124
	0.0062

	high
	30
	0.0723
	0.0368
	0.0186
	0.0093

	
	40
	0.0952
	0.0488
	0.0247
	0.0124

	
	50
	0.1175
	0.0606
	0.0308
	0.0155


Based on the discussion above, it is seen that all three fields serve an important purpose in random access performance.  It is therefore proposed that cause, random ID, and CQI information be conveyed by the preamble.

3. Preamble Association
Although random access message is implicit in the preamble selection, the association between message and preamble has not been decided.  For illustrative purposes, it is assumed that 16 preamble sequences are available to carry random ID, CQI, and cause, and that only one 1.25 MHz region is configured in the cell.  Two possible methods for associating preamble sequence to the message are outlined as follows –
· Method 1 - divide the available bits into distinct message fields and select preamble based on the content of the fields as shown in     Figure 1.
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    Figure 1.  Preamble association method 1.
· Method 2 - divide the available preambles into distinct sets based on expected usage and select preamble based on the content of the fields as shown in Figure 2.
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Figure 2.  Preamble association example for method 2.
Method 1 presents a simple and straightforward approach for determining which preamble to select based on message content.  However, it lacks flexibility in reserving available preambles in relation to expected usage.  For instance, four preambles are reserved for each cause regardless of the expected usage.  This is fine if the number of random attempts for each cause is roughly the same.  However, this is not true in general. As an example, the number of requests for uplink synchronization is expected to be much smaller than, for example, the number of requests for handover attempts.  As a result, more preambles should be assigned for handovers than for requests for uplink synchronization in order to ensure low collision.  In light of this imbalance, Method 2 provides a more efficient use of available preamble sequence.  Further, preambles can be mapped to include or exclude certain information, based on relevance. For example, in the case of handovers sending CQI may not be beneficial since users, being at the cell edge, would be reporting most of the time very similar CQI values.
4. Conclusion

In this contribution, non-synchronized random access message content and preamble selection are discussed.  It is demonstrated that cause, random ID, and CQI all serve important purposes in efficient implementation of non-synchronized random access.  Therefore, it is proposed that these three fields are included in the initial access preamble message.  Finally, it is proposed that preamble association with message be based on expected load for each usage case.
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