	
[bookmark: _Hlk145670493]3GPP TSG RAN WG1 #116-bis			R1-2402668
Changsha, Hunan Province, China, April 15th – 19th, 2024

Agenda Item:	9.4.2.1
Source:	xiaomi
Title:	Discussion on physical layer design of Ambient IoT 
Document for:	Discussion and Decision

1 Introduction 
The Rel-19 study item on Ambient IoT for NR has been approved in RAN#103 plenary meeting, which includes the following objectives.
	The following objectives are set, within the General Scope:
1. Evaluation assumptions
a) Conclude at least the following aspects of design targets left to WGs in Clause 5 (RAN design targets) of TR 38.848 [RAN1].
· Clause 5.3: Applicable maximum distance target values(s)
· Clause 5.6: Refine the definition of latency suitable for use in RAN WGs
· Clause 5.8: 2D distribution of devices
b) Define necessary further evaluation assumptions of deployment scenarios for coverage and coexistence evaluations [RAN1, RAN4]
c) Identify basic blocks/components of possible Ambient IoT device architectures, taking into account state of the art implementations of low-power low-complexity devices which meet the RAN design target for power consumption and complexity. [RAN1]
d) Define link budget calculation for coverage, including whether/how to model carrier wave from node(s) inside or outside the connectivity topology.
NOTE: Assessment performance of the design targets is within the study of feasibility and necessity of proposals in the following objectives, e.g. by inspection of reference implementations in the field, simulations, analytically.
NOTE: strive to minimize evaluation cases in RAN1.

2. Study necessary and feasible solutions for Ambient IoT as prescribed in the General Scope, including decisions on which functions, procedures, etc. are needed and not needed, and ensuring at least the required functionalities in Section 6.2 of TR 38.848. 
Study of positioning in Rel-19 is RAN3-led, limited to functionalities which would have no, or minimal, specification impact (note: this does not imply any decision relating to WI creation).
Study the feasibility and required functionalities for proximity determination, which is the determination of whether BS or intermediate UE and ambient IoT device are near each other or not (coordination with SA3 is required for privacy aspects).
· RAN1-led:
For the Ambient IoT DL and UL:
· Frame structure, synchronization and timing, random access
· Numerologies, bandwidths, and multiple access
· Waveforms and modulations
· Channel coding
· Downlink channel/signal aspects
· Uplink channel/signal aspects
· Scheduling and timing relationships
· Study necessary characteristics of carrier-wave waveform for a carrier wave provided externally to the Ambient IoT device, including for interference handling at Ambient IoT UL receiver, and at NR basestation. 
       For Topology 2, no difference in physical layer design from Topology 1.
.



In this contribution, we provide our initial views on the general physical layer design of Ambient IoT including the numerologies/bandwidths, waveform and modulation, R2D/D2R coding and multiple access.
2 [bookmark: _Ref146727983]Discussions
2.1 [bookmark: _Ref149143482]Numerologies and Bandwidths   
The gNB or the intermediate node (can be an NR UE) can perform the R2D transmissions to the A-IoT device in the topology 1 or topology 2 respectively. For the R2D transmission, the legacy R2D waveform in NR system can be reused as much as possible to reduce the potential workload, and thus, it is necessary to define the subcarrier spacing for the R2D transmission for Ambient IoT device. The Ambient IoT system can operate in FR1 licensed spectrum, and it might be deployed in-band, in guard-band to LTE/NR, and in standalone band(s). If the Ambient IoT system is deployed in-band, the compatibility with LTE/NR system needs to be considered. One simple method is to use same subcarrier spacing with that in the LTE/NR system, and then, the candidate subcarrier spacing set {15 kHz, 30 kHz, 60 kHz} can be a starting point for the SCS of the R2D transmission for an Ambient IoT device. While for the D2R transmission, a waveform that rets in lower UE complexity than the OFDM based waveform is preferred due to low complexity of the A-IoT device. It is not needed to define the subcarrier spacing if a single carrier based waveform is adopted
 Proposal 1: It is necessary to define the subcarrier spacing   for the R2D transmission for the ambient IoT system.
· Whether to define the subcarrier spacing  for D2R transmission is depended on the design of the waveform adopted.
Proposal 2: The subcarrier spacing set {15 kHz, 30 kHz, 60 kHz} can be considered for the R2D transmission for Ambient IoT.
[bookmark: OLE_LINK27][bookmark: OLE_LINK28]The focused traffic types are the indoor inventory and indoor command based on the approved SID[1]. The key characteristic of these traffic types is that the amount of the information data is relatively limited. For example, the bit length of query command from the reader to tag is only 22 bits, and the reply with RN16 from the tag to the reader is only 16 bits in the RFID spec. Similarly, the amount of the information data is expected to be quite low in the ambient IoT system. Therefore, a smaller bandwidth compared to that in the legacy system is required for the D2R transmission and R2D transmission in the Ambient IoT considering the power consumption aspect. 
Observation 1: The key characteristic of indoor inventory and indoor command is that the amount of the information data is relatively limited.
Proposal 3: A smaller bandwidth compared to that in the legacy system is required for the D2R transmission and R2D transmission in the Ambient IoT system considering the power consumption aspect.
	Agreement
At least the following bandwidths for R2D are defined for the purpose of the study:
· Transmission bandwidth, Btx,R2D from a Reader perspective: The frequency resources used for transmitting R2D
· Occupied bandwidth, Bocc,R2D from a Reader perspective: The frequency resources used for transmitting R2D, and potential guard band
· Bocc,R2D ≥ Btx,R2D
· FFS: Further constraint(s) e.g. Bocc,R2D = Btx,R2D.
· Possible values of each bandwidth are FFS


[bookmark: OLE_LINK25]In the last meeting, above agreements were made. For the D2R transmission, to suppress the interference to the D2R transmission from other A-IoT device , the FDM-based mechanism can be adopted similarly, at least the transmission bandwidth and channel bandwidth shall be defined for A-IoT D2R.
Proposal 4: At least the transmission bandwidth and channel bandwidth shall be defined for A-IoT D2R.
· Transmission bandwidth, Btx,D2R from one device perspective: The frequency resources used for transmitting A-IoT D2R
· Channel bandwidth, Bchan,D2R from one device perspective: The frequency resources used for transmitting A-IoT D2R, and potential guard band.
2.2 Waveform and modulation   
2.2.1 R2D waveform
	Agreement
[bookmark: _Hlk162274772]A-IoT DL study includes an OFDM-based waveform from A-IoT R2D (reader-to-device) perspective. 
· Depending on what modulation(s) are decided to be studied:
· Study whether/how to handle CP at transmitter/device/design 
· Study other characteristics of the OFDM waveform, e.g.:
· [bookmark: OLE_LINK6]CP-OFDM
· DFT-s-OFDM
· Etc.
· The type of OFDM waveform is transparent to A-IoT device.
Other waveforms from DL transmitter’s perspective can be proposed, and further discussion will consider whether or not they are included in the study.
Agreement
A-IoT DL study includes OOK from DL transmitter’s perspective.
· For an OFDM waveform, assume OOK-1 for single-chip per OFDM symbol transmission, and OOK-4 for M-chip per OFDM symbol transmission, starting from definitions in TR 38.869.
· FFS value(s) of M.
· FFS: Any changes needed from the definitions in TR 38.869.
· FFS: Exact definition of chip
· If other DL waveforms are included, further elaboration of the transmitter’s OOK generation would be needed.



The type of OFDM waveform is transparent to A-IoT device. Meanwhile, similar discussion is on-going in R19 LP-WUS WID. It is thus prefereed to consider both CP-OFDM and DFT-s-OFDM based waveform for the R2D transmission at this stage. However, even if the CP-OFDM based OOK is applied to R2D tranmission, it is might be problematic to subtract CP by RF energy detection for the A-IoT devices. While for the D2R transmission, it migh be also impossbile to duplicate the tails of OFDM symbols as CP to avoid inter-symbol interference for the low complexity A-IoT device.
Proposal 5：Both CP-OFDM and DFT-s-OFDM can be considered for AIOT R2D.
Observation 2: It may be hard to conduct CP handling for A-IoT system.
2.2.2 D2R waveform
For the D2R  transmission, the waveform  shall be determined by the low capability device whose  D2R  transmission may be backscattered on a carrier wave provided externally,so the candidate waveform of  device’s D2R  transmission is depended on the waveform of carrier wave. In the last meeting, the above agreements about the waveform of carrier wave were achieved. Straightforward, for D2R waveform,at least single-tone unmodD2Rated sinusoid waveform is a candidate waveform, and mD2Rti-tone waveforms for D2R tranmission can be studied
Observation 3: For the Ambient IoT device whose  D2R  transmission may be backscattered on a carrier wave provided externally, the waveform of  device’s D2R  transmission is depended on the wavefrom of carrier wave.
Proposal 6: For the D2R waveform, at least single-tone unmodD2Rated sinusoid waveform is a candidate waveform, and multi-tone waveforms for D2R tranmission can be studied.
2.2.3 Modulation
In the RFID system, the ASK( Amplitude Shift Keying )on or PSK(Phase Shift Keying) mon is applied based on tag’s selection for the D2R tranmission, while the ASK tion is applied for the R2D tranmission. The mn scheme which needs high-power consumption is not appropriate to the Ambient IoT device,e.g., high-power ADC coding/decoding aerefore, the simple e for the Ambient IoT D2R and R2D tranmission can be considered such as FSK(Frequency Shift Keying), PSK, ASK, and OOK(On-Off Keying). The initial assessment of different on schemes are provided in table 1 below from the compelxity, interference immunity and resource utilization aspects. The ASK and OOK have the lowest complexity while the PSK has the best interference immunity performance. The FSK has the lowest resource utilization because this moion scheme occupies doubled frequency resource than ASK/PSK and OOK .
In the last meeting, OFDM-based OOK has been be supported to study for A-IoT R2D. For the A-IoT D2R, from the simplicity perpective, at least OOK shall be the candidate modulation scheme, and other modulation scheme can be further study.
Table1: Comparison of the different modulation schemes
	modulation
	Complexity
	Interference immunity 
	Resource utilization

	ASK
	Low 
	Low 
	High

	OOK
	Low 
	Low
	High

	FSK
	＞ ASK / OOK
	＞ASK / OOK
	Low 

	PSK 
	＞ ASK / OOK
	＞ FSK
	High


Proposal 7: At least OOK shall be the candidate modulation scheme, and other modulation schemes can be further study.
2.3 R2D and D2R line coding
In Ambient IoT,the communication distance is up to 50m  in indoor scenario,  which is farther than  maxmimun distance 10m in RFID. Meanwhile, low UE complexity is required for the Ambient IoT device. Therefore, the robust coding with high error detection capability and  low complexity shall be considered, e.g., PIE, Manchester, FM0, and Miller coding. An initial assessment of different coding schemes is provided in table 2 from the complexity, reliability and efficiency aspests. 
[bookmark: OLE_LINK15][bookmark: OLE_LINK16][bookmark: OLE_LINK19][bookmark: OLE_LINK20][bookmark: OLE_LINK11][bookmark: OLE_LINK12][bookmark: OLE_LINK17][bookmark: OLE_LINK18]In RFID, PIE（Pulse-interval encoding is applied for the R2D transmission. As shown in the figure 1, PIE is a 1 bit simple coding scheme, and PIE has different coding length for the data 0 and data 1 respectively. For data 0, the coding length is Tari, and Tari is the reference time interval from reader to Tag signalling. For data 1, the coding length is 1.5 Tari- 2Tari. For this coding scheme, the data 0 and data 1 use different coding length. By device’s own clock (around 2MHz), the tag can determine whether the signal is 0 or 1 by comparing the difference between the length of the signal and Tari.  Meanwhile, PIE can ensure the high reliability though synchronization error is large caused by the low-precision crystal oscillator, because the 0 or 1 are decoded by comparing the signal length with reference time interval. 
For the Ambient IoT device with low complexity, it is impossible to have a high-precision crystal oscillator inside device, so PIE is also appropriate for the Ambient IoT device. Further, the duration of low level signal is PW and the maximums value of PW equals to the 2us, so PIE has a relatively stable signal, which has benefit on providing energy for the passive Ambient IoT device. However, PIE also has disadvantages that it is easy to judge the 0 and 1 wrongly if the length of the reference time interval “Tari” be too short. Meanwhile, bit rate of PIE can equal communication bandwidth.


[image: ]
Figure 1:PIE in RFID[2]
Observation 4: PIE can ensure the high reliability though synchronization error is large caused by the low-precision crystal oscillator.
[bookmark: OLE_LINK13][bookmark: OLE_LINK14]As shown in the figure 2, the Manchester coding is a simple phase coding scheme. Each data code element is represented by two level signals with different phase conversion, that is, the conversion from high level phase to low level phase represents data 1, and the conversion from low level phase to high level phase represents data “0”. In this way, code element is divided into two sub-code elements, the first sub-code element can be regarded as an information bit and the second sub-code element can be regarded as a check position, e.g., for data 1, the high level phase can be regarded as an information bit, and low level phase can be regarded as a check position,Therefore, Manchester coding has higher error detection capability than PIE.
[bookmark: OLE_LINK23][bookmark: OLE_LINK24]Meanhwile, Manchester coding is a synchronous clock coding technology. Phase conversion always occurs in the middle of each data code element duration, and it is convient for the receiver to extract the clock synchronization signal by utilizing this phase conversion.So it is not necessary for tranmitter to transmit another clock synchronization signal. However, Manchester Coding has disadvantage on low coding efficiency. Bit rate of Manchester coding can equal communication bandwidth, because each data code element is modulated into two level signals with different phases. 
[image: ] 
Figure 2: Manchester coding
Observation5 : Manchester Coding has high error detection capability. 
Observation 6 : For Manchester coding, phase conversion always occurs in the middle of each data code element duration, and it is convient for the receiver to extract the clock synchronization signal by utilizing this phase conversion.
In  RFID, the FM0 (Bi-Phase Space Coding) coding  and Miller coding  are applied to the D2R tranmission. As shown in  the figure 3，for the FM0 coding, the receiver will judge as the data 0 when there exists a conversion between high level phase and low level phase in a period, and the receiver will judge as the data 1 when there does not exist a phase conversion in a period. Because there does not exist a phase conversion, the synchronization clock can not be extracted in a long duration, so this coding scheme has large synchronization error which also cause the large bit error rate. Therefore,the reliability of FM0 is low.Meanwhile, bit rate of FM0 can equal communication bandwidth.
Miller 2 is also simple coding scheme and similar with FM0, the data 0 and data 1 is judged according to whether there exist the phase conversion. The receiver will judge as the data 0 when there does not exists a phase conversion in a period, and the receiver will judge as the data 1 when there exists a phase conversion in a period.The error detection capability of Miller 2 is lower than FM0 under the small SNR, and the bit rate of Miller 2 can equal to half of the communication bandwidth.

[image: ]
Figure 3 ：FM0 coding in the RFID
Table2: Comparison of  different channel coding schemes

	Coding 
	Complexity
	Reliability 
	Bit rate (communication bandwidth=BW)

	[bookmark: OLE_LINK1][bookmark: OLE_LINK2]PIE 
	Low
	High 
	BW

	Manchester
	Low
	Highest  
	BW

	FM0
	Low
	Low
	BW

	Miller 
	Low
	Miller＜FM0
	1/2 BW



	Agreement
For R2D, line codes studied are: Manchester encoding and pulse-interval encoding (PIE).
· FFS: Mapping(s) from bit(s) to line-code codewords
· FFS: Time domain definition of e.g., chips and relation to OFDM symbols, resource allocation unit, etc.

Agreement
Regarding FEC, R2D with no forward error-correction code (FEC) is studied as baseline.
· Evaluations would be by comparison to this baseline


The Manchester encoding and PIE have been agreed to be further studied for the R2D transmission.R2D. Considering the high error detection capability with the Manchester encoding, at least Manchester encoding shall be applied for the D2R transmission. 
For the OOK-1 per OFDM symbol , the codeword‘0’ is encoded to two bits  ‘01’ while the codeword ‘1’ is encoded to two bits  ‘10’ if the Manchester encoding is adopted as shown in the figure 4 below..
Proposal 8:At least Manchester encoding shall be applied for the D2R transmission.
Observation 7: For the Manchester encoding,  codeword‘0’ is encoded to two bits ‘01’, and codeword ‘1’ is encoded to two bits  ‘10’.


Figure 4: Mapping between the bit and codewords for OOK-1 per OFDM symbol

	Agreement
A-IoT DL study includes OOK from DL transmitter’s perspective.
· For an OFDM waveform, assume OOK-1 for single-chip per OFDM symbol transmission, and OOK-4 for M-chip per OFDM symbol transmission, starting from definitions in TR 38.869.
· FFS value(s) of M.
· FFS: Any changes needed from the definitions in TR 38.869.
· FFS: Exact definition of chip
· If other DL waveforms are included, further elaboration of the transmitter’s OOK generation would be needed.



To achieve better co-existence performance and reuse the transmitter of NR system as much as possible, the boundary of chip can be aligned with NR OFDM symbol.As shown in the figure 5, the duration of M code element of OOK-M is the same with the duration of one code element of OOK-1.Then, if OOK-1 for single-chip per OFDM symbol transmission is supported, it is straightforward that OOK-4 for 4 chip per OFDM symbol transmission is supported. With this design, the chip can be defined as the duration of the one code element “1” or “0. 


Figure 5：OOK-1 and OOK-4 
Proposal 9 : The chip can be defined as the duration of the one code element 1 or 0.
	Agreement
R2D study assumes use of CRC. FFS which CRC generator polynomial(s) are assumed, and if any cases are included with no CRC.
· FFS: Association, if any, between down-selected CRC(s) and message size, considering at least false-alarm rate target
Agreement
D2R study assumes use of CRC. FFS which CRC generator polynomial(s) are assumed, and if any cases are included with no CRC.
· FFS: Association, if any, between down-selected CRC(s) and message size, considering at least false-alarm rate target



In RFID, a tag uses CRC(cyclic-redundancy check)  to ensure the validity of command from reader to tag, and reader uses the CRC to ensure the validity of certain backscattered  reply from the tag to reader, and  two CRC types are specified,i.e.,  a CRC-16 with 16 bits , and a CRC-5 with 5 bits. In NR, CRC length with 6, 11, 16, and 24 (with 3 different generator polynomials) are supported.
It is not important that whether the NR CRC or the RFID CRC is applied to the AIoT because of the same CRC generator polynomial(s) specified in NR and RFID for the same CRC length, but it is necessary to specify which the CRC length can be applied to AIoT. To reduce evaluation workload, both the CRC length specified in NR and RFID can be the candidate, i.e., CRC length with 5,6,11,16,24. 
Proposal 10: Both the CRC length specified in NR and RFID can be the candidate, i.e., CRC length with 5,6,11,16,24. 
2.4 Multiple access in Ambient IoT 
To achieve the design target of  larger connection density , the frequency division multiplexing, time division multiplexing and code domain multiplexing in Ambient IoT can be further studied.  
2.4.1 R2D 
The RF envelope detection is applied on R2D signal reception , it might be impossbile that device can extract different simultaneously transmitted R2D signals from the same reader or different readers. Therefore, FDMA might be a infeasible multiplexing scheme in AIoT R2D. 
For the code domain multiplexing (e.g., OCC ) in NR, the UE needs to perform OCC decoding operation to extract multiple different signals from the different transmitters,but this operation is relatively complicated for AIoT device ,so code domain multiplexing in AIoT R2D is not preferred.  
For the time division multiplexing can be considered to the R2D transmission of Ambient IoT. For example, for the topology 2, same frequency resource indicated by the gNB are utilized by the intermidate UE for different signal transmission in different time.
Proposal 11 : FDMA might be a infeasible multiplexing scheme in AIoT R2D. 
Proposal 12:It is preferred that code domain multiplexing is precluded for the  AIoT R2D transmission .  
Proposal 13:  In Ambient IoT R2D, time division multiplexing shall  be supported.
2.4.2 D2R 
For the D2R transmission, we provide our views on frequency division multiplexing, time division multiplexing and code domain multiplexing in the following part.
Frequency Division Multiplexing
If the device can not shift the frequency when D2R  transmission is backscattered on the carrier wave, the frequency dvision multiplexing can not be achieved. Because the centre frequency of backscattering transmission of  different Ambient IoT devices are same with the centre frequency of carrier wave. 
As shown in the figure 6, multi-channels can be defined on D2R spetrum, and if the device can shift the frequency when D2R  transmission is backscattered on the carrier wave, the centre frequency of  different backscattering transmissions from the different devices can be different and be located on different channels.
Based on above analysis, the supporting of the frequency division multiplexing of D2R transmission in Ambient IoT m ight be depended on the whether the Ambient IoT device can shift the frequency or not. Further, if the device has the frequency shifting capability, the different frequency shifting parameters for the different devices can be indicated by R2D command to achieve FDM. It is necessary to study the parameters related with frequency shifting ,e.g., BLF(backscatter link frequecny), frequency shifting spectrum, and frequency shifting offset. Similar with RFID, BLF(backscatter link frequecny) parameters can be indicated to inform the device the frequency shifting value and the backscattering tranmission bandwidth. Meanwhile, the frequency shifting spectrum can be indicated to inform the device shifting spectrum,e.g., shift R2D spectrum to D2R spectrum for backscattering tranmission.
Observation 8： In RFID, all tags operate on  the same channel,  which causes the low  the efficiency  of inventory.
Proposal 14 : The supporting of the frequency division multiplexing of D2R transmission in Ambient IoT might be depended on the whether the Ambient IoT device can shift the frequency or not.
Proposal 15: The different frequency shifting parameters for different devices can be indicated by R2D command to achieve FDM.
Proposal 16: Study the following parameters related with frequency shifting :
· BLF(backscatter link frequency)
· Frequency shifting spectrum
· Frequency shifting offset




Figure 6: Frequency division multiplexing in Ambient IoT


[bookmark: OLE_LINK5]Time Division Multiplexing
In RFID, the Q  value with the range (0,15) carried in  query command is  transmitted from the reader to the tag, and tag  generates the random number between the 0-2Q，when  the random number decreases to 0, the tag will send the EPC to the reader. In this mechanism, time division multiplexing in RFID is acheived.  For the time division multiplexing in Ambient IoT, as shown in the figure 7, the mehcanism like Q value in RFID can also be reused, i.e., Ambient IoT  device # 1(tag # 1 ) and Ambient IoT  device # 2(tag # 2)  reply to the base station with RN16 in the different time.Further,  some enhancements mechanism on Q value can be for the further study to achieve higher density, e.g., set the larger Q value than RFID,  adjust the Q value based on some principles. 
[image: ]
Figure7:Time division multiplexing in Ambient IoT

Proposal 17: For the time division multiplexing for D2R Ambient IoT transmission,  the mehcanism like Q value in RFID can also be reused.
Proposal 18: Study the enhancements mechanism on Q value.
Code domain multiplexing
For code domain multiplexing, if the code domain multiplexing is applied for D2R tranmission, the processing complexity will  be  the increased, e.g.,  the detection and transmission complexity on Ambient IoT device will be increased. If code domain mD2Rtiplexing can be applied to Ambient IoT, orthogonal covering code can be the considered, for example,different Ambient IoT device can use different OCC indicated by gNB for D2R tranmission.
Obervation 9 : For the code domain multiplexing, if the code domain multiplexing is applied for D2R tranmission,  the processing  complexity of Ambient IoT device will  be  the increased.
Proposal 19: For the code domain multiplexing, orthogonal covering code (OCC ) can be the considered for D2R tranmission.
3 Conclusion
Based on above discussions, the following observations and proposals are proposed:
Proposal 1: It is necessary to define the subcarrier spacing   for the R2D transmission for the ambient IoT system.
· Whether to define the subcarrier spacing  for D2R transmission is depended on the design of the waveform adopted.
Proposal 2: The subcarrier spacing set {15 kHz, 30 kHz, 60 kHz} can be considered for the R2D transmission for Ambient IoT.
Observation 1: The key characteristic of indoor inventory and indoor command is that the amount of the information data is relatively limited.
Proposal 3: A smaller bandwidth compared to that in the legacy system is required for the D2R transmission and R2D transmission in the Ambient IoT system considering the power consumption aspect.
Proposal 4: At least the transmission bandwidth and channel bandwidth shall be defined for A-IoT D2R.
· Transmission bandwidth, Btx,D2R from one device perspective: The frequency resources used for transmitting A-IoT D2R
· Channel bandwidth, Bchan,D2R from one device perspective: The frequency resources used for transmitting A-IoT D2R, and potential guard band.
Proposal 5：Both CP-OFDM and DFT-s-OFDM can be considered for AIOT R2D.
Observation 2: It may be hard to conduct CP handling for A-IoT system.

Observation 3: For the Ambient IoT device whose  D2R  transmission may be backscattered on a carrier wave provided externally, the waveform of  device’s D2R  transmission is depended on the wavefrom of carrier wave.
Proposal 6: For the D2R waveform, at least single-tone unmodD2Rated sinusoid waveform is a candidate waveform, and multi-tone waveforms for D2R tranmission can be studied.
Proposal 7: At least OOK shall be the candidate modulation scheme, and other modulation schemes can be further study.
Observation 4: PIE can ensure the high reliability though synchronization error is large caused by the low-precision crystal oscillator.
Observation5 : Manchester Coding has high error detection capability. 
Observation 6 : For Manchester coding, phase conversion always occurs in the middle of each data code element duration, and it is convient for the receiver to extract the clock synchronization signal by utilizing this phase conversion.
Proposal 8:At least Manchester encoding shall be applied for the D2R transmission.
Observation 7: For the Manchester encoding,  codeword‘0’ is encoded to two bits ‘01’, and codeword ‘1’ is encoded to two bits  ‘10’.
Proposal 9 : The chip can be defined as the duration of the one code element 1 or 0.
Proposal 10: Both the CRC length specified in NR and RFID can be the candidate, i.e., CRC length with 5,6,11,16,24. 
Proposal 11 : FDMA might be a infeasible multiplexing scheme in AIoT R2D. 
Proposal 12:It is preferred that code domain multiplexing is precluded for the  AIoT R2D transmission .  
Proposal 13:  In Ambient IoT R2D, time division multiplexing shall  be supported.
Observation 8： In RFID, all tags operate on  the same channel,  which causes the low  the efficiency  of inventory.
Proposal 14 : The supporting of the frequency division multiplexing of D2R transmission in Ambient IoT might be depended on the whether the Ambient IoT device can shift the frequency or not.
Proposal 15: The different frequency shifting parameters for different devices can be indicated by R2D command to achieve FDM.
Proposal 16: Study the following parameters related with frequency shifting :
· BLF(backscatter link frequency)
· Frequency shifting spectrum
· Frequency shifting offset
Proposal 17: For the time division multiplexing for D2R Ambient IoT transmission,  the mehcanism like Q value in RFID can also be reused.
Proposal 18: Study the enhancements mechanism on Q value.
Obervation 9 : For the code domain multiplexing, if the code domain multiplexing is applied for D2R tranmission,  the processing  complexity of Ambient IoT device will  be  the increased.
Proposal 19: For the code domain multiplexing, orthogonal covering code (OCC ) can be the considered for D2R tranmission.
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Interrogator-to-Tag signaling, and is the duration of a data-0. High values represent transmitted
CW; low values represent attenuated CW. Pulse modulation depth, rise time, fall time, and - sha
be as specified in Table 6-5, and shall be the same for a data-0 and a data-1. Interrogators shall
use a fixed modulation depth, rise time, fall time, PW, Tari, data-0 length, and data-1 length for th
duration of an inventory round. The RF envelope shall be as specified in Figure 6-2.

Figure 6-1: PIE symbols
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