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1. [bookmark: _Toc120549591]Introduction
RAN2 RedCap study phase is still on going, so the high layer related objective is still not stable, although it is listed in the WID[1] as following, 
· [bookmark: _Hlk58502603]Specify higher layer support of enhancements listed above [RAN2, RAN1]. Details are to be refined at RAN#91e taking the outcome of the RedCap SI into account, and work on this objective shall start after RAN#91e:
· Specify definition of RedCap UE type(s) including set(s) of L1 capabilities for RedCap UE identification and for constraining the use of those RedCap L1 capabilities only for RedCap UEs, and preventing RedCap UEs from using capabilities not intended for RedCap UEs including at least carrier aggregation, dual connectivity and wider bandwidths.
· Specify functionality that will enable RedCap UEs to be explicitly identifiable to networks and allow operators to restrict their access if desired.
· Specify necessary updates of UE capabilities (38.306) and RRC parameters (38.331).
 
According to above description, higher layer enhancement includes preventing RedCap UEs from using capabilities not intended for RedCap UEs, and includes early identificaion for operators to restrict their access. Besides preventing RedCap UEs for using capabilities not intended for them, access control may be performed due to poor coverage or high traffic load. So the access control schemes and how to carry the access control information need discuss. In this contribution, consideration on network access control is discussed and proposals are given.
2. Discussion on network access control of RedCap devices
In this section, we discuss how the network to control network access of RedCap devices and where to convey the control information.The UAC mechanism can be reused to realize access control, and here some additional schemes are discussed.
1 
2 
Access control schemes
There are two options that the network can make access control.
· Option1: The network broadcasts that RedCap devices or specific RedCap devices are not allowed to access the cell.
When the network has concerns for the poor coverage performance or large resource consumption for RedCap devices, it can adopt such option to reject access for such devices. 
For example, there is still no consensus for the minimum number of Rx branches for frequency bands where 4 Rx antenna ports is required for legacy NR UE, one main concern is that the coverage will be reduced significantly. We have proposed a compromise solution to mandate higher antenna efficiency for 1 Rx than that for 2Rx, which can guarantee comparable coverage for 1 Rx and 2 Rx. And the access control of specific RedCap types is another way out for the coverage concern. 
Another use case is that when the traffic load is high in current cell, the network can perform access control for RedCap devices since they may consume more resources compared to eMBB/URLLC devices due to complexity reduction.
· Option2: The network broadcasts the priority level of RedCap devices that to be served.
This option provides a soft access control for RedCap devices. Take two RedCap device types as an example, so there are totally three types, e.g. RedCap UE type1, RedCap UE type2, and non-RedCap devices. The gNB can broadcast that in current cell, RedCap UE type1 and non-RedCap devices are served with high priortiy, and RedCap UE type2 is served with low priority. Then RedCap UE type2 will know and accept that its requirement may not be satisfied well in this cell.
And this can be used together with separate initial BWP. For example, there are more than one initial BWPs in one cell, as shown in Figure.1, initial BWP0 and initial BWP1. When gNB broadcasts its high priority UE types are RedCap UE type1 and non-RedCap UE on initial BWP1, it can additionally indicate RedCap type2 UEs that another initial BWP0 provide high priority for such UEs, and indicate the detailed location of initial BWP0. Then RedCap type2 UEs can switch to BWP0.
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Figure.1 separate BWP with different high priority UE types
Proposal 1: The following two options for network access control can be considered,
•	Option1: The network broadcasts that RedCap devices or specific RedCap devices are not allowed to access the cell.
•	Option2: The network broadcasts the priority level of RedCap devices that to be served.
How to carry access control information
As shown in Figure.1, when a UE wants to access the network, it will first receive SSB, then monitor type0-PDCCH and get scheduling information of SIB1, then read SIB1 and obtain necessary information for UE to access the network, after that it can request access to network by PRACH procedure.
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Figure.1 Procedure to access the network
Therefore, access control of RedCap devices can be done at different stages in the above procedure.
• Access control by PBCH: There is one sparse bit in MIB. Moreover, for FR1, two bits in PBCH are reserved since the maximum of SSB index is 7. The sparse bit and reserved bits can be used for access control.
• Access control by type0-PDCCH: For DCI format 1_0 with CRC scrambled by SI-RNTI, 15 bits in DCI are reserved and these bits can be used for access control.
• Access control by SIB1: More information bits can be conveyed by SIB1, since it is transmitted by PDSCH. Therefore, the access control in SIB1 can be more flexibile than in PBCH and type0-PDCCH. 
• Access control by PRACH procedure: RedCap devices can be identified during the PRACH process, then gNB can perform access control accordingly, for example, it does not response to the PRACH request or inform such UEs that it si not allow to access explicitly.
With earlier access control, the RedCap terminal can avoid the subsequent access process and realize power saving.
Proposal 2: Early access control by PBCH, type0-PDCCH, SIB1, PRACH procedure can be further studied.
3. Conclusions
In this contribution, considerations on access control schemes and how to carry such access access information are discussed, and the following proposals are made.
Proposal 1: the following two options for network access control can be considered,
•	Option1: The network broadcasts that RedCap devices or specific RedCap devices are not allowed to access the cell.
•	Option2: The network broadcasts the priority level of RedCap devices that to be served.
Proposal 2: Early access control by PBCH, type0-PDCCH, SIB1, PRACH procedure can be further studied.
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