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1 Introduction 
[bookmark: _Hlk25060711]RedCap feasibility study looks at devices for machine type communication with reduced capability compared to eMBB and URLLC devices but not the low end mMTC that are covered NB-IoT and LTE-M. The requirements for these services are higher than LPWA (i.e. LTE-M/NB-IoT) but lower than URLCC and eMBB. The target requirements are to lower device cost, complexity, and size with lower power consumption for devices used in industrial sensors, video surveillance, and wearables.  
The SI objective is to identify and study potential UE complexity reduction features, including: 
· Reduced number of UE RX/TX antennas
· UE Bandwidth reduction 
Note: Rel-15 SSB bandwidth should be reused and L1 changes minimized 
· Half-Duplex-FDD 
· Relaxed UE processing time 
· Relaxed UE processing capability 
Related to this, due to concerns on the potential impact on existing networks from these reduced capability devices, the following objective was included:
Study functionality that will allow devices with reduced capabilities to be explicitly identifiable to networks and network operators, and allow operators to restrict their access, if desired [RAN2, RAN1].
In this contribution, we present our views on the identification and access control mechanisms for RedCap UEs. 
2 [bookmark: _Ref47727977]Identification and access control mechanisms for RedCap UEs
RedCap UE identification and access control
An objective of the SI is to allow identification of the device type and provide a mechanism to allow access restriction.  Even without any explicit definition or concept of a device type, it is possible to identify the device “type” in terms of its capability using the current explicitly signalled UE capability when the UE is accessing the network. On the other extreme, RedCap UEs may also be identified much earlier during the initial access procedure, and depending on exact system design and RedCap UE features, such early identification may also be necessary from RAN operations perspective.
Access restriction can follow based on identification of such UEs and network load management and access control policies. The definition of device types makes it easier to introduce access restrictions.  The concept of defining a RedCap device type can be used then for identification of the device type.
During the RAN1 #102E meeting, the following was agreed [2]:
Agreements:
· Further study the options for identification of RedCap UEs, including at least the following indication methods:
· Opt. 1: During Msg1 transmission, e.g., via separate initial UL BWP, separate PRACH resource, or PRACH preamble partitioning.
· Opt. 2: During Msg3 transmission. 
· Opt. 3: Post Msg4 acknowledgment. 
· E.g., during Msg5 transmission or part of UE capability reporting.
· Opt. 4: During MsgA transmission (subject to support of if 2-step RACH)
· Other options are not precluded.
· Note: This study intends to establish feasibility of, and pros and cons for the identified options from RAN1 perspective, without any intention of down-selection without guidance from RAN2.
Next, we present our views on the different options in terms of the necessity of such indication via each Option and the challenges/consequences:
Opt. 1: During Msg1
· Mechanisms:
· Via use of separate (at least from non-RedCap UEs): 
· Initial UL BWP
· PRACH resource sets
· PRACH preambles
· Combinations of the above
· Necessity:
· If relaxations to minimum UE processing times are introduced for RedCap UEs, the gNB would need to identify such UEs during Msg1 transmission in order to ensure that the minimum scheduling offsets between Msg2 PDSCH and Msg3 transmission, between PDCCH scheduling Msg3 reTx to Msg3 reTx, etc. are satisfied. 
· Based on our analyses reported in [3], relaxation of minimum UE processing times can provide around 11 ~13% reduction in device cost/complexity compared to the reference device. 
· If Msg2 PDCCH or PDSCH may need coverage recovery for RedCap UEs, it would be necessary for the gNB to identify such UEs during Msg1 for appropriate link adaptation
· Based on our evaluations reported in [4], it can be seen that Msg2 PDCCH or Msg2 PDSCH, when scheduled using mechanisms available from Rel-15, are not likely to be bottleneck channels requiring coverage recovery for RedCap UEs. 
· Challenges and consequences:
· The method of always using a separate initial UL BWP for this purpose may not be desirable from a network resource management perspective.
· Separation based on PRACH resource sets impacts overall PRACH resource utilization due to “hard partitioning of resources”.
· As for the case of PRACH resource sets, partitioning of PRACH preambles would have a detrimental effect on PRACH user capacity.
Opt. 2: During Msg3
· Mechanisms:
· E.g., using a spare bit in Msg3
· Necessity:
· If Msg4 PDCCH or PDSCH may need coverage recovery for RedCap UEs, it would be necessary for the gNB to identify such UEs during Msg3 for appropriate link adaptation. 
· Based on our evaluations reported in [4], it can be seen that Msg4 PDCCH or Msg4 PDSCH, when scheduled using mechanisms available from Rel-15, are not likely to be bottleneck channels requiring coverage recovery for RedCap UEs. 
· If separate DL BWPs are defined for RedCap UEs for Msg4 PDCCH/PDSCH scheduling, then such UEs need to be identified at least during Msg3
· For FR1, with 20 MHz min UE BW, such offloading may not be strictly necessary
· For FR2, such additional DL BWP configurations and offloading may only be necessary if 50 MHz/1Rx RedCap UEs may be introduced. 
· Challenges and consequences:
· Currently, only a single spare bit is available for Msg3, and thus, using this for RedCap UE identification may not be prudent unless absolutely essential.
Opt. 3: Post Msg4 ACK (Msg5 or UE capability report)
· Mechanisms:
· E.g., either in Msg5 or in UE capability report
· Necessity:
· This is the latest stage by when the gNB should be aware of the presence a RedCap UE transitioning to connected mode for appropriate configuration and scheduling for user plane operations.
· Challenges and consequences:
· This is the most straightforward method to realize RedCap UE identification, but at the cost of the information being made available at the gNB upon successful completion of the initial access procedure.
· Options 1 or 2 may be needed in addition to Option 3 if early identification is established as necessary. 
Opt. 4: During MsgA for 2-step RACH
· Mechanisms:
· Similar to the case of Msg1, but variant for 2-step RACH, if latter may be supported by RedCap UEs
· Initial UL BWP
· PRACH resource sets
· Partitioning of MsgA-Preambles
· Combinations of the above
· Necessity:
· Similar as for the case of Msg1
· Challenges and consequences:
· Similar as for the case of Msg1
Further, it should be noted that considering the potential motivating factors for early identification of RedCap UEs, most of the use-cases are such that early identification could be optional for the network. That is, it may not be always necessary for the gNB to identify the RedCap UEs before RACH procedure completion. This applies also for the case of relaxations to UE minimum processing times – the gNB may choose to always schedule conservatively, under hypothesis of the Msg1 transmitting UE being a RedCap UE. The potential adverse impact to non-RedCap UEs from such conservative scheduling may not always be significant in many deployments and use-cases.
Based on the above analysis, we make the following observations.
Observation 1:
· Identification of RedCap UEs at least after Msg4 Ack (i.e., via Msg5 or UE capability reporting) is necessary as a baseline mechanism.
Observation 2:
· Early identification of RedCap UEs during RA procedure may not always be necessary. Such mechanisms, if introduced, could be optionally configured by the gNB via SIB signaling.
Observation 3:
· Early identification of RedCap UEs via Msg1 or MsgA could be beneficial, although not strictly necessary, if relaxed minimum UE processing times are introduced for RedCap UEs.
Observation 4:
· Early identification of RedCap UEs during the RA procedure may not be necessary from perspective of coverage recovery needs for Msg2 and/or Msg4.
Observation 5:
· Early identification of RedCap UEs during RA procedure may be necessary if additional or separate initial DL or UL (respectively) BWPs may be configured for Msg2/Msg4 or Msg1/Msg3 (respectively). 
3 Conclusion
In this contribution, we presented our views on identification and access control mechanisms for RedCap UEs.
The following observations summarize the key conclusions from the presented qualitative analysis:

Observation 1:
· Identification of RedCap UEs at least after Msg4 Ack (i.e., via Msg5 or UE capability reporting) is necessary as a baseline mechanism.
Observation 2:
· Early identification of RedCap UEs during RA procedure may not always be necessary. Such mechanisms, if introduced, could be optionally configured by the gNB via SIB signaling.
Observation 3:
· Early identification of RedCap UEs via Msg1 or MsgA could be beneficial, although not strictly necessary, if relaxed minimum UE processing times are introduced for RedCap UEs.
[bookmark: _GoBack]Observation 4:
· Early identification of RedCap UEs during the RA procedure may not be necessary from perspective of coverage recovery needs for Msg2 and/or Msg4.
Observation 5:
· Early identification of RedCap UEs during RA procedure may be necessary if additional or separate initial DL or UL (respectively) BWPs may be configured for Msg2/Msg4 or Msg1/Msg3 (respectively). 
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