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In making the choice between transferring the IMEI (with software version) from the core network (CN) to the access network (AN) and transferring a bit map of access network features to be avoided, we need to be aware of some limitations of SCCP, which is used as the bearer for both RANAP and BSSAP signalling.

SCCP connection-oriented signalling is used as the bearer for both BSSAP and RANAP. The Connection Request and Connection Confirm messages include a significant overhead, which reduces the available payload to about 130 octets. Subsequent messages in the dialogue can carry a larger payload. 

If the first or second messages in the dialogue have to carry a payload greater than 130 octets, then an expedient measure could be used: provided that both peer entities are prepared to do so, the dialogue can be established using a Connection Request and Connection Confirm with no payload, and the payload can be carried in subsequent messages. This would be analogous to the solution used for transfer of short messages in MAP; the dialogue is established first, then the payload is transferred. However, although GSM phase 2 and onwards, and UMTS, define the possibility of establishing an SCCP dialogue using a Connection Request and Connection Confirm with no payload, GSM phase 1 does not define that possibility. The relevant part of GSM 08.06 v3.5.2 is annexed to this contribution. There is, then, a significant probability that an MSC implementation would not support the establishment of an SCCP dialogue using a Connection Request and Connection Confirm with no payload, and the limit of 130 octets payload needs to be respected.

The length of the IMEISV is well-defined at 8 octets (plus tag and length); if the size of the payload is really critical, some space could be saved by transferring only the TAC and SV, requiring 5 octets plus tag and length: a total of 8 octets.

If a bit-map is transferred from the CN to the AN, then it will be necessary to transfer vendor-specific information for more than one vendor, in addition to any standardised information. Each vendor-specific bit-map will require a tag (vendor ID) and length in addition to the bit-map. Our estimate is that vendors would require 8 octets capacity for the vendor-specific bit-map; this leads to a need for 11n + 11 octets to carry n vendor-specific bit-maps plus the standardised bit-map.

For inter-MSC or inter-RNC handover/relocation, a common bit-map has to be sent to every RNC, so in multi-vendor networks there would need to be 2 or 3 vendor-specific bitmaps: a requirement to carry 33 or 44 octets. In view of the limited payload available, the difference between the 8 octets required to transfer the TAC and SV and the 33 or 44 octets required to transfer a standardised bit-map plus vendor-specific bit-maps should not be lightly dismissed.

