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<START OF CHANGES>
Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

The present document is part 1 of a multi-part conformance test specification for Mission Critical services over LTE consisting of:


3GPP TS 36.579-1 [2]: "Mission Critical (MC) services over LTE; Part 1: Common test environment"


3GPP TS 36.579-2 [3]: "Mission Critical (MC) services over LTE; Part 2: Mission Critical Push To Talk (MCPTT) User Equipment (UE) Protocol conformance specification"


3GPP TS 36.579-3 [4]: "Mission Critical (MC) services over LTE; Part 3: Mission Critical Push To Talk (MCPTT) Server Application conformance specification"


3GPP TS 36.579-4 [5]: "Mission Critical (MC) services over LTE; Part 4: Test Applicability and Implementation Conformance Statement (ICS) proforma specification"


3GPP TS 36.579-5: "Mission Critical (MC) services over LTE; Part 5: Abstract test suite (ATS)" (the present specification)


3GPP TS 36.579-6 [59]: "Mission Critical (MC) services over LTE; Part 6: Mission Critical Video (MCVideo) User Equipment (UE) Protocol conformance specification"

3GPP TS 36.579-7 [60]: "Mission Critical (MC) services over LTE; Part 7: Mission Critical Data (MCData) User Equipment (UE) Protocol conformance specification"

1
Scope

The present document specifies the protocol and signalling conformance testing in TTCN-3 for the Mission Critical services over LTE signalling and protocol requirements defined by 3GPP.

The following TTCN test specification and design considerations can be found in the present document:

-
the test system architecture;

-
the overall test suite structure;

-
the test models and ASP definitions;

-
the test methods and usage of communication ports definitions;

-
the test configurations;

-
the design principles and assumptions;

-
TTCN styles and conventions;

-
the partial Implementation eXtra Information for Testing (IXIT) proforma;

-
the test suites.

The Abstract Test Suites designed in the document are based on the test cases specified in 3GPP TS 36.579-2 [3], TS 36.579-6 [59] and TS 36.579-7 [60]. The test cases specified in 3GPP TS 36.579-3 [4] are out of scope of the present document.

The applicability of the individual test cases is specified in the test ICS proforma specification in 3GPP TS 36.579-4 [5]). Where appropriate the Abstract Test Suites belonging to the present specification may refer to other Abstract Test Suites e.g. 3GPP TS 36.523-3 [27] for test requirements related to the EPS (LTE) bearers which carry the Mission Critical services data.

The present document is valid for TTCN development for Mission Critical services clients' conformance tests according to 3GPP Releases starting from Release 14 up to the Release indicated on the cover page of the present document.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document unless the context in which the reference is made suggests a different Release is relevant (information on the applicable release in a particular context can be found in e.g. test case title, description or applicability, message description or content).
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W3C: "XML Encryption Syntax and Processing Version 1.1", https://www.w3.org/TR/xmlenc-core1/.

[36]
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3GPP TS 33.180: "Security of the mission critical service".
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[53]
IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".
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3GPP TS 24.581: "Mission Critical Video (MCVideo) media plane control; Protocol specification"
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<SECTIONS SKIPPED>
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

ASP
Abstract Service Primitive

ICS
Implementation Conformance Statement

IXIT
Implementation eXtra Information for Testing

MC
Mission Critical

MCData

Mission Critical Data

MCPTT
Mission Critical Push To Talk

MCS
Mission Critical Services

MCVideo

Mission Critical Video

PTC
Parallel Test Component

RTCP
RTP Control Protocol

RTP
Real-time Transport Protocol

SRTCP
Secure RTCP

SRTP
Secure RTP

SS
System Simulator

SSRC
Synchronization SouRCe

TC
Test Case

UE
User Equipment

<SECTIONS SKIPPED>
5
Test models

5.1
MCX over LTE
5.1.1
MCX Client on-network test model

The MCX Client on-network test model is depicted in figure 5.1.1-1. The test model consists of an IMS component and an HTTP component, on top of the multi-testers test model (E-UTRA) specified in TS 34.229-3 [28]. These parallel test components (PTCs) handle the IMS and HTTP signalling asynchronously.

The IMS PTC controls the IPCanEmu and the IP PTC. IPCanEmu is responsible for handling the E-UTRA cell(s) configuration in the SS as well as the E-UTRA/EPC level signalling and related procedures. The IP PTC controls the IP related configurations. IPCanEmu and IP PTC interface to the SS according to TS 36.523-3[27]. In addition, the IMS PTC interfaces to the SS via a new port, SRTP, to support configuration of SRTP/SRTCP security in the SS and transport of Floor Control messages, specified in TS 24.380 [10], from / to TTCN.
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Figure 5.1.1-1: MCX Client on-network test model over LTE
5.1.2
MCX Client off-network test model

This test model is not supported by the present version of the specification.
5.2
MCX over IP

5.2.1
MCX Client on-network test model

In order to facilitate testing of MCX signalling at the IMS and HTTP level and execute the test cases in an environment without E-UTRA components and associated hardware, a test model over IP may be used as shown below in Figure 5.2.1-1.

The intention of the test model is to test relevant IP based signalling of an MCX client which is typically hosted as client application on a UE. Even though other test implementations may be possible, the MCX IP test model has been designed assuming the SUT is a physical device.

To enable MCX conformance tests to be run in the MCX IP test model the SUT shall have the following capabilities:

-
The MCX client application can be started/stopped by the user with appropriate MMI commands independent from any other applications and functionalities of the UE.

-
The UE can be configured so that the MCX client application uses a standard IP network interface (e.g. WLAN, ethernet) rather than a 3GPP RAT to exchange IP packets with the network entities (system simulator)
( The system simulator can use a standard network adaptor too and does not need to support 3GPP RAT technologies.
NOTE:
IP tunnelling, like for IMS over WLAN, is not supported by MCX IP test model.

-
The UE is equipped with a test UICC containing a USIM or ISIM complying to TS 36.579-1 [2] clause 5.5.10 and TS 24.229 [16] annex C. The test UICC is used to support security algorithm and SIP registration as needed by the MCX client application.

The MCX IP test model consists of the same components, ports and ASPs as in the test model in subclause 5.1.1 except for the IPCanEmu EUTRA component which is replaced by a IPCanEmu IP component. This component provides the same interfaces to the MTC, the MCX IMS PTC and the IP PTC as the IPCanEmu EUTRA component but there is no system interface to control any RAT. The ASPs defined for the system ports IP_SOCK, IPsec_CTRL, IP_CTRL and SRTP are identical to those defined in subclause 5.1.1.

This test model may be considered RAT agnostic. It will setup the simulated MCX servers, configure the corresponding UDP, TCP, IPsec, TLS and RTP/SRTP ports and run the IMS and HTTP signalling as required by the test cases. 
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Figure 5.2.1-1: MCX Client on-network test model over IP

<SECTIONS SKIPPED>
6.2
Abstract system primitives

This clause specifies the abstract system primitives (ASPs) used on the system interface to configure and control the SS. The MCX test system interface re-uses the ASPs specified in TS 36.523-3 [27] (see clause 6 and Annex D) and TS 34.229-3 [28] (see clause 6).

<SECTIONS SKIPPED>
10
Postambles

10.1
Introduction

The purpose of the present clause 10 is to specify the postambles used to bring the UE to a well-defined state regardless of the UE state at the termination of main test body or of the SS conditions and values of the system information inherited from the test.

10.2
MCX
The postambles specified in TS 34.229-3 [28] are also applicable to MCX test cases.
<SECTIONS SKIPPED>
Annex A (normative):
Test Suites
A.1
Introduction

This annex references the approved Test Suites, which accompany the present document. The Test Suites have been produced using the Testing and Test Control Notation version 3 (TTCN-3) according to ES 201 873 [31].

A.2
Baseline of specifications

Table A.2-1 lists the core specifications and test specifications, which the delivered Test Suites are based upon.

Table A.2-1: References of the test and Core specifications

	Type
	Specification
	Release
	Version

	Core specifications
	TS 24.379 [9]
	Note 1
	Note 2

	
	TS 24.380 [10]
	Note 1
	Note 2

	
	TS 24.481 [11]
	Note 1
	Note 2

	
	TS 24.482 [12]
	Note 1
	Note 2

	
	TS 24.483 [13]
	Note 1
	Note 2

	
	TS 24.484 [14]
	Note 1
	Note 2

	
	TS 33.180 [43]
	Note 1
	Note 2

	
	TS 24.229 [16]
	Note 1
	Note 2

	
	TS 24.281 [55]
	Note 1
	Note 2

	
	TS 24.581 [56]
	Note 1
	Note 2

	
	TS 24.282 [57]
	Note 1
	Note 2

	
	TS 24.582 [58]
	Note 1
	Note 2

	Test specifications
	TS 36.579-1 [2]
	Note 1
	Note 2

	
	TS 36.579-2 [3]
	Note 1
	Note 2

	
	TS 36.579-4 [5]
	Note 1
	Note 2

	
	TS 36.579-6 [59]
	Note 1
	Note 2

	
	TS 36.579-7 [60]
	Note 1
	Note 2

	NOTE 1:
Latest release available, up to the release number of the present document.

NOTE 2:
Latest available.


A.3
MCX
A.3.1
MCX Client Test Suites

There is no approved Test Suite in the present version of the present document.
<END OF CHANGES>
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