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<START OF MODIFIED SECTION>
A.2.13
MO NOTIFY for refer package

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	

	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


	
	
	
	
	


	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	NOTIFY
	
	

	
Request-URI
	
	same URI value which the SS sent in its Contact header within the REFER request
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP when using UDP or
SIP/2.0/TCP when using TCP
	
	

	
sent-by
	A1
	IP address or FQDN and protected server port of the UE
	
	

	
	A2
	IP address or FQDN and unprotected server port of UE
	
	

	
via-branch
	
	value starting with ‘z9hG4bK’
	
	

	Route
	
	order of the parameters in this header must be like in the respective rows
	
	RFC 3261 [15]

	
route-param
	A1
	<sip:SS P-CSCF address: protected server port of SS ;lr>, <sip:scscf.3gpp.org;lr>
	
	

	
	A2
	<sip:SS P-CSCF address: unprotected server port of SS (optional);lr>, <sip:scscf.3gpp.org;lr
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	Local SIP URI of the UE which must be the same URI as used for the UE in the earlier requests within the dialog created by the INVITE sent by the UE when initiating the call to be transferred
	
	

	
tag
	
	local tag of the dialog ID
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	Remote SIP URI of the SS which must be the same as used for the SS in the earlier requests within the dialog created by the INVITE sent by the UE when initiating the call to be transferred.
	
	

	
tag
	
	remote tag of the dialog ID
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same value as in the INVITE (and REFER) message
	
	

	CSeq
	A1,A2
	
	
	RFC 3261 [15]

	
value
	
	value of CSeq sent by the SS within its previous request in the dialog created by the INVITE sent by the UE when initiating the call to be transferred, but increased by one
	
	

	
method
	
	NOTIFY
	
	

	Contact
	
	
	
	RFC 3261 [15]
RFC 5627 [61]

	
addr-spec
	A1
	SIP URI with IP address or FQDN and protected server port of the UE or GRUU as returned by the SS in registration
	
	

	
	A2
	SIP URI with IP address or FQDN and unprotected server port of UE or GRUU as returned by the SS in registration
	
	

	
	A3
	Public GRUU as obtained during registration as pub-gruu contact parameter of the 200 OK for REGISTER response
	
	

	Event
	A1,A2
	
	
	RFC 6665 [140]
RFC 3515 [72]

	
event-type
	
	refer
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	Subscription-State
	
	
	
	RFC 6665 [140]

	
substate-value
	
	active
	
	

	
expires
	
	non-zero value
	
	

	Content-Type
	
	
	
	RFC 3261 [15]

	
media-type
	
	message/sipfrag
	
	RFC 3680 [22]

	Content-Length
	
	header shall be present if UE uses TCP to send this request and if there is a message-body
	
	RFC 3261 [15]
RFC 3680 [22]

	
value
	
	length of message-body
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 TS 34.229-2 [5])

	A2
	GIBA (A.6a/1 TS 34.229-2 [5])

	A3
	obtaining and using GRUUs in the Session Initiation Protocol (SIP) (A.4/53 3GPP TS 34.229-2 [5])
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