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FIRST MODIFIED SECTION

[bookmark: _Toc5285056]5.3.7	RRC connection re-establishment
[bookmark: _Toc5285057]5.3.7.1	General

	
Figure 5.3.7.1-1: RRC connection re-establishment, successful
	


Figure 5.3.7.1-2: RRC re-establishment, fallback to RRC establishment, successful
The purpose of this procedure is to re-establish the RRC connection. A UE in RRC_CONNECTED, for which AS security has been activated with SRB2 and at least one DRB setup, may initiate the procedure in order to continue the RRC connection. The connection re-establishment succeeds if the network is able to find and verify a valid UE context or, if the UE context cannot be retrieved, and the network responds with an RRCSetup according to clause 5.3.3.4. If AS security has not been activated, the UE does not initiate the procedure but instead moves to RRC_IDLE directly, with release cause 'other'. If AS security has been activated, but SRB2 and at least one DRB are not setup, the UE does not initiate the procedure but instead moves to RRC_IDLE directly, with release cause 'RRC connection failure'.
The network applies the procedure e.g as follows:
-	When AS security has been activated and the network retrieves or verifies the UE context:
-	to re-activate AS security without changing algorithms;
-	to re-establish and resume the SRB1;
-	When UE is re-establishing an RRC connection, and the network is not able to retrieve or verify the UE context:
-	to discard the stored AS Context and release all RBs;
-	to fallback to establish a new RRC connection.
If AS security has not been activated, the UE shall not initiate the procedure but instead moves to RRC_IDLE directly, with release cause 'other'. If AS security has been activated, but SRB2 and at least one DRB are not setup, the UE does not initiate the procedure but instead moves to RRC_IDLE directly, with release cause 'RRC connection failure'.

[bookmark: _Toc5285058]5.3.7.2	Initiation
The UE initiates the procedure when one of the following conditions is met:
1>	upon detecting radio link failure of the MCG, in accordance with 5.3.10; or
1>	upon re-configuration with sync failure of the MCG, in accordance with sub-clause 5.3.5.8.3; or
1>	upon mobility from NR failure, in accordance with sub-clause 5.4.3.5; or
1>	upon integrity check failure indication from lower layers concerning SRB1 or SRB2, except if the integrity check failure is detected on the RRCReestablishment message; or
1>	upon an RRC connection reconfiguration failure, in accordance with sub-clause 5.3.5.8.2.
Upon initiation of the procedure, the UE shall:
1>	stop timer T310, if running;
1>	stop timer T304, if running;
1>	start timer T311;
1>	suspend all RBs, except SRB0;
1>	reset MAC;
1>	release the MCG SCell(s), if configured;
1>	release spCellConfig;
1>	release delayBudgetReportingConfig, if configured, and stop timer T342, if running;
1>	release overheatingAssistanceConfig, if configured, and stop timer T345, if running;
1>	perform cell selection in accordance with the cell selection process as specified in TS 38.304 [20], clause 5.2.6.
[bookmark: _Toc5285059]5.3.7.3	Actions following cell selection while T311 is running
Upon selecting a suitable NR cell, the UE shall:
1>	ensure having valid and up to date essential system information as specified in clause 5.2.2.2;
1>	stop timer T311;
1>	start timer T301;
1>	if T390 is running:
2>	stop timer T390 for all access categories;
2>	perform the actions as specified in 5.3.14.4;
1>	apply the default L1 parameter values as specified in corresponding physical layer specifications except for the parameters for which values are provided in SIB1;
1>	apply the default MAC Cell Group configuration as specified in 9.2.2;
1>	apply the CCCH configuration as specified in 9.1.1.2;
1>	apply the timeAlignmentTimerCommon included in SIB1;
1>	initiate transmission of the RRCReestablishmentRequest message in accordance with 5.3.7.4;
NOTE:	This procedure applies also if the UE returns to the source PCell.
Upon selecting an inter-RAT cell, the UE shall:
1>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure'.
[bookmark: _Toc5285060]5.3.7.4	Actions related to transmission of RRCReestablishmentRequest message
The UE shall set the contents of RRCReestablishmentRequest message as follows:
1>	set the ue-Identity as follows:
2>	set the c-RNTI to the C-RNTI used in the source PCell (reconfiguration with sync or mobility from NR failure) or used in the PCell in which the trigger for the re-establishment occurred (other cases);
2>	set the physCellId to the physical cell identity of the source PCell (reconfiguration with sync or mobility from NR failure) or of the PCell in which the trigger for the re-establishment occurred (other cases);
2>	set the shortMAC-I to the 16 least significant bits of the MAC-I calculated:
3>	over the ASN.1 encoded as per clause 8 (i.e., a multiple of 8 bits) VarShortMAC-Input;
3>	with the KRRCint key and integrity protection algorithm that was used in the source PCell (reconfiguration with sync or mobility from NR failure) or of the PCell in which the trigger for the re-establishment occurred (other cases); and
3>	with all input bits for COUNT, BEARER and DIRECTION set to binary ones;
1>	set the reestablishmentCause as follows:
2>	if the re-establishment procedure was initiated due to reconfiguration failure as specified in 5.3.5.8.2:
3>	set the reestablishmentCause to the value reconfigurationFailure;
2>	else if the re-establishment procedure was initiated due to reconfiguration with sync failure as specified in 5.3.5.8.3 (intra-NR handover failure) or 5.4.3.5 (inter-RAT mobility from NR failure):
3>	set the reestablishmentCause to the value handoverFailure;
2>	else:
3>	set the reestablishmentCause to the value otherFailure;
1>	re-establish PDCP for SRB1;
1>	re-establish RLC for SRB1;
1>	apply the specified configuration defined in 9.2.1 for SRB1;
1>	configure lower layers to suspend integrity protection and ciphering for SRB1;
NOTE:	Ciphering is not applied for the subsequent RRCReestablishment message used to resume the connection. An integrity check is performed by lower layers, but merely upon request from RRC.
1>	resume SRB1;
1>	submit the RRCReestablishmentRequest message to lower layers for transmission.
[bookmark: _Toc5285061]5.3.7.5	Reception of the RRCReestablishment by the UE
The UE shall:
1>	stop timer T301;
1>	consider the current cell to be the PCell;
1>	store the nextHopChainingCount value indicated in the RRCReestablishment message;
1>	update the KgNB key based on the current KgNB key or the NH, using the stored nextHopChainingCount value, as specified in TS 33.501 [11];
1>	derive the KRRCenc and KUPenc keys associated with the previously configured cipheringAlgorithm, as specified in TS 33.501 [11];
1>	derive the KRRCint and KUPint keys associated with the previously configured integrityProtAlgorithm, as specified in TS 33.501 [11].
1>	request lower layers to verify the integrity protection of the RRCReestablishment message, using the previously configured algorithm and the KRRCint key;
1>	if the integrity protection check of the RRCReestablishment message fails:
2>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure', upon which the procedure ends;
1>	configure lower layers to resume integrity protection for SRB1 using the previously configured algorithm and the KRRCint key immediately, i.e., integrity protection shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
1>	configure lower layers to resume ciphering for SRB1 using the previously configured algorithm and, the KRRCenc key immediately, i.e., ciphering shall be applied to all subsequent messages received and sent by the UE, including the message used to indicate the successful completion of the procedure;
1>	release the measurement gap configuration indicated by the measGapConfig, if configured;
1>	submit the RRCReestablishmentComplete message to lower layers for transmission;
1>	the procedure ends.
[bookmark: _Toc5285062]5.3.7.6	T311 expiry
Upon T311 expiry, the UE shall:
1>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure'.
[bookmark: _Toc5285063]5.3.7.7	T301 expiry or selected cell no longer suitable
The UE shall:
1>	if timer T301 expires; or
1>	if the selected cell becomes no longer suitable according to the cell selection criteria as specified in TS 38.304 [20]:
2>	perform the actions upon going to RRC_IDLE as specified in 5.3.11, with release cause 'RRC connection failure'.
[bookmark: _Toc5285064]5.3.7.8	Reception of the RRCSetup by the UE
The UE shall:
1>	perform the RRC connection establishment procedure as specified in 5.3.3.4.












NEXT MODIFIED SECTION

[bookmark: _Toc5285147]5.5.6	Location measurement indication
[bookmark: _Toc5285148]5.5.6.1	General


Figure 5.5.5.1-1: Location measurement indication
The purpose of this procedure is to indicate to the network that the UE is going to start/stop location related measurements which require measurement gaps. UE shall initiate this procedure only after successful AS security activation.
NOTE:	It is a network decision to configure the measurement gap.
[bookmark: _Toc5285149]5.5.6.2	Initiation
The UE shall:
1>	if and only if upper layers indicate to start performing location measurements and the UE requires measurement gaps for these measurements while measurement gaps are either not configured or not sufficient:
2>	initiate the procedure to indicate start;
NOTE 1:	The UE verifies the measurement gap situation only upon receiving the indication from upper layers. If at this point in time sufficient gaps are available, the UE does not initiate the procedure. Unless it receives a new indication from upper layers, the UE is only allowed to further repeat the procedure in the same PCell once per frequency of the target RAT if the provided measurement gaps are insufficient.
1>	if and only if upper layers indicate to stop performing location measurements:
2>	initiate the procedure to indicate stop.
NOTE 2:	The UE may initiate the procedure to indicate stop even if it did not previously initiate the procedure to indicate start.
[bookmark: _Toc5285150]5.5.6.3	Actions related to transmission of LocationMeasurementIndication message
The UE shall set the contents of LocationMeasurementIndication message as follows:
1>	set the measurementIndication as follows:
2>	if the procedure is initiated to indicate start of location related measurements:
3>	set the measurementIndication to setup LocationMeasurementInfo;
3>	if the procedure is initiated for RSTD measurements towards E-UTRA:
4>	set the locationMeasurementInfo to the value eutra-RSTD according to the information received from upper layers; 
2>	else if the procedure is initiated for subframe and slot timing detection towards E-UTRA:
3>	set the measurementIndication to setup LocationMeasurementInfo;
3>	set the locationMeasurementInfo to the value eutra-FineTimingDetection;
2>	else if the procedure is initiated to indicate stop of location related measurements:
3>	set the measurementIndication to release;
1>	submit the LocationMeasurementIndication message to lower layers for transmission, upon which the procedure ends.

oleObject2.bin

image3.wmf
U

E

N

e

t

w

o

r

k

L

o

c

a

t

i

o

n

M

e

a

s

u

r

e

m

e

n

t

I

n

d

i

c

a

t

i

o

n


oleObject3.bin

image1.wmf
U

E

N

e

t

w

o

r

k

R

R

C

R

e

e

s

t

a

b

l

i

s

h

m

e

n

t

R

e

q

u

e

s

t

R

R

C

R

e

e

s

t

a

b

l

i

s

h

m

e

n

t

R

R

C

R

e

e

s

t

a

b

l

i

s

h

m

e

n

t

C

o

m

p

l

e

t

e


oleObject1.bin

image2.wmf
U

E

N

e

t

w

o

r

k

R

R

C

R

e

e

s

t

a

b

l

i

s

h

m

e

n

t

R

e

q

u

e

s

t

R

R

C

S

e

t

u

p

R

R

C

S

e

t

u

p

C

o

m

p

l

e

t

e


