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[bookmark: _Ref273610094]Introduction
In 2G, 3G and 4G, the network selects the security features and algorithms to use according to  the capabilities supported by the UE. In particular, the network may choose to not enable encryption e.g. due to legal constraints in the country of operation.
In the new RAT, users should be able to be aware of the security level proposed and supported by the Access Network in order to select the security level more adequate for the service they want to start. E.g. Public Safety Officers may decide to select, before attaching to the RAT, the strongest RAT encryption algorithm supported by the network in order to prevent illegal traffic interceptions.  Consequently this information shall be provided by the RAN to the UE upon attach procedure.
For this purpose the following requirement is proposed for TR38.913, clause 10.11: 

The new RAT should inform the UE on the security capabilities supported by the selected RAT upon attach procedure.

Text Proposal 
-------------------------------------------------- BEGIN TEXT PROPOSAL ----------------------------------------------------------
[bookmark: _Toc441264873][bookmark: _Toc441936129][bookmark: _Toc442082520]10.11	Security and Privacy related requirement relevant for Radio Access
[bookmark: _Toc430695186]The new RAT should inform the UE on the security capabilities supported by the selected RAT upon attach procedure..
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