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1
Scope

The present document provides an overview and overall description of the E-UTRAN radio interface protocol architecture. Details of the radio interface protocols are specified in companion specifications of the 36 series.

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· -
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· -
For a specific reference, subsequent revisions do not apply.

· -
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TR 25.913: "Requirements for Evolved UTRA (E-UTRA) and Evolved UTRAN (E-UTRAN)".

[3]
3GPP TS 36.201: "Evolved Universal Terrestrial Radio Access (E-UTRA); Physical layer; General description".

[4]
3GPP TS 36.211:"Evolved Universal Terrestrial Radio Access (E-UTRA); Physical Channels and Modulation".
[5]
3GPP TS 36.212: "Evolved Universal Terrestrial Radio Access (E-UTRA); Multiplexing and channel coding".
[6]
3GPP TS 36.213: "Evolved Universal Terrestrial Radio Access (E-UTRA); Physical layer procedures".

[7]
3GPP TS 36.214: "Evolved Universal Terrestrial Radio Access (E-UTRA); Physical layer; Measurements".
[8]
IETF RFC 4960 (09/2007): "Stream Control Transmission Protocol".
[9]
3GPP TS 36.302: "Evolved Universal Terrestrial Radio Access (E-UTRA); Services provided by the physical layer".

[10]
Void

[11]
3GPP TS 36.304: "Evolved Universal Terrestrial Radio Access (E-UTRA); User Equipment (UE) procedures in idle mode".

[12]
3GPP TS 36.306: "Evolved Universal Terrestrial Radio Access (E-UTRA);  User Equipment (UE) radio access capabilities".

[13]
3GPP TS 36.321: "Evolved Universal Terrestrial Radio Access (E-UTRA);  Medium Acces Control (MAC) protocol specification".

[14]
3GPP TS 36.322: "Evolved Universal Terrestrial Radio Access (E-UTRA);  Radio Link Control (RLC) protocol specification".

[15]
3GPP TS 36.323: "Evolved Universal Terrestrial Radio Access (E-UTRA);  Packet Data Convergence Protocol (PDCP) specification".

[16]
3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA);  Radio Resource Control (RRC) protocol specification".
[17]
3GPP TS 23.401: "Technical Specification Group Services and System Aspects; GPRS enhancements for E-UTRAN access".

[18]
3GPP TR 24.801: "3GPP System Architecture Evolution (SAE); CT WG1 aspects".
[19]
3GPP TS 23.402: "3GPP System Architecture Evolution: Architecture Enhancements for non-3GPP accesses".

[20]
3GPP TR 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS); Stage 3".

[21]
3GPP TS 36.133: "Evolved Universal Terrestrial Radio Access (E-UTRA); "Requirements for support of radio resource management".

[22]
3GPP TS 33.401: "3GPP System Architecture Evolution: Security Architecture".

[23]
3GPP TS 23.272: "Circuit Switched Fallback in Evolved Packet System; Stage 2".
[24]
3GPP TS 33.401: "3GPP System Architecture Evolution: Security Architecture".

[25]
3GPP TS 36.413: "Evolved Universal Terrestrial Radio Access Network (E-UTRAN); S1 Application Protocol (S1AP)".

[26]
3GPP TS 23.003: "Numbering, addressing and identification".

[27]
3GPP TR 25.922: "Radio Resource Management Strategies".

[28]
3GPP TS 23.216: "Single Radio voice Call continuity (SRVCC); Stage 2".

[29]
3GPP TS 32.421: "Subscriber and equipment trace: Trace concepts and requirements".

[30]
3GPP TS 32.422: "Subscriber and equipment trace; Trace control and configuration management".

[31]
3GPP TS 32.423: "Subscriber and equipment trace: Trace data definition and management".

[32]
3GPP TS 25.346: "Universal Mobile Telecommunications System (UMTS); Introduction of the Multimedia Broadcast/Multicast Service (MBMS) in the Radio Access Network (RAN); Stage 2".

[33]
3GPP TS 22.220: "Service Requirements for Home NodeBs and Home eNodeBs".

[34]
3GPP TS 22.268: "Public Warning System (PWS) Requirements".

[35]
IETF RFC 3168 (09/2001): "The Addition of Explicit Congestion Notification (ECN) to IP".

[36]
3GPP TS 25.446: "MBMS synchronisation protocol (SYNC)".

[37]
3GPP TS 22.168: "Earthquake and Tsunami Warning System (ETWS) requirements; Stage 1".

[38]
3GPP TR 25.306: " UE Radio Access capabilities".

[39]
Void.

[40]
3GPP TS 29.274: "Tunnelling Protocol for Control Plane (GTPv2-C); Stage 3".

[41]
3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting packet based services and Packet Data Networks (PDN)".

[42]
3GPP TS 36.423: "Evolved Universal Terrestrial Radio Access Network (E-UTRAN); X2 Application Protocol (X2AP)".

[43]
3GPP TS 37.320: "Universal Terrestrial Radio Access (UTRA) and Evolved Universal Terrestrial Radio Access (E-UTRA); Radio measurement collection for Minimization of Drive Tests (MDT); Overall description; Stage 2".

[44]
3GPP TS 36.443: "Evolved Universal Terrestrial Radio Access Network (E-UTRAN); M2 Application Protocol (M2AP)".

[45]
3GPP TS 36.444: "Evolved Universal Terrestrial Radio Access Network (E-UTRAN); M3 Application Protocol (M3AP)".
[XX]
3GPP TS 29.281: "General Packet Radio System (GPRS) Tunnelling Protocol User Plane (GTPv1-U)"
[YY]
3GPP TS 36.420: "Evolved Universal Terrestrial Radio Access Network (E-UTRAN); X2 general aspects and principles"
3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply.

Carrier frequency: center frequency of the cell.

Cell: combination of downlink and optionally uplink resources. The linking between the carrier frequency of the downlink resources and the carrier frequency of the uplink resources is indicated in the system information transmitted on the downlink resources.

E-RAB: An E-RAB uniquely identifies the concatenation of an S1 Bearer and the corresponding Data Radio Bearer. When an E-RAB exists, there is a one-to-one mapping between this E-RAB and an EPS bearer of the Non Access Stratum as defined in [17].

CSG Cell: A cell broadcasting a CSG indicator set to true and a specific CSG identity.

Hybrid cell: A cell broadcasting a CSG indicator set to false and a specific CSG identity. This cell is accessible as a CSG cell by UEs which are members of the CSG and as a normal cell by all other UEs.

MBMS-dedicated cell: cell dedicated to MBMS transmission. MBMS-dedicated cell is not supported in this release.

Frequency layer: set of cells with the same carrier frequency.

Handover: procedure that changes the serving cell of a UE in RRC_CONNECTED.

MBMS/Unicast-mixed: cell supporting both unicast and MBMS transmissions.

Membership Verification: The process that checks whether a UE is a member or non-member of a hybrid cell 

Access Control: The process that checks whether a UE is allowed to access and to be granted services in a closed cell 

CSG ID Validation: The process that checks whether the CSG ID received via handover messages is the same as the one broadcast by the target E-UTRAN

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

1xCSFB
Circuit Switched Fallback to 1xRTT

ABS
Almost Blank Subframe

ACK
Acknowledgement

ACLR
Adjacent Channel Leakage Ratio

AM
Acknowledged Mode

AMBR
Aggregate Maximum Bit Rate

ANR
Automatic Neighbour Relation

ARQ
Automatic Repeat Request

ARP
Allocation and Retention Priority

AS
Access Stratum

BCCH
Broadcast Control Channel

BCH
Broadcast Channel

BSR
Buffer Status Report

C/I
Carrier-to-Interference Power Ratio

CAZAC
Constant Amplitude Zero Auto-Correlation

CA
Carrier Aggregation

CBC
Cell Broadcast Center

CC
Component Carrier

CIF
Carrier Indicator Field

CMAS
Commercial Mobile Alert Service

CMC
Connection Mobility Control

CP
Cyclic Prefix

C-plane
Control Plane

C-RNTI
Cell RNTI

CQI
Channel Quality Indicator

CRC
Cyclic Redundancy Check

CSA
Common Subframe Allocation

CSG
Closed Subscriber Group

DCCH
Dedicated Control Channel

DeNB
Donor eNB

DFTS
DFT Spread OFDM

DL
Downlink

DRB
Data Radio Bearer

DRX
Discontinuous Reception

DTCH
Dedicated Traffic Channel

DTX
Discontinuous Transmission

DwPTS
Downlink Pilot Time Slot

ECGI
E-UTRAN Cell Global Identifier

ECM
EPS Connection Management
EMM
EPS Mobility Management

E-CID
Enhanced Cell-ID (positioning method)

eNB
E-UTRAN NodeB

EPC
Evolved Packet Core

EPS
Evolved Packet System

E-RAB
E-UTRAN Radio Access Bearer
ETWS
Earthquake and Tsunami Warning System

E-UTRA
Evolved UTRA

E-UTRAN
Evolved UTRAN

FDD
Frequency Division Duplex

FDM
Frequency Division Multiplexing

GERAN
GSM EDGE Radio Access Network

GNSS
Global Navigation Satellite System

GSM
Global System for Mobile communication

GBR
Guaranteed Bit Rate

GP
Guard Period
GUMMEI
Globally Unique MME Identifier
GUTI
Globally Unique Temporary Identifier
HARQ
Hybrid ARQ

HO
Handover

HRPD
High Rate Packet Data

HSDPA
High Speed Downlink Packet Access

ICIC
Inter-Cell Interference Coordination

IP
Internet Protocol

LB
Load Balancing

LCG
Logical Channel Group

LCR
Low Chip Rate

LCS
LoCation Service

LIPA
Local IP Access

LPPa
LTE Positioning Protocol Annex

L-GW
Local Gateway

LTE
Long Term Evolution

MAC
Medium Access Control

MBMS
Multimedia Broadcast Multicast Service

MBR
Maximum Bit Rate

MBSFN
Multimedia Broadcast multicast service Single Frequency Network

MCCH
Multicast Control Channel

MCE
Multi-cell/multicast Coordination Entity

MCH
Multicast Channel

MCS
Modulation and Coding Scheme

MDT
Minimization of Drive Tests

MIB
Master Information Block

MIMO
Multiple Input Multiple Output

MME
Mobility Management Entity

MSA 
MCH Subframe Allocation 
MSI
MCH Scheduling Information

MSP
MCH Scheduling Period

MTCH
Multicast Traffic Channel

NACK
Negative Acknowledgement

NAS
Non-Access Stratum

NCC
Next Hop Chaining Counter

NH
Next Hop key

NNSF
NAS Node Selection Function

NR
Neighbour cell Relation

NRT
Neighbour Relation Table

OFDM
Orthogonal Frequency Division Multiplexing

OFDMA
Orthogonal Frequency Division Multiple Access

OTDOA
Observed Time Difference Of Arrival (positioning method)

P-GW
PDN Gateway

P-RNTI
Paging RNTI

PA
Power Amplifier

PAPR
Peak-to-Average Power Ratio

PBCH
Physical Broadcast CHannel

PBR
Prioritised Bit Rate

PCC
Primary Component Carrier

PCCH
Paging Control Channel

PCell
Primary Cell

PCFICH
Physical Control Format Indicator CHannel

PCH
Paging Channel

PCI
Physical Cell Identifier

PDCCH
Physical Downlink Control CHannel

PDSCH
Physical Downlink Shared CHannel

PDCP
Packet Data Convergence Protocol

PDN
Packet Data Network

PDU
Protocol Data Unit

PHICH
Physical Hybrid ARQ Indicator CHannel

PHY
Physical layer

PLMN
Public Land Mobile Network

PMCH
Physical Multicast CHannel

PRACH
Physical Random Access CHannel

PRB
Physical Resource Block

PSC
Packet Scheduling

PUCCH
Physical Uplink Control CHannel

PUSCH
Physical Uplink Shared CHannel

PWS
Public Warning System

QAM
Quadrature Amplitude Modulation

QCI
QoS Class Identifier

QoS
Quality of Service

RA-RNTI
Random Access RNTI

RAC
Radio Admission Control

RACH
Random Access Channel

RAT
Radio Access Technology

RB
Radio Bearer

RBC
Radio Bearer Control


RF
Radio Frequency

RIM
RAN Information Management

RLC
Radio Link Control

RN
Relay Node

RNC
Radio Network Controller

RNL
Radio Network Layer

RNTI
Radio Network Temporary Identifier

ROHC
Robust Header Compression

RRC
Radio Resource Control

RRM
Radio Resource Management

RU
Resource Unit

S-GW
Serving Gateway

S1-MME
S1 for the control plane

SCC
Secondary Component Carrier

SCell
Secondary Cell

SI
System Information

SIB
System Information Block

SI-RNTI
System Information RNTI

S1-U
S1 for the user plane

SAE
System Architecture Evolution

SAP
Service Access Point

SC-FDMA
Single Carrier – Frequency Division Multiple Access

SCH
Synchronization Channel

SDF
Service Data Flow

SDMA
Spatial Division Multiple Access

SDU
Service Data Unit

SeGW
Security Gateway

SFN
System Frame Number

SPID
Subscriber Profile ID for RAT/Frequency Priority

SR
Scheduling Request

SRB
Signalling Radio Bearer

SU
Scheduling Unit

TA
Tracking Area

TB
Transport Block

TCP
Transmission Control Protocol

TDD
Time Division Duplex

TEID
Tunnel Endpoint Identifier

TFT
Traffic Flow Template

TM
Transparent Mode

TNL
Transport Network Layer

TTI
Transmission Time Interval

UE
User Equipment

UL
Uplink

UM
Unacknowledged Mode

UMTS
Universal Mobile Telecommunication System

U-plane
User plane

UTRA
Universal Terrestrial Radio Access

UTRAN
Universal Terrestrial Radio Access Network

UpPTS
Uplink Pilot Time Slot
VRB
Virtual Resource Block

X2-C
X2-Control plane 

X2-U
X2-User plane

4
Overall architecture

The E-UTRAN consists of eNBs, providing the E-UTRA user plane (PDCP/RLC/MAC/PHY) and control plane (RRC) protocol terminations towards the UE. The eNBs are interconnected with each other by means of the X2 interface. The eNBs are also connected by means of the S1 interface to the EPC (Evolved Packet Core), more specifically to the MME (Mobility Management Entity) by means of the S1-MME interface and to the Serving Gateway (S-GW) by means of the S1-U interface. The S1 interface supports a many-to-many relation between MMEs / Serving Gateways and eNBs.

The E-UTRAN architecture is illustrated in Figure 4 below.
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Figure 4-1: Overall Architecture

4.1
Functional Split

The eNB hosts the following functions: 

-
Functions for Radio Resource Management: Radio Bearer Control, Radio Admission Control, Connection Mobility Control, Dynamic allocation of resources to UEs in both uplink and downlink (scheduling);

-
IP header compression and encryption of user data stream;

-
Selection of an MME at UE attachment when no routing to an MME can be determined from the information provided by the UE;

-
Routing of User Plane data towards Serving Gateway;

-
Scheduling and transmission of paging messages (originated from the MME);

-
Scheduling and transmission of broadcast information (originated from the MME or O&M);

-
Measurement and measurement reporting configuration for mobility and scheduling;

-
Scheduling and transmission of PWS (which includes ETWS and CMAS) messages (originated from the MME);

-
CSG handling;

-
Transport level packet marking in the uplink.

The DeNB hosts the following functions in addition to the eNB functions:
-
S1/X2 proxy functionality for supporting RNs;

-
S11 termination and S-GW/P-GW functionality for supporting RNs.

The MME hosts the following functions (see 3GPP TS 23.401 [17]):


-
NAS signalling; 

-
NAS signalling security; 

-
AS Security control;

-
Inter CN node signalling for mobility between 3GPP access networks;

-
Idle mode UE Reachability (including control and execution of paging retransmission);

-
Tracking Area list management (for UE in idle and active mode);

-
PDN GW and Serving GW selection;

-
MME selection for handovers with MME change;

-
SGSN selection for handovers to 2G or 3G 3GPP access networks;

-
Roaming;

-
Authentication;

-
Bearer management functions including dedicated bearer establishment;

-
Support for PWS (which includes ETWS and CMAS) message transmission;
-
Optionally performing paging optimisation.
NOTE 1: 
For macro eNBs, the MME should not filter the PAGING message based on the CSG IDs.
The Serving Gateway (S-GW) hosts the following functions (see 3GPP TS 23.401 [17]):

-
The local Mobility Anchor point for inter-eNB handover;

-
Mobility anchoring for inter-3GPP mobility;

-
E-UTRAN idle mode downlink packet buffering and initiation of network triggered service request procedure;

-
Lawful Interception;

-
Packet routeing and forwarding;

-
Transport level packet marking in the uplink and the downlink;

-
Accounting on user and QCI granularity for inter-operator charging;

-
UL and DL charging per UE, PDN, and QCI.

The PDN Gateway (P-GW) hosts the following functions (see 3GPP TS 23.401 [17]):

-
Per-user based packet filtering (by e.g. deep packet inspection);

-
Lawful Interception;

-
UE IP address allocation;

-
Transport level packet marking in the uplink and the downlink;

-
UL and DL service level charging, gating and rate enforcement;

-
DL rate enforcement based on APN-AMBR;

This is summarized on the figure below where yellow boxes depict the logical nodes, white boxes depict the functional entities of the control plane and blue boxes depict the radio protocol layers.

NOTE 2: 
There is no logical E-UTRAN node other than the eNB needed for RRM purposes.

NOTE 3:
MBMS related functions in E-UTRAN are described separately in subclause 15.
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Figure 4.1-1: Functional Split between E-UTRAN and EPC

4.2
Void

4.2.1
Void

4.2.2
Void

4.3
Radio Protocol architecture

In this subclause, the radio protocol architecture of E-UTRAN is given for the user plane and the control plane.

4.3.1
User plane

The figure below shows the protocol stack for the user-plane, where PDCP, RLC and MAC sublayers (terminated in eNB on the network side) perform the functions listed for the user plane in subclause 6, e.g. header compression, ciphering, scheduling, ARQ and HARQ;
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Figure 4.3.1-1: User-plane protocol stack

4.3.2
Control plane

The figure below shows the protocol stack for the control-plane, where:

-
PDCP sublayer (terminated in eNB on the network side) performs the functions listed for the control plane in subclause 6, e.g. ciphering and integrity protection;

-
RLC and MAC sublayers (terminated in eNB on the network side) perform the same functions as for the user plane;

-
RRC (terminated in eNB on the network side) performs the functions listed in subclause 7, e.g.:

- 
Broadcast;

-
Paging;

-
RRC connection management;

-
RB control;

-
Mobility functions;

-
UE measurement reporting and control.

-
NAS control protocol (terminated in MME on the network side) performs among other things:

-
EPS bearer management;

-
Authentication;

-
ECM-IDLE mobility handling;

-
Paging origination in ECM-IDLE;

-
Security control.

NOTE:
the NAS control protocol is not covered by the scope of this TS and is only mentioned for information.
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Figure 4.3.2-1: Control-plane protocol stack
4.4
Synchronization

Diverse methods and techniques are preferred depending on synchronization requirements. As no single method can cover all E-UTRAN applications a logical port at eNB may be used for reception of timing and/or frequency and/or phase inputs pending to the synchronization method chosen.

4.5
IP fragmentation

Fragmentation function in IP layer on S1 and X2 shall be supported.

Configuration of S1-U (X2-U) link MTU in the eNB according to the MTU of the network domain the node belongs to shall be considered as a choice at network deployment. The network may employ various methods to handle IP fragmentation, but the specific methods to use are implementation dependant.

4.6
Support of HeNBs

4.6.1
Architecture

Figure 4.6.1-1 shows a logical architecture for the HeNB that has a set of S1 interfaces to connect the HeNB to the EPC.

The configuration and authentication entities as shown here should be common to HeNBs and HNBs.
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Figure 4.6.1-1: E-UTRAN HeNB Logical Architecture

The E-UTRAN architecture may deploy a Home eNB Gateway (HeNB GW) to allow the S1 interface between the HeNB and the EPC to support a large number of HeNBs in a scalable manner. The HeNB GW serves as a concentrator for the C-Plane, specifically the S1-MME interface. The S1-U interface from the HeNB may be terminated at the HeNB GW, or a direct logical U-Plane connection between HeNB and S-GW may be used (as shown in Figure 4.6.1-1).

The S1 interface is defined as the interface:

-
Between the HeNB GW and the Core Network,

-
Between the HeNB and the HeNB GW,

-
Between the HeNB and the Core Network,

-
Between the eNB and the Core Network.

The HeNB GW appears to the MME as an eNB. The HeNB GW appears to the HeNB as an MME. The S1 interface between the HeNB and the EPC is the same whether the HeNB is connected to the EPC via a HeNB GW or not.

The HeNB GW shall connect to the EPC in a way that inbound and outbound mobility to cells served by the HeNB GW shall not necessarily require inter MME handovers. One HeNB serves only one cell.

The functions supported by the HeNB shall be the same as those supported by an eNB (with possible exceptions e.g. NNSF) and the procedures run between a HeNB and the EPC shall be the same as those between an eNB and the EPC (with possible exceptions e.g. S5 procedures in case of LIPA support).

X2-based HO between HeNBs is allowed if no access control at the MME is needed, i.e. when the handover is between closed/hybrid access HeNBs having the same CSG ID or when the target HeNB is an open access HeNB.

This version of the specification supports direct X2-connectivity between HeNBs, independent of whether any of the involved HeNBs is connected to a HeNB GW.
The overall E-UTRAN architecture with deployed HeNB GW is shown below.
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Figure 4.6.1-2: Overall E-UTRAN Architecture with deployed HeNB GW.

NOTE:
In the figure above, a HeNB operating in LIPA mode has been represented with its S5 interface.

Only if the HeNB supports the LIPA function, it shall support an S5 interface towards the S-GW and an SGi interface towards the residential/IP network. See section 4.6.5 for the details of the architecture and functions in case of LIPA support.

4.6.2
Functional Split

The HeNB hosts the same functions as an eNB as described in section 4.1, with the following additional specifications in case of connection to the HeNB GW:

-
Discovery of a suitable Serving HeNB GW;

-
A HeNB shall only connect to a single HeNB GW at one time, namely no S1 Flex function shall be used at the HeNB:

-
The HeNB will not simultaneously connect to another HeNB GW, or another MME.

-
The TAC and PLMN ID used by the HeNB shall also be supported by the HeNB GW;

-
Selection of an MME at UE attachment is hosted by the HeNB GW instead of the HeNB;

-
HeNBs may be deployed without network planning. A HeNB may be moved from one geographical area to another and therefore it may need to connect to different HeNB GWs depending on its location;

-
Signalling the GUMMEI of the Source MME to the HeNB GW in the S1 PATH SWITCH REQUEST message.

Regardless of HeNB GW connection:
-
The HeNB may support the LIPA function. See section 4.6.5 for details.
The HeNB GW hosts the following functions:

-
Relaying UE-associated S1 application part messages between the MME serving the UE and the HeNB serving the UE;

-
In case of S1 INITIAL CONTEXT SETUP REQUEST message and S1 HANDOVER REQUEST message, informing the HeNB about any GUMMEI corresponding to the serving MME, the MME UE S1AP ID assigned by the MME and the MME UE S1AP ID assigned by the HeNB GW for the UE.

-
Terminating non-UE associated S1 application part procedures towards the HeNB and towards the MME. Note that when a HeNB GW is deployed, non-UE associated procedures shall be run between HeNBs and the HeNB GW and between the HeNB GW and the MME.

-
Optionally terminating S1-U interface with the HeNB and with the S-GW.

-
Supporting TAC and PLMN ID used by the HeNB.

-
X2 interfaces shall not be established between the HeNB GW and other nodes.

-
Routing the S1 PATH SWITCH REQUEST message towards the MME based on the GUMMEI of the source MME received from the HeNB.

A list of CSG IDs may be included in the PAGING message. If included, the HeNB GW may use the list of CSG IDs for paging optimization.

In addition to functions specified in section 4.1, the MME hosts the following functions:

-
Access control for UEs that are members of Closed Subscriber Groups (CSG):

-
In case of handovers to CSG cells, access control is based on the target CSG ID provided to the MME by the serving E-UTRAN.

-
Membership Verification for UEs handing over to hybrid cells:

-
In case of handovers to hybrid cells Membership Verification is triggered by the presence of the Cell Access Mode and it is based on the target CSG ID provided to the MME by the serving E-UTRAN.

-
CSG membership status signalling to the target E-UTRAN in case of attachment/handover to hybrid cells and in case of the change of membership status when a UE is served by a CSG cell or a hybrid cell.

-
Supervising the eNB action after the change in the membership status of a UE.

-
Routing of handover messages and MME configuration transfer messages towards HeNB GWs based on the TAI contained in these messages.

NOTE:
The MME or HeNB GW should not include the list of CSG IDs for paging when sending the paging message directly to an un-trusted HeNB or eNB.

· The MME may support the LIPA function with HeNB. See details of this support in section 4.6.5.

4.6.3
Interfaces

4.6.3.1
Protocol Stack for S1 User Plane

The S1-U data plane is defined between the HeNB, HeNB GW and the S-GW. The figures below show the S1-U protocol stack with and without the HeNB GW.
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Figure 4.6.3.1-1: User plane for S1-U interface for HeNB without HeNB GW
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Figure 4.6.3.1-2: User plane for S1-U interface for HeNB with HeNB GW

The HeNB GW may optionally terminate the user plane towards the HeNB and towards the S-GW, and provide a relay function for relaying User Plane data between the HeNB and the S-GW.

4.6.3.2
Protocol Stacks for S1 Control Plane

The two figures below show the S1-MME protocol stacks with and without the HeNB GW.

When the HeNB GW is not present (Fig. 4.6.3.2-1), all the S1-AP procedures are terminated at the HeNB and the MME. 

When present (Fig. 4.6.3.2-2), the HeNB GW shall terminate the non-UE-dedicated procedures – both with the HeNB, and with the MME. The HeNB GW shall provide a relay function for relaying Control Plane data between the HeNB and the MME. The scope of any protocol function associated to a non-UE-dedicated procedure shall be between HeNB and HeNB GW and/or between HeNB GW and MME.

Any protocol function associated to an UE-dedicated-procedure shall reside within the HeNB and the MME only.


[image: image9.emf]Access Layer

SCTP

S1-AP

L1

L2

IP

SCTP

HeNB

MME

S1-AP

S1-MME

L2

IP


Figure 4.6.3.2-1: Control plane for S1-MME Interface for HeNB to MME without the HeNB GW
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Figure 4.6.3.2-2: Control plane for S1-MME Interface for HeNB to MME with the HeNB GW

4.6.3.3
Protocol Stack for S5 interface

The protocol stack for the S5 interface can be found in TS 29.281 [XX] for the user plane and in TS 29.274 [40] for the control plane.

4.6.3.4
Protocol Stack for SGi interface

The protocol stack for the SGi interface can be found in TS 29.061 [41].

4.6.3.5
Protocol Stack for X2 User Plane and X2 Control Plane

The protocol stack for X2 User Plane and X2 Control Plane is reported in Section 6.4 of TS 36.420 [YY].

4.6.4
Void

4.6.5
Support of LIPA with HeNB

Figure 4.6.5-1 shows the logical architecture for the HeNB when it supports the LIPA function.
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Figure 4.6.5-1: E-UTRAN - HeNB operating in LIPA mode - Logical Architecture

For a LIPA PDN connection, the HeNB sets up and maintains an S5 connection to the EPC.

The S5 interface does not go via the HeNB GW, even when present.

The HeNB may reuse the IP address used for S1 interface for this S5 interface in order to reuse the S1 IPSEC tunnel or it may also use another IP address which would result in the establishment of another IPSEC tunnel.

The mobility of the LIPA PDN connection is not supported in this release of the specification. The LIPA connection is always released at outgoing handover as described in TS23.401 [17]. The L-GW function in the HeNB triggers this release over the S5 interface.

In case of LIPA support, the HeNB supports the following additional functions, regardless of the presence of a HeNB GW:

-
transfer of the collocated L-GW IP address of the HeNB over S1-MME to the EPC at every idle-active transition,

-
transfer of the collocated L-GW IP address of the HeNB over S1-MME to the EPC within every Uplink NAS Transport procedure,

-
support of basic P-GW functions in the collocated L-GW function such as support of the SGi interface corresponding to LIPA,

-
additional support of first packet sending, buffering of subsequent packets, internal direct L-GW - HeNB user path management and in sequence packet delivery to the UE,

-
support of the necessary restricted set of S5 procedures corresponding to the strict support of LIPA function as specified in TS 23.401 [17],

-
notification to the EPC of the collocated L-GW function uplink TEIDs for the LIPA bearers over S5 interface within the restricted set of procedures to be forwarded over S1-MME and further used by the HeNB as "correlation id" for correlation purposes between the collocated L-GW function and the HeNB,

-
in case of outgoing handover triggering the L-GW function to release the LIPA PDN connection and only handing over the non-LIPA E-RABs.

In case of LIPA support, the MME may support the following additional functions:

-
verification of UE authorization to request LIPA activation for the requested APN at this CSG and transfer of the received collocated L-GW IP address,

-
transfer of the "correlation id" i.e. collocated L-GW uplink TEID to the HeNB within the UE context setup procedure and E-RAB setup procedure,

-
verification of whether the LIPA PDN connection has been released during the handover preparation procedure over S1,

-
deactivation of the LIPA PDN connection of an idle-mode UE if it detects that the UE has moved out of the coverage area of the HeNB collocated with L-GW function, as specified in TS 23.401 [17].

4.7
Support for relaying

4.7.1
General

E-UTRAN supports relaying by having a Relay Node (RN) wirelessly connect to an eNB serving the RN, called Donor eNB (DeNB), via a modified version of the E-UTRA radio interface, the modified version being called the Un interface. 

The RN supports the eNB functionality meaning it terminates the radio protocols of the E-UTRA radio interface, and the S1 and X2 interfaces. From a specification point of view, functionality defined for eNBs, e.g. RNL and TNL, also applies to RNs unless explicitly specified. RNs do not support NNSF.

In addition to the eNB functionality, the RN also supports a subset of the UE functionality, e.g. physical layer, layer-2, RRC, and NAS functionality, in order to wirelessly connect to the DeNB.

NOTE:
Inter-cell handover is not supported for RNs. 

NOTE:
It is up to implementation when the RN starts or stops serving UEs.
NOTE:
An RN may not use another RN as its DeNB.
4.7.2
Architecture

The architecture for supporting RNs is shown in Figure 4.7.2-1. The RN terminates the S1, X2 and Un interfaces. The DeNB provides S1 and X2 proxy functionality between the RN and other network nodes (other eNBs, MMEs and S‑GWs). The S1 and X2 proxy functionality includes passing UE-dedicated S1 and X2 signalling messages as well as GTP data packets between the S1 and X2 interfaces associated with the RN and the S1 and X2 interfaces associated with other network nodes. Due to the proxy functionality, the DeNB appears as an MME (for S1-MME), an eNB (for X2) and an S-GW (for S1-U) to the RN. 

In phase II of RN operation, the DeNB also embeds and provides the S-GW/P-GW-like functions needed for the RN operation. This includes creating a session for the RN and managing EPS bearers for the RN, as well as terminating the S11 interface towards the MME serving the RN.

The RN and DeNB also perform mapping of signalling and data packets onto EPS bearers that are setup for the RN. The mapping is based on existing QoS mechanisms defined for the UE and the P-GW.

In phase II of RN operation, the P-GW functions in the DeNB allocate an IP address for the RN for the O&M which may be different than the S1 IP address of the DeNB.

If the RN address is not routable to the RN O&M domain, it shall be reachable from the RN O&M domain (e.g. via NAT).
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Figure 4.7.2-1: Overall E-UTRAN Architecture supporting RNs

4.7.3
S1 and X2 user plane aspects

The S1 user plane protocol stacks for supporting RNs are shown in Figure 4.7.3-1. There is a GTP tunnel associated with each UE EPS bearer, spanning from the S-GW associated with the UE to the DeNB, which is switched to another GTP tunnel in the DeNB, going from the DeNB to the RN (one-to-one mapping).

The X2 user plane protocol stacks for supporting RNs during inter-eNB handover are shown in Figure 4.7.3-2. There is a GTP forwarding tunnel associated with each UE EPS bearer subject to forwarding, spanning from the other eNB to the DeNB, which is switched to another GTP tunnel in the DeNB, going from the DeNB to the RN (one-to-one mapping).

The S1 and X2 user plane packets are mapped to radio bearers over the Un interface. The mapping can be based on the QCI associated with the UE EPS bearers. UE EPS bearer with similar QoS can be mapped to the same Un radio bearer.
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Figure 4.7.3-1: S1 user plane protocol stack for supporting RNs
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Figure 4.7.3-2: X2 user plane protocol stack for supporting RNs

4.7.4
S1 and X2 control plane aspects

The S1 control plane protocol stacks for supporting RNs are shown in 4.7.4-1. There is only one S1 interface relation between the RN and the DeNB, and there is one S1 interface relation between the DeNB and each MME in the MME pool. The DeNB processes and forwards all S1 messages between the RN and the MMEs for all UE-dedicated procedures. The processing of S1-AP messages includes modifying S1-AP UE IDs, Transport Layer address and GTP TEIDs but leaves other parts of the message unchanged.

All non-UE-dedicated S1-AP procedures are terminated at the DeNB, and handled locally between the RN and the DeNB, and between the DeNB and the MME(s). Upon reception of an S1 non-UE-dedicated message from an MME, the DeNB may trigger corresponding S1 non-UE-dedicated procedure(s) to the RN(s). If more than one RN is involved, the DeNB may wait and aggregate the response messages from all involved RNs before responding to the MME. Upon reception of an S1 non-UE-dedicated message from an RN, the DeNB may trigger associated S1 non-UE-dedicated procedure(s) to the MME(s). In case of the RESET procedure, the DeNB does not need to wait the response message(s) from the MME(s) or RN(s) before the DeNB responds with the RESET ACKNOWLEDGE message to the originating node. Upon reception of a PAGING message, the DeNB sends the PAGING message toward the RN(s) which support any tracking area(s) indicated in the List of TAIs. Upon reception of an S1 MME overload message, the DeNB sends the MME overload message towards the RN(s), including in the message the identities of the affected CN node.
The X2 control plane protocol stacks for supporting RNs are shown in 4.7.4-2. There is only one X2 interface relation between the RN and the DeNB, and there is one X2 interface relation between the DeNB and every other eNB that the DeNB has an X2 relationship with. The DeNB processes and forwards all X2 messages between the RN and other eNBs for all UE-dedicated procedures. The processing of X2-AP messages includes modifying X2-AP UE IDs, Transport Layer address and GTP TEIDs but leaves other parts of the message unchanged.

All non-UE-dedicated X2-AP procedures are terminated at the DeNB, and handled locally between the RN and the DeNB, and between the DeNB and other eNBs. Upon reception of an X2 non cell related non-UE-associated message from RN or neighbour eNB, the DeNB may trigger associated non-UE-dedicated X2-AP procedure(s) to the neighbour eNB or RN(s). Upon reception of an X2 cell related non-UE-dedicated message from RN or neighbour eNB, the DeNB may pass associated information to the neighbour eNB or RN(s) based on the included cell information. If one or more RN(s) are involved, the DeNB may wait and aggregate the response messages from all involved nodes to respond to the originating node. Further, parallel Cell Activation procedures are not allowed on each X2 interface instance. The processing of Resource Status Reporting Initiation/ Resource Status Reporting messages includes modification of measurement ID.
The S1 and X2 interface signalling packets are mapped to radio bearers over the Un interface.
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Figure 4.7.4-1: S1 control plane protocol stack for supporting RNs
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Figure 4.7.4-2: X2 control plane protocol stack for supporting RNs

4.7.5
Radio protocol aspects

The RN connects to the DeNB via the Un interface using the same radio protocols and procedures as a UE connecting to an eNB. The control plane protocol stack is shown in Figure 4.7.5-1 and the user plane protocol stack is shown in Figure 4.7.5-2. 

The following relay-specific functionalities aresupported:

-
the RRC layer of the Un interface has functionality to configure and reconfigure an RN subframe configuration through the RN reconfiguration procedure (e.g. DL subframe configuration and an RN-specific control channel) for transmissions between an RN and a DeNB. The RN may request such a configuration from the DeNB during the RRC connection establishment, and the DeNB may initiate the RRC signalling for such configuration. The RN applies the configuration immediately upon reception;

NOTE:
The RN subframe configuration on the Un interface can be temporarily misaligned with the MBSFN subframes configured in the RN cell due to the RN subframe configuration; i.e. a new subframe configuration can be applied earlier by the RN on Un than in the RN cell.

-
the RRC layer of the Un interface has functionality to send updated system information in a dedicated message to an RN with an RN subframe configuration. The RN applies the received system information immediately;

-
the PDCP layer of the Un interface has functionality to provide integrity protection for the user plane. The integrity protection is configured per DRB.

To support PWS towards UEs, the RN receives the relevant information over S1. The RN should hence ignore DeNB system information relating to PWS.
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Figure 4.7.5-1: Radio control plane protocol stack for supporting RNs
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Figure 4.7.5-2: Radio user plane protocol stack for supporting RNs

4.7.6
Signalling procedures

4.7.6.1
RN attach procedure

Figure 4.7.6.1-1 shows a simplified version of the attach procedure for the RN. The procedure is the same as the normal UE attach procedure TS 23.401 [17] with the exception that:

-
The DeNB has been made aware of which MMEs support RN functionality via the S1 Setup Response message earlier received from the MMEs;

-
The RN sends an RN indication to the DeNB during RRC connection establishment;

-
After receiving the RN indication from the RN, the DeNB sends the RN indicator and the IP address of the S‑GW/P-GW function embedded in the DeNB to an MME supporting RN functionality within the Initial UE Message;

-
MME selects S-GW/P-GW for the RN based on the IP address included in the Initial UE Message;

-
During the attach procedure, the EPC checks if the RN is authorised for relay operation; only if the RN is authorised, the EPC accepts the attach and sets up a context with the DeNB; otherwise the EPC rejects the attach.

The RN is preconfigured with information about which cells (DeNBs) it is allowed to access.
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Figure 4.7.6.1-1: RN attach procedure

Editor’s note:
This signalling flow can be removed if captured in [17].

4.7.6.2
E-RAB activation/modification

Figure 4.7.6.2-1 shows a simplified version of the DeNB-initiated bearer activation/modification procedure. This procedure can be used by the DeNB to change the EPS bearer allocation for the RN. The procedure is the same as the normal network-initiated bearer activation/modification procedure TS 23.401 [17] with the exception that the S-GW/P‑GW functionality (steps 1 and 6) is performed by the DeNB. 
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Figure 4.7.6.2-1: DeNB-initiated bearer activation/modification procedure

Editor’s note:
This signalling flow can be removed if captured in [17].

4.7.6.3
RN startup procedure

Figure 4.7.6.3-1 shows a simplified version of the startup procedure for the RN. The procedure is based on the normal UE attach procedure TS 23.401 [17] and it consists of the following two phases:
I.
Phase I: Attach for RN preconfiguration.
The RN node attaches to the E-UTRAN/EPC as a UE at power-up and retrieves initial configuration parameters, including the list of DeNB cells, from RN OAM. After this operation is complete, the RN node detaches from the network as a UE and triggers Phase II. The MME performs the S-GW and P-GW selection for the RN as a normal UE.

II.
Phase II: Attach for RN operation.
The RN node connects to a DeNB selected from the list acquired during Phase I to start relay operations. For this purpose, the normal RN attach procedure described in section 4.7.6.1 is applied. After the DeNB initiates setup of bearer for S1/X2, the RN initiates the setup of S1 and X2 associations with the DeNB (see section 4.7.4). In addition, the DeNB may initiate an RN reconfiguration procedure via RRC signalling for RN-specific parameters.
After the S1 setup, the DeNB performs the S1 eNB Configuration Update procedure(s), if the configuration data for the DeNB is updated due to the RN attach. After the X2 setup, the DeNB performs the X2 eNB Configuration Update procedure(s) to update the cell information.
In this phase the RN cells’ ECGIs are configured by RN OAM.
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Figure 4.7.6.3-1: RN startup procedure

4.7.6.4

RN detach procedure

Figure 4.7.6.4-1 shows a simplified version of the detach procedure for the RN operation in case no UE is connected to the RN cells. 

1.
The detach procedure is the same as the normal UE detach procedure TS 23.401 [17]. 

2.
The DeNB performs the X2 eNB Configuration Update procedure(s) to update the cell information.

3
The DeNB performs the S1 eNB Configuration Update procedure(s), if the configuration data for the DeNB is updated due to the RN detach.
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Figure 4.7.6.4-1: RN detach procedure

4.7.6.5
Neighbouring Information Transfer

The X2 eNB Configuration Update procedure (see section 20.2.2.8) is used by the DeNB to also transfer application level configuration data of a single neighbouring eNB to the RN. Upon reception of an ENB CONFIGURATION UPDATE message, if the served cells contained in the message belong to the neighbour eNB rather than the DeNB, the RN shall regard the X2 interface between DeNB and the neighbour eNB as available. The RN will update the X2 availability, the corresponding GU Group ID and other information of the neighbour eNB according to the message.

4.7.6.6
Mobility to or from RN

In case of Handover between RN and neighbour eNB, in addition to the procedures specified in section 10.1.2.1.1, below are also applied.

-
The DeNB may inform the RN of any GUMMEI of the UE's serving MME and MME UE S1AP ID assigned by the MME in the INITIAL CONTEXT SETUP REQUEST and S1 HANDOVER REQUEST messages. Considering this information as well as the GU Group ID of the neighbour eNB and the X2 interface availability between the DeNB and neighbour eNB, the RN initiates either S1 or X2 handover for the UE. In case the GUMMEI information is not available to the RN, the RN attempts the X2 handover for the UE (see section 19.2.2.5) and, upon X2 handover failure, S1 handover may be initiated.

-
The S1/X2 HANDOVER REQUEST is received by the DeNB, which reads the target cell ID from the message, finds the target node corresponding to the target cell ID, and forwards the message toward the target node if appropriate.

4.7.7
Relay Node OAM Aspects

4.7.7.1
Architecture

Each RN sends alarms and traffic counter information to its OAM system, from which it receives commands, configuration data and software downloads (e.g. for equipment software upgrades). This transport connection between each RN and its OAM, using IP, is provided by the DeNB by means of the Un interface; the reference architecture is shown in Figure 4.7.7.1-1. The secure connection between the RN and its OAM may be direct or hop-by-hop, i.e. involving intermediate hops trusted by the operator for this purpose.
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Figure 4.7.7.1-1 Relay OAM architecture.

It has to be noted that Figure 4.7.7.1-1 refers to normal operating conditions for the RN, i.e. after the initial start-up phase has been completed. The case where the secure connection between the RN and the OAM does not go through the DeNB, e.g. during the initial start-up phase, is not precluded.

4.7.7.2

OAM Traffic QoS Requirements

Alarms in the RN generate bursts of high-priority traffic, to be transported in real time. Traffic counters generate bursts of traffic, but their transport need not be real-time. Configuration messages from OAM to the RN will also generate small bursts of traffic, possibly with lower priority than alarms but still delay-sensitive: when a configuration is committed on the OAM, the time interval between the commitment and the effect on the equipment shall be small.

Alarm messages and commands should be transported on a high-priority bearer, while counters may be transported on a lower priority bearer. There is no need to specify a new QCI value other than those already standardized.

Alarm messages and commands may be mapped over a dedicated bearer or over the same bearer that carries S1 and/or X2 messages between the RN and the DeNB.

OAM software download to the RN may generate larger amounts of data, but both the required data rate and the priority of this kind of traffic are much lower than in the case of alarms, commands and counters. OAM software downloads may be mapped to a dedicated, non-GBR bearer, or transported together with the user plane traffic. If a dedicated bearer is used, it is FFS whether it shall be present at all times, or its setup should be event-triggered (software upgrades are triggered by the operator).

4.7.7.3
Security Aspects

It is assumed that an end-to-end security mechanism for the OAM traffic connection is in place. It is FFS whether additional security requirements are needed for relays.

4.7.7.4
General Considerations

RN OAM traffic is transported over the Un interface, and it shares resources with the UEs attached to the DeNB.

4.7.7.5
OAM Requirements for Configuration Parameters

4.7.7.5.1
Parameters Associated with Relay Bearer Mapping

OAM provides the appopriate support to configure a QCI-to-DSCP mapping function at the relay node which is used to control the mapping in uplink of Uu bearer(s) of different QCI(s) to Un bearer(s).
<<<<<<<<<< Next Changes >>>>>>>>>>
8
E-UTRAN identities

8.1
E-UTRAN related UE identities

The following E-UTRAN related UE identities are used at cell level:

-
C-RNTI: unique identification used for identifying RRC Connection and scheduling;

-
Semi-Persistent Scheduling C-RNTI: unique identification used for semi-persistent scheduling;

-
Temporary C-RNTI: identification used for the random access procedure;

-
TPC-PUSCH-RNTI: identification used for the power control of PUSCH;

-
TPC-PUCCH-RNTI: identification used for the power control of PUCCH;

-
Random value for contention resolution: during some transient states, the UE is temporarily identified with a random value used for contention resolution purposes.

8.2
Network entity related Identities

The following identities are used in E-UTRAN for identifying a specific network entity TS 36.413 [25]:

-
Globally Unique MME Identity  (GUMMEI): used to identify MME globally. The GUMMEI is constructed from the PLMN identity the MME belongs to, the group identity of the MME group the MME belongs to and the MME code (MMEC) of the MME within the MME group.

NOTE:
a UE in ECM-IDLE establishing an RRC connection has to provide the GUMMEI of its current MME to the eNB in order for the eNB to fetch the UE context from the MME. Within the S-TMSI, one field contains the code of the MME (MMEC) that allocated the S-TMSI. The code of MME is needed to ensure that the S-TMSI remains unique in a tracking area shared by multiple MMEs.

-
E-UTRAN Cell Global Identifier (ECGI): used to identify cells globally. The ECGI is constructed from the PLMN identity the cell belongs to and the Cell Identity (CI) of the cell. The included PLMN is the one given by the first PLMN entry in SIB1, according to TS 36.331 [16].

-
eNB Identifier (eNB ID): used to identify eNBs within a PLMN. The eNB ID is contained within the CI of its cells.

-
Global eNB ID: used to identify eNBs globally. The Global eNB ID is constructed from the PLMN identity the eNB belongs to and the eNB ID. The MCC and MNC are the same as included in the E-UTRAN Cell Global Identifier (ECGI). 


-
The Global eNB ID of RN is the same as its serving DeNB.
-
Tracking Area identity (TAI): used to identify tracking areas. The TAI is constructed from the PLMN identity the tracking area belongs to and the TAC (Tracking Area Code) of the Tracking Area.

-
CSG identity (CSG ID): used to identify a CSG within a PLMN.

-
EPS Bearer ID / E-RAB ID:

-
The value of the E-RAB ID used at S1 and X2 interfaces to identify an E-RAB allocated to the UE is the same as the EPS Bearer ID value used at the Uu interface to identify the associated EPS Bearer (and also used at the NAS layer as defined in TS 36.413 [25]).

The following identities are broadcast in every E-UTRAN cell (SIB1): CI, TAC, CSG ID (if any) and one or more PLMN identities.

<<<<<<<<<< Next Changes >>>>>>>>>>
10
Mobility

Load balancing is achieved in E-UTRAN with redirection mechanisms (upon RRC establishment, in RRC_CONNECTED and upon RRC release) and through the usage of inter-frequency and inter-RAT absolute priorities and inter-frequency Qoffset parameters.

Measurements to be performed by a UE for mobility are classified in at least three measurement types:
-
Intra-frequency E-UTRAN measurements;

-
Inter-frequency E-UTRAN measurements;

-
Inter-RAT measurements for UTRAN and GERAN;

-
Inter-RAT measurements of CDMA2000 HRPD or 1xRTT frequencies.

For each measurement type one or several measurement objects can be defined (a measurement object defines e.g. the carrier frequency to be monitored). 

For each measurement object one or several reporting configurations can be defined (a reporting configuration defines the reporting criteria). Three reporting criteria are used: event triggered reporting, periodic reporting and event triggered periodic reporting.

The association between a measurement object and a reporting configuration is created by a measurement identity (a measurement identity links together one measurement object and one reporting configuration of same RAT). By using several measurement identities (one for each measurement object, reporting configuration pair) it is possible:

-
To associate several reporting configurations to one measurement object and;

-
To associate one reporting configuration to several measurement objects.

The measurements identity is as well used when reporting results of the measurements. 

Measurement quantities are considered separately for each RAT. 

Measurement commands are used by E-UTRAN to order the UE to start measurements, modify measurements or stop measurements.

10.1
Intra E-UTRAN

In E-UTRAN RRC_CONNECTED state, network-controlled UE-assisted handovers are performed and various DRX cycles are supported.

In E-UTRAN RRC_IDLE state, cell reselections are performed and DRX is supported.

10.1.1
Mobility Management in ECM-IDLE
10.1.1.1
Cell selection

The principles of PLMN selection in E-UTRA are based on the 3GPP PLMN selection principles. Cell selection is required on transition from EMM_DETACHED to EMM-REGISTERED and from ECM-IDLE or ECM-CONNECTED.

Cell selection:

-
The UE NAS layer identifies a selected PLMN and equivalent PLMNs;

-
The UE searches the E-UTRA frequency bands and for each carrier frequency identifies the strongest cell. It reads cell system information broadcast to identify its PLMN(s):

-
The UE may search each carrier in turn (“initial cell selection”) or make use of stored information to shorten the search (“stored information cell selection”).

-
The UE seeks to identify a suitable cell; if it is not able to identify a suitable cell it seeks to identify an acceptable cell. When a suitable cell is found or if only an acceptable cell is found it camps on that cell and commence the cell reselection procedure:

-
A suitable cell is one for which the measured cell attributes satisfy the cell selection criteria; the cell PLMN is the selected PLMN, registered or an equivalent PLMN; the cell is not barred or reserved and the cell is not part of a tracking area which is in the list of “forbidden tracking areas for roaming”;

-
An acceptable cell is one for which the measured cell attributes satisfy the cell selection criteria and the cell is not barred;

Transition to RRC_IDLE:


On transition from RRC_CONNECTED to RRC_IDLE, a UE should camp on the last cell for which it was in RRC_CONNECTED or a cell/any cell of set of cells or frequency be assigned by RRC in the state transition message.

Recovery from out of coverage:


The UE should attempt to find a suitable cell in the manner described for stored information or initial cell selection above. If no suitable cell is found on any frequency or RAT the UE should attempt to find an acceptable cell.

10.1.1.2
Cell reselection

A UE in RRC_IDLE performs cell reselection. The principles of the procedure are the following:

-
The UE makes measurements of attributes of the serving and neighbour cells to enable the reselection process:

-
There is no need to indicate neighbouring cells in the serving cell system information to enable the UE to search and measure a cell i.e. E-UTRAN relies on the UE to detect the neighbouring cells;

-
For the search and measurement of inter-frequency neighbouring cells, only the carrier frequencies need to be indicated;

-
Measurements may be omitted if the serving cell attribute fulfils particular search or measurement criteria.

-
Cell reselection identifies the cell that the UE should camp on. It is based on cell reselection criteria which involves measurements of the serving and neighbour cells:
-
Intra-frequency reselection is based on ranking of cells;

-
Inter-frequency reselection is based on absolute priorities where a UE tries to camp on the highest priority frequency available. Absolute priorities for reselection are provided only by the RPLMN and are valid only within the RPLMN; priorities are given by the system information and are valid for all UEs in a cell, specific priorities per UE can be signalled in the RRC Connection Release message. A validity time can be associated with UE specific priorities.

-
For inter-frequency neighbouring cells, it is possible to indicate layer-specific cell reselection parameters (e.g., layer specific offset). These parameters are common to all neighbouring cells on a frequency;

-
An NCL can be provided by the serving cell to handle specific cases for intra- and inter-frequency neighbouring cells. This NCL contains cell specific cell reselection parameters (e.g., cell specific offset) for specific neighbouring cells;

-
Black lists can be provided to prevent the UE from reselecting to specific intra- and inter-frequency neighbouring cells;
-
Cell reselection can be speed dependent (speed detection based on UTRAN solution);
-
Cell reselection parameters are applicable for all UEs in a cell, but it is possible to configure specific reselection parameters per UE group or per UE.

Cell access restrictions apply as for UTRAN, which consist of access class (AC) barring and cell reservation (e.g. for cells "reserved for operator use") applicable for mobiles in RRC_IDLE mode.

10.1.1.3
Void

10.1.1.4
Void

10.1.1.5
Void

10.1.2
Mobility Management in ECM-CONNECTED
The Intra-E-UTRAN-Access Mobility Support for UEs in ECM-CONNECTED handles all necessary steps for handover procedures, like processes that precede the final HO decision on the source network side (control and evaluation of UE and eNB measurements taking into account certain UE specific area restrictions), preparation of resources on the target network side, commanding the UE to the new radio resources and finally releasing resources on the (old) source network side. It contains mechanisms to transfer context data between evolved nodes, and to update node relations on C-plane and U-plane.
In E-UTRAN RRC_CONNECTED state, network-controlled UE-assisted handovers are performed and various DRX cycles are supported:

The UE makes measurements of attributes of the serving and neighbour cells to enable the process:

-
There is no need to indicate neighbouring cells to enable the UE to search and measure a cell i.e. E-UTRAN relies on the UE to detect the neighbouring cells;

-
For the search and measurement of inter-frequency neighbouring cells, at least the carrier frequencies need to be indicated;

-
The E-UTRAN signals reporting criteria for event-triggered and periodical reporting;

-
An NCL can be provided by the serving cell by RRC dedicated signalling to handle specific cases for intra- and inter-frequency neighbouring cells. This NCL contains cell specific measurement parameters (e.g. cell specific offset) for specific neighbouring cells;

-
Black lists can be provided to prevent the UE from measuring specific neighbouring cells.

Depending on whether the UE needs transmission/reception gaps to perform the relevant measurements, measurements are classified as gap assisted or non-gap assisted. A non-gap assisted measurement is a measurement on a cell that does not require transmission/reception gaps to allow the measurement to be performed. A gap assisted measurement is a measurement on a cell that does require transmission/reception gaps to allow the measurement to be performed. Gap patterns (as opposed to individual gaps) are configured and activated by RRC.
10.1.2.1
Handover

The intra E-UTRAN HO of a UE in RRC_CONNECTED state is a UE-assisted network-controlled HO, with HO preparation signalling in E-UTRAN:
-
Part of the HO command comes from the target eNB and is transparently forwarded to the UE by the source eNB;

-
To prepare the HO, the source eNB passes all necessary information to the target eNB (e.g. E-RAB attributes and RRC context): 

-
When CA is configured and to enable SCell selection in the target eNB, the source eNB can provide in decreasing order of radio quality a list of the best cells and optionally measurement result of the cells.

-
Both the source eNB and UE keep some context (e.g. C-RNTI) to enable the return of the UE in case of HO failure;

-
UE accesses the target cell via RACH following a contention-free procedure using a dedicated RACH preamble or following a contention-based procedure if dedicated RACH preambles are not available:
-
the UE uses the dedicated preamble until the handover procedure is finished (successfully or unsuccessfully);

-
If the RACH procedure towards the target cell is not successful within a certain time, the UE initiates radio link failure recovery using the best cell;

-
No ROHC context is transferred at handover.

10.1.2.1.1
C-plane handling

The preparation and execution phase of the HO procedure is performed without EPC involvement, i.e. preparation messages are directly exchanged between the eNBs. The release of the resources at the source side during the HO completion phase is triggered by the eNB. In case an RN is involved, its DeNB relays the appropriate S1 messages between the RN and the MME (S1-based handover) and X2 messages between the RN and target eNB (X2-based handover); the DeNB is explicitly aware of a UE attached to the RN due to the S1 proxy and X2 proxy functionality (see section 4.7.6.6). The figure below depicts the basic handover scenario where neither MME nor Serving Gateway changes:


[image: image24.emf]Legend

packet data

packet data

UL allocation

2. Measurement Reports

3.HO decision

4. Handover Request

5.Admission Control

6.Handover Request Ack

7.

RRC Conn. Reconf. incl.

mobilityControlinformation

DLallocation

Data Forwarding

11. RRC Conn. Reconf. Complete

17.  UE Context Release

12.Path Switch Request

UE Source eNB Target eNB Serving Gateway

Detach from old cell 

and 

synchronize to new cell

Deliver buffered and in transit 

packets to target eNB

Buffer packets from 

Source eNB

9. Synchronisation

10. UL allocation + TA for UE

packet data

packet data

L3 signalling

L1/L2 signalling

User Data

1.Measurement Control

16.Path Switch Request Ack

18.Release 

Resources

H

a

n

d

o

v

e

r

C

o

m

p

l

e

t

i

o

n

H

a

n

d

o

v

e

r

E

x

e

c

u

t

i

o

n

H

a

n

d

o

v

e

r

P

r

e

p

a

r

a

t

i

o

n

MME

0.Area Restriction Provided

13. Modify Bearer

Request

15. Modify Bearer

Response

14.Switch DL path

SN Status Transfer 8.

End Marker

End Marker

packet data


Figure 10.1.2.1.1-1: Intra-MME/Serving Gateway HO

Below is a more detailed description of the intra-MME/Serving Gateway HO procedure:

0
The UE context within the source eNB contains information regarding roaming restrictions which were provided either at connection establishment or at the last TA update.

1
The source eNB configures the UE measurement procedures according to the area restriction information. Measurements provided by the source eNB may assist the function controlling the UE's connection mobility.

2
The UE is triggered to send MEASUREMENT REPORT by the rules set by i.e. system information, specification etc. 

3
The source eNB makes decision based on MEASUREMENT REPORT and RRM information to hand off the UE.

4
The source eNB issues a HANDOVER REQUEST message to the target eNB passing necessary information to prepare the HO at the target side (UE X2 signalling context reference at source eNB, UE S1 EPC signalling context reference, target cell ID, KeNB*, RRC context including the C-RNTI of the UE in the source eNB, AS-configuration, E-RAB context and physical layer ID of the source cell + short MAC-I for possible RLF recovery). UE X2 / UE S1 signalling references enable the target eNB to address the source eNB and the EPC. The E-RAB context includes necessary RNL and TNL addressing information, and QoS profiles of the E-RABs.

5
Admission Control may be performed by the target eNB dependent on the received E-RAB QoS information to increase the likelihood of a successful HO, if the resources can be granted by target eNB. The target eNB configures the required resources according to the received E-RAB QoS information and reserves a C-RNTI and optionally a RACH preamble. The AS-configuration to be used in the target cell can either be specified independently (i.e. an "establishment") or as a delta compared to the AS-configuration used in the source cell (i.e. a "reconfiguration").
6
The target eNB prepares HO with L1/L2 and sends the HANDOVER REQUEST ACKNOWLEDGE to the source eNB. The HANDOVER REQUEST ACKNOWLEDGE message includes a transparent container to be sent to the UE as an RRC message to perform the handover. The container includes a new C-RNTI, target eNB security algorithm identifiers for the selected security algorithms, may include a dedicated RACH preamble, and possibly some other parameters i.e. access parameters, SIBs, etc. The HANDOVER REQUEST ACKNOWLEDGE message may also include RNL/TNL information for the forwarding tunnels, if necessary.

NOTE:
As soon as the source eNB receives the HANDOVER REQUEST ACKNOWLEDGE, or as soon as the transmission of the handover command is initiated in the downlink, data forwarding may be initiated.

Steps 7 to 16 provide means to avoid data loss during HO and are further detailed in 10.1.2.1.2 and 10.1.2.3.

7
The target eNB generates the RRC message to perform the handover, i.e RRCConnectionReconfiguration message including the mobilityControlInformation, to be sent by the source eNB towards the UE. The source eNB performs the necessary integrity protection and ciphering of the message. The UE receives the RRCConnectionReconfiguration message with necessary parameters (i.e. new C-RNTI, target eNB security algorithm identifiers, and optionally dedicated RACH preamble, target eNB SIBs, etc.) and is commanded by the source eNB to perform the HO. The UE does not need to delay the handover execution for delivering the HARQ/ARQ responses to source eNB.

8
The source eNB sends the SN STATUS TRANSFER message to the target eNB to convey the uplink PDCP SN receiver status and the downlink PDCP SN transmitter status of E-RABs for which PDCP status preservation applies (i.e. for RLC AM). The uplink PDCP SN receiver status includes at least the PDCP SN of the first missing UL SDU and may include a bit map of the receive status of the out of sequence UL SDUs that the UE needs to retransmit in the target cell, if there are any such SDUs. The downlink PDCP SN transmitter status indicates the next PDCP SN that the target eNB shall assign to new SDUs, not having a PDCP SN yet. The source eNB may omit sending this message if none of the E-RABs of the UE shall be treated with PDCP status preservation.

9
After receiving the RRCConnectionReconfiguration message including the mobilityControlInformation , UE performs synchronisation to target eNB and accesses the target cell via RACH, following a contention-free procedure if a dedicated RACH preamble was indicated in the mobilityControlInformation, or following a contention-based procedure if no dedicated preamble was indicated. UE derives target eNB specific keys and configures the selected security algorithms to be used in the target cell.

10
The target eNB responds with UL allocation and timing advance.

11
When the UE has successfully accessed the target cell, the UE sends the RRCConnectionReconfigurationComplete message (C-RNTI) to confirm the handover, along with an uplink Buffer Status Report, whenever possible, to the target eNB to indicate that the handover procedure is completed for the UE. The target eNB verifies the C-RNTI sent in the RRCConnectionReconfigurationComplete message. The target eNB can now begin sending data to the UE.

12
The target eNB sends a PATH SWITCH REQUEST message to MME to inform that the UE has changed cell.
13
The MME sends a MODIFY BEARER REQUEST message to the Serving Gateway.

14
The Serving Gateway switches the downlink data path to the target side. The Serving gateway sends one or more "end marker" packets on the old path to the source eNB and then can release any U-plane/TNL resources towards the source eNB.

15
The Serving Gateway sends a MODIFY BEARER RESPONSE message to MME.

16
The MME confirms the PATH SWITCH REQUEST message with the PATH SWITCH REQUEST ACKNOWLEDGE message.

17
By sending the UE CONTEXT RELEASE message, the target eNB informs success of HO to source eNB and triggers the release of resources by the source eNB. The target eNB sends this message after the PATH SWITCH REQUEST ACKNOWLEDGE message is received from the MME.

18
Upon reception of the UE CONTEXT RELEASE message, the source eNB can release radio and C-plane related resources associated to the UE context. Any ongoing data forwarding may continue.

10.1.2.1.2
U-plane handling

The U-plane handling during the Intra-E-UTRAN-Access mobility activity for UEs in ECM-CONNECTED takes the following principles into account to avoid data loss during HO:

-
During HO preparation U-plane tunnels can be established between the source eNB and the target eNB. There is one tunnel established for uplink data forwarding and another one for downlink data forwarding for each E-RAB for which data forwarding is applied. In the case of a UE under an RN performing handover, forwarding tunnels can be established between the RN and the target eNB via the DeNB.

-
During HO execution, user data can be forwarded from the source eNB to the target eNB. The forwarding may take place in a service and deployment dependent and implementation specific way.

-
Forwarding of downlink user data from the source to the target eNB should take place in order as long as packets are received at the source eNB from the EPC or the source eNB buffer has not been emptied.

-
During HO completion:

-
The target eNB sends a PATH SWITCH message to MME to inform that the UE has gained access and MME sends a USER PLANE UPDATE REQUEST message to the Serving Gateway, the U-plane path is switched by the Serving Gateway from the source eNB to the target eNB.
-
The source eNB should continue forwarding of U-plane data as long as packets are received at the source eNB from the Serving Gateway or the source eNB buffer has not been emptied.

For RLC-AM bearers:

-
During normal HO not involving Full Configuration:

-
For in-sequence delivery and duplication avoidance, PDCP SN is maintained on a bearer basis and the source eNB informs the target eNB about the next DL PDCP SN to allocate to a packet which does not have a PDCP sequence number yet (either from source eNB or from the Serving Gateway).

-
For security synchronisation, HFN is also maintained and the source eNB provides to the target one reference HFN for the UL and one for the DL i.e. HFN and corresponding SN.

-
In both the UE and the target eNB, a window-based mechanism is needed for duplication detection.

-
The occurrence of duplicates over the air interface in the target eNB is minimised by means of PDCP SN based reporting at the target eNB by the UE. In uplink, the reporting is optionally configured on a bearer basis by the eNB and the UE should first start by transmitting those reports when granted resources in the target eNB. In downlink, the eNB is free to decide when and for which bearers a report is sent and the UE does not wait for the report to resume uplink transmission.

-
The target eNB re-transmits and prioritizes all downlink PDCP SDUs forwarded by the source eNB (i.e. the target eNB should send data with PDCP SNs from X2 before sending data from S1), with the exception of PDCP SDUs of which the reception was acknowledged through PDCP SN based reporting by the UE.

-
The UE re-transmits in the target eNB all uplink PDCP SDUs starting from the first PDCP SDU following the last consecutively confirmed PDCP SDU i.e. the oldest PDCP SDU that has not been acknowledged at RLC in the source, excluding the PDCP SDUs of which the reception was acknowledged through PDCP SN based reporting by the target.

-
During HO involving Full Configuration:

 -
The following description below for RLC-UM bearers also applies for RLC-AM bearers.  Data loss may happen.

For RLC-UM bearers:

-
The PDCP SN and HFN are reset in the target eNB.

-
No PDCP SDUs are retransmitted in the target eNB.

-
The target eNB prioritizes all downlink PDCP SDUs forwarded by the source eNB if any (i.e. the target eNB should send data with PDCP SNs from X2 before sending data from S1).
-
The UE PDCP entity does not attempt to retransmit any PDCP SDU in the target cell for which transmission had been completed in the source cell. Instead UE PDCP entity starts the transmission with other PDCP SDUs.

10.1.2.2
Path Switch

After the downlink path is switched at the Serving GW downlink packets on the forwarding path and on the new direct path may arrive interchanged at the target eNB. The target eNodeB should first deliver all forwarded packets to the UE before delivering any of the packets received on the new direct path. The method employed in the target eNB to enforce the correct delivery order of packets is outside the scope of the standard.

In order to assist the reordering function in the target eNB, the Serving GW shall send one or more "end marker" packets on the old path immediately after switching the path for each E-RAB of the UE. The "end marker" packet shall not contain user data. The "end marker" is indicated in the GTP header. After completing the sending of the tagged packets the GW shall not send any further user data packets via the old path.

Upon receiving the "end marker" packets, the source eNB shall, if forwarding is activated for that bearer, forward the packet toward the target eNB.

On detection of an "end marker" the target eNB shall discard the end marker packet and initiate any necessary processing to maintain in sequence delivery of user data forwarded over X2 interface and user data received from the serving GW over S1 as a result of the path switch.

On detection of the "end marker", the target eNB may also initiate the release of the data forwarding resource. However, the release of the data forwarding resource is implementation dependent and could also be based on other mechanisms (e.g. timer-based mechanism).

EPC may change the uplink end-point of the tunnels with Path Switch procedure. However, the EPC should keep the old GTP tunnel end-point(s) sufficiently long time in order to minimise the probability of packet losses and avoid unintentional release of respective E-RAB(s).

10.1.2.3
Data forwarding

10.1.2.3.1
For RLC-AM DRBs

Upon handover, the source eNB may forward in order to the target eNB all downlink PDCP SDUs with their SN that have not been acknowledged by the UE. In addition, the source eNB may also forward without a PDCP SN fresh data arriving over S1 to the target eNB.
NOTE:
The target eNB does not have to wait for the completion of forwarding from the source eNB before it begins transmitting packets to the UE.

The source eNB discards any remaining downlink RLC PDUs. Correspondingly, the source eNB does not forward the downlink RLC context to the target eNB. 

NOTE:
The source eNB does not need to abort on going RLC transmissions with the UE as it starts data forwarding to the target eNB.

Upon handover, the source eNB forwards to the Serving Gateway the uplink PDCP SDUs successfully received in-sequence until the sending of the Status Transfer message to the target eNB. Then at that point of time the source eNB stops delivering uplink PDCP SDUs to the S-GW  and shall discard any remaining uplink RLC PDUs. Correspondingly, the source eNB does not forward the uplink RLC context to the target eNB.

Then the source eNB shall either:

-
discard the uplink PDCP SDUs received out of sequence if the source eNB has not accepted the request from the target eNB for uplink forwarding or if the target eNB has not requested uplink forwarding for the bearer during the Handover Preparation procedure,

-
forward to the target eNB the uplink PDCP SDUs received out of sequence if the source eNB has accepted the request from the target eNB for uplink forwarding for the bearer during the Handover Preparation procedure.

The PDCP SN of forwarded SDUs is carried in the "PDCP PDU number" field of the GTP-U extension header. The target eNB shall use the PDCP SN if it is available in the forwarded GTP-U packet.
For normal HO in-sequence delivery of upper layer PDUs during handover is based on a continuous PDCP SN and is provided by the "in-order delivery and duplicate elimination" function at the PDCP layer:

-
in the downlink, the "in-order delivery and duplicate elimination" function at the UE PDCP layer guarantees in-sequence delivery of downlink PDCP SDUs;

-
in the uplink, the "in-order delivery and duplicate elimination" function at the target eNB PDCP layer guarantees in-sequence delivery of uplink PDCP SDUs.
After a normal handover, when the UE receives a PDCP SDU from the target eNB, it can deliver it to higher layer together with all PDCP SDUs with lower SNs regardless of possible gaps.

For handovers involving Full Configuration, the source eNB behaviour is unchanged from the description above.  The target eNB may not send PDCP SDUs for which delivery was attempted by the source eNB.  The target eNB identifies these by the presence of the PDCP SN in the forwarded GTP-U packet and discards them.

After a Full Configuration handover, the UE delivers received PDCP SDU from the source cell to the higher layer regardless of possible gaps. UE discards uplink PDCP SDUs for which transmission was attempted and retransmission of these over the target cell is not possible.

10.1.2.3.2
For RLC-UM DRBs

Upon handover, the source eNB does not forward to the target eNB downlink PDCP SDUs for which transmission had been completed in the source cell. PDCP SDUs that have not been transmitted may be forwarded. In addition, the source eNB may forward fresh downlink data arriving over S1 to the target eNB. The source eNB discards any remaining downlink RLC PDUs. Correspondingly, the source eNB does not forward the downlink RLC context to the target eNB.

Upon handover, the source eNB forwards all uplink PDCP SDUs successfully received to the Serving Gateway (i.e. including the ones received out of sequence) and discards any remaining uplink RLC PDUs. Correspondingly, the source eNB does not forward the uplink RLC context to the target eNB.

10.1.2.3.3
SRB handling

With respect to SRBs, the following principles apply at HO:

-
No forwarding or retransmissions of RRC messages in the target;

-
The PDCP SN and HFN are reset in the target.

10.1.2.4
Void

10.1.2.5
Void

10.1.2.6
Void

10.1.2.7
Timing Advance

In RRC_CONNECTED, the eNB is responsible for maintaining the timing advance. In some cases (e.g. during DRX), the timing advance is not necessarily always maintained and the MAC sublayer knows if the L1 is synchronised and which procedure to use to start transmitting in the uplink:

-
as long as the L1 is non-synchronised, uplink transmission can only take place on PRACH.

For a UE, cases where the UL synchronisation status moves from "synchronised" to "non-synchronised" include:

-
Expiration of a timer;

-
Non-synchronised handover;

The value of the timer is either UE specific and managed through dedicated signalling between the UE and the eNB, or cell specific and indicated via broadcast information. In both cases, the timer is normally restarted whenever a new timing advance is given by the eNB:

-
restarted to a UE specific value if any; or

-
restarted to a cell specific value otherwise.

Upon DL data arrival or for positioning purpose, a dedicated signature on PRACH can be allocated by the eNB to the UE. When a dedicated signature on PRACH is allocated, the UE shall perform the corresponding random access procedure regardless of its L1 synchronisation status.

Timing advance updates are signalled by the eNB to the UE in MAC PDUs addressed via C-RNTI.

10.1.3
Measurements

Measurements to be performed by a UE for intra/inter-frequency mobility can be controlled by E-UTRAN, using broadcast or dedicated control. In RRC_IDLE state, a UE shall follow the measurement parameters defined for cell reselection specified by the E-UTRAN broadcast. The use of dedicated measurement control for RRC_IDLE state is possible through the provision of UE specific priorities (see sub-clause 10.2.4). In RRC_CONNECTED state, a UE shall follow the measurement configurations specified by RRC directed from the E-UTRAN (e.g. as in UTRAN MEASUREMENT_CONTROL).

Intra-frequency neighbour (cell) measurements and inter-frequency neighbour (cell) measurements are defined as follows:

-
Intra-frequency neighbour (cell) measurements: Neighbour cell measurements performed by the UE are intra-frequency measurements when the current and target cell operates on the same carrier frequency. The UE shall be able to carry out such measurements without measurement gaps. 

-
Inter-frequency neighbour (cell) measurements: Neighbour cell measurements performed by the UE are inter-frequency measurements when the neighbour cell operates on a different carrier frequency, compared to the current cell. The UE should not be assumed to be able to carry out such measurements without measurement gaps.

Whether a measurement is non gap assisted or gap assisted depends on the UE's capability and the current operating frequency. The UE determines whether a particular cell measurement needs to be performed in a transmission/reception gap and the scheduler needs to know whether gaps are needed:

-
Same carrier frequency and cell bandwidths (Scenario A): an intra-frequency scenario; not measurement gap assisted.

-
Same carrier frequency, bandwidth of the target cell smaller than the bandwidth of the current cell (Scenario B): an intra-frequency scenario; not measurement gap assisted.

-
Same carrier frequency, bandwidth of the target cell larger than the bandwidth of the current cell (Scenario C): an intra-frequency scenario; not measurement gap assisted.

-
Different carrier frequencies, bandwidth of the target cell smaller than the bandwidth of the current cell and bandwidth of the target cell within bandwidth of the current cell (Scenario D): an inter-frequency scenario; measurement gap-assisted scenario.

-
Different carrier frequencies, bandwidth of the target cell larger than the bandwidth of the current cell and bandwidth of the current cell within bandwidth of the target cell (Scenario E): an inter-frequency scenario; measurement gap-assisted scenario.

-
Different carrier frequencies and non-overlapping bandwidth, (Scenario F): an inter-frequency scenario; measurement gap-assisted scenario.
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Figure 10.1.3-1: Inter and Intra-frequency measurements scenarios

Measurement gaps patterns are configured and activated by RRC.

When CA is configured, the "current cell" above refers to any serving cell of the configured set of serving cells. For instance, for the definition of intra and inter frequency measurements, this means:

-
Intra-frequency neighbour (cell) measurements: Neighbour cell measurements performed by the UE are intra-frequency measurements when one of the serving cells of the configured set and the target cell operates on the same carrier frequency. The UE shall be able to carry out such measurements without measurement gaps.

-
Inter-frequency neighbour (cell) measurements: Neighbour cell measurements performed by the UE are inter-frequency measurements when the neighbour cell operates on a different carrier frequency than any serving cell of the configured set. The UE should not be assumed to be able to carry out such measurements without measurement gaps.

10.1.3.1
Intra-frequency neighbour (cell) measurements

In a system with frequency reuse = 1, mobility within the same frequency layer (i.e. between cells with the same carrier frequency) is predominant. Good neighbour cell measurements are needed for cells that have the same carrier frequency as the serving cell in order to ensure good mobility support and easy network deployment. Search for neighbour cells with the same carrier frequency as the serving cell, and measurements of the relevant quantities for identified cells are needed.
NOTE:
To avoid UE activity outside the DRX cycle, the reporting criteria for neighbour cell measurements should match the used DRX cycle.

10.1.3.2
Inter-frequency neighbour (cell) measurements

Regarding mobility between different frequency layers (i.e. between cells with a different carrier frequency), UE may need to perform neighbour cell measurements during DL/UL idle periods that are provided by DRX or packet scheduling (i.e. gap assisted measurements).
<<<<<<<<<< Next Changes >>>>>>>>>>
16
Radio Resource Management aspects

The purpose of radio resource management (RRM) is to ensure the efficient use the available radio resources and to provide mechanisms that enable E-UTRAN to meet radio resource related requirements identified in sub-clause 10 of 3GPP TR 25.913 [2]. In particular, RRM in E-UTRAN provides means to manage (e.g. assign, re-assign and release) radio resources taking into account single and multi-cell aspects.

16.1
RRM functions

16.1.1
Radio Bearer Control (RBC)

The establishment, maintenance and release of Radio Bearers involve the configuration of radio resources associated with them. When setting up a radio bearer for a service, radio bearer control (RBC) takes into account the overall resource situation in E-UTRAN, the QoS requirements of in-progress sessions and the QoS requirement for the new service. RBC is also concerned with the maintenance of radio bearers of in-progress sessions at the change of the radio resource situation due to mobility or other reasons. RBC is involved in the release of radio resources associated with radio bearers at session termination, handover or at other occasions.

RBC is located in the eNB.

16.1.2
Radio Admission Control (RAC)

The task of radio admission control (RAC) is to admit or reject the establishment requests for new radio bearers. In order to do this, RAC takes into account the overall resource situation in E-UTRAN, the QoS requirements, the priority levels and the provided QoS of in-progress sessions and the QoS requirement of the new radio bearer request. The goal of RAC is to ensure high radio resource utilization (by accepting radio bearer requests as long as radio resources available) and at the same time to ensure proper QoS for in-progress sessions (by rejecting radio bearer requests when they cannot be accommodated). 

RAC is located in the eNB.

16.1.3
Connection Mobility Control (CMC)

Connection mobility control (CMC) is concerned with the management of radio resources in connection with idle or connected mode mobility. In idle mode, the cell reselection algorithms are controlled by setting of parameters (thresholds and hysteresis values) that define the best cell and/or determine when the UE should select a new cell. Also, E-UTRAN broadcasts parameters that configure the UE measurement and reporting procedures. In connected mode, the mobility of radio connections has to be supported. Handover decisions may be based on UE and eNB measurements. In addition, handover decisions may take other inputs, such as neighbour cell load, traffic distribution, transport and hardware resources and Operator defined policies into account. 

CMC is located in the eNB.

16.1.4
Dynamic Resource Allocation (DRA) - Packet Scheduling (PS)

The task of dynamic resource allocation (DRA) or packet scheduling (PS) is to allocate and de-allocate resources (including buffer and processing resources and resource blocks (i.e. chunks)) to user and control plane packets. DRA involves several sub-tasks, including the selection of radio bearers whose packets are to be scheduled and managing the necessary resources (e.g. the power levels or the specific resource blocks used). PS typically takes into account the QoS requirements associated with the radio bearers, the channel quality information for UEs, buffer status, interference situation, etc. DRA may also take into account restrictions or preferences on some of the available resource blocks or resource block sets due to inter-cell interference coordination considerations.

DRA is located in the eNB.

16.1.5
Inter-cell Interference Coordination (ICIC)

Inter-cell interference coordination has the task to manage radio resources such that inter-cell interference is kept under control. ICIC mechanism includes a frequency domain component and time domain component. ICIC is inherently a multi-cell RRM function that needs to take into account information (e.g. the resource usage status and traffic load situation) from multiple cells. The preferred ICIC method may be different in the uplink and downlink.

The frequency domain ICIC manages radio resource, notably the radio resource blocks, such that multiple cells coordinate use of frequency domain resources.

For the time domain ICIC, subframe utilization across different cells are coordinated in time through backhaul signalling of so called Almost Blank Subframe patterns. The Almost Blank Subframes (ABSs) in an aggressor cell are used to protect resources in subframes in the victim cell receiving strong inter-cell interference. Almost blank subframes are subframes with reduced transmit power (including no transmission) on some physical channels and/or reduced activity. The eNB ensures backwards compatibility towards UEs by transmitting necessary control channels and physical signals as well as System Information. Patterns based on ABS subframes are signalled to the UE to restrict the UE measurement to specific subframes, called measurement resource restrictions. There are different patterns depending on the type of measured cell (serving or neighbour cell) and measurement type (e.g. RRM, RLM). MBSFN subframes can be used for time domain ICIC when they are also included in ABS patterns. The eNB cannot configure MBSFN subframes TS 36.211 [4] as ABSs when these MBSFN subframes are used for other usages (e.g., MBMS, LCS).
ICIC is located in the eNB.

16.1.5.1
UE configurations for time domain ICIC
For the UE to measure "protected" resources of the serving cell and/or neighbour cells, RRM/RLM/CSI measurement resource restriction is signalled to the UE. There are three kinds of measurement resource restriction patterns that may be configured for the UE.

-
Pattern 1:
A single RRM/RLM measurement resource restriction for the serving cell.

-
Pattern 2:
At least one RRM measurement resource restriction for neighbour cells. FFS whether this can only 



apply for certain neighbour cells or for inter-frequency cells.

-
Pattern 3:
Resource restriction for CSI measurement of the serving cell. 2 subframe subsets are configured per UE. The UE only reports CSI for each configured subframe subset. For periodic CSI reports, linkage of each CSI report to a configured subset of subframe is defined in TS 36.331 [16].

In RRC_CONNECTED, the RRM/RLM/CSI measurement resource restrictions are configured by dedicated RRC signalling. The exact details concerning the simultaneous use of the restriction patterns are FFS.

16.1.5.2
OAM requirements for time domain ICIC
16.1.5.2.1
Configuration for CSG cell
When the time-domain inter-cell interference coordination is used for non-members UE in close proximity of a CSG cell, OAM configures a CSG cell not to use a time domain resource set (i.e. a set of subframes), so that a non-member UE in close proximity of the CSG cell can be still served by another cell. OAM also configures a cell neighbour to a CSG cell with the protected time domain resource set not used by the CSG cell, so that the neighbour cell knows which time domain resource can be used for a non-member UE in close proximity of the CSG cell.

16.1.5.2.2
Configuration for interfering non-CSG cell

When the time-domain inter-cell interference coordination is used to mitigate interference between two cells using X2 signalling of ABS patterns from an interfering eNB to an interfered eNB, the following OAM requirements are applied.

-
OAM may configure association between eNBs to use the time-domain inter-cell interference coordination.

-
For the deployment scenarios where common subset for ABS patterns from multiple interfering cells is desirable, OAM configuration ensures that a ‘common subset’ exists between the ABS patterns of those interfering cells.

NOTE:
The possibility of whether the common ABS pattern from multiple eNBs is desirable or not depends on the deployment cases of the time domain solution of inter-cell interference coordination.

NOTE:
It is up to eNB implementation how a receiving eNB derives the ‘usable ABS subset’ from the ABS patterns coming from multiple neighbour eNBs.

16.1.6
Load Balancing (LB)

Load balancing has the task to handle uneven distribution of the traffic load over multiple cells. The purpose of LB is thus to influence the load distribution in such a manner that radio resources remain highly utilized and the QoS of in-progress sessions are maintained to the extent possible and call dropping probabilities are kept sufficiently small. LB algorithms may result in hand-over or cell reselection decisions with the purpose of redistribute traffic from highly loaded cells to underutilized cells. 

LB is located in the eNB.

16.1.7
Inter-RAT Radio Resource Management

Inter-RAT RRM is primarily concerned with the management of radio resources in connection with inter-RAT mobility, notably inter-RAT handover. At inter-RAT handover, the handover decision may take into account the involved RATs resource situation as well as UE capabilities and Operator policies. The importance of Inter-RAT RRM may depend on the specific scenario in which E-UTRAN is deployed. Inter-RAT RRM may also include functionality for inter-RAT load balancing for idle and connected mode UEs.

16.1.8
Subscriber Profile ID for RAT/Frequency Priority

The RRM strategy in E-UTRAN may be based on user specific information.

The Subscriber Profile ID for RAT/Frequency Priority (SPID) parameter received by the eNB via the S1 interface or the X2 interface is an index referring to user information (e.g. mobility profile, service usage profile). The information is UE specific and applies to all its Radio Bearers.

This index is mapped by the eNB to locally defined configuration in order to apply specific RRM strategies (e.g. to define RRC_IDLE mode priorities and control inter-RAT/inter frequency handover in RRC_CONNECTED mode).

16.2
RRM architecture

16.2.1
Centralised Handling of certain RRM Functions

Void.

16.2.2
De-Centralised RRM
16.2.2.1
UE History Information

The source eNB collects and stores the UE History Information for as long as the UE stays in one of its cells.

When information needs to be discarded because the list is full, such information will be discarded in order of its position in the list, starting with the oldest cell record.

The resulting information is then used in subsequent handover preparations by means of the Handover Preparation procedures over the S1 and X2 interfaces, which provide the target eNB with a list of previously visited cells and associated (per-cell) information elements. The Handover Preparation procedures also trigger the target eNB to start collection and storage of UE history Information and thus to propagate the collected information.

16.2.3
Void

17
Void

17.1
Void

18
UE capabilities

RRC signalling carries AS capabilities and NAS signalling carries NAS capabilities. The UE capability information is stored in the MME. In the uplink, no capability information is sent early in e.g. RRCConnectionRequest message. In the downlink, enquiry procedure of the UE capability is supported.


[image: image27.emf]UE eNB

MME

S1-AP: INITIAL CONTEXT SETUP RESPONSE

S1-AP: INITIAL CONTEXT SETUP REQUEST

<23.401: UE Security Capabilities 

+ 36.331: UE Radio Capability: 

UERadioAccessCapabilityInformation>

RRC: UECapabilityEnquiry

<36.331: RAT-Type>

RRC: UECapabilityInformation

<36.331: RAT-Type + UE-CapabilityRAT-

Container>

eNB decides if more capabilities are needed, e.g. based on

-which other RATs the UE supports

-if such neighbour cells are present

S1-AP: UE CAPABILITY INFO INDICATION

<36.331: UE Radio Capability: 

UERadioAccessCapabilityInformation>

eNB keeps capabilities during RRC CONNECTED state and builds 

one UERadioAccessCapabilityInformation message consisting of all 

known capabilities excluding the UTRAN capability

MME keeps capabilities until 

DETACH or ATTACH (see 23.401, 

5.11.2)


Figure 18-1: Initial UE Capability Handling

The MME stores the UE Radio Capability uploaded in the UE CAPABILITY INFO INDICATION message.

The possible RAT-Types in Rel-8 are: EUTRAN, UTRAN, GERAN-PS, GERAN-CS, CDMA2000-1XRTT. The GERAN capability is divided into separate parts. MS Classmark 2 and Classmark 3 are used for CS domain (in both AS and NAS) and MS Radio Access Capability is used for PS domain. The main part of CDMA2000 capabilities is not handled by the eNB or the MME, but is exchanged via tunnelling (see 10.3.2). The small part of CDMA2000 capabilities (for CDMA2000-1XRTT) is needed for the eNB to be able to build messages for the target CDMA2000 RNC (see 10.3.2).

The eNB may acquire the UE capabilities after a Handover completion. The UE capabilities are then uploaded to the MME.

Usually during handover preparation, the source RAN node transfers both the UE source RAT capabilities and the target RAT capabilities to the target RAN node, in order to minimize interruptions and to follow the principles in subclause 10.2.2. This is described in subclause 19.2.2.5.6. However at Handover from UTRAN to EUTRAN, it is optional to forward the UTRAN capabilities to the target RAN. The source RAN is not mandated to acquire other RAT capabilities (i.e. other than the source and target RAT capabilities) in order to start a handover preparation.
The UTRAN capabilities, i.e. the INTER RAT HANDOVER INFO, include START-CS, START-PS and "predefined configurations", which are "dynamic" IEs. In order to avoid the START values desynchronisation and the key replaying issue, the eNB always enquiry the UE UTRAN capabilities at transition from RRC_IDLE to RRC_CONNECTED and before Handover to UTRAN. The eNB does not upload the UE UTRAN capabilities to the MME.

19
S1 Interface

19.1
S1 User plane

The S1 user plane interface (S1-U) is defined between the eNB and the S-GW. The S1-U interface provides non guaranteed delivery of user plane PDUs between the eNB and the S-GW. The user plane protocol stack on the S1 interface is shown in Figure 19.1-1. The transport network layer is built on IP transport and GTP-U is used on top of UDP/IP to carry the user plane PDUs between the eNB and the S-GW.
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Figure 19.1-1: S1 Interface User Plane (eNB - S-GW)

19.2
S1 Control Plane

The S1 control plane interface (S1-MME) is defined between the eNB and the MME. The control plane protocol stack of the S1 interface is shown on Figure 19.2-1. The transport network layer is built on IP transport, similarly to the user plane but for the reliable transport of signalling messages SCTP is added on top of IP. The application layer signalling protocol is referred to as S1-AP (S1 Application Protocol).
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Figure 19.2-1: S1 Interface Control Plane (eNB-MME)

The SCTP layer provides the guaranteed delivery of application layer messages.

In the transport IP layer point-to-point transmission is used to deliver the signalling PDUs.

A single SCTP association per S1-MME interface instance shall be used with one pair of stream identifiers for S1-MME common procedures. Only a few pairs of stream identifiers should be used for S1-MME dedicated procedures. MME communication context identifiers that are assigned by the MME for S1-MME dedicated procedures and eNB communication context identifiers that are assigned by the eNB for S1-MME dedicated procedures shall be used to distinguish UE specific S1-MME signalling transport bearers. The communication context identifiers are conveyed in the respective S1-AP messages.

RNs terminate S1-AP. In this case, there is one S1 interface relation between the RN and the DeNB, and one S1 interface relation between the DeNB and each of the MMEs in the MME pool. The S1 interface relation between the RN and the DeNB carries non-UE-associated S1-AP signalling between RN and DeNB and UE-associated S1-AP signalling for UEs connected to the RN.  The S1 interface relation between the DeNB and an MME carries non-UE-associated S1-AP signalling between DeNB and MME and UE-associated S1-AP signalling for UEs connected to the RN and for UEs connected to the DeNB.
19.2.1
S1 Interface Functions

The S1 interface provides the following functions:

-
E-RAB Service Management function:

-
Setup, Modify, Release.

-
Mobility Functions for UEs in ECM-CONNECTED:

-
Intra-LTE Handover;

-
Inter-3GPP-RAT Handover.

-
S1 Paging function: 

-
NAS Signalling Transport function;

-
LPPa Signalling Transport function;

-
S1-interface management functions:

-
Error indication;
-
Reset.
-
Network Sharing Function;

-
Roaming and Area Restriction Support function;

-
NAS Node Selection Function;

-
Initial Context Setup Function;

-
UE Context Modification Function;

-
MME Load balancing Function;

-
Location Reporting Function;

-
PWS (which includes ETWS and CMAS) Message Transmission Function;

-
Overload function;

-
RAN Information Management Function;

-
Configuration Transfer Function;

-
S1 CDMA2000 Tunnelling function;
-
Trace function.

19.2.1.1
S1 Paging function

The paging function supports the sending of paging requests to all cells of the TA(s) the UE is registered. 

Paging requests are sent to the relevant eNBs according to the mobility information kept in the UE’s MM context in the serving MME. 

19.2.1.2
S1 UE Context Management function

In order to support UEs in ECM-CONNECTED, UE contexts need to be managed, i.e. established and released in the eNodeB and in the EPC to support user individual signalling on S1. 

19.2.1.3
Initial Context Setup Function

The Initial Context Setup function supports the establishment of the necessary overall initial UE Context including E-RAB context, Security context, roaming restriction, UE capability information, Subscriber Profile ID for RAT/Frequency Priority, UE S1 signalling connection ID, etc. in the eNB to enable fast Idle-to-Active transition. 

In addition to the setup of overall initial UE Contexts, Initial Context Setup function also supports the piggy-backing of the corresponding NAS messages. Initial Context Setup is initiated by the MME.

19.2.1.3a
UE Context Modification Function
The UE Context Modification function supports the modification of UE Context in eNB for UEs in active state.
19.2.1.4
Mobility Functions for UEs in ECM-CONNECTED
19.2.1.4.1
Intra-LTE Handover

The Intra-LTE-Handover function supports mobility for UEs in ECM-CONNECTED and comprises the preparation, execution and completion of handover via the X2 and S1 interfaces.

 19.2.1.4.2

Inter-3GPP-RAT Handover

The Inter-3GPP-RAT Handover function supports mobility to and from other 3GPP-RATs for UEs in ECM-CONNECTED and comprises the preparation, execution and completion of handover via the S1 interface.

19.2.1.5
E-RAB Service Management function

The E-RAB Service management function is responsible for establishing, modifying and releasing E-UTRAN resources for user data transport once a UE context is available in the eNB. The establishment and modification of E-UTRAN resources is triggered by the MME and requires respective QoS information to be provided to the eNB. The release of E-UTRAN resources is triggered by the MME either directly or following a request received from the eNB (optional). 

19.2.1.6
NAS Signalling Transport function

The NAS Signalling Transport function provides means to transport a NAS message (e.g. for NAS mobility management) for a specific UE on the S1 interface.

19.2.1.7

NAS Node Selection Function (NNSF)

The interconnection of eNBs to multiple MME/Serving S-GWs is supported in the E-UTRAN/EPC architecture. Therefore a NAS node selection function is located in the eNB to determine the MME association of the UE, based on the UE’s temporary identifier, which was assigned to the UE by the CN node (e.g. MME or SGSN).

NOTE:
In case the UE’s temporary identifier is assigned by the SGSN, respective mapping rules are defined in TS 23.003 [26].

Depending on the actual scenario the NNSF determines the UE’s MME association either based its S-TMSI (e.g. at service request) or based on its GUMMEI and selected PLMN (e.g. at attach or tracking area update in non-registered TA). 

This functionality is located in the eNB only and enables proper routing via the S1 interface. On S1, no specific procedure corresponds to the NAS Node Selection Function.
19.2.1.8
S1-interface management functions

The S1-interface management functions provide 

-
means to ensure a defined start of S1-interface operation (reset)

-
means to handle different versions of application part implementations and protocol errors (error indication)

19.2.1.9
MME Load balancing Function

MME Load balancing is the function which achieves load-balanced MMEs with respect to their processing capacity within a pool area during system operation. The means to load-balance MMEs is to distribute UEs newly entering the pool to different MMEs in the MME pool. In addition the MME load balancing function is able to achieve equally loaded MMEs within a pool area after the introduction of a new MME and after the removal of a MME from the network.

The support of the MME load balancing function is achieved by indicating the relative MME capacity in the S1 Setup procedure to all eNBs served by the MMEs of the pool area per MME. In order to support the introduction and/or removal of MMEs the MME initiated S1 setup update procedure may be used by the operator indicating relative MME capacity value changes. The indicated relative MME capacity steers the UE assignment for UEs newly entering the MME pool.

19.2.1.10
Location Reporting Function

The Location Reporting function supports the MME requests to the eNB to report the location information of the UE.

19.2.1.11
Warning Message Transmission function

The warning message transmission function provides means to transfer warning message via S1 interface.

19.2.1.12
Overload Function

The overload function comprises the signalling means:

-
to indicate to a proportion of eNBs that the serving MME is overloaded

-
to indicate to the eNBs that the serving MME is back in the "normal operation mode"

19.2.1.13
RAN Information Management Function

The RAN Information Management (RIM) function is a generic mechanism that allows the request and transfer of information (e.g. GERAN System information) between two RAN nodes via the core network.

19.2.1.14
S1 CDMA2000 Tunnelling function
The S1 CDMA2000 Tunnelling function transports CDMA2000 signalling between UE and CDMA2000 RAT over the S1 Interface for mobility from E-UTRAN to CDMA2000 HRPD and CDMA2000 1xRTT and for circuit switched fallback to CDMA2000 1xRTT.

19.2.1.15
Configuration Transfer Function

The Configuration Transfer function is a generic mechanism that allows the request and transfer of RAN configuration information (e.g. SON information) between two RAN nodes via the core network.

19.2.1.16
LPPa Signalling Transport function

The LPPa Signalling Transport function provides means to transport an LPPa message on the S1 interface.

19.2.1.17
Trace Function

The Trace function provides means to control trace sessions in the eNB. The Trace function also provides means to control MDT sessions as described in TS 32.422 [30] and TS 37.320 [43].

19.2.2
S1 Interface Signalling Procedures

The elementary procedures supported by the S1AP protocol are listed in Table 1 and Table 2 of TS 36.413 [25].

19.2.2.1
Paging procedure
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Figure 19.2.2.1-1: Paging procedure

The MME initiates the paging procedure by sending the PAGING message to each eNB with cells belonging to the tracking area(s) in which the UE is registered. Each eNB can contain cells belonging to different tracking areas, whereas each cell can only belong to one TA.

The paging response back to the MME is initiated on NAS layer and is sent by the eNB based on NAS-level routing information.

19.2.2.2
S1 UE Context Release procedure

The S1 UE Context Release procedure causes the eNB to remove all UE individual signalling resources and the related user data transport resources. This procedure is initiated by the EPC and may be triggered on request of the serving eNB.

19.2.2.2.1
S1 UE Context Release (EPC triggered)
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Figure 19.2.2.2.1-1: S1 UE Context Release procedure (EPC triggered)

-
The EPC initiates the UE Context Release procedure by sending the S1 UE Context Release Command towards the E-UTRAN. The eNodeB releases all related signalling and user data transport resources.

-
The eNB confirms the S1 UE Context Release activity with the S1 UE Context Release Complete message. 

-
In the course of this procedure the EPC releases all related resources as well, except context resources in the EPC for mobility management and the default EPS Bearer/E-RAB configuration.

19.2.2.2.2
S1 UE Context Release Request (eNB triggered)

The S1 UE Context Release Request procedure is initiated for E-UTRAN internal reasons and comprises the following steps: 

-
The eNB sends the S1 UE Context Release Request message to the EPC. 

-
The EPC triggers the EPC initiated UE context release procedure. 
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Figure 19.2.2.2.2-1: S1 UE Context Release Request procedure (eNB triggered)
and subsequent S1 UE Context Release procedure (EPC triggered)

If the E-UTRAN internal reason is a radio link failure detected in the eNB, the eNB shall wait a sufficient time before triggering the S1 UE Context Release Request procedure in order to allow the UE to perform the NAS recovery procedure, see TS 23.401 [17].

19.2.2.3
Initial Context Setup procedure
The Initial Context Setup procedure establishes the necessary overall initial UE context in the eNB in case of an Idle-to Active transition. The Initial Context Setup procedure is initiated by the MME.

The Initial Context Setup procedure comprises the following steps:

-
The MME initiates the Initial Context Setup procedure by sending INITIAL CONTEXT SETUP REQUEST to the eNB. This message may include general UE Context (e.g. security context, roaming restrictions, UE capability information, UE S1 signalling connection ID, etc.), E-RAB context (Serving GW TEID, QoS information, Correlation id i.e. collocated L-GW TEID in case of LIPA support), and may be piggy-backed with the corresponding NAS messages. When there are multiple NAS messages in the INITIAL CONTEXT SETUP REQUEST message, the MME shall ensure that the NAS messages in the E-RAB to be Setup List are aligned in the order of reception from the NAS layer to ensure the in-sequence delivery of the NAS messages.

-
Upon receipt of INITIAL CONTEXT SETUP REQUEST, the eNB setup the context of the associated UE, and perform the necessary RRC signalling towards the UE, e.g. Radio Bearer Setup procedure. When there are multiple NAS messages to be sent in the RRC message, the order of the NAS messages in the RRC message shall be kept the same as that in the INITIAL CONTEXT SETUP REQUEST message.

-
The eNB responds with INITIAL CONTEXT SETUP RESPONSE to inform a successful operation, and with INITIAL CONTEXT SETUP FAILURE to inform an unsuccessful operation.
NOTE:
In case of failure, eNB and MME behaviours are not mandated. Both implicit release (local release at each node) and explicit release (MME-initiated UE Context Release procedure) may in principle be adopted. The eNB should ensure that no hanging resources remain at the eNB.
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Figure 19.2.2.3-1: Initial Context Setup procedure (highlighted in blue) in Idle-to-Active procedure

19.2.2.3a
UE Context Modification procedure
The UE Context Modification procedure enables the MME to modify the UE context in the eNB for UEs in active state. The UE Context Modification procedure is initiated by the MME.
The UE Context Modification procedure comprises the following steps:

-
The MME initiates the UE Context Modification procedure by sending UE CONTEXT MODIFICATION REQUEST to the eNB to modify the UE context in the eNB for UEs in active state.

-
The eNB responds with UE CONTEXT MODIFICATION RESPONSE in case of a successful operation

-
If the UE is served by a CSG cell, and is no longer a member of the CSG cell, the eNB may initiate a handover to another cell. If the UE is not handed over, the eNB should request the release of UE context;

-
If the UE is served by a hybrid cell, and is no longer a CSG member of the hybrid cell, the eNB may provide the QoS for the UE as a non CSG member.

-
The eNB responds with UE CONTEXT MODIFICATION FAILURE in case of an unsuccessful operation.
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Figure 19.2.2.3a-1: UE Context Modification procedure

19.2.2.4
E-RAB signalling procedures

19.2.2.4.1
E-RAB Setup procedure
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Figure 19.2.2.4.1-1: E-RAB Setup procedure

The E-RAB Setup procedure is initiated by the MME to support:

-
Assignment of resources to a dedicated E-RAB.

-
Assignment of resources for a default E-RAB.

-
Setup of S1 Bearer (on S1) and Data Radio Bearer (on Uu).

The E-RAB Setup procedure comprises the following steps:

-
The E-RAB SETUP REQUEST message is sent by the MME to the eNB to setup resources on S1 and Uu for one or several E-RAB(s). The E-RAB SETUP REQUEST message contains the Serving GW TEID, QoS indicator(s) and the corresponding NAS message per E-RAB within the E-RAB To Be Setup List. It may also include the Correlation id i.e. collocated L-GW TEID in case of LIPA support. When there are multiple NAS messages in the E-RAB SETUP REQUEST message, the MME shall ensure that the NAS messages in the E-RAB to be Setup List are aligned in the order of reception from the NAS layer to ensure the in-sequence delivery of the NAS messages.

-
Upon receipt of the E-RAB SETUP REQUEST message the eNB establishes the Data Radio Bearer(s) (RRC: Radio Bearer Setup) and resources for S1 Bearers. When there are multiple NAS messages to be sent  in the RRC message, the order of the NAS messages in the RRC message shall be kept the same as that in the E-RAB SETUP REQUEST message.

-
The eNB responds with a E-RAB SETUP RESPONSE messages to inform whether the setup of resources and establishment of each E-RAB was successful or unsuccessful, with the E-RAB Setup list (E-RAB ID , eNB TEID) and the E-RAB Failed to Setup list (E-RAB ID, Cause) The eNB also creates the binding between the S1 bearer(s) (DL/UL TEID) and the Data Radio Bearer(s).

Interactions with UE Context Release Request procedure:

In case of no response from the UE the eNB shall trigger the S1 UE Context Release Request procedure.

19.2.2.4.2
E-RAB Modification procedure
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Figure 19.2.2.4.2-1: E-RAB Modification procedure

The E-RAB Modification procedure is initiated by the MME to support the modification of already established E-RAB configurations:

· Modify of S1 Bearer (on S1) and Radio Bearer (on Uu)

The EPS Bearer Modification procedure comprises the following steps:

-
The E-RAB MODIFY REQUEST message is sent by the MME to the eNB to modify one or several E-RAB(s). The E-RAB MODIFY REQUEST message contains the QoS indicator(s), and the corresponding NAS message per E-RAB in the E-RAB To Be Modified List. When there are multiple NAS messages in the E-RAB MODIFY REQUEST message, the MME shall ensure that the NAS messages in the E-RAB to be Modified List are aligned in the order of reception from the NAS layer to ensure the in-sequence delivery of the NAS messages.

-
Upon receipt of the E-RAB MODIFY REQUEST message the eNB modifies the Data Radio Bearer configuration (RRC procedure to modify the Data Radio bearer). When there are multiple NAS messages to be sent  in the RRC message, the order of the NAS messages in the RRC message shall be kept the same as that in the E-RAB MODIFY REQUEST message.

-
The eNB responds with an E-RAB MODIFY RESPONSE message to inform whether the E-RAB modification has succeeded or not indicating with the E-RAB Modify list and E-RAB Failed to Modify list. With E-RAB ID(s) in the E-RAB Modify List or E-RAB Failed to Modify List the eNB identifies the E-RAB(s) successfully modified or failed to modify.

Interactions with UE Context Release Request procedure:

In case of no response from the UE the eNB shall trigger the S1 UE Context Release Request procedure.

19.2.2.4.3
E-RAB Release procedure
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Figure 19.2.2.4.3-1: E-RAB Release procedure

The E-RAB Release procedure is initiated by the MME to release resources for the indicated E-RABs. 

The E-RAB Release procedure comprises the following steps:

-
The E-RAB RELEASE COMMAND message is sent by the MME to the eNB to release resources on S1 and Uu for one or several E-RAB(s). With the E-RAB ID(s) in the E-RAB To Be Released List contained in E-RAB RELEASE COMMAND message the MME identifies, the E-RAB(s) to be released.

-
Upon receipt of the E-RAB RELEASE COMMAND message the eNB releases the Data Radio Bearers (RRC: Radio bearer release) and S1 Bearers.

-
The eNB responds with an E-RAB RELEASE COMPLETE message containing E-RAB Release list and E-RAB Failed to Release list. With the E-RAB IDs in the E-RAB Release List/E-RAB Failed to Release List the eNB identifies the E-RAB(s) successfully released or failed to release.

Interactions with UE Context Release Request procedure:

In case of no response or negative response from the UE or in case the eNB cannot successfully perform the release of any of the requested bearers, the eNB shall trigger the S1 UE Context Release Request procedure, except if the eNB has already initiated the procedures associated with X2 Handover.

19.2.2.4.4
E-RAB Release Indication procedure
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Figure 19.2.2.4.4-1: E-RAB Release Indication procedure

The E-RAB Release Indication procedure enables the E-UTRAN to send information about released resources for one or several E-RABs to the MME. The eNB initiates the procedure by sending the E-RAB RELEASE INDICATION message to the MME. The E-RAB ID(s) in the E-RAB Released List identifies the released E-RAB(s) in the eNB.

19.2.2.5
Handover signalling procedures

Handover signalling procedures support both, inter-eNB handover and inter-RAT handover. 

Inter-RAT handovers shall be initiated via the S1 interface. 

Inter-eNB handovers shall be initiated via the X2 interface except if any of the following conditions are true:

-
the source eNB is not an RN and there is no X2 between source and target eNB.

-
the source eNB is an RN and there is no X2 between DeNB and the target eNB or between the source RN and the DeNB.

-
the source eNB is an RN and the UE’s serving MME is not included in the MME Pool(s) connected with the target eNB.

-
the source eNB has been configured to initiate handover to the particular target eNB via S1 interface in order to enable the change of an EPC node (MME and/or Serving GW).

-
the source eNB has attempted to start the inter-eNB HO via X2 but receives a negative reply from the target eNB with a specific cause value.
Inter-eNB handovers shall be initiated via the S1 interface, if one of the above conditions applies.
19.2.2.5.1
Handover Preparation procedure

The Handover preparation procedure is initiated by the source eNB if it determines the necessity to initiate the handover via the S1 interface. 
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Figure 19.2.2.5.1-1: Handover preparation procedure

The handover preparation comprises the following steps:

-
The HANDOVER REQUIRED message is sent to the MME. 

-
The handover preparation phase is finished upon the reception of the HANDOVER COMMAND message in the source eNB, which includes at least radio interface related information (HO Command for the UE), successfully established E-RAB(s) and E-RAB(s) which failed to setup. 

· In case the handover resource allocation is not successful (e.g. no resources are available on the target side) the MME responds with the HANDOVER PREPARATION FAILURE message instead of the HANDOVER COMMAND message.

19.2.2.5.2
Handover Resource Allocation procedure

The handover resource allocation comprises the following steps:
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Figure 19.2.2.5.2-1: Handover resource allocation procedure

-
The MME sends the HANDOVER REQUEST message including the E-RAB(s) which needs to be setup by the target eNB.


In the case of a UE performing handover toward an RN, the HANDOVER REQUEST is received by the DeNB, which shall read the target cell ID from the message, find the target RN corresponding to the target cell ID, and forward the message toward the target RN.

-
The target eNB responds with the HANDOVER REQUEST ACK message after the required resources for all accepted E-RABs are allocated. The HANDOVER REQUEST ACK message contains successfully established E-RAB(s), E-RAB(s) which failed to setup and radio interface related information (HO Command for the UE), which is later sent transparently via the EPC/CN from the target RAT to the source RAT. 

If no resources are available on the target side, the target eNB responds with the HANDOVER FAILURE message instead of the HANDOVER REQUEST ACK message.

19.2.2.5.3
Handover Notification procedure

The Handover Completion for S1 initiated handovers comprises the following steps:

-
The HANDOVER NOTIFY message is sent by the target eNB to the MME when the UE has successfully been transferred to the target cell.  
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Figure 19.2.2.5.3-1: Handover completion procedure

19.2.2.5.4
Handover Cancellation

This functionality is located in the source eNB to allow a final decision regarding the outcome of the handover, i.e. either to proceed or to cancel the handover procedure. 
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Figure 19.2.2.5.4-1: Handover cancellation procedure

-
The source eNB sends a HANDOVER CANCEL message to the MME indicating the reason for the handover cancellation. 

-
The MME confirms the reception of the HANDOVER CANCEL message by returning the HANDOVER CANCEL ACK message.

19.2.2.5.5
Path Switch procedure

The handover completion phase for X2 initiated handovers comprises the following steps:

-
The PATH SWITCH message is sent by the target eNB to the MME when the UE has successfully been transferred to the target cell. The PATH SWITCH message includes the outcome of the resource allocation: successfully established E-RAB(s).

· The MME responds with the PATH SWITCH ACK message which is sent to the eNB.
· The MME responds with the PATH SWITCH FAILURE message in case a failure occurs in the EPC.
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Figure 19.2.2.5.5-1: Path Switch procedure

19.2.2.5.6
Message sequence diagrams

This subclause complements TR 25.922 [27] subclause 5.1.7.2 regarding the E-UTRAN handling of containers.

Most RRC information is carried by means of containers across interfaces other than Uu. The following sequence diagrams illustrate which RRC information should be included within these containers used across the different network interfaces.

NOTE:
In order to maintain independence between protocols, no requirements are included in the interface protocols that are used to transfer the RRC information.

In Rel-8 SRVCC (see TS 23.216 [28]) is supported from EUTRAN to UTRAN or GERAN A/Gb mode, but not in the other direction.

There is no support for interworking between EUTRAN and GERAN Iu-mode and between EUTRAN and GAN.

Figure 19.2.2.5.6-1 illustrates the message sequence for the PS handover from GERAN to EUTRAN procedure:
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Figure 19.2.2.5.6-1. Handover of PS domain service from GERAN A/Gb mode to EUTRAN, normal flow

The first two signalling arrows indicate how capability information, which is needed by the target eNB, is provided by NAS.

Figure 19.2.2.5.6-2 illustrates the message sequence for the PS handover from UTRAN to EUTRAN procedure:
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Figure 19.2.2.5.6-2: Handover of PS domain service from UTRAN to EUTRAN, normal flow

Figure 19.2.2.5.6-3 to Figure 19.2.2.5.6-5 illustrate the message sequence for the handover from EUTRAN to GERAN A/Gb mode procedure:
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Figure 19.2.2.5.6-3: Handover of CS domain service from EUTRAN to GERAN A/Gb mode, normal flow
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Figure 19.2.2.5.6-4. Handover of PS domain service from EUTRAN to GERAN A/Gb mode, normal flow
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Figure 19.2.2.5.6-5: Handover of CS and PS domain services from EUTRAN to GERAN A/Gb mode, normal flow

Figure 19.2.2.5.6-6 and Figure 19.2.2.5.6-7 illustrate the message sequence for the handover from EUTRAN to UTRAN procedure:
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Figure 19.2.2.5.6-6. Handover of PS or CS domain service from EUTRAN to UTRAN, normal flow
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Figure 19.2.2.5.6-7. Handover of PS and CS domain service from EUTRAN to UTRAN, normal flow

19.2.2.5.7
eNB Status Transfer procedure

The purpose of the eNB Status Transfer procedure is to transfer the uplink PDCP SN and HFN receiver status and the downlink PDCP SN and HFN transmitter status from the eNB to the MME during an S1 handover for each respective E-RAB for which PDCP SN and HFN status preservation applies.
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Figure 19.2.2.5.7-1: eNB Status Transfer

19.2.2.5.8
MME Status Transfer procedure

The purpose of the MME Status Transfer procedure is to transfer the uplink PDCP SN and HFN receiver status and the downlink PDCP SN and HFN transmitter status from the MME to the eNB during an S1 handover for each respective E-RAB for which PDCP SN and HFN status preservation applies.
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Figure 19.2.2.5.8-1: MME Status Transfer

19.2.2.6
NAS transport procedures

A NAS signalling message is transferred on the S1 interface in both directions. The procedures providing this functionality are

· Initial UE Message procedure (eNB initiated)

· Uplink NAS transport procedure (eNB initiated)

· Downlink NAS transport procedure (MME initiated)

· Downlink NAS non delivery indication procedure
i) Initial UE Message procedure
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Figure 19.2.2.6-1: Initial UE Message procedure

-
The INITIAL UE MESSAGE procedure is initiated by the eNB by sending the INITIAL UE MESSAGE message to the MME. The INITIAL UE MESSAGE contains a NAS message (e.g. Service Request), the UE signalling reference ID and other S1 addressing information. If the eNB is a HeNB supporting LIPA, the message shall include the HeNB collocated L-GW IP address to enable the establishment of a LIPA PDN connection. In case of UE access to a CSG cell the INITIAL UE MESSAGE contains the CSG id of the cell. In case of UE access to a hybrid cell the INITIAL UE MESSAGE contains the CSG id and Access Mode of the cell.

ii) NAS Transport procedure (eNB initiated). 
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Figure 19.2.2.6-2: Uplink NAS Transport procedure

-
The Uplink NAS Transport procedure is initiated by the eNB by sending the UPLINK NAS TRANSPORT message to the MME. The UPLINK NAS TRANSPORT message contains a NAS message, UE identification and other S1 related addressing information. If the eNB is a HeNB supporting LIPA, the message shall include the HeNB collocated L-GW IP address to enable the establishment of a LIPA PDN connection.

iii) NAS Transport procedure (MME initiated)
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Figure 19.2.2.6-3: Downlink NAS Transport procedure

-
The Downlink NAS Transport procedure is initiated by the MME by sending the DOWNLINK NAS TRANSPORT message to the eNB. The DOWNLINK NAS TRANSPORT contains a NAS message, UE identification and other S1 related addressing information. 
iv) Downlink NAS non delivery procedure
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Figure 19.2.2.6-4: Downlink NAS Non Delivery Indication procedure

-
When the eNB decides to not start the delivery of a NAS message that has been received from MME, it shall report the non-delivery of this NAS message by sending a DOWNLINK NAS NON DELIVERY INDICATION message to the MME including the non-delivered NAS message and an appropriate cause value.
19.2.2.7
S1 interface Management procedures

19.2.2.7.1
Reset procedure

The purpose of the Reset procedure is to initialize the peer entity after node setup and after a failure event occurred. This procedure is initiated by both the eNB and MME. 

19.2.2.7.1a
eNB initiated Reset procedure
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Figure 19.2.2.7.1a-1: eNB initiated Reset procedure

-
The eNB triggers the RESET message to indicate that an initialisation in the MME is required. The MME releases the corresponding references and resources.

-
Afterwards the MME sends the RESET ACK message to confirm that the resources and references are cleared.

19.2.2.7.1b
MME initiated Reset procedure


[image: image58.emf] 

S1 - AP: RESET  

MME  

S1 - AP: RESET   ACK  

eNB  


Figure 19.2.2.7.1b-1: MME initiated Reset procedure

-
The MME triggers the RESET message to indicate that an initialisation in the eNB is required. The eNB releases the corresponding references and resources.

-
Afterwards the eNB sends the RESET ACK message to confirm that the resources and references are cleared.

19.2.2.7.2

Error Indication functions and procedures

The Error Indication procedure is initiated by the eNB and the MME, to report detected errors in one incoming message, if an appropriate failure message cannot be reported to the sending entity.
19.2.2.7.2a
eNB initiated error indication
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Figure 19.2.2.7.2a-1: eNB initiated Error Indication procedure

The eNB sends the ERROR INDICATION message to report the peer entity which kind of error occurs. 

19.2.2.7.2b
MME initiated error indication
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Figure 19.2.2.7.2b-1: MME initiated Error Indication procedure

The MME sends the ERROR INDICATION message to report the peer entity which kind of error occurs.

19.2.2.8
S1 Setup procedure

The S1 Setup procedure is used to exchange configured data which is required in the MME and in the eNB respectively to ensure a proper interoperation. The S1 Setup procedure is triggered by the eNB. The S1 Setup procedure is the first S1AP procedure which will be executed.
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Figure 19.2.2.8-1: S1 Setup procedure

-
The eNB initiates the S1 Setup procedure by sending the S1 SETUP REQUEST message including supported TAs and broadcasted PLMNs to the MME.

-
In the successful case the MME responds with the S1 SETUP RESPONSE message which includes served PLMNs as well as a relative MME capacity indicator to achieve load balanced MMEs in the pool area. 

-
If the MME cannot accept the S1 Setup Request the MME responds with the S1 SETUP FAILURE message indicating the reason of the denial. The MME optionally indicates in the S1 SETUP FAILURE message when the eNB is allowed to re-initiate the S1 Setup Request procedure towards the same MME again.

19.2.2.9
eNB Configuration Update procedure

The eNB Configuration Update procedure is used to provide updated configured data in eNB. The eNB Configuration Update procedure is triggered by the eNB. 
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Figure 19.2.2.9-1: eNB Configuration Update procedure

-
The eNB initiates the eNB Configuration Update procedure by sending the ENB CONFIGURATION UPDATE message including updated configured data like supported TAs and broadcasted PLMNs to the MME. In case one or more supported TA(s) needs to be updated, the eNB shall provide the whole list of TA(s), including those which has not been changed, in the ENB CONFIGURATION UPDATE message. 

-
The MME responds with the ENB CONFIGURATION UPDATE ACKNOWLEDGE message to acknowledge that the provided configuration data are successfully updated. 

-
The MME shall overwrite and store the received configuration data which are included in the ENB CONFIGURATION UPDATE message. Configuration data which has not been included in the ENB CONFIGURATION UPDATE message are interpreted by the MME as still valid. For the provided TA(s) the MME shall overwrite the whole list of supported TA(s).

-
In case the MME cannot accept the received configuration updates the MME shall respond with the ENB CONFIGURATION UPDATE FAILURE message including an appropriate cause value to indicate the reason of the denial. The MME optionally indicates in the ENB CONFIGURATION UPDATE FAILURE message when the eNB is allowed to re-initiate the eNB Configuration Update procedure towards the same MME again. For the unsuccessful update case the eNB and the MME shall continue with the existing configuration data.

19.2.2.9a
eNB Configuration Transfer procedure

The eNB Configuration Transfer procedure is initiated by the eNB to request and/or transfer RAN configuration information via the core network.
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Figure 19.2.2.9a-1: eNB Configuration Transfer procedure

The eNB Configuration Transfer procedure is initiated by the eNB by sending the eNB CONFIGURATION TRANSFER message to the MME. The eNB CONFIGURATION TRANSFER message contains RAN configuration information (e.g. SON information) and other relevant information such as the routing address which identifies the final RAN destination node.

19.2.2.10
MME Configuration Update procedure

The MME Configuration Update procedure is used to provide updated configured data and changes of the relative MME capacity values in the MME. The MME Configuration Update procedure is triggered by the MME. 
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Figure 19.2.2.10-1: MME Configuration Update procedure

-
The MME initiates the MME Configuration Update procedure by sending the MME CONFIGURATION UPDATE message including updated configured data like served PLMNs and changes of the relative MME capacity values to the eNB. 

-
The eNB responds with the MME CONFIGURATION UPDATE ACKNOWLEDGE message to acknowledge that the provided configuration data and the relative MME capacity values are successfully updated. 

-
The eNB shall overwrite and store the received configuration data and relative MME capacity values which are included in the MME CONFIGURATION UPDATE message. Configuration data which has not been included in the MME CONFIGURATION UPDATE message are interpreted by the eNB as still valid. 

-
In case the eNB cannot accept the received configuration updates the eNB shall respond with the MME CONFIGURATION UPDATE FAILURE message including an appropriate cause value to indicate the reason of the denial. The eNB optionally indicates in the MME CONFIGURATION UPDATE FAILURE message when the MME is allowed to re-initiate the MME Configuration Update procedure towards the same eNB again. For the unsuccessful update case the eNB and the MME shall continue with the existing configuration data and relative MME capacity values.

19.2.2.10a
MME Configuration Transfer procedure

The MME Configuration Transfer procedure is initiated by the MME to request and/or transfer RAN configuration information to the eNB.
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Figure 19.2.2.10a-1: MME Configuration Transfer procedure

The MME Configuration Transfer procedure is initiated by the MME by sending the MME CONFIGURATION TRANSFER message to the eNB. The MME CONFIGURATION TRANSFER message contains RAN configuration information (e.g. SON information) and other relevant information.

19.2.2.11
Location Reporting procedures

The Location Reporting procedures provide the means to report the current location of a specific UE.

The procedures providing this function are:

-
Location Reporting Control procedure

-
Location Report procedure

-
Location Report Failure Indication procedure

19.2.2.11.1
Location Reporting Control procedure
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Figure 19.2.2.11.1-1: Location Reporting Control procedure

The Location Reporting Control procedure is initiated by the MME sending the LOCATION REPORTING CONTROL to the eNB to request the current location information, e.g. Cell ID, of a specific UE, and how the information shall be reported, e.g. direct report, report every cell change. The Location Reporting Control procedure is also used to terminate reporting on cell change.

If the Location Reporting Control procedure fails, e.g. due to an interaction with an initiated handover then the eNB shall indicate the failure using the Location Report Failure Indication procedure.

If the Location Reporting Control procedure is on going for a specific UE and the eNB received an UE CONTEXT RELEASE COMMAND message from MME this specific UE then the eNB shall terminate the on-going Location Reporting.

19.2.2.11.2
Location Report procedure


[image: image67.emf] 

MME  

S1 - AP:  LOCATION REPORT  

eNB  


Figure 19.2.2.11.2-1: Location Report procedure
The Location Report procedure is initiated by the eNB by sending the LOCATION REPORT to the MME to report the current location information of a specific UE as a standalone report, or every time UE changes cell.
19.2.2.11.3
Location Report Failure Indication procedure
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Figure 19.2.2.11.3-1: Location Report Failure Indication procedure

The Location Report Failure Indication procedure is initiated by the eNB by sending the LOCATION REPORT FAILURE INDICATION to the MME to indicate that the Location Report Control procedure has failed due to e.g. UE has performed inter-eNB handover.

19.2.2.12
Overload procedure

19.2.2.12.1

Overload Start procedure 

The Overload Start procedure is used by the MME to indicate to a proportion of eNBs to which the MME has an S1 interface connection that the MME is overloaded. The Overload Start procedure is used to provide an indication of which type of RRC connections needs to be rejected/permitted only.
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Figure 19.2.2.12.1-1 Overload Start procedure

19.2.2.12.2
Overload Stop procedure 

The Overload Stop procedure is used by the MME to indicate the concerned eNB(s) that the MME is no longer overloaded.
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Figure 19.2.2.12.2-1: Overload Stop procedure

19.2.2.13
Write-Replace Warning procedure
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Figure 19.2.2.13.1-1: Write-Replace Warning procedure

The Write-Replace Warning procedure is used to start the broadcasting of a PWS warning message.

ETWS is an example of PWS warning system using this procedure where one message at a time can be delivered over the radio.

CMAS is another example of PWS warning system using this procedure which allows the broadcast of multiple concurrent warning messages over the radio.

The procedure is initiated by the MME by sending WRITE-REPLACE WARNING REQUEST message containing at least the Message Identifier, Warning Area list, information on how the broadcast should be performed, and the contents of the warning message to be broadcast.

The eNB responds with WRITE-REPLACE WARNING RESPONSE message to acknowledge that the requested PWS warning message broadcast was initiated.

ETWS and CMAS are independent services and ETWS and CMAS messages are differentiated over S1 in order to allow different handling.

In the case of ETWS, the Write-Replace Warning procedure can also be used to overwrite the ongoing broadcasting of an ETWS warning message.

19.2.2.14
eNB Direct Information Transfer procedure

The eNB Direct Information Transfer procedure is initiated by the eNB to request and transfer information to the core network. 


[image: image72.emf] 

eNB   MME  

S1 - AP:  E NB  DIRECT INFORMATION TRANSFER  


Figure 19.2.2.14-1: eNB Direct Information Transfer procedure

The eNB Direct Information Transfer procedure is initiated by the eNB by sending the eNB DIRECT INFORMATION TRANSFER message to the MME. The eNB DIRECT INFORMATION TRANSFER message contains RIM information and RIM routing address which identifies the final RAN destination node. 

19.2.2.15
MME Direct Information Transfer procedure 

The MME Direct Information Transfer procedure is initiated by the MME to request and transfer information to the core network.
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Figure 19.2.2.15-1: MME Direct Information Transfer procedure

The MME Direct Information Transfer procedure is initiated by the MME by sending the MME DIRECT INFORMATION TRANSFER message to the eNB. The MME DIRECT INFORMATION TRANSFER message contains RIM information.

19.2.2.16
S1 CDMA2000 Tunnelling procedures

The S1 CDMA2000 Tunnelling procedures carry CDMA2000 signalling messages between UE and CDMA2000 RAT over the S1 Interface. This includes signalling for pre-registration and handover preparation for optimized mobility from E-UTRAN to CDMA2000 HRPD, signalling for handover preparation for mobility from E-UTRAN to CDMA2000 1xRTT and signalling to support CS fallback to CDMA2000 1xRTT for mobile originated and mobile terminated CS domain services. The CDMA2000 messages are tunnelled transparently to the eNB and MME, however, additional information may be sent along with the tunnelled CDMA2000 message to assist the eNodeB and MME in the Tunnelling procedure. The procedures providing this functionality are:

-
Downlink S1 CDMA2000 Tunnelling procedure;

-
Uplink S1 CDMA2000 Tunnelling procedure.

19.2.2.16.1
Downlink S1 CDMA2000 Tunnelling procedure

The MME sends the DOWNLINK S1 CDMA2000 TUNNELLING message to the eNB to forward a CDMA2000 message towards an UE for which a logical S1 connection exists (see Figure 19.2.2.16.1-1 below).


[image: image74.wmf] 

DOWNLINK S1 CDMA2000 TUNNELING

 

eNB

 

MME

 


Figure 19.2.2.16.1-1: Downlink S1 CDMA2000 Tunnelling procedure

19.2.2.16.2
Uplink S1 CDMA2000 Tunnelling procedure 

The eNB sends the UPLINK S1 CDMA2000 TUNNELLING message to the MME to forward a CDMA2000 message towards the CDMA2000 RAT (HRPD or 1xRTT) as depicted on Figure 19.2.2.16.2-1 below.
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Figure 19.2.2.16.2-1: Uplink S1 CDMA2000 Tunnelling procedure

19.2.2.17
Kill procedure
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Figure 19.2.2.17-1: Kill procedure

The Kill procedure is used to stop the broadcasting a PWS warning message.

CMAS is an example of warning system using this procedure. The ETWS warning system doesn’t use this procedure.

The procedure is initiated by the MME sending the KILL REQUEST message containing at least the Message Identifier and serial number of the message to be killed and the Warning Area List where it shall be killed.

The eNB responds with a KILL RESPONSE message to acknowledge that the requested PWS message broadcast delivery has actually been stopped.

19.2.2.18
LPPa Transport procedures

An LPPa signalling message is transferred on the S1 interface in both directions. The procedures providing this functionality are:

-
Downlink UE Associated LPPa Transport procedure;

-
Uplink UE Associated LPPa Transport procedure;

-
Downlink Non UE Associated LPPa Transport procedure; 

-
Uplink Non UE Associated LPPa Transport procedure.

The UE-associated signalling is used to support E-CID positioning of a specific UE. The non-UE associated signalling is used to obtain assistance data from an eNodeB to support OTDOA positioning for any UE.
19.2.2.18.1
Downlink UE Associated LPPa Transport procedure 

The Downlink UE Associated LPPa Transport procedure is initiated by the MME by sending the DOWNLINK UE ASSOCIATED LPPA TRANSPORT message to the eNB. The DOWNLINK UE ASSOCIATED LPPA TRANSPORT contains an LPPa message.
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Figure 19.2.2.18.1-1: Downlink UE Associated LPPa Transport procedure

19.2.2.18.2
Uplink UE Associated LPPa Transport procedure

The Uplink UE Associated LPPa Transport procedure is initiated by the eNB by sending the UPLINK UE ASSOCIATED LPPA TRANSPORT message to the MME. The UPLINK UE ASSOCIATED LPPA TRANSPORT message contains a LPPa message.
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Figure 19.2.2.18.2-1: Uplink UE Associated LPPa Transport procedure

19.2.2.18.3
Downlink Non UE Associated LPPa Transport procedure

The Downlink Non UE Associated LPPa Transport procedure is initiated by the MME by sending the DOWNLINK NON UE ASSOCIATED LPPA TRANSPORT message to the eNB. The DOWNLINK NON UE ASSOCIATED LPPA TRANSPORT contains a LPPa message.
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Figure 19.2.2.18.3-1: Downlink Non UE Associated LPPa Transport procedure

19.2.2.18.4
Uplink Non UE Associated LPPa Transport procedure

The Uplink Non UE Associated LPPa Transport procedure is initiated by the eNB by sending the UPLINK NON UE ASSOCIATED LPPA TRANSPORT message to the MME. The UPLINK NON UE ASSOCIATED LPPA TRANSPORT message contains an LPPa message.
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Figure 19.2.2.18.4-1: Uplink Non UE Associated LPPa Transport procedure

19.2.2.19
Trace procedures

The Trace procedures provide the means to control trace sessions in the eNB for both signalling and management triggered trace sessions.

The procedures providing this function are:

-
Trace Start procedure;

-
Trace Failure Indication procedure;

-
Deactivate Trace procedure;

-
Cell Traffic Trace procedure.

19.2.2.19.1
Trace Start procedure
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Figure 19.2.2.19.1-1: Trace Start procedure

The Trace Start procedure is initiated by the MME by sending the TRACE START message to the eNB in order to request the initiation of a trace session for a specific UE in ECM_CONNECTED mode or request the initiation of an MDT session for a specific UE.

19.2.2.19.2
Trace Failure Indication procedure
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Figure 19.2.2.19.2-1: Trace Failure Indication procedure
The Trace Failure Indication procedure is initiated by the eNB by sending the TRACE FAILURE INDICATION message to the MME to report that a Trace Start procedure or a Deactivate Trace procedure has failed due to an interaction with a handover procedure.
19.2.2.19.3
Deactivate Trace procedure
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Figure 19.2.2.19.3-1: Deactivate Trace procedure

The Deactivate Trace procedure is initiated by the MME by sending the DEACTIVATE TRACE message to the eNB to request the termination of an ongoing trace session. 

19.2.2.19.4
Cell Traffic Trace procedure
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Figure 19.2.2.19.4-1: Cell Traffic Trace procedure
The Cell Traffic Trace procedure is initiated by the eNB by sending the CELL TRAFFIC TRACE message to the MME to report the allocated Trace Recording Session Reference and the Trace Reference to MME.  This procedure is used to support management triggered trace sessions.

19.2.2.20
UE Capability Info Indication procedure

The purpose of the UE Capability Info Indication procedure is to enable the eNB to provide to the MME UE capability-related information.
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Figure 19.2.2.20-1: UE Capability Info Indication procedure

20
X2 Interface

20.1
User Plane
The X2 user plane interface (X2-U) is defined between eNBs. The X2-U interface provides non guaranteed delivery of user plane PDUs. The user plane protocol stack on the X2 interface is shown in Figure 20.1-1. The transport network layer is built on IP transport and GTP-U is used on top of UDP/IP to carry the user plane PDUs.

The X2-UP interface protocol stack is identical to the S1-UP protocol stack.
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Figure 20.1-1: X2 Interface User Plane (eNB-eNB)
20.2
Control Plane

The X2 control plane interface (X2-CP) is defined between two neighbour eNBs. The control plane protocol stack of the X2 interface is shown on Figure 20.2-1 below. The transport network layer is built on SCTP on top of IP. The application layer signalling protocol is referred to as X2-AP (X2 Application Protocol).
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Figure 20.2-1: X2 Interface Control Plane

A single SCTP association per X2-C interface instance shall be used with one pair of stream identifiers for X2-C common procedures. Only a few pairs of stream identifiers should be used for X2-C dedicated procedures.

Source-eNB communication context identifiers that are assigned by the source-eNB for X2-C dedicated procedures, and target-eNB communication context identifiers that are assigned by the target-eNB for X2-C dedicated procedures, shall be used to distinguish UE specific X2-C signalling transport bearers. The communication context identifiers are conveyed in the respective X2AP messages.

RNs terminate X2-AP. In this case, there is one X2 interface relation between the RN and the DeNB.

20.2.1
X2-CP Functions

The X2AP protocol supports the following functions:

-
Intra LTE-Access-System Mobility Support for UE in ECM-CONNECTED:

-
Context transfer from source eNB to target eNB;

-
Control of user plane tunnels between source eNB and target eNB;
-
Handover cancellation.

-
Load Management;
-
General X2 management and error handling functions:

-
Error indication;

-
Setting up the X2;

-
Resetting the X2;

-
Updating the X2 configuration data;

-
Information exchange in support of handover settings negotiation. 

-
Energy Saving. This function allows decreasing energy consumption by enabling indication of cell activation/deactivation.
20.2.2
X2-CP Procedures

The elementary procedures supported by the X2AP protocol are listed in Table 8.1-1 and Table 8.1-2 of TS 36.423 [42].
20.2.2.1
Handover Preparation procedure

The Handover preparation procedure is initiated by the source eNB if it determines the necessity to initiate the handover via the X2 interface. 
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Figure 20.2.2.1-1: Handover Preparation procedure

The source eNB sends a HANDOVER REQUEST to the target eNB including the bearers to be setup by the target ENB.

The handover preparation phase is finished upon the reception of the HANDOVER REQUEST ACKNOWLEDGE message in the source eNB, which includes at least radio interface related information (HO Command for the UE), successfully established E-RAB(s) and failed established E-RAB(s).
In case the handover resource allocation is not successful (e.g. no resources are available on the target side) the target eNB responds with the HANDOVER PREPARATION FAILURE message instead of the HANDOVER REQUEST ACKNOWLEDGE message.
If eNB received NAS message from MME during X2 handover procedure, it shall be acted as specified in subclause 19.2.2.6.
20.2.2.2
Handover Cancel procedure

This functionality is located in the source eNB to allow cancellation of the handover procedure. 
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Figure 20.2.2.2-1: Handover Cancel procedure

The source eNB sends a HANDOVER CANCEL message to the target eNB indicating the reason for the handover cancellation.

20.2.2.3
UE Context Release procedure

The UE Context Release procedure is initiated by the target eNB to signal to the source eNB that resources for the handed over UE context can be released.
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Figure 20.2.2.3-1: UE Context Release procedure

By sending UE CONTEXT RELEASE the target eNB informs the source eNB of Handover success and triggers the release of resources. 

20.2.2.4
SN Status Transfer procedure

The purpose of the SN Status Transfer procedure is to transfer the uplink PDCP SN and HFN receiver status and the downlink PDCP SN and HFN transmitter status from the source to the target eNB during an X2 handover for each respective E-RAB for which PDCP SN and HFN status preservation applies.
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Figure 20.2.2.4-1: SN Status Transfer procedure

20.2.2.5
Error Indication procedure

The Error Indication procedure is initiated by an eNB to signal to a peer eNB an error situation in a received message, provided it cannot be reported by an appropriate failure message.
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Figure 20.2.2.5-1: Error Indication procedure

20.2.2.6
Load Indication procedure

Inter-cell interference coordination in E-UTRAN is performed through the X2 interface. In case of variation in the interference conditions, the eNB signals the new condition to its neighbour eNBs e.g. the neighbour eNBs for which an X2 interface is configured due to mobility reasons.

When the time-domain inter-cell interference coordination  is used to mitigate interferece, the eNB signals its almost blank subframe (ABS) patterns to its neighbor eNBs, so that the receiving eNB can utilize the ABS of the sending eNB with less interference.
NOTE:
A typical use case of the time-domain solution of inter-cell interference coordination is the one where an eNB providing broader coverage and therefore being more capacity constrained determines its ABS patterns and indicates them to eNBs, providing smaller coverage residing in its area.
The Load Indication procedure is used to transfer interference co-ordination information between neighbouring eNBs managing intra-frequency cells.
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Figure 20.2.2.6-1: Load Indication procedure

20.2.2.7
X2 Setup procedure

The purpose of the X2 Setup procedure is to exchange application level data needed for two eNBs to interoperate correctly over the X2 interface.
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Figure 20.2.2.7-1: X2 Setup procedure

20.2.2.8
eNB Configuration Update procedure

The purpose of the eNB Configuration Update procedure is to update application level configuration data needed for two eNBs to interoperate correctly over the X2 interface.
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Figure 20.2.2.8-1: eNB Configuration Update procedure

20.2.2.9
Reset procedure

The Reset procedure is initiated by an eNB to align the resources with a peer eNB in the event of an abnormal failure. The procedure resets the whole X2 interface.
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Figure 20.2.2.9-1: Reset procedure

20.2.2.10
Resource Status Reporting Initiation procedure

The Resource Status Reporting Initiation procedure is used by an eNB to request load measurements from another eNB.
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Figure 20.2.2.10-1: Resource Status Reporting Initiation procedure

20.2.2.11
Resource Status Reporting procedure

The Resource Status Reporting procedure reports measurement results requested by another eNB.
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Figure 20.2.2.11-1: Resource Status Reporting procedure

20.2.2.12
Radio Link Failure Indication procedure

The purpose of the Radio Link Failure Indication procedure is to enable mobility robustness improvement in E-UTRAN by passing information connected to a re-establishment request over the X2 interface.

When a re-establishment event occurs, the eNB uses the PCI provided by the UE to identify the potentially previous serving cell/eNB. The eNB that received the re-establishment request then sends a RLF INDICATION message containing identification of the UE to the concerned eNB(s). The previously serving eNB may then match the correct context, and analyze the possible root cause of the radio link failure which preceded the re-establishment request.
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Figure 20.2.2.12-1: Radio Link Failure Indication procedure

20.2.2.13
Handover Report procedure

The purpose of the Handover Report procedure is to enable mobility robustness improvement in E-UTRAN by passing information connected to the analysis of an RLF which occurred shortly after a successful handover.

The eNB where the RLF occurred (original target eNB) sends a HANDOVER REPORT message to the original source eNB, identifying the source cell, the target cell, and the cell where re-establishment took place.
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Figure 20.2.2.13-1: Handover Report procedure

20.2.2.14
Mobility Settings Change procedure

The purpose of the MOBILITY SETTINGS CHANGE procedure is to enable an eNB to send a MOBILITY CHANGE REQUEST message to a peer eNB to negotiate the handover trigger settings.
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Figure 20.2.2.14-1: Mobility Settings Change procedure

20.2.2.15
Cell Activation procedure

The purpose of the Cell Activation procedure is to enable an eNB to send a CELL ACTIVATION REQUEST message to a peer eNB to request the re-activation of one or more cells, controlled by the peer eNB and which had been previously indicated as dormant.
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Figure 20.2.2.15-1: Cell Activation procedure

20.2.3
Void

21
Void

21.1
Void

21.2
Void

21.3
Void

22
Support for self-configuration and self-optimisation

22.1
Definitions

This concept includes several different functions from eNB activation to radio parameter tuning. Figure 22.1-1 is a basic framework for all self-configuration /self-optimization functions.

Self-configuration process is defined as the process where newly deployed nodes are configured by automatic installation procedures to get the necessary basic configuration for system operation.
This process works in pre-operational state. Pre-operational state is understood as the state from when the eNB is powered up and has backbone connectivity until the RF transmitter is switched on.

As described in Figure 21.1, functions handled in the pre-operational state like:

-
Basic Setup and

-
Initial Radio Configuration

are covered by the Self Configuration process.

Self-optimization process is defined as the process where UE & eNB measurements and performance measurements are used to auto-tune the network.
This process works in operational state. Operational state is understood as the state where the RF interface is additionally switched on.
As described in Figure 21.1, functions handled in the operational state like:

-
Optimization / Adaptation

are covered by the Self Optimization process.
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Figure 22.1-1: Ramifications of Self-Configuration /Self-Optimization functionality
22.2
UE Support for self-configuration and self-optimisation

UE shall support measurements and procedures which can be used for self-configuration and self-optimisation of the E-UTRAN system.
-
UE shall support measurements and measurement reporting to support self-optimisation of the E-UTRAN system. Measurements and reports used for the normal system operation, should be used as input for the self-optimisation process as far as possible. 

-
The network is able to configure the measurements and the reporting for self-optimisation support by RRC signalling messages.

22.3
Self-configuration

22.3.1
Dynamic configuration of the S1-MME interface

22.3.1.1
Prerequisites

The following prerequisites are assumed:

· An initial remote IP end point to be used for SCTP initialisation is provided to the eNB for each MME. The eNB may be in pre-operational or operational state when this occurs.

How the eNB gets the remote IP end point(s) and its own IP address are outside the scope of this specification.

22.3.1.2
SCTP initialization

For each MME the eNodeB tries to initialize a SCTP association as described in IETF RFC 4960 [8], using a known initial remote IP Endpoint as the starting point, until SCTP connectivity is established.

22.3.1.3
Application layer initialization

Once SCTP connectivity has been established, the eNodeB and MME shall exchange application level configuration data over the S1-MME application protocol with the S1 Setup Procedure, which is needed for these two nodes to interwork correctly on the S1 interface.

-
The eNodeB provides the relevant configuration information to the MME, which includes list of supported TA(s), etc.

-
The MME provides the relevant configuration information to the eNodeB, which includes PLMN ID, etc.

-
When the application layer initialization is successfully concluded, the dynamic configuration procedure is completed and the S1-MME interface is operational.

22.3.2
Dynamic Configuration of the X2 interface

22.3.2.1
Prerequisites

The following prerequisites are assumed:

-
An initial remote IP end point to be used for SCTP initialisation is provided to the eNB.

22.3.2.2
SCTP initialization

For candidate eNB the eNB tries to initialize a SCTP association as described in IETF RFC 4960 [8], using a known initial remote IP Endpoint as the starting point, until SCTP connectivity is established.

22.3.2.3
Application layer initialization

Once SCTP connectivity has been established, the eNB and its candidate peer eNB are in a position to exchange application level configuration data over the X2 application protocol needed for the two nodes to interwork correctly on the X2 interface.

-
The eNB provides the relevant configuration information to the candidate eNB, which includes served cell information, etc.

-
The candidate eNB provides the relevant configuration information to the initiating eNB, which includes served cell information, etc.

-
When the application layer initialization is successfully concluded, the dynamic configuration procedure is completed and the X2 interface is operational. 

- 
eNBs shall keep neighbouring eNBs updated with the complete list of served cells while the X2 interface is operational.

22.3.2a
Automatic Neighbour Relation Function

The purpose of the Automatic Neighbour Relation (ANR) function is to relieve the operator from the burden of manually managing Neighbour Relations (NRs). Figure 22.3.2a-1 shows ANR and its environment:
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Figure 22.3.2a-1: Interaction between eNB and O&M due to ANR

The ANR function resides in the eNB and manages the conceptual Neighbour Relation Table (NRT). Located within ANR, the Neighbour Detection Function finds new neighbours and adds them to the NRT. ANR also contains the Neighbour Removal Function which removes outdated NRs. The Neighbour Detection Function and the Neighbour Removal Function are implementation specific.

A Neighbour cell Relation (NR) in the context of ANR is defined as follows:

An existing Neighbour Relation from a source cell to a target cell means that eNB controlling the source cell:

a)
Knows the ECGI/CGI and PCI of the target cell.

b)
Has an entry in the Neighbour Relation Table for the source cell identifying the target cell.

c)
Has the attributes in this Neighbour Relation Table entry defined, either by O&M or set to default values.

For each cell that the eNB has, the eNB keeps a NRT, see Figure 22.3.2a-1. For each NR, the NRT contains the Target Cell Identifier (TCI), which identifies the target cell. For E-UTRAN, the TCI corresponds to the E-UTAN Cell Global Identifier (ECGI) and Physical Cell Identifier (PCI) of the target cell. Furthermore, each NR has three attributes, the NoRemove, the NoHO and the NoX2 attribute. These attributes have the following definitions:

-
No Remove: If checked, the eNB shall not remove the Neighbour cell Relation from the NRT.

-
No HO: If checked, the Neighbour cell Relation shall not be used by the eNB for handover reasons.

-
No X2: If checked, the Neighbour Relation shall not use an X2 interface in order to initiate procedures towards the eNB parenting the target cell.

Neighbour cell Relations are cell-to-cell relations, while an X2 link is set up between two eNBs. Neighbour cell Relations are unidirectional, while an X2 link is bidirectional.

The ANR function also allows O&M to manage the NRT. O&M can add and delete NRs. It can also change the attributes of the NRT. The O&M system is informed about changes in the NRT.

22.3.3
Intra-LTE/frequency Automatic Neighbour Relation Function

The ANR (Automatic Neighbour Relation) function relies on cells broadcasting their identity on global level, E-UTRAN Cell Global Identifier (ECGI).
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Figure 22.3.3-1: Automatic Neighbour Relation Function

The function works as follows:

The eNB serving cell A has an ANR function. As a part of the normal call procedure, the eNB instructs each UE to perform measurements on neighbour cells. The eNB may use different policies for instructing the UE to do measurements, and when to report them to the eNB. This measurement procedure is as specified in TS 36.331 [16].

1.
The UE sends a measurement report regarding cell B. This report contains Cell B’s PCI, but not its ECGI.

When the eNB receives a UE measurement report containing the PCI, the following sequence may be used.

2.
The eNB instructs the UE, using the newly discovered PCI as parameter, to read the ECGI, the TAC and all available PLMN ID(s) of the related neighbour cell. To do so, the eNB may need to schedule appropriate idle periods to allow the UE to read the ECGI from the broadcast channel of the detected neighbour cell. How the UE reads the ECGI is specified in TS 36.331 [16].

3.
When the UE has found out the new cell’s ECGI, the UE reports the detected ECGI to the serving cell eNB. In addition the UE reports the tracking area code and all PLMN IDs that have been detected. If the detected cell is a CSG or hybrid cell, the UE also reports the CSG ID to the serving cell eNB.
4.
The eNB decides to add this neighbour relation, and can use PCI and ECGI to:

a
Lookup a transport layer address to the new eNB.

b
Update the Neighbour Relation List.

c
If needed, setup a new X2 interface towards this eNB. The setup of the X2 interface is described in section 22.3.2.
NOTE:
The eNB may differentiate the open access HeNB from the other types of (H)eNB by the PCI configuration or ECGI configuration.

22.3.4
Inter-RAT/Inter-frequency Automatic Neighbour Relation Function
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Figure 22.3.4-1: Automatic Neighbour Relation Function in case of UTRAN detected cell

For Inter-RAT and Inter-Frequency ANR, each cell contains an Inter Frequency Search list. This list contains all frequencies that shall be searched.

For Inter-RAT cells, the NoX2 attribute in the NRT is absent, as X2 is only defined for E-UTRAN.

The function works as follows:

The eNB serving cell A has an ANR function. During connected mode, the eNB can instruct a UE to perform measurements and detect cells on other RATs/frequencies. The eNB may use different policies for instructing the UE to do measurements, and when to report them to the eNB. 

1
The eNB instructs a UE to look for neighbour cells in the target RATs/frequencies. To do so the eNB may need to schedule appropriate idle periods to allow the UE to scan all cells in the target RATs/frequencies.  

2
The UE reports the PCI of the detected cells in the target RATs/frequencies. The PCI is defined by the carrier frequency and the Primary Scrambling Code (PSC) in case of UTRAN FDD cell, by the carrier frequency and the cell parameter ID in case of UTRAN TDD cell, by the Band Indicator + BSIC + BCCH ARFCN in case of GERAN cell and by the PN Offset in case of CDMA2000 cell.

When the eNB receives UE reports containing PCIs of cell(s) the following sequence may be used. 

3
The eNB instructs the UE, using the newly discovered PCI as parameter, to read the CGI and the RAC of the detected neighbour cell in case of GERAN detected cells, CGI, LAC and, RAC in case of UTRAN detected cells and CGI in case of CDMA2000 detected cells. For the Interfrequency case, the eNB instructs the UE, using the newly discovered PCI as parameter, to read the ECGI, TAC and all available PLMN ID(s) of the inter-frequency detected cell. The UE ignores transmissions from the serving cell while finding the requested information transmitted in the broadcast channel of the detected inter-system/inter-frequency neighbour cell. To do so, the eNB may need to schedule appropriate idle periods to allow the UE to read the requested information from the broadcast channel of the detected inter-RAT/inter-frequency neighbour cell.

4
After the UE has read the requested information in the new cell, it reports the detected CGI and RAC (in case of GERAN detected cells) or CGI, LAC and RAC (in case of UTRAN detected cells) or CGI (in case of CDMA2000 detected cells) to the serving cell eNB.  In the inter-frequency case, the UE reports the ECGI, the, tracking area code and all PLMN-ID(s) that have been detected. If the detected cell is a CSG or hybrid cell, the UE also reports the CSG ID to the serving cell eNB.
5
The eNB updates its inter-RAT/inter-frequency Neighbour Relation Table.

In the inter-frequency case and if needed, the eNB can use the PCI and ECGI for a new X2 interface setup towards this eNB. The setup of the X2 interface is described in section 22.3.2.

NOTE:
The eNB may differentiate the open access HeNB from the other types of (H)eNB by the PCI configuration or ECGI configuration.
22.3.5
Framework for PCI Selection

The eNB shall base the selection of its PCI either on a centralized or distributed PCI assignment algorithm:

[Centralized PCI assignment] The OAM signals a specific PCI value. The eNB shall select this value as its PCI.

[Distributed PCI assignment] The OAM signals a list of PCI values. The eNB may restrict this list by removing PCI-s that are: 

a)
reported by UEs;

b)
reported over  the X2 interface by neighbouring eNBs; and/or

c)
acquired through other implementation dependent methods, e.g. heard over the air using a downlink receiver.

The eNB shall select a PCI value randomly from the remaining list of PCIs.

22.3.6
TNL address discovery

22.3.6.1
TNL address discovery of candidate eNB via S1 interface

If the eNB is aware of the eNB ID of the candidate eNB (e.g. via the ANR function) but not a TNL address suitable for SCTP connectivity, then the eNB can utilize the Configuration Transfer Function to determine the TNL address as follows:

-
The eNB sends the eNB CONFIGURATION TRANSFER message to the MME to request the TNL address of the candidate eNB, and includes relevant information such as the source and target eNB ID.

-
The MME relays the request by sending the MME CONFIGURATION TRANSFER message to the candidate eNB identified by the target eNB ID.

-
The candidate eNB responds by sending the eNB CONFIGURATION TRANSFER message containing one or more TNL addresses to be used for SCTP connectivity with the initiating eNB, and includes other relevant information such as the source and target eNB ID.

-
The MME relays the response by sending the MME CONFIGURATION TRANSFER message to the initiating eNB identified by the target eNB ID.

22.4
Self-optimisation

22.4.1
Support for Mobility Load Balancing

22.4.1.1
General

The objective of load balancing is to distribute cell load evenly among cells or to transfer part of the traffic from congested cells. This is done by the means of self-optimisation of mobility parameters or handover actions.

Self-optimisation of the intra-LTE and inter-RAT mobility parameters to the current load in the cell and in the adjacent cells can improve the system capacity compared to static/non-optimised cell reselection/handover parameters. Such optimisation can also minimize human intervention in the network management and optimization tasks.

Support for mobility load balancing consists of one or more of following functions:

-
Load reporting;

-
Load balancing action based on handovers;

-
Adapting handover and/or reselection configuration.

Triggering of each of these functions is optional and depends on implementation. Functional architecture is presented in Figure 22.4.1.1-1.
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Figure 22.4.1.1-1: Functional architecture of SON load balancing

22.4.1.2
Load reporting

The load reporting function is executed by exchanging cell specific load information between neighbour eNBs over the X2 interface (intra-LTE scenario) or S1 (inter-RAT scenario).
22.4.1.2.1
Load reporting for intra-LTE scenario

The load information consists of:
-
radio resource usage (UL/DL GBR PRB usage, UL/DL non-GBR PRB usage, UL/DL total PRB usage),

-
HW load indicator (UL/DL HW load: low, mid, high, overload),

-
TNL load indicator (UL/DL TNL load: low, mid, high, overload),

-
(Optionally) Cell Capacity Class value (UL/DL relative capacity indicator: the same scale shall apply to E-UTRAN, UTRAN and GERAN cells when mapping cell capacities on this value),

-
Capacity value (UL/DL available capacity for load balancing as percentage of total cell capacity)

NOTE 1:
Capacity value is expressed in available E-UTRAN resources.

NOTE 2:
A cell is expected to accept traffic corresponding to the indicated available capacity.

22.4.1.2.2
Load reporting for inter-RAT scenario

The load information consists of:

-
Cell Capacity Class value (UL/DL relative capacity indicator: the same scale shall apply to E-UTRAN, UTRAN and GERAN cells when mapping cell capacities on this value).

-
Capacity value (UL/DL available capacity for load balancing as percentage of total cell capacity)

NOTE 1:
Capacity value is expressed in available E-UTRAN resources.

NOTE 2:
A cell is expected to accept traffic corresponding to the indicated available capacity.

Event-triggered inter-RAT load reports are sent when the reporting node detects crossing of cell load thresholds.

Load information shall be provided in a procedure separated from existing active mode mobility procedures, which shall be used infrequently and with lower priority with respect to the UE dedicated signalling.

22.4.1.3
Load balancing action based on handovers

The source cell may initiate handover due to load (see sub-clauses 10.1.2 and 10.2.2). The target cell performs admission control for the load balancing handovers. A handover preparation related to a mobility load balancing action shall be distinguishable from other handovers, so that the target cell is able to apply appropriate admission control. 

22.4.1.4
Adapting handover and/or reselection configuration

This function enables requesting of a change of handover and/or reselection parameters at target cell. The source cell that initialized the load balancing estimates if it is needed to change mobility configuration in the source and/or target cell. If the amendment is needed, the source cell initializes mobility negotiation procedure toward the target cell.

The source cell informs the target cell about the new mobility setting and provides cause for the change (e.g. load balancing related request). The proposed change is expressed by the means of the difference (delta) between the current and the new values of the handover trigger. The handover trigger is the cell specific offset that corresponds to the threshold at which a cell initialises the handover preparation procedure. Cell reselection configuration may be amended to reflect changes in the HO setting. The target cell responds to the information from the source cell. The allowed delta range for HO trigger parameter may be carried in the failure response message. The source cell should consider the responses before executing the planned change of its mobility setting.

All automatic changes on the HO and/or reselection parameters must be within the range allowed by OAM.

22.4.2
Support for Mobility Robustness Optimisation

22.4.2.1
General

Mobility Robustness Optimisation aims at detecting and enabling correction of following problems:

-
Connection failure due to intra-LTE mobility

-
Unnecessary HO to another RAT (too early IRAT HO with no radio link failure)

22.4.2.2
Connection failure due to intra-LTE mobility

One of the functions of Mobility Robustness Optimization is to detect connection failures that occur due to Too Early or Too Late Handovers, or Handover to Wrong Cell. These problems are defined as follows:

-
[Too Late HO] A connection failure occurs in the source cell before the handover was initiated or during a handover; the UE attempts to re-establish the radio link connection in the target cell (if handover was initiated) or in a cell that is not the source cell (if handover was not initiated). 

-
[Too Early HO] A connection failure occurs shortly after a successful handover from a source cell to a target cell or during a handover; the UE attempts to re-establish the radio link connection in the source cell. 

-
[HO to Wrong Cell] A connection failure occurs shortly after a successful handover from a source cell to a target cell or during a handover; the UE attempts to re-establish the radio link connection in a cell other than the source cell and the target cell.

In addition MRO provides means to distinguish LTE coverage related problems from the above problems.

Solution for failure scenarios consists of one or more of following functions:

-
Detection of the failure after RRC re-establishment attempt

-
Detection of the failure after RRC connection setup

Triggering of each of these functions is optional and depends on situation and implementation. 

Detection of the failure after RRC re-establishment attempt:

Detection mechanisms for these three cases are carried out through the following:

-
[Too Late HO]
If the UE attempts to re-establish the radio link connection in a cell that belongs to  eNB B, after a failure at the source cell belonging to eNB A, different from eNB B, then eNB B may report this event to eNB A by means of the RLF Indication Procedure.

-
[Too Early HO]
If the target cell belongs to an eNB B different from the eNB A that controls the source cell, the eNB B may send a HANDOVER REPORT message indicating a Too Early HO event to eNB A upon eNB B receives an RLF INDICATION message from eNB A and if eNB B has sent the UE CONTEXT RELEASE message to eNB A related to the completion of an incoming handover for the same UE within the last Tstore_UE_cntxt seconds or there exists a prepared handover for the same UE in eNB B.

-
[HO to Wrong Cell]
If the type of the failure is Radio Link Failure and the target cell belongs to eNB B that is different from the eNB A that controls the source cell, the eNB B may send a HANDOVER REPORT message indicating a HO To Wrong Cell event to eNB A upon eNB B receives an RLF INDICATION message from eNB C, and if eNB B has sent the UE CONTEXT RELEASE message to eNB A related to the completion of an incoming handover for the same UE within the last Tstore_UE_cntxt seconds or there exists a prepared handover for the same UE in eNB B. This also applies when eNB A and eNB C is the same. The HANDOVER REPORT message may also be sent if eNB B and eNB C are the same and the RLF Indication is internal to this eNB. 
If the type of the failure is Handover Failure during a handover from a cell in eNB A, and the UE attempts to re-establish the radio link connection to a cell in eNB C, then eNB C may send a RLF INDICATION message to eNB A.

The detection of the above events, when involving more than one eNB, is enabled by the RLF Indication and Handover Report procedures.

The RLF Indication procedure may be initiated after a UE attempts to re-establish the radio link connection at eNB B after a failure at eNB A. The RLF INDICATION message sent from eNB B to eNB A shall contain the following information elements:

-
Failure Cell ID: PCI of the cell in which the UE was connected prior to the failure occurred;

-
Reestablishment Cell ID: ECGI of the cell where RL re-establishment attempt is made;

-
C-RNTI: C-RNTI of the UE in the cell where UE was connected prior to the failure occurred.

-
shortMAC-I (optionally): the 16 least significant bits of the MAC-I calculated using the security configuration of the source cell and the re-establishment cell identity.

eNB B may initiate RLF Indication towards multiple eNBs if they control cells which use the PCI signalled by the UE during the re-establishment procedure. The eNB A selects the UE context that matches the received Failure Cell ID and C-RNTI, and, if available, uses the shortMAC-I to confirm this identification, by calculating the shortMAC-I and comparing it to the received IE.

The Handover Report procedure is used in the case of recently completed handovers, when a failure occurs in the target cell (in eNB B) shortly after it sent the UE Context Release message to the source eNB A. The Handover Report procedure is also used in case of unsuccessful handovers, if the random access procedure in the target cell was completed successfully. The HANDOVER REPORT message contains the following information:

-
Type of detected handover problem (Too Early HO, HO to Wrong Cell);

-
ECGI of source and target cells in the handover;

-
ECGI of the re-establishment cell (in the case of HO to Wrong Cell);

-
Handover cause (signalled by the source during handover preparation).

Detection of the failure after RRC connection setup:

Detection of the Too Early or Too Late Handovers, or Handover to Wrong Cell is based on the information available in the RLF Report that may be provided from the UE in case of successful RRC re-establishment. In case the re-establishment fails or UE initiates RRC connection setup directly after connection failure, the UE may provide the RLF Report to the eNB where it sets up RRC connection first time after the connection failure. Availability of the RLF Report at the RRC connection setup procedure is the indication that the UE recovers from a connection failure and that the RLF Report from this failure was not yet delivered to the network.

The eNB receiving the RLF Report from the UE may forward the report to the eNB that served the UE before the reported connection failure or to the eNB where the mobility configuration caused the failure. The radio measurements contained in the RLF Report may be used to identify coverage hole as the root cause of the failure. This information can be used to exclude those events from the MRO evaluation of intra-LTE mobility connection failures and redirect them as input to other algorithms, e.g. CCO.

The procedure to be used to inform other eNBs about the connection failure is FFS.

22.4.2.3
Unnecessary HO to another RAT

One of the purposes of inter-RAT Mobility Robustness Optimisation is the detection of a non-optimal use of network resources. In particular, in case of inter-RAT operations and when E-UTRAN is considered, the case known as Unnecessary HO to another RAT is identified. The problem is defined as follows:

-
UE is handed over from E-UTRAN to other RAT (e.g. GERAN or UTRAN) even though quality of the E-UTRAN coverage was sufficient for the service used by the UE. The handover may therefore be considered as unnecessary HO to another RAT (too early IRAT HO without connection failure).

In inter-RAT HO, if the serving cell threshold (E-UTRAN) is set too high, and another RAT with good signal strength is available, a handover to another RAT (e.g. UTRAN or GERAN) may be triggered unnecessarily, resulting in an inefficient use of the networks. With a lower threshold the UE could have continued in the source RAT (E-UTRAN).

To be able to detect the Unnecessary HO to another RAT, an eNB may choose to put additional coverage and quality condition information into the HANDOVER REQUIRED message in the Handover Preparation procedure when an inter-RAT HO from E-UTRAN to another RAT occurs. The RAN node in the other RAT, upon receiving of this additional coverage and quality information, may instruct the UE to continue measuring the source RAT (E-UTRAN) during a period of time, while being connected to another RAT (e.g. UTRAN or GERAN), and send a periodic or single measurement reports to the other RAT (e.g. UTRAN or GERAN). The RAN node in the other RAT (e.g. UTRAN or GERAN), when applicable, may evaluate the received measurement reports with the coverage/quality condition received during the inter-RAT HO procedure and decide if an inter-RAT unnecessary HO report should be sent to the RAN node in the source RAT (E-UTRAN), which should include the following information:

-
Handover type (LTE to UTRAN, LTE to GERAN);

-
Type of detected handover problem (Unnecessary HO to another RAT);

-
ECGI of the source cell in the handover;

-
Cell ID of the target cell;

-
A list of cells whose radio quality fulfils the threshold during a certain time period (both the threshold and the time period are indicated in the additional coverage and quality information in the Handover Preparation procedure)
The RAN node in the source RAT (E-UTRAN) upon receiving of the report, can decide if/how its parameters (e.g., threshold to trigger IRAT HO) should be adjusted.

22.4.2.4
O&M Requirements

All automatic changes of the HO and/or reselection parameters for mobility robustness optimisation shall be within the range allowed by OAM.

The following control parameters shall be provided by OAM to control MRO behaviour:

-
Maximum deviation of Handover Trigger
This parameter defines the maximum allowed absolute deviation of the Handover Trigger (as defined in 22.4.1.4), from the default point of operation defined by the parameter values assigned by OAM.

-
Minimum time between Handover Trigger changes
This parameter defines the minimum allowed time interval between two Handover Trigger change performed by MRO. This is used to control the stability and convergence of the algorithm.

Furthermore, in order to support the solutions for detection of Too Late and Too Early HO, the parameter Tstore_UE_cntxt shall be configurable by the OAM system.

22.4.3
Support for RACH Optimisation

The setting of RACH parameters that can be optimized are: 

-
RACH configuration (resource unit allocation);

-
RACH preamble split (among dedicated, group A, group B);

-
RACH backoff parameter value;

-
RACH transmission power control parameters.

UEs which receive polling signalling shall report the below information:

-
Number of RACH preambles sent until the successful RACH completion;

-
Contention resolution failure.

22.4.4
Support for Energy Saving

22.4.4.1
General

The aim of this function is to reduce operational expenses through energy savings. 
The function allows, for example in a deployment where capacity boosters can be distinguished from cells providing basic coverage, to optimize energy consumption enabling the possibility for a cell providing additional capacity, to be switched off when its capacity is no longer needed and to be re-activated on a need basis.

22.4.4.2
Solution description

The solution builds upon the possibility for the eNB owning a capacity booster cell to autonomously decide to switch-off such cell to lower energy consumption (dormant state). The decision is typically based on cell load information, consistently with configured information. The switch-off decision may also be taken by O&M.

The eNB may initiate handover actions in order to off-load the cell being switched off and may indicate the reason for handover with an appropriate cause value to support the target eNB in taking subsequent actions, e.g. when selecting the target cell for subsequent handovers.

All peer eNBs are informed by the eNB owning the concerned cell about the switch-off actions over the X2 interface, by means of the eNB Configuration Update procedure. 

All informed eNBs maintain the cell configuration data also when a certain cell is dormant. ENBs owning non-capacity boosting cells may request a re-activation over the X2 interface if capacity needs in such cells demand to do so. This is achieved via the Cell Activation procedure.

The eNB owning the dormant cell should normally obey a request. The switch-on decision may also be taken by O&M. All peer eNBs are informed by the eNB owning the concerned cell about the re-activation by an indication on the X2 interface. 

22.4.4.3
O&M requirements

Operators should be able to configure the energy saving function.

The configured information should include:

-
The ability of an eNB to perform autonomous cell switch-off.

-
The ability of an eNB to request the re-activation of a configured list of dormant cells owned by a peer eNB.

O&M may also configure

-
policies used by the eNB for cell switch-off decision.

-
policies used by peer eNBs for requesting the re-activation of a dormant cell.

22.5
Void

22.6
Void

23
Others

23.1
Support for real time IMS services

23.1.1
IMS Emergency Call

IMS emergency calls are supported in this release of the specification and UE may initiate an IMS emergency call on the PS domain if the network supports it. IMS Emergency call support indication is provided to inform the UE that emergency bearer services are supported. This is sent via NAS messaging for normal service mode UE and via a BCCH indicator for limited service mode UE TS 23.401 [17]. The BCCH indicator is set to ‘support’ if any of the MMEs in a non-shared environment or one of PLMNs in a shared network environment supports IMS emergency bearer services.

If at the time of an IMS emergency call origination, the UE is already RRC connected to a CN that does not support IMS emergency calls, it should autonomously release the RRC connection and originate a fresh RRC connection in a cell that is capable of handling emergency calls. Call admission control for IMS emergency call is based on bearer QoS (e.g. the ARP).

Security procedures are activated for emergency calls. For UE in limited service mode and the UE is not authenticated (as defined in TS 33.401 Section 15.2.2 [22]), ‘NULL’ algorithms for ciphering and integrity protection are used and the related keys are set to specified value and may be ignored by the receiving node. During handover from cell in non-restricted area to restricted area, security is handled normally with normal key derivation etc. for both the intra-LTE and inter-RAT handover. For inter-RAT handover from LTE, if ‘NULL’ Integrity Protection algorithms are used in LTE, security is stopped after the handover. For inter-RAT handover to LTE, security is activated after the handover with ‘NULL’ algorithms if security is not activated in the source RAT.

23.2
Subscriber and equipment trace 

Support for subscriber and equipment trace for E-UTRAN and EPC shall be as specified in TS 32.421[29], TS 32.422 [30] and TS 32.423 [31].

23.2.1
Signalling activation

All traces are initiated by the core network, even if the trace shall be carried out in the radio network.

If the eNB has received an UE CONTEXT RELEASE COMMAND message where the UE is associated to an E-UTRAN Trace Id then the eNB shall terminate the on-going Trace.

The following functionality is needed on the S1 and X2 interface:

-
Support for inclusion of subscriber and equipment trace information in INITIAL CONTEXT SETUP REQUEST message over the S1 interface.

-
Support for an explicit TRACE START message over the S1 interface.

-
Support for inclusion of subscriber and equipment trace information in the HANDOVER REQUEST message over the X2 interface.

-
Support for inclusion of subscriber and equipment trace information in the HANDOVER REQUEST message over the S1 interface.

-
Support for TRACE FAILURE INDICATION for the purpose of informing MME that the requested trace action cannot be performed due to an on-going handover preparation over the X2 interface.

A trace setup in the radio network will be propagated at handover. If the eNB receives trace information for a given UE, and a handover preparation is not already ongoing for the same UE, it shall store the trace information and propagate it to the target eNB in the case of a X2 based HO. In the case of S1 based HO, the propagation is handled by the MME.
23.2.2
Management activation

All conditions for Cell Traffic Trace are defined by the O&M. When the condition to start the trace recording is fulfilled the eNB will allocate a Trace Recording Session Reference and send it together with the Trace Reference to the MME in a CELL TRAFFIC TRACE message over the S1 interface.

Cell Traffic trace will not be propagated on the X2 interface or on the S1 interface in case of handover.

23.3
E-UTRAN Support for Warning Systems

The E-UTRAN provides support for warning systems through means of system information broadcast capability. The E-UTRAN performs scheduling and broadcasting of the “warning message content” received from the CBC, which is forwarded to the E-UTRAN by the MME. The schedule information for the broadcast is received along with the “warning message content” from the CBC. The E-UTRAN is also responsible for paging the UE to provide indication that the warning notification is being broadcast. The “warning message content” received by the E-UTRAN contains an instance of the warning notification. Depending on the size, E-UTRAN may segment the secondary notification before sending it over the radio interface.

23.3.1
Earthquake and Tsunami Warning System

ETWS is a public warning system developed to meet the regulatory requirements for warning notifications related to earthquake and/or tsunami events. ETWS warning notifications can either be a primary notification (short notifications delivered within 4 seconds, see 25.346 [32]) or secondary notification (providing detailed information). The ETWS primary notification is broadcast in SystemInformationBlockType10 while the secondary notification is broadcast in SystemInformationBlockType11.

23.3.2
Commercial Mobile Alert System

CMAS is a public warning system developed for the delivery of multiple, concurrent warning notifications (see TS 22.268 [34]). The CMAS warning notifications are short text messages (CMAS alerts). The CMAS warning notifications are broadcast in SystemInformationBlockType12. The E-UTRAN manages the delivery of multiple, concurrent CMAS warning notifications to the UE and is also responsible for handling any updates of CMAS warning notifications.
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NOTE 1: the GERAN capabilities can be stored by the MME at an earlier opportunity, as shown in Figure 18-1, and transferred to the eNB at connection setup.



NOTE 2: the 36.413 HANDOVER COMMAND includes two identical copies of the 44.060 DTM HANDOVER COMMAND message i.e. the eNB can forward either of the two
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44.060 PS HANDOVER COMMAND







< 48.018 Source to Target Transparent Container: 36.413 Source eNB to Target eNB Transparent Container: 36.331 HandoverPreparationInformation>







< 36.413 Source to Target Transparent Container: 36.413 Source eNB to Target eNB Transparent Container: 36.331 HandoverPreparationInformation>



<36.413 UE Security Capabilities
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< 36.413 Target to Source Transparent Container: 36.413 Target eNB to Source eNB Transparent Container: 36.413 RRC container: 36.331 HandoverCommand: 36.331 DL-DCCH-Message: 36.331 RRCConnectionReconfiguration>
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24.008 ATTACH/RAU COMPLETE
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<48.018 E-UTRAN Inter RAT handover Information: 36.331 UE-EUTRA-Capability >
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24.008 ATTACH/RAU ACCEPT







NOTE 1: The information included in this IE is derived from the information provided in the “UE Network Capability” IE during network attach / RAU
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<48.018 Source BSS to Target BSS Transparent Container: 24.008 MS Radio Access Capability>



<48.018 Source BSS to Target BSS Transparent Container: 48.018 EUTRAN Inter RAT Handover Info: 36.331 UE-EUTRA-Capability >
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<24.008 Inter RAT handover Information: 25.331 INTER RAT HANDOVER INFO >











24.008 RAU COMPLETE







48.018 CREATE-BSS-PFC PDU







<24.008 Inter RAT handover Information: 25.331 INTER RAT HANDOVER INFO >







NOTE 1: the GERAN capabilities can be stored by the MME at an earlier opportunity, as shown in Figure 18-1, and transferred to the eNB at connection setup.



NOTE 2: the inclusion of GERAN SI/PSI is dependent on the PS Handover Indication in the Source BSS to Target BSS Transparent Container in the HANDOVER REQUIRED message.  
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NOTE 1: The information included in this IE is derived from the information provided in the “UE Network Capability” IE during network attach / RAU
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NOTE 1: the GERAN capabilities can be stored by the MME at an earlier opportunity, as shown in Figure 18-1, and transferred to the eNB at connection setup.
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(B) Initial Radio Configuration


(C) Optimization / Adaptation


a-1 : 	configuration of IP address 	and detection of OAM


a-2 : 	authentication of eNB/NW


a-3 : 	association to aGW


a-4 : 	downloading of eNB software 	(and operational parameters)


b-2 : 	coverage/capacity related 	parameter configuration


b-1 : 	neighbour list configuration


c-1 : 	neighbour list optimisation


c-2 : 	coverage and capacity control


Self-Configuration
(pre-operational state)


Self-Optimisation
(operational state)



