Page 1



3GPP TSG-RAN3 Meeting #65 
(
R3-092049
Shenzhen, China, 24th – 28th August, 2009
	CR-Form-v9.6

	CHANGE REQUEST

	

	(

	25.467
	CR
	0042
	(

rev
	1
	(

Current version:
	8.2.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	
	Radio Access Network
	X
	Core Network
	


	

	Title:
(

	Cleanup of 25.467

	
	

	Source to WG:
(

	Alcatel-Lucent, Huawei

	Source to TSG:
(

	RAN3

	
	

	Work item code:
(

	HNB-Arch
	
	Date: (

	17/08/2009

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	Rel-8

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)

	
	

	Reason for change:
(

	25.467 includes a number of inconsistencies, that were introduced during Rel 8. These should be corrected where possible 

	
	

	Summary of change:
(

	Re-word some of the current clauses and correct some of the Rel 8 specific text.

	
	

	Consequences if 
(

not approved:
	25.467 will continue to contain anomalies for Rel 9.
Impact assessment towards the previous version of the specification (same release): 
This CR has isolated impact towards the previous version of the specification (same release) because the changes are for clarification without any functional impact.

	
	

	Clauses affected:
(

	1, 3.2, 4.1.2, 4.1.3, 4.1.4, 4.2, 5.1.2, 5.1.3, 5.6.1, 6.1.2, 6.1.3, 7.1

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	

	affected:
	
	X
	 Test specifications
	

	
	
	X
	 O&M Specifications
	

	
	

	Other comments:
(

	


Start of change

1
Scope

The present document specifies the UTRAN architecture for 3G Home NodeB (HNB). 

It covers specification of the functions for UEs not supporting Closed Subscriber Groups (CSG) and UEs supporting CSGs. It also covers HNB specific requirements for O&M.

End of change

Start of change 
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

CSG
Closed Subscriber Group

DSL
Digital Subcriber Line

DSL-GW
DSL GateWayGNSS
Global Navigation Satellite System

GPS
Global Positioning System

HMS
Home NodeB Management System

HNB
3G Home NodeB

HNB-GW
3G HNB Gateway

HW
Hard Ware

IP
Internet Protocol

LAC
Local Area Code

RAC
Routing Area Code

RGW
Residential GateWay

SAC
Service Area Code

SeGW
Security GateWay
SW
SoftWare

End of change
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4.1.2
 Security Gateway (SeGW)

-
Terminates Secure tunnelling for TR-069 [7] as well as Iuh

-
Authentication of HNB

-
Provides the HNB with access to the HMS and HNB-GW

4.1.3
 HNB Gateway (HNB-GW)

-
Terminates Iuh from HNB. Appears as an RNC to the existing Core network using existing Iu interface. 

-
 Supports HNB registration and UE registration over Iuh.
4.1.4
 HNB

-
Customer Premise Equipment that offers the Uu Interface to the UE

-
Provides RAN connectivity using the Iuh interface

-
Supports RNC like functions, the details of which are captured in table 4.2-1 below

-
Supports HNB registration and UE registration over Iuh.

4.2
Functional split

The UTRAN functions in the HNB are supported by RANAP, whereas the HNB specific functions  are supported by the Home NodeB Application Protocol (HNBAP) between the HNB and the HNB GW. The HNB GW provides a concentration function for the control plane and may provide a concentration function for the user plane. 

This sub-clause defines the functional split between the core network and the UMTS radio access network.  The functional split is shown in table 4.2-1 and 4.2-2

End of change
Start of change

5
UTRAN functions for HNB access

5.1
UE Registration

5.1.1
General

The UE Registration Function for HNB provides means for the HNB to convey UE identification data to the HNB-GW in order to perform access control for the UE in the HNB GW.  The UE Registration also informs the HNB-GW of the specific HNB where the UE is located.

The following sections illustrate the case when the HNB registers a specific UE with the HNB-GW. The registration is triggered when the UE attempts to access the HNB via an initial NAS message (e.g.., Location Updating Request) and there is no context in the HNB allocated for that UE.

5.1.2
UE Registration: case of non CSG UEs or non CSG HNBs
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Figure 5.1.2-1. UE Registration for non CSG UEs or non CSG HNBs.

1.
Upon camping on the HNB, the UE initiates an initial NAS procedure (e.g. LU Procedure) by establishing an RRC connection with the HNB. UE identity, UE capabilities, e.g. "Access stratum release indicator" or “UE feature capability indicator” (FFS) and Establishment Cause, are reported to the HNB as part of the RRC Connection establishment procedure .

2.
The UE then transmits a RRC Initial Direct Transfer message carrying the initial NAS message (e.g. Location Updating Request message) with some form of UE identity . 

3.
The HNB checks the UE capabilities provided in step 1, and if these indicate that CSG is not supported, or the HNB itself does not support CSG,  and if the identity of the UE (provided during RRC Connection Establishment) is unknown at the HNB being accessed, i.e. no Context id exists for the UE, the HNB initiates UE registration towards the HNB-GW (steps 5-7). Before starting the UE Registration procedure, the HNB triggers the Identification procedure (step 3) asking  the UE for its IMSI, unless that identity has been provided during the RRC Connection Establishment or unless it is an emergency call. If the HNB has a context id for the UE, the UE registration procedure is not performed nor is the Identification procedure. 

4.
The HNB may optionally perform access control based on the provided IMSI and the provided access control list

5.
The HNB attempts to register the UE on the HNB-GW by transmitting the UE REGISTER REQUEST. The message contains at a minimum: 

-
UE Identity:a unique identity for the  UE provided in step 1 or 3.
-
UE Capabilities:  derived from that provided in step 1. 
· Registration Cause: the indication about a UE registration for an emergency call.
NOTE:
The UE Identity provided in the HNBAP UE REGISTER REQUEST message is unauthenticated. 

6.
The HNB-GW checks the UE capabilities and the Registration Cause. If these indicate that CSG is not supported and that it is not an Emergency Call, or if the HNB does not support CSG, the HNB-GW shall perform access control (step 6) for the particular UE attempting to utilize the specific HNB. 

7.
If the HNB-GW accepts the UE registration attempt it shall allocate a context-id for the UE and respond with an HNBAP UE REGISTER ACCEPT message, including the context-id, to the HNB. If the HNB-GW chooses  not to accept the incoming UE registration request then the HNB-GW shall respond with an HNBAP UE REGISTER REJECT message. The HNB behaviour for reject handling shall further be determined by the cause specified in the HNBAP UE REGISTER REJECT message (FFS).

8.
The HNB then sends an RUA CONNECT message containing the RANAP Initial UE message.

9.
The reception of the RUA CONNECT message at the HNB-GW triggers the setup of an SCCP connection by the HNB-GW towards the CN. The HNB-GW then forwards the RANAP Initial UE Message to the CN. 

10.
The CN responds with an SCCP Connection Confirm message.

11.
The UE continues with the NAS procedure (e.g. Location Updating procedure) towards the CN, via the HNB and the HNB-GW.

NOTE:
The HNB-GW may additionally utilize a CN assisted method (e.g. using IMSI provided in the COMMON ID message) to alleviate the security risks associated with spoofing of IMSI by the UE and can subsequently trigger a UE deregistration upon detection of such an event.

5.1.3
UE Registration: case of CSG UEs and CSG HNBs

This call flow assumes that the Core Network is able to perform access control on the basis of Closed Subscriber Groups.
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Figure 5.1.3-1. UE Registration for CSG UEs and CSG HNBs.

1.
Upon camping on the HNB, the UE initiates an initial NAS procedure (e.g. LU Procedure) by establishing an RRC connection with the HNB. UE identity and UE capabilities, e.g. "Access stratum release indicator" or “UE feature capability indicator” (FFS), are reported to the HNB as part of the RRC Connection establishment procedure.

2.
The UE then transmits a RRC Initial Direct Transfer message carrying the initial NAS message (e.g. Location Updating Request message) with some form of identity (e.g. IMSI or TMSI, ..).

3.
The HNB checks the UE capabilities provided in step 1, and if these indicate that CSG is supported and if the identity of the UE (provided during RRC Connection Establishment) is unknown at the HNB being accessed, i.e. no Context id exist for the UE, the HNB initiates UE registration towards the HNB-GW (steps 4-6). If the HNB has a context id for UE, UE registration procedure is not performed.  No Identification procedure is triggered, independent of the identity reported by the UE during the RRC Connection Establishment.

4.
The  HNB attempts to register the UE on the HNB-GW by transmitting the UE REGISTER REQUEST. The message contains:

-
UE Identity:a unique identifier for the UE and provided in step 1.
· UE capabilities: derived from that provided in step 1. 
· Registration Cause: the indication about a UE registration for an emergency call.
NOTE:
The UE IMSI/TMSI provided in the UE REGISTER message is unauthenticated. 

5.
The HNB-GW checks UE capabilities and if these indicate that CSG is supported and if the HNB supports CSG, the HNB-GW shall accept the UE registration and allocate a context-id for the UE.

6.
The HNB-GW responds with a UE REGISTER ACCEPT message back to the  HNB including a context-id allocated to the UE

7.
The HNB then sends a RUA CONNECT message containing the RANAP Initial UE message.

8.
The reception of the RUA CONNECT message at the HNB-GW triggers the setup of an SCCP connection by the HNB-GW towards the CN. The HNB-GW then forwards the Initial UE Message including the CSG id of the HNB.

9.
The CN responds with an SCCP Connection Confirm message.

10.
The CN may optionally perform Mobility Management procedures, e.g. Authentication procedure.

11.
The CN performs access control of the UE.

12.
After being granted access the UE then continues with the NAS procedure (e.g. Location Updating procedure) towards the CN, via the HNB and the HNB-GW.

5.2
HNB Registration

5.2.1
General

The following section illustrates the case when the HNB registers with the HNB-GW. The HNB registration procedure serves the following purposes:

-
It informs the HNB-GW that a HNB is now available at a particular IP address. 

5.2.2
HNB Registration procedure
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Figure 5.2.2-1. HNB Registration procedure.

1.
HNB initialization is performed to obtain HNB configuration from the HNB Management System (HMS). Similarly, HNB-GW discovery is performed to obtain the initial serving HNB-GW information. 

2.
The HNB establishes a secure tunnel to the SeGW of the serving HNB-GW. 

NOTE: 
This step may be omitted if the secure tunnel happens to be the same tunnel that is already established to contact the HMS. 
3.
The HNB sets up an SCTP transport session to a well-defined port on the serving HNB-GW. 

4.
The HNB then attempts to register with the serving HNB-GW using an HNB REGISTER REQUEST message. The message contains:

a.
HNB Location Information: The HNB provides location information via use of one or more of the following mechanisms:

i.
detected macro-cell coverage information (e.g. GERAN and/or UTRAN cell information) 

ii.
geographical co-ordinates (e.g. via use of GPS, etc)

iii.
Internet connectivity information (e.g. IP address), provided, the resulting location information is at least as accurate as location determination based on macro-cell coverage information, whether or not there is macro cell-coverage available at the location of the HNB (e.g. as determined by point i above).

b.
HNB Identity: the HNB has a globally unique and permanent identity. 

c.
HNB Operating Parameters: Such as the selected LAC, RAC, SAC, PLMN Id, Cell Id, etc.
5a.
The HNB-GW may use the information from the HNB REGISTER REQUEST message to perform access control of the HNB (e.g. whether a particular HNB is allowed to operate in a given location, etc). If the HNB-GW accepts the registration attempt it shall respond with an HNB REGISTER ACCEPT message. 

5b.
Alternatively, the HNB-GW may reject the registration request (e.g. due to network congestion, blacklisted HNB, unauthorized HNB location, etc). In this case, the HNB-GW shall respond with an HNB REGISTER REJECT indicating the reject cause.

NOTE:
The HNB shall start broadcasting only after successful registration with the HNB-GW.

End of change
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5.6 
Paging Optimization Function

5.6.1
General

The paging optimization function provides the means to decrease the impact of a paging load over Iuh (for example, via the use of knowledge about the UE Registration or its Allowed CSG List).

End of change 
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6.1.2
Location Verification

6.1.2.1
General

During location verification, the HNB reports its location information to the HMS. The HMS in turn examines the provided information and verifies the HNB’s location. There are 3 possible types of information for this purpose:

1.
Macrocell Information

2.
GNSS location information

3.
Broadband connection information, provided that the resulting location information is at least as accurate as location determination based on macro-cell coverage information, whether or not there is macro-cell coverage available at the location of the HNB (e.g. as determined by point 1. above).

NOTE:
Not all of this information is mandatory. In fact, the type of reported information is based on factors such as the physical environment in which the HNB is installed and/or possible variations in the HNB’s HW and SW implementation.

End of change 
Start of change 
6.1.3
HNB-GW Discovery

During the HNB-GW Discovery procedure,  the HMS provides the HNB with 3 identitiesas shown in the following table. The information may be either IP address or FQDN to be resolved by DNS.

Table 6.1.3. HNB-GW Discovery Information.

	Parameter
	Description / Note
	Presence
	3GPP Reference

	Serving HMS ID
	One or more IDs may be provided
	M
	

	Serving SeGW ID
	One or more IDs may be provided
	M
	

	Serving HNB-GW ID
	One or more IDs may be provided
	M
	


End of change 
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7.1
General

Figure 7.2-1 shows the Control Plane and the User Plane protocol structures over the Iuh interface. For the control plane, the HNBAP protocol provides the signalling service between the HNB and the HNB-GW required to fulfil the functions described in 25.469 [3]:




RUA provides the signalling service between the HNB and the HNB-GW that is required to fulfil the functions described in 25.468 [2]:



The payload protocol identifier (PPI) field in SCTP [6] is set to the value assigned by IANA for use with the RUA protocol. In addition, a separate value for the PPI is defined for HNBAP.

The destination port number field in SCTP [6] is set to the value assigned by IANA for setup of the common SCTP association in HNBAP and RUA.
End of change 
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