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15.14.5
Test requirements

SS must check that all the HTTP requests sent by the UE are syntactically correct HTTP 1.1 messages (as specified in RFC 2616 [69]). SS must also check that the UE can authenticate itself with the XCAP authentication scheme that the UE supports.

If the UE supports HTTP Digest authentication for XCAP, SS must check that the UE provides correct credentials for the user within Authorization header (as specified in RFC 2617 [16] or RFC 3310 [17]). If the UE, which supports HTTP Digest for XCAP, does not provide the credentials and a valid nonce within its initial request the SS shall challenge the UE by sending 401 response to it.

SS must check that in all the HTTP requests sent by the UE the XCAP URI (which appears in the Request Line of the HTTP request as specified in RFC 4825 [70]) refers correctly to the simservs document. In such XCAP URI the document selector consists of the following path segments (separated by a slash) in this order:

-
Configured XCAP root URI

-
simservs.ngn.etsi.org
-
users
-
px_PublicUserIdentity
-
simservs.xml
The node selector of the XCAP URI must identify a valid part of a simservs document or whole document itself.

SS must check that within the steps 2 and 4 the UE sends one syntactically XML Common Policy Markup Language body (as specified in the XML schema within RFC 4745 [71]) within each HTTP PUT request for simservs document to activate and deactivate the Incoming Communication Barring for anonymous users. SS must check that the UE indicates the presence of such a XML body in HTTP request by including Content-Type header with value application/simservs+xml.
SS must check that after step 2 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<incoming-communication-barring> element with "active" attribute set as "true"

-
within <cp:ruleset> one <cp:rule> element for incoming communications barring as follows:

-
<cp:conditions> element containing an <anonymous> element

-
<cp:actions> element containing <allow> element with value "false"
SS must check that after step 4 the simservs document stored in the SS contains the following pieces of information supplied by the UE:

-
<incoming-communication-barring> element with "active" attribute being set "false"

15.15
Subscription to the MWI event package
15.15.1
Definition and applicability
Test to verify that the UE is able to subscribe a MTSI message waiting notification and handle such notifications received after subscription. This process is described in 3GPP TS 24.229 [10] and TS 24.406 [80]. The test case is applicable for IMS security or early IMS security.
15.15.2
Conformance requirement

[TS 24.406, clause 4.1]:
The Message Waiting Indication (MWI) service enables the network, upon the request of a controlling user to indicate to the receiving user, that there is at least one message waiting.

[TS 24.406, clause 4.6]:
The application/simple-message-summary MIME type used to provide Message Summary and Message Waiting Indication Information shall be coded as described in clause 5 of RFC 3842.

The coding of the message types in the message-context-class values shall follow the rules defined in the specifications listed in the "reference" column of table 1.

Table 1: Coding requirements
	Value
	Reference

	voice-message
	RFC 3458

	video-message
	RFC 3938

	fax-message
	RFC 3458

	pager-message
	RFC 3458

	multimedia-message
	RFC 3458

	text-message
	RFC 3458

	none
	RFC 3458


The coding of the additional information about deposited messages in the application/simple-message-summary MIME type body shall be in alignment with the rules defined in clause 25 of RFC 3261 for SIP extension-header (clause 3.5 of RFC 3842) and follow the rules defined in the specifications listed in the "reference" column of table 2.

Table 2: Additional information

	Header
	Description
	Reference

	To:
	Indicates the subscriber's public user identity used by correspondent to deposit a message.
	clause 3.6.3 of RFC 2822

	From:
	Indicates the correspondent's public user identity, if available.
	clause 3.6.2 of RFC 2822

	Subject:
	Indicates the topic of the deposited message as provided by correspondent.
	clause 3.6.5 of RFC 2822

	Date:
	Indicates the time and date information about message deposit.
	clause 3.6.1 of RFC 2822

	Priority:
	Indicates the message priority as provided by correspondent.
	RFC 2156

	Message-ID:
	Indicates a single unique message identity.
	clause 3.6.4 of RFC 2822

	Message-Context:
	Indicates a type or context of message.
	RFC 3458


[TS 24.406, clause 4.7.1]:
The MWI service is immediately activated after successful SUBSCRIBE request from the subscriber's UE, see clause 4.7.2.

The MWI service is deactivated after subscription expiry or after unsuccessful attempt to deliver a notification about message waiting. 

[TS 24.406, clause 4.7.2.1]:
When the subscriber user agent intends to subscribe for status information changes of a message account, it shall generate a SUBSCRIBE request in accordance with RFC 3265 and RFC 3842 and in alignment with the procedures described in TS 24.229.
Depending on the service provisioning the UE will address the SUBSCRIBE request either to one of the subscriber's public user identities or to the public service identity of the message account (see clause 4.5.1).

The subscriber's UE shall implement the "application/simple-message-summary" content type as described in RFC 3842.
Reference(s)

3GPP TS 24.406 clause 4.1, 4.6, 4.7.1 and 4.7.2.1
15.15.3
Test purpose

1)
To verify that when subscribing the message waiting indicator the MTSI UE performs correct exchange of SIP protocol signalling messages; and

2)
After the receipt of the NOTIFY message, the MS shall provide the appropriate user indication (which is to be described by the manufacturer) for the message waiting.
15.15.4
Method of test
Initial conditions

UE contains either SIM application  (early IMS security), ISIM and USIM applications or only USIM application on UICC. UE has activated a PDP context, discovered P-CSCF and registered to IMS services, by executing the generic test procedure in Annex C.2 or C.2a (early IMS security only) but the UE has not yet executed test procedure specified in annex C.14. If public service identity of the message account will be used in the test, that identity is configured to the phone. Otherwise the phone is expected to use the public identity of the user when subscribing to Message Waiting Indication package.
SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE (IMS security) and accepted the registration.

Related ICS/IXIT Statement(s)
Support for IMS Multimedia Telephony (Yes/No)

Support for Message Waiting Indication  (Yes/No) 

IMS security (Yes/No)

Early IMS security (Yes/No)
Description of the user indication for the message waiting.
Test procedure

1)
The UE sends a SUBSCRIBE request for Message Waiting Indication package

2)
SS responds to the SUBSCRIBE request with a valid 200 OK response

3)
SS sends UE a NOTIFY request for the subscribed Message Waiting Indication event package referring to no messages waiting.
4)
SS waits for the UE to respond the NOTIFY with 200 OK response.

5)
SS sends UE a NOTIFY request for the subscribed Message Waiting Indication event package containing one messages waiting.
6)
SS waits for the UE to respond the NOTIFY with 200 OK response.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	SUBSCRIBE
	UE subscribes to the Message Waiting Indication event package. 

	2
	(
	200 OK
	The SS responds SUBSCRIBE with 200 OK

	3
	(
	NOTIFY
	The SS sends initial NOTIFY for Message Waiting Indication event package 

	4
	(
	200 OK
	The UE responds the NOTIFY with 200 OK

	5
	(
	NOTIFY
	The SS sends another NOTIFY for Message Waiting Indication event package, now referring to one voice message waiting

	6
	(
	200 OK
	The UE responds the NOTIFY with 200 OK


NOTE:
The default messages contents in annex A are used with condition “IMS security “ or “early IMS security” when applicable

Specific Message Contents

SUBSCRIBE (Step 1)

Use the default message “SUBSCRIBE for Message Waiting Indication package” in annex A.6.1
200 OK for SUBSCRIBE (Step 2)

Use the default message “200 OK for SUBSCRIBE” in annex A.1.5
NOTIFY (Step 3)

Use the default message “NOTIFY for Message Waiting Indication package” in annex A.6.2
200 OK for NOTIFY (Step 4)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1
NOTIFY (Step 5)

Use the default message “NOTIFY for Message Waiting Indication package” in annex A.6.2 but with the following exceptions:

	Header/param
	Value/remark

	Message-body
	Messages-Waiting: yes
Message-Account: px_PublicUserIdentity or px_MessageAccountIdentity as in From header
Voice-Message: 1/0 (0/0)

To: <px_PublicUserIdentity>
From: <user2_public1@home1.net>

Subject: call me back!

Message-ID: 27775334485@px_MessageServerDomainName
Message-Context: voice-message




200 OK for NOTIFY (Step 6)

Use the default message “200 OK for other requests than REGISTER or SUBSCRIBE” in annex A.3.1

15.15.5
Test requirements
The UE shall send requests and responses as described in clause 15.15.4
After step 5 the UE shall indicate to the user the message waiting as per “Description of the user indication for the message waiting”.
< *********** Beginning of the third change *************>

A.5.3
NOTIFY for conference event package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	NOTIFY
	
	

	
Request-URI
	
	UE’s contact address in SIP URI form, as provided in the Contact header within the SUBSCRIBE creating the dialog
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
via-parm1:
	
	
	
	

	

Sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	

sent-by
	A1
	IP address and protected server port of SS
	
	

	

sent-by
	A2
	IP address and unprotected server port of SS (optional)
	
	

	

via-branch
	
	value starting with ‘z9hG4bk’
	
	

	
via-parm2:
	
	
	
	

	

sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	

sent-by
	
	px_scscf
	
	

	

via-branch

	
	value starting with ‘z9hG4bk’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	px_FinalConferenceUri
	
	

	
tag
	
	tag value corresponding to the SIP URI in the From header
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	px_PublicUserIdentity
	
	

	
tag

	
	tag value corresponding to the SIP URI in the To header
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same as value received in SUBSCRIBE message
	
	

	CSeq
	A1,A2
	
	
	RFC 3261 [15]

	
value
	
	value of CSeq sent by the SS within its previous request in the same dialog but increased by one
	
	

	
method
	
	NOTIFY
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	px_FinalConferenceUri
	
	

	Content-Type
	
	
	
	RFC 3261 [15]
RFC 4575 [86]

	
media-type
	
	application/conference-info+xml
	
	

	Event
	A1,A2
	
	
	RFC 3265[34]
RFC 4575 [86]

	
event-type
	
	conference
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	69
	
	

	Subscription-State
	
	
	
	RFC 3265[34]

	
substate-value
	
	active
	
	

	
expires
	
	7200
	
	

	Content-Length
	
	
	
	RFC 3261 [15]
RFC 4575 [86]

	
value
	
	length of message-body
	
	

	Message-body
	
	 <?xml version="1.0" encoding="UTF-8"?>

 <conference-info   xmlns="urn:ietf:params:xml:ns:conference-info">

                      entity="px_FinalConferenceUri" 

                      state="full" 

                      version="0" 
   <users>
     <user entity=" px_PublicUserIdentity">

      <endpoint entity=" Contact URI of the UE">

       <status>connected</status>

       <joining-method>dialed-in</joining-method>

       <media id="1">

        <type>audio</type>

        <label>34567</label>

        <src-id>SSRC of UE's RTP packets</src-id>

        <status>sendrecv</status>

       </media>

      </endpoint>

     </users>

   </conference-info>
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2 TS 34.229-2 [5]))

	A2
	early IMS security (A.6a/1 TS 34.229-2 [5]))


NOTE1:
All choices for applicable conditions are described for each header.
A.6
Default messages for Message Waiting Indication

A.6.1
SUBSCRIBE for message-summary event package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	SUBSCRIBE
	
	

	
Request-URI
	
	px_PublicUserIdentity or px_MessageAccountIdentity.

UE shall use px_MessageAccountIdentity when that is configured to the phone as Public service identity of the message account.
	
	

	
SIP-Version
	
	 SIP/2.0
	
	

	Route
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
route-param
	A1
	<sip:px_pcscf:protected server port of P-CSCF;lr>, <sip:px_scscf;lr>
	
	

	      route-param
	A2
	<sip:px_pcscf: unprotected server port of P-CSCF (optional);lr>, <sip:px_scscf;lr>
	
	

	Via
	
	
	
	RFC 3261 [15]

	
sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	
sent-by
	A1
	IP address or FQDN and protected server port of the UE
	
	

	
sent-by
	A2
	IP address or FQDN and unprotected server port of the UE
	
	

	
via-branch

	
	value starting with ‘z9hG4bk’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	px_PublicUserIdentity
	
	

	
tag
	
	must be present, value not checked but stored for later reference
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec

	
	px_PublicUserIdentity or px_MessageAccountIdentity.

UE shall use px_MessageAccountIdentity when that is configured to the phone as Public service identity of the message account.
	
	

	
tag

	
	not present
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	A1
	SIP URI with IP address or FQDN and protected server port of UE
	
	

	
addr-spec
	A2
	SIP URI with IP address or FQDN and unprotected server port of UE
	
	

	Expires
	
	
	
	RFC 3261 [15]

	
delta-seconds
	
	must be present but value not checked
	
	

	Security-Verify
	A1
	
	
	RFC 3329 [21]

	
sec-mechanism
	
	same value as SecurityServer header sent by SS
	
	

	Require
	A1
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	sec-agree
	
	

	Proxy-Require
	A1
	
	
	RFC 3261 [15]
RFC 3329 [21]

	
option-tag
	
	sec-agree
	
	

	CSeq
	
	
	
	RFC 3261 [15]

	
value
	
	must be present, value not checked
	
	

	
method
	
	SUBSCRIBE
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	value not checked, but stored for later reference
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	non-zero value
	
	

	P-Access-Network-Info
	A1
	(header optional when A2)
	
	RFC 3455 [18]

	
access-net-spec
	
	access network technology and, if applicable, the cell ID
	
	

	Accept 
	
	
	
	RFC 3261 [15]
RFC 3842 [88]

	
media-range
	
	application/simple-message-summary
	
	

	Event
	
	
	
	RFC 3265 [34]
RFC 3842 [88]

	
event-type
	
	message-summary
	
	

	Content-Length
	
	
	
	RFC 3261 [15]

	
value
	
	length of request body, if such is present
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2)

	A2
	early IMS security (A.6a/1)


Note1:
All choices for applicable conditions are described for each header.

A.6.2
NOTIFY for message-summary event package

	Header/param
	Cond
	Value/remark
	Rel
	Reference

	Request-Line
	
	
	
	RFC 3261 [15]

	
Method
	
	NOTIFY
	
	

	
Request-URI
	
	UE’s contact address in SIP URI form, as provided in the Contact header within the SUBSCRIBE creating the dialog
	
	

	
SIP-Version
	
	SIP/2.0
	
	

	Via
	
	order of the parameters in this header must be like in this table
	
	RFC 3261 [15]

	
via-parm1:
	
	
	
	

	

Sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	

sent-by
	A1
	IP address and protected server port of SS
	
	

	

sent-by
	A2
	IP address and unprotected server port of SS (optional)
	
	

	

via-branch
	
	value starting with ‘z9hG4bk’
	
	

	
via-parm2:
	
	
	
	

	

sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	

sent-by
	
	px_scscf
	
	

	

via-branch

	
	value starting with ‘z9hG4bk’
	
	

	
via-parm3:
	
	
	
	

	

sent-protocol
	
	SIP/2.0/UDP  when using UDP or SIP/2.0/TCP  when using TCP
	
	

	

sent-by
	
	px_MessageServerDomainName
	
	

	

via-branch

	
	value starting with ‘z9hG4bk’
	
	

	From
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	px_PublicUserIdentity or px_MessageAccountIdentity.

SS shall use px_MessageAccountIdentity when that is configured to the phone as Public service identity of the message account.
	
	

	
tag
	
	tag value corresponding to the SIP URI in the From header
	
	

	To
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	px_PublicUserIdentity
	
	

	
tag

	
	tag value corresponding to the SIP URI in the To header
	
	

	Call-ID
	
	
	
	RFC 3261 [15]

	
callid
	
	same as value received in SUBSCRIBE message
	
	

	CSeq
	A1,A2
	
	
	RFC 3261 [15]

	
value
	
	value of CSeq sent by the SS within its previous request in the same dialog but increased by one
	
	

	
method
	
	NOTIFY
	
	

	Contact
	
	
	
	RFC 3261 [15]

	
addr-spec
	
	px_MessageServerContactUri
	
	

	Content-Type
	
	
	
	RFC 3261 [15]
RFC 4575 [86]

	
media-type
	
	application/simple-message-summary
	
	

	Event
	A1,A2
	
	
	RFC 3265[34]
RFC 3842 [88]

	
event-type
	
	message-summary
	
	

	Max-Forwards
	
	
	
	RFC 3261 [15]

	
value
	
	69
	
	

	Subscription-State
	
	
	
	RFC 3265[34]

	
substate-value
	
	active
	
	

	
expires
	
	7200
	
	

	Content-Length
	
	
	
	RFC 3261 [15]
RFC 3842 [88]

	
value
	
	length of message-body
	
	

	Message-body
	
	Messages-Waiting: no
Message-Account:  px_PublicUserIdentity or px_MessageAccountIdentity as in From header
	
	


	Condition
	Explanation

	A1
	IMS security (A.6a/2)

	A2
	early IMS security


Note1:
All choices for applicable conditions are described for each header.
< *********** Beginning of the fourth change *************>

C.1
Introduction

This annex specifies the general test procedure required to get the UE to activate PDP context, discover P-CSCF and register to IMS services. Since 3GPP TS 24.229[10] specifies two options for both PDP context activation and P-CSCF discovery, the UE specific general test procedure depends on the option selected by the UE. The generic registration procedure has also been specified for two cases: for UE supporting full IMS security according to [14] TS 33.203 then the generic registration procedure in , see section C2 is run; and for UE supporting early IMS security according to [59] TR 33.978 then the generic registration procedure in , see section C2a is run.

Section C.5 defines a procedure to handle PUBLISH requests that may be send from UEs with IMS applications e.g. OMA PoC.

Section C.14 defines a procedure to handle SUBSCRIBE requests for Message Waiting Indication (MWI) package that may be send from MTSI UEs (supporting MWI) any time after completing the registration sequence of Section C2 or C2a.

< *********** Beginning of the fifth change *************>

C.14
Default handling of SUBSCRIBE requests for MWI
This procedure may occure at any time after a successful IMS registration.

The generic test procedure:

1
SS receives from the UE a SUBSCRIBE request for Message Waiting Indication package.

2
The SS responds to the SUBSCRIBE request with a valid 200 OK response.
3.
SS sends UE a NOTIFY request for the subscribed Message Waiting Indication event package referring to no messages waiting.
4.
SS waits for the UE to respond the NOTIFY with 200 OK response.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	SUBSCRIBE
	UE subscribes to the Message Waiting Indication event package (A.6.1).

	2
	(
	200 OK
	The SS responds SUBSCRIBE with 200 OK (A.1.5)

	3
	(
	NOTIFY
	The SS sends initial NOTIFY for Message Waiting Indication event package (A.6.2).

	4
	(
	200 OK
	The UE responds the NOTIFY with 200 OK (A.3.1)


NOTE:
The default message contents in annex A are used.
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