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Foreword

This document has been produced by the ETSI MCC.

The coloured highlight of the Unique IDentifier (UID) reflects the status of the work items: ongoing or completed. 
Stopped Features and Studies are listed at the end of the present document.

Legend:

Completed WI
Ongoing WI
Moved WI to the next Release
Stopped WI
1
Scope

The present document contains a high-level description of the 3GPP Release 9 Features.

A Feature is defined as new or substantially enhanced functionality which represents added value to the existing system. A Feature normally embodies an improved service to the customer and / or increased revenue generation potential to the supplier. 

Features are as independent as possible from each other, and relationships between features (if any) are clarified here.

In some cases, a feature does not correspond to a single functionality but consists in a grouping of different independent items impacting the same parts of the system (e.g. "RAN improvements"). This grouping is performed to limit the total number of Features per Release. 

For each Feature (or independent item), references are given to guide the reader on how to deepen the subject: the Work Item Description (WID) as well as the list of impacted specifications is provided at the beginning of each chapter describing the feature. The impact of a given feature on a particular specification is described in the Change Request (CR) list, which can be found at the end of the respective specification, or alternatively in the CR database, which contains the full list of CRs for all 3GPP specifications.

Chapter 2 of the present document contains global references, and provides links towards the 3GPP Specifications, the meeting contributions, the Work Plan, the Work Item Descriptions (WIDs) and the CR database.

2
References

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

2.1
Specifications

Global information on the Specifications (also called “specs”) can be found at:

http://www.3gpp.org/specs/specs.htm
The latest versions of all 3GPP specifications, containing the most recent corrections and additions, are available at:

http://www.3gpp.org/ftp/Specs/latest/
For specific purposes, older versions might be needed. These versions are available at:

http://www.3gpp.org/ftp/Specs/Archive/
where the specifications are sorted by series and then by folders containing all the available versions of a given spec (one folder per spec), for all Releases.

2.2
Tdocs

The Temporary Documents (tdocs) are mainly the original papers written by the 3GPP Members, and are the inputs for elaborating the specs. They are available (sorted by 3GPP technical groups (Technical Specification Groups (TSGs) and Working Groups (WGs)) at:

http://www.3gpp.org/ftp/
starting with 'tsg....'.

2.3
Work Plan, Work Items and Study Items

Work Item Description (“WID”) (also called WI Description) and Study Item (also called "Feasibility Studies") are forms which initial version provides the target to be reached before starting the technical work. Potential subsequent versions narrow the target and foreseen completion date according the actual progress. They are stored in:

http://www.3gpp.org/ftp/Information/WI_sheets/
The 3GPP Work Plan is a living document, updated roughly each month, which contains the full list of Work Items and Study Items, as well as summary information for each WI, as: the WG in charge of it, its starting date and (foreseen or actual) completion date, the actual progress, etc. The Work Plan is available at:

http://www.3gpp.org/ftp/Information/WORK_PLAN/
2.4
Change Request database

A specification is originally drafted and maintained by a rapporteur, who compiles the contents from discussions in the WGs and TSGs. When it is considered to be 80% complete, it is brought under a so-called "change control" process. After this, changes to the specification can only be made using Change Requests that are usually agreed by consensus in the Working Group responsible for the specification, and then formally approved by the relevant Technical Specification Group.

The Change Request database contains all available information on Change Requests, including a Work Item code, a Change Request number that is unique within the specification (different versions are possible, but only one can ever be approved), the status of each Change Request and references to relevant temporary document numbers and meetings. This database is available in:

http://www.3gpp.org/ftp/Information/Databases/Change_Request/
Further information on CR is available at:

http://www.3gpp.org/specs/CR.htm
3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [x] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
EPC

EPS
Evolved Packet System

E-UTRAN

GAA
Generic Authentication Architecture

IMS
IP Multimedia Subsystem 

LTE

RAB
Radio Access Bearer

RLC
Radio Link Control

RTP
Real Time Protocol

SAES
System Architecture Evolution Specification

SIP
Session Initiated Protocol (IETF)

4
SA1 Features

4.1
Services Alignment and Migration (ServAl)  UID_330017
Resources:
S1

Status:
SA#41 completed Stage 1
References
	Document
	Title/Contents

	WID(s)

	SP-070126
	SA1 WID on Services Alignment and Migration

	Impacted Specifications

	TS 22.182
	Customized Alerting Tone (CAT) requirements; Stage 1

	New Dedicated Specifications/Reports

	-
	-


	330017
	Services Alignment and Migration
	ServAl
	S1
	2008-09-18
	100%
	SP-070126
	China Mobile
	Triggered by Study UID_370086 (FSServAl). SA#39 moved to Rel-9. SA#41 completed Stage 1

	410001
	Stage 1 for ServAl
	ServAl
	S1
	2008-09-18
	100%
	SP-070126
	China Mobile
	SA#41 completed
	22.182


Triggered by TR 22.983 (Services alignment and migration) produced under the Rel-8 Study UID_370086 (FSServAl).

3

Justification

As IMS is introduced  in mobile networks there will be a need for the ability to support new and existing services  by either CS  or IMS or in both CS and IMS. In the long term, all services will be provided using IMS, however there will be a long transition period where some services will be offered to a user over both  CS and IMS.  It is important, therefore, that in this transition period, the user experience for each service should be consistent.   

4

Objective

The objective of this WI is to define how services to the end user should be delivered and managed regardless of how the user accesses the services (e.g. using CS or IMS) to ensure a consistent user experience.    

The WI will be focused to define how to support existing ("traditional") services as currently defined by 3GPP for CS while allowing new, innovative services to be provided to the end user using the enhanced capabilities of the IMS. It will also cover possible migration paths from existing to new service capabilities and  what the user experience of the services is when accessing over  CS and over IMS including terminal impacts. The work will also consider roaming and call handling, supplementary services (administration, invocation, mid-call service handling), level of support of legacy terminals, and the consideration of UE state and location for services established on CS or IMS and for services transferred between them. 

5

Service Aspects

How a consistent user experience can be provided will be investigated in the cases where users access services using CS or IMS and where service continuity between CS and IMS is required. .

The following aspects will be considered for each type of service for each type of  access:

What service features can be supported (e.g. ability for either user on a video call to switch off the video)

How the service features should be controlled (e.g. by the supplementary services)

How the service will behave when handing over between CS and IMS based systems. 

4.2
Registration in Densely-populated area (RED)  UID_350014
Resources:
S1,S2

Status:
SA#35 Stage 1 completed. SA#40 SA2 moved to Rel-9.
References
	Document
	Title/Contents

	WID(s)

	SP-070133
	SA1 WID on Registration in Densely-populated area (RED)

	SP-070694
	SA2 WID on Stage2 for Registration in Densely-populated area (RED)

	Impacted Specifications

	TS 22.101
	Service aspects; Service principles

	TS 23.002
	Network architecture

	TS 23.060
	General Packet Radio Service (GPRS); Service description; Stage 2

	TS 23.221
	Architectural requirements

	TS 23.236
	Intra-domain connection of Radio Access Network (RAN) nodes to multiple Core Network (CN) nodes

	
	

	
	

	
	

	New Dedicated Specifications/Reports

	TR 23.880
	Stage 2 for Registration in Densely-populated area (RED); Solution Placeholder


	350014
	Registration in Densely-populated area (RED)
	RED
	S1,S2
	2008-12-11
	51%
	SP-070133
	NTT DoCoMo
	SA#35 Stage 1 completed. SA#40 SA2 moved to Rel-9.
	WID identifies also impacted CT1 24.008, RAN2 25.331

	370030
	Stage 1 for RED
	RED
	S1
	2007-03-15
	100%
	SP-070133
	NTT DoCoMo
	SA#35 completed
	22.101 (CR#0207)

	370031
	Stage 2 for RED
	RED
	S2
	2008-12-11
	50%
	SP-070694
	NTT DoCoMo
	SA#37 WID approved. SA#40 moved to Rel-9. SA#41 Target completion 09/08=>12/08
	23.880, 23.002, 23.060, 23.221, 23.236


SA1 BB:
 
Stage 1 for RED
3

Justification

Big city (e.g. Tokyo in Japan) is densely-populated area has a big gap population density between daytime and night-time. Many users move into a central area of the big city in the morning by jam-packed train. The moving causes burst traffic, especially burst registration traffic around of the centre of the city (e.g. around of Tokyo Loop line).

In the centre of the city, users close to the border of LA/RA are unavailable to access communication service (voice or mail) for certain time period due to congestion caused by burst LAU/RAU.

4

Objective

To specify the requirements for providing the same availability to access communication service to large number of users on the move, changing location/routing area.

The potential solutions should be studied by the technical groups, e.g. RAN2, CT1, GERAN.

5

Service Aspects

Provide the same accessibility to communication services (e.g. voice or mail) to users close to the border of LA/RA in densely-populated area.

The impact on existing procedure should be minimized.

SA2 BB:
 
Stage 2 for RED
3

Justification

Big city such as Tokyo in Japan is densely-populated area and has a drastic change of population between daytime and night-time. For instance, in Tokyo, many mobile users move into a central area in the morning by jam-packed train. This causes burst traffic, especially burst registration traffic around the centre of the city (e.g. around of Tokyo Loop line).

Consequently, users, around the border of LA/RA are unavailable to access communication service (voice or mail) for certain time period due to congestion caused by burst LAU/RAU, regardless if they are in the train or not.
The working item [Unique ID: 350014] was established and has been handled in SA1 WG where already specified a service requirement in TS22.101. It is SA1 WG consensus as it is noted in SA1#37 report SA2 WG should take the responsibility for next 3GPP standardization work with a primary responsibility.

4

Objective

To identify the appropriate solution and specify the necessary function required to satisfy the service requirement. 

5

Service Aspects

This work item shall aim to provide the same user accessibility and user experience of communication services (e.g. voice or mail) around the areas near the LA/RA border.

10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	23.8xx
	Stage2 for Registration in Densely-populated area
	SA2
	
	SA#38
	SA#38
	

	23.880

	Stage 2 for Registration in Densely-populated area (RED); Solution Placeholder
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	23.002
	
	Enhancement on UMTS architecture due to potential impact on e.g., registration area definition. 
	SA#38
	

	23.060
	
	Enhancement on GPRS architecture due to potential impact on e.g., mobility management, identifier, and signalling procedure. 
	SA#38
	

	23.221
	
	Enhancement on architecture requirement for the UMTS and GSM due to potential impact on e.g., mobility management, identifier, and signalling procedure. 
	SA#38
	

	23.236
	
	Enhancement on location management procedure within pool area
	SA#38
	


4.3
End-User Identity (EUI)  UID_370027
Resources:
S1

Status:
SA#38 moved to Rel-9
References
	Document
	Title/Contents

	WID(s)

	SP-070651
	SA1 WID on End-User Identity (EUI)

	
	

	Impacted Specifications

	TS 22.101
	Service aspects; Service principles

	New Dedicated Specifications/Reports

	-
	-


	370027
	End-User Identity
	EUI
	S1
	2008-12-11
	5%
	SP-070651
	Nokia Siemens Networks
	SA#38 moved to Rel-9. 
	

	410024
	Stage 1 for EUI
	EUI
	S1
	2008-12-11
	5%
	SP-070651
	Nokia Siemens Networks
	SA#38 moved to Rel-9. 
	22.101


2

Linked work items

Personal Network Management (PNM) (SP-060574)
Study of Common Profile Storage (CPS) Framework of User Data for network services and management (SP-060263)
3

Justification

At present the market penetration rate of mobile communication services in many countries already exceeds 100 %.  Multi-subscription scenarios imply that the average user of 3GPP networks uses more than one mobile terminal. 

A typical scenario arises when a single person uses multiple terminals over different accesses, potentially using separate subscriptions for each access. 

Relevant use cases have been addressed in the framework of  Personal Network Management (PNM), TS 22.259 without  the introduction of the ‘end-user’ as a new identity in 3GPP. Functionality of PNM is constrained due to this limitation. Insofar handling of various subscriptions belonging to one user can be improved substantially when different identities (and related profiles) can be associated with a single ‘end-user’. This also would allow for correlation of information between the subscriptions, to enable integrated charging, QoS provisioning, handovers as in VCC, or proper inter-working across multiple application layers (access - service - application). 

Thus a means should be developed in 3GPP that allows to identify an “end-user” being associated with one or multiple mobile identities (e.g. IMSIs, IMPIs). 

4

Objective

The objective of this work item is to

· Define the “end-user” in 3GPP. The “end-user” would be a consumer of communication services being associated with identities related to one or multiple subscribers (e.g. IMSIs, MSISDNs, IMPIs, IMPUs, …) and application-specific identities. These identities can belong to different subscriptions.

· Clarify the relationship of the end-user with existing 3GPP entities such as operator and subscriber 

· Create requirements to associate a new identity with an end-user. Data associated with a single end-user need to be addressable both by an end-user identity and more specific identities such as MSISDN. Uniqueness of an end-user identity is only required within the domain of a single operator. This should, however, not preclude potential future use of end-user identities across multiple operator domains.  

The work-item does not impact existing identities that are used in 3GPP or the relationships among them.

The end-user identity is an identity used by the operator and is not visible or used by the user.

5

Service Aspects

Service requirements from existing 3GPP work (e.g. PNM) are taken as a basis to deduce requirements on end-user identification.

7

Charging Aspects

Charging aspects related to the subscriptions that are associated with the end-user may need to be identified.

8

Security Aspects

Introduction of the concept of an end-user shall not compromise security and privacy of the individual 3GPP user or the subscribers that are associated with the end-user. 

Utilizing the concept of an end-user in the context of emergency services may improve (personal) security of the individual 3GPP user.

10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	21.905
	
	Definition of “end-user”
	
	

	22.101
	
	CRs on service requirements for the end-user, relationship with subscription handling
	
	

	
	
	
	
	


4.4
Customized Ringing Signal  (CRS)  UID_380067
Resources:
S1

Status:
SA#40 TS 22.183-100 for Information
References
	Document
	Title/Contents

	WID(s)

	SP-080502
	SA1 WID on Customized Ringing Signal Requirements (CRS)

	
	

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TS 22.183
	Customized Ringing Signal (CRS) requirements; Stage 1


	380067
	Customized Ringing Signal
	CRS
	S1
	2008-12-11
	85%
	SP-080502
	SK Telecom, China Mobile
	SA#39 moved to Rel-9. SA#40 22.183 for Information. SA#41 WID updated SP-070875=>SP-080502

	410025
	Stage 1 for CRS
	CRS
	S1
	2008-12-11
	85%
	SP-080502
	SK Telecom, China Mobile
	SA#40 22.183 for Information.
	22.183


Linked to
TISPAN Customized Multimedia Information Services (UID_370029)
3

Justification

A Customized Ringing Signal (CRS) is a value added service by which an operator enables the subscriber to customize the ringing signal which is played to the called party. Subject to the consent by the terminating party, with CRS, the calling party can configure the preferred text, multimedia clips or other customized ringing will be shown to the callee’s terminal instead of traditional ones. 

This WID is also dealing with the transfer in 3GPP of requirements for Customized Originating Multimedia Information Services from TISPAN stage 1.
4

Objective

The objective of this work item is to specify the service requirements of the CRS in CS CN and IMS including the service requirements related to the transfer in 3GPP for Customized Originating Multimedia Information Services from TISPAN stage 1 (based on user cases and service description of COMIP and COMIF contained in ETSI TR 181 015). 

5

Service Aspects

Service aspects to achieve the service requirements on CRS will be specified.
6

MMI-Aspects

MMI impacts should be studied and documented if needed.

7

Charging Aspects

Requirements for charging should be achieved.

8

Security Aspects

Security aspects should be taken into account and documented. 
10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TS 22.183
	Customized Ringing Signal (CRS) Requirements
	
	
	SA#40 (June 2008)
	SA#42

(December 2008)
	


4.5
Public Warning System (PWS) UID_380057
Resources:
S1

Status:
-
References
	Document
	Title/Contents

	WID(s)

	SP-070876
	SA1 WID on Public Warning System (PWS) Requirements

	
	

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TS 22.268
	Public Warning System (PWS) requirements


This work has a larger scope than Rel-8 Feature UID_370051 (ETWS).

Triggered by TR 22.968 (Study on requirements for an Public Warning System (PWS) service) produced under the Rel‑8 Study UID_320025 (FS_PWS).

	380057
	Public Warning System
	PWS
	S1
	2008-12-11
	0%
	SP-070876
	T-Mobile
	Larger scope than Rel-8 Feature UID_370051 (ETWS). Triggered by TR 22.968 Study UID_320025 (FS_PWS). SA#39 moved to Rel-9

	380058
	Stage 1 for PWS
	PWS
	S1
	2008-12-11
	0%
	SP-070876
	T-Mobile
	SA#39 moved to Rel-9
	22.268


2

Linked work items

Earthquake and Tsunami Warning System (ETWS)

3

Justification

There are many acts of nature and some accidents caused by man that threaten considerable damage and potential loss of life over a wide range of different geographical areas. Some examples are related to severe weather (e.g. hurricane/typhoon, tornado, flood) while others are related industrial activity (e.g. chemical spill, threat of explosion, biological/radiological hazard). When these events occur, it is essential that emergency information from local agencies (e.g. government/public service organisations) is provided to people within the affected areas so actions can be taken to reduce damage and avoid loss of life. 

In some cases, warnings are already made via commercial or government-owned radio or television broadcast facilities. With the significant deployment of cellular mobile networks and their ability to provide broadcast services, warnings can also be transmitted to large numbers of subscribers via their UE who are not listening to radio or TV broadcasts, or may not be within range of a radio or TV broadcast but are within coverage area of their wireless services provider. Support over cellular mobile networks is to supplement other notification methods.

The use of a Public Warning System in GSM and UMTS networks is currently under consideration to various degrees by government agencies in many countries for national or regional use.  In the United States, as of October 12, 2007, the Federal Communication Commission’s (FCC) Commercial Mobile Service Alert Advisory Committee (CMSAAC, see http://www.fcc.gov/pshs/cmsaac/Welcome.html ) completed the recommendations for the requirements, architecture and protocols for a Commercial Mobile Alert Service (CMAS) to be developed  in the United States. The FCC will be using these recommendations as part of a public rulemaking process, and will finalise the United States CMAS rules in April, 2008. The CMSAAC recommendations and final FCC rules will specify the regulatory requirements for a text-based Public Warning System in the United States, and shall serve as the basis for PWS requirements for the United States.

In Europe, the requirements for a Public Warning System and an examination of possible technologies have already been documented in ETSI TS 102 182. 

Hopefully, the time has come such that all 3GPP IMs and OPs are comfortable with proceeding to develop Public Warning System Requirements on a global basis recognizing that regional requirements will differ based on many factors – e.g. what type of ‘events’ require use of the Public Warning System, specifics of national/regional regulations, recommendations from the scientific community, etc. Thus this work item shall also address the regional requirements for this type of service. To the extent that the regulatory requirements and use cases for a public warning service have not been finalized in all regions the results of this work are not applicable for that region. As the recommendations to the FCC for the US PWS requirements are now completed, it is proposed to include, as a minimum, the regional requirements from the US in the initial version of the PWS requirements specification. It is expected that the final FCC ruling will be based substantially on these industry recommendations, however there is a significant possibility that some parts of the recommendations will not be accepted or may changed as part of the FCC rulemaking process. Once regional regulatory requirements are defined in other regions, they can be included in future versions of the PWS requirements specification. 
4

Objective

The objectives of this work item are;

To specify the requirements for a text-based Public Warning System service
As this service is applicable to emergency situations when there is an imminent threat to life or property, requirements should be developed that can be provided over mobile networks in the near-term. Requirements for a multimedia-based Public Warning System service are FFS.

The impacts on current specifications and existing networks by the introduction of this service should be minimised. Support of this service is optional to operators and/or subscribers based on regional requirements and mandates. 

The work will take into account any related work in other bodies. 

5

Service Aspects

This service should be produced with minimal impact on current specifications so minimising the impact on existing networks. It is also desirable that this service be provided using low cost and simple mechanisms based on those available within existing mobile networks. Given the service may require new functionality in the UE, it is not a requirement for the existing UEs support this service.

These requirements should also address how a public warning message interacts with other services that may be in use at the time when the message is received (e.g. during a voice call).
6

MMI-Aspects

Alerts or warning messages should be provided to users in a way that distinguishes them from non-PWS messages.
7

Charging Aspects

Operators shall have the capability to not charge subscribers.

8

Security Aspects

It shall be necessary to minimise the ability to spoof public warning messages and to provide a means for the recipient to authenticate source of the public warning message.

10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	Ts 22.XXX
	Public Warning System Requirements  (PWSR)
	SA1
	
	SA#40
	SA#41
	

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	
	
	
	
	


4.6
Network Selection for non-3GPP Access (N3GTONSP) UID_380062
Resources:
S1,C6
Status:
SA#38 WID approved. SA#39 exception granted to Jun 2008. S1#40: 06/08=>12/08. SA#40 moved to Rel-9
References
	Document
	Title/Contents

	WID(s)

	SP-070874
	SA1 WID on Network Selection for non-3GPP Access

	
	

	Impacted Specifications

	TS 22.011
	Service accessibility

	TS 22.234
	Requirements on 3GPP system to Wireless Local Area Network (WLAN) interworking

	TS 21.111
	USIM and IC card requirements (CT6)

	TS 31.101
	UICC-terminal interface; Physical and logical characteristics (CT6)

	TS 31.102
	Characteristics of the Universal Subscriber Identity Module (USIM) application (CT6)

	TS 31.103
	Characteristics of the IP Multimedia Services Identity Module (ISIM) application (CT6)

	
	

	
	

	
	

	
	

	New Dedicated Specifications/Reports

	-
	-


Triggered by TR 22.912 (Study into network selection requirements for non-3GPP access) produced under the Rel‑8 Study UID_340033 (FS_N3GtoNSP) and TR 22.937 (Requirements for service continuity between mobile and Wireless Local Area Network (WLAN) networks) produced under the Rel‑8 Study UID_340035 (FS_SMLSWLAN).
	380062
	Network Selection for non-3GPP Access 
	N3GtoNSP
	S1,C6
	2008-12-11
	0%
	SP-070874
	Telefonica O2
	Triggered by TR 22.912 Study UID_340033 (FS_N3GtoNSP) and TR 22.937 Study UID_340035 (FS_SMLSWLAN). SA#38 WID approved. SA#39 exception granted to Jun 2008. SA#40 moved to Rel-9

	380162
	Stage 1 for N3GtoNSP
	N3GtoNSP
	S1
	2008-12-11
	0%
	SP-070874
	Telefonica O2
	09/08 created to cover SA1 issues
	22.011

	380262
	CT6 issues for N3GtoNSP
	N3GtoNSP
	C6
	2008-12-11
	0%
	SP-070874
	Telefonica O2
	09/08 created to cover CT6 issues
	22.234, 21.111, 31.101, 31.102, 31.103


3

Justification

...

Appropriate Change Requests need to be produced in order to realise the requirements documented. A new WID is therefore required to allow this. 

4

Objective

To allow the production of appropriate CRs to 3GPP Stage 1 TSs

5

Service Aspects

Services may affect which non-3GPP network is selected. 

6

MMI-Aspects



Presentation of non-3GPP networks to the user and user selection of non-3GPP networks.

8

Security Aspects



Security of the non-3GPP network identifier needs to be considered.

10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	TS 22.011
	
	Service Accessibility
	SA#39
	

	TS 22.234
	
	Requirements on 3GPP system to WLAN interworking
	SA#39
	

	TS 21.111
	
	
	CT#40
	

	TS 31.101
	
	
	CT#40
	

	TS 31.102
	
	
	CT#40
	

	TS 31.103
	
	
	CT#40
	


4.7
Enhancements to Multimedia Priority Service (ePRIOR) UID_390073
Resources:
S1

Status:
SA#40 Stage 1 completed.
References
	Document
	Title/Contents

	WID(s)

	SP-080051
	SA1 WID on Enhancements to Multimedia Priority Service Requirements

	
	

	Impacted Specifications

	TS 22.153
	Multimedia priority service

	New Dedicated Specifications/Reports

	-
	-


This work is a continuation of the Rel-8 Feature Multimedia Priority Service work items (PRIOR)  UID_340044.

	390073
	Enhancements to Multimedia Priority Service
	ePRIOR
	S1
	2008-06-05
	100%
	SP-080051
	Telcordia
	Continuation of Rel-8 Feature PRIOR  UID_340044. SA#40 Stage 1 completed.

	390074
	Stage 1 for ePRIOR
	ePRIOR
	S1
	2008-06-05
	100%
	SP-080051
	Telcordia
	SA#39 WID approved. SA#40 completed
	22.153


3

Justification

Requirements for Multimedia Priority Service have been specified in TS 22.153. Enhancements to TS 22.153 are needed to support an additional optional service invocation method for authentication/authorization purposes.

4

Objective

To develop the required change requests to TS 22.153 to specify enhancements to the requirements for Multimedia Priority Service. 

5

Service Aspects
An optional service invocation using an input string is needed to invoke MPS. 

10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications


	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	22.153
	
	Enhancements to Multimedia Priority Service
	SA#40
	

	
	
	
	
	


4.8
Support of Personal Area Networks and Enhancements to Personal Network Management (PAN_EPNM) UID_400031
Resources:
S1

Status:
SA#40 Stage 1 completed.
References
	Document
	Title/Contents

	WID(s)

	SP-080430
	SA1 WID on Support of Personal Area Networks and Enhancements to Personal Network Management

	
	

	Impacted Specifications

	TS 22.259
	Service requirements for Personal Network Management (PNM); Stage 1

	New Dedicated Specifications/Reports

	-
	-


	400031
	Support of Personal Area Networks and Enhancements to Personal Network Management
	PAN_EPNM
	S1
	2008-06-05
	100%
	SP-080430
	Vodafone
	SA#40 WID approved & Stage 1 completed 

	400043
	Stage 1 for PAN_EPNM
	PAN_EPNM
	S1
	2008-06-05
	100%
	SP-080430
	Vodafone
	SA#40 Stage 1 completed 
	22.259


2

Linked work items

SIM/USIM Re-use ??
3

Justification

Rel-7 Study on All-IP Network (FS_AIPN)  UID_31059 resulted in TR 22.978 (All-IP network (AIPN) feasibility study).

In the context of this feasibility study requirements on prospective Personal Networks and Personal Area Networks were discussed and considered for progress even beneficial for deployment in a mixed CS/PS domain, independent from AIPN or its successor EPS. 

This Work Item is to address such requirements and cater for creation of respective specifications. 
“Personal Network:  A Personal Network, in the context of AIPN, consists of more than one device (terminal or server provided by the AIPN operator) under the control of one user providing access to the AIPN. These devices are interconnected by the AIPN such that the user perceives a continuous secure connection regardless of their relative locations. The user controls the PN using facilities provided by the AIPN.”

Why this feature: Already now, many subscriber own more than one terminal and subscription, e.g. ordinary handset for telephony, car phone, PDA for emails when on the move, data card with laptop for work when in semi-stationary mode. Although those devices mainly taken for particular usage, many are able to support more than one sort of services, e.g. telephony is supported by all but the data card. Customers may not carry always their full set of “gadgets”, but still want to be reachable. Management for the user by setting forwarding options, switch on and off terminals, providing partners with multiple addresses is not very customer friendly. The Personal network will provide the efficient means for the customer to manage their terminals.

“Personal Area Network:  A Personal Area Network (PAN), in the context of AIPN consists of more than one device (terminal) controlled by, and physically close to, the same user (person). All the devices within a PAN use the same USIM.  These devices are connected together using internal PAN means.  The user obtains services from the AIPN using his multiple devices which all access the users USIM through the PAN to gain access to the AIPN. The user controls the PAN directly.”

Why this feature: Complimentary to the Personal Network, customers use devices which are capable to support certain services, but neither they are equipped with USIM nor with the radio access means, e.g. a PDA or laptop might be better suited to play a video stream with reasonable quality that a 3G phone with very limited screen size. Current interconnection means between auxiliary devices and 3G terminals are very much of a proprietary nature and come with security constrains, e.g. for setting up a session via an auxiliary device.

4

Objective

· To specify the necessary means to provide for: Personal Area Networks (PAN).

CS and PS services shall be supported.

To enhance the existing Personal Network work item.

5

Service Aspects

Originating and terminating services shall be available via PN and PAN functionality in an easy-to-use manner without compromising reachability.

7

Charging Aspects

The availability and the invocation of the features may incur charges.

10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	
	
	
	
	

	22.259
	
	
	
	R9 version created, no additional stage 1 work is foreseen

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


4.9
Multi-Media Telephony Service enhancements (eMMTel) UID_400032
Resources:
S1

Status:
SA#40 WID approved
References
	Document
	Title/Contents

	WID(s)

	SP-080503
	SA1 WID on Multi-Media Telephony Service enhancements (eMMTel)

	
	

	Impacted Specifications

	TS 22.173
	

	New Dedicated Specifications/Reports

	-
	-


	400032
	Multi-Media Telephony Service enhancements
	eMMTel
	S1
	2009-03-12
	5%
	SP-080503
	France Telecom
	SA#41 WID updated SP-080324=>SP-080503

	400044
	Stage 1 for eMMTel
	eMMTel
	S1
	2009-03-12
	5%
	SP-080503
	France Telecom
	SA#41 WID updated SP-080324=>SP-080503
	22.173


3

Justification

The previous Releases of 3GPP (especially Releases 7 and 8) allowed the definition of conversational services applicable to network IMS. Thus 18 services were studied in the last version of the document 3GPP TS 22.173 V8.3.0 “Multi-media Telephony Service and supplementary services; Stage 1 ":  

All these services provide the basis of real time conversational communication.

The specifications are based on the existing services on PSTN and ISDN and maintain a high degree of interoperability with legacy network services, and similarity with existing services from the user point of view. This is a first step and is now completed with Release 8.

The second stage corresponds to adding enhancements to these existing services by utilising the flexibility of the IMS.
4

Objective

The objective of this work item consists of adding enhancements to the existing services in TS 22.173, to take advantage of the new environment and to provide more friendly services. The enhancements will enable:

· dynamic blocking of incoming calls/communications from specific users (identities);

· user control of lists (allowing and preventing) invocation of specific supplementary services

· supplementary service invocation by date (in addition to time);

· user control of options for busy and no reply supplementary service invocation;

· user control and interrogation of invoked supplementary services;

· clarification of applicability of PNM to MMTel;

· clarification of existing means to control context based information.

The WI shall provide an update to TS 22.173 Rel-8 to enhance the existing features for Release 9. A high degree of interoperability with legacy networks shall be maintained, but the interactions with users and user applications will be enhanced. 
Co-ordination with other bodies (e.g. OMA) is envisaged.
5

Service Aspects

Service aspects to achieve enhancements will be specified.
6

MMI-Aspects

MMI impacts should be studied and documented if needed.

8

Security Aspects

Security aspects should be considered and documented if needed. 
10
Expected Output and Time scale (to be updated at each plenary) 

	Affected existing specifications
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	22.173
	
	
	SA#42
	

	
	
	
	
	


4.10
User Data Convergence (UDC) UID_400034
Resources:
S1

Status:
SA#40 WID approved.
References
	Document
	Title/Contents

	WID(s)

	SP-080448
	SA1 WID on User Data Convergence (UDC)

	
	

	Impacted Specifications

	TS 22.101
	Service aspects; Service principles

	New Dedicated Specifications/Reports

	TR 22.985
	User Data Convergence


Triggered by TR 32.808 (Telecommunication management; Study of Common Profile Storage (CPS) Framework of User Data for network services and management) produced under the Rel‑8 SA5 Study UID_320006 (OAM7-CPS).
This work is linked to Rel-9 Feature End-User Identity (EUI)  UID_370027.
	400034
	User Data Convergence
	UDC
	S1
	2009-03-12
	30%
	SP-080448
	China Mobile
	Triggered by SA5 Study Common Profile Storage (CPS) UID_320006 (OAM7-CPS) TR 32.808. SA#40 WID approved. Linked to End-User Identity (EUI)  UID_370027

	400046
	Stage 1 for UDC
	UDC
	S1
	2009-03-12
	30%
	SP-080448
	China Mobile
	
	
	22.985, 22.101


3

Justification

With the increase of service entities and the resulting user data types, user data convergence is required to ensure the consistency of storage and data models. User data convergence will simplify overall network topology and interfaces, overcome the data capacity bottleneck of a single entry point, avoid data duplication and inconsistency and reduce CAPEX and OPEX. Also it will simplify the creation of new services and facilitate service development and deployment though a common set of user data.  Finally it will promote service and network convergence to support the increasing number of new services including Internet services and UE applications. In this regard, a new facility User Data Repository should be considered for user data convergence. 

In UDC, all the user data is stored in a single User Data Repository allowing access from core and service network entities. For the sake of high performance, reliability, security and scalability, the entity of the User Data Repository may consist of a network of different components distributed geographically, and exposes capabilities via open interfaces in multiple access entry points.

Therefore, requirements on UDC should be identified and detailed through technical standards in SA1, based on which further specifications on architecture, interface and protocol can be addressed.

4

Objective

The objective of UDC work item is to,

1) Categorize the user data of services which would be converged in UDC.

2) Identify the requirements on the common data model framework with focus on extensibility.

3) Identify the requirements on the UDC for the support of new services including their provisioning.

5

Service Aspects


User data converged may be utilized by applications authorized by the operators.

8

Security Aspects

Before further work is progressed in SA3, high level requirements should be identified by SA1 to avoid downgrading current security for existing databases and services.   

10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR22.9xx
	User Data Convergence
	SA1
	
	SA#42
	SA#43
	Affected TSs including the following will be identified.

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	22.101
	
	User Data Convergence
	SA#43
	CRs might be introduced when it is justified.

	
	
	
	
	


4.11
Enhanced Home NodeB / eNodeB (EHNB) UID_400035
Resources:
S1,S2
Status:

References
	Document
	Title/Contents

	WID(s)

	SP-080449
	SA1 WID on Enhanced Home NodeB / eNodeB (EHNB)

	SP-080636
	SA2 WID on Architecture aspects of EHNB

	Impacted Specifications

	TS 22.011
	Service accessibility (move clause 8 to the new TS)

	TS 23.401
	

	TS 23.402
	

	TS 23.060
	

	
	

	New Dedicated Specifications/Reports

	TS 22.220
	Service requirements for Home NodeBs and Home eNodeBs

	TR 23.8xy
	Architecture Aspects of HNB/HeNB

	
	

	
	

	
	


This work is a continuation of the Rel-8 Feature Home NodeB / eNodeB (HomeNB) UID_380065.
	400035
	Enhanced Home NodeB / eNodeB
	EHNB
	S1,S2
	2009-06-18
	12%
	SP-080449
	Continuation of Rel-8 Feature Home NodeB / eNodeB (HomeNB) UID_380065

	400047
	Stage 1 for EHNB
	EHNB
	S1
	2008-12-11
	30%
	SP-080449
	22.220, 22.011

	410026
	Architecture aspects of EHNB
	EHNB
	S2
	2009-06-18
	0%
	SP-080636
	23.8xy (Architecture Aspects of HNB/HeNB), 23.401, 23.402, 23.060


3

Justification

In Release 8 3GPP has specified the basic functionalities for the support of Home Node B (HNB) and Home eNodeB (HeNB). This work item aims to build on these foundations and add further functionalities that will enable the mobile operators to provide more advanced services as well as improving the user experience. There is no change on the underlying assumptions made in Release 8, that is:

· HNB and HeNB will be deployed as small UTRA and EUTRAN cells, respectively in domestic, small office and similar environment

· The HNB and HeNB interconnects with the 3G core and Evolved Packet Core respectively over a fixed broadband access network (e.g. DSL, Cable, etc.).

· Full mobility into and out of a HeNB coverage will be supported including service continuity where applicable.

· Operators and owners of HeNB and HNB will be able to control the access to the resources provided.

This work item will focus on security, quality of service, charging and access restrictions Home NodeB and Home eNodeB will share several requirements.

4

Objective

This work will continue the activity started in Release 8 and will develop common and, when necessary, specific requirements for both Home NodeB/eNodeB access systems.

Using as baseline the requirements on HNB / HeNB, included in TS 22.011, the aim of this work item is to consolidate all the requirements in a new stage 1 specification.

Consideration will be given, but not limited, to the following:

· Home NodeB UTRA access to 3G services;

· Home eNodeB E-UTRA access to Evolved Packet System services;

· Support of  PWS, ETWS;

· Operational requirements for compliance with Radio communications license conditions;

· Authentication of Home NodeB/eNodeB as well as of the registered location;

· QoS requirements when interworking with Home Gateways – specified by TISPAN WG5 – for connecting (e.g. via xDSL) with the core network. QoS provided to users and possible categorization of users.

· Plug and play (usability) aspects and self-organization requirements.

· Requirements for customizing services for HNB/HeNB e.g. over DSL or cable.
· Support of guest users.
· Roaming aspects.
· Support of HeNB in the corporate environment.
· Support of legacy terminals
5

Service Aspects

Service requirements may result from the need of tailoring some services for access from  Home NodeB and Home eNodeB, taking into account access capabilities and possible limitations e.g. QoS and bandwidth restrictions. Examples of services that may be applicable include Public Warning System, MBMS. 

7

Charging Aspects

Consideration should be given to differential charging for different classes of subscriber e.g. the owner of the Home NodeB/eNodeB and authorised ‘visiting guest’ subscribers.

8

Security Aspects

For the deployment of Home NodeB/eNodeB security requirements may need to be examined by SA3.   

10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TS 22.xxx
	Service requirements for Home NodeBs and Home eNodeBs
	SA1
	
	SA#41
	SA#42
	

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	22.011
	
	Transfer of section 8 to the new TS
	
	

	
	
	
	
	


Architecture aspects of EHNB  UID_410026
2

Linked work items

· Study on Home (e)NodeB Security (SA3)

· Study of Self-Organizing Networks (SON) related OAM interfaces for Home NodeB (SA5)

· Support of UTRA HNB (RAN2)

· WID HNB/EHNB Rel-8 (SA1)

· UTRAN Architecture for 3G HNB deployment (RAN3)

· WID on Enhanced Home NodeB / eNodeB for Rel-9 (SA1)
· CSG and Idle Mode Mobility for LTE Home eNodeB
· CSG and Idle Mode Mobility for 3G Home NodeB
3

Justification

SA1 has defined the HNB/HeNB requirement and agreed that the HNB/HeNB provides services to members of Closed Subscriber Groups (CSG), and membership, including temporary membership, of CSGs is managed by both the registered owner of the HNB/HeNB and the network operator. Moreover, SA#40 has agreed a new WID on Enhanced Home NodeB / Home eNodeB with the goal to consolidate the service requirements in a new stage 1 specification for Rel-9.

The RAN3 study on the deployment of the 3G Home Node B in UTRAN concluded that the support of the 3G Home Node B could be ensured in principle within the framework in the UTRAN architecture defined in TS 25.401, with the support of legacy UEs and legacy core networks. However, the expected UTRAN UE mobility performance would be quite poor because in UTRAN the mobility and access control handling was not designed with 3G HomeNodeB in mind. 

It is expected that similar problems will arise in LTE if it is allowed that LTE capable UEs exist that are not aware of the HeNB / CSG. Therefore, RAN2 has developed concepts to improve this handling for LTE introducing CSG ID and whitelist concepts. The support of Home eNodeB concept is currently captured within the scope of LTE WID and work is still ongoing.

RAN2 has also initiated a WI to improve the 3G UE performance for Rel8 also supporting the CSG ID and whitelist concepts.

CT1 has also recently initiated two Work Items for HeNB and 3G HNB support.

SA5 is preparing TR32.821, which is studying the SON OAM architecture for both home NodeB and home eNodeB, differences between the SON OAM architecture for these and for the macro NodeB/eNodeB, and making preparation for a later implementation work item.
The introduction of these new concepts will improve UE performance and UE battery life time for new terminals supporting this CSG concept. It is also important that legacy mechanisms for 3G Home NB and UEs co-exist with any new concepts to ensure pre-Rel-8 UTRAN UE will be supported.

3GPP has currently not defined CSG architecture for the support of CSG concept in 3G HNB, HeNB, CN/EPC and UE. To progress the standardization of CSG concept in affected WGs it is necessary for SA2 to study a CSG architecture and the CSG and whitelist support.

Hence this Work Item is proposed in order to perform this work.

The SA2 work should be phased in a manner to document, in the first phase, the work ongoing in other WGs and identify any outstanding issue not properly addressed in Rel-8. In a second phase, SA2 should carry out the architecture work addressing the remaining aspects of Home NodeB / eNodeB according to SA1 requirements.

4

Objective

The objective of this work item is to study the architecture aspects for 3G HNB and HeNB in the following areas:

· distribution of functions on network nodes for 3G HNB and LTE HeNB support

· architecture support of CSGs and whitelist handling

· architecture support of security, authentication and discovery processes related to 3G HNB / HeNB  

· architecture support of mobility and Access Control 

· identification of Rel-8 impacts of 3G HNB

In the first phase, a TR describing the overall concepts and architecture aspects of 3G HNB and HeNB will be created. The initial focus of this TR will be to identify the aspects addressed in other WGs as part of their already ongoing work, in order to avoid inter-Release compatibility issues at a later stage.

In the second phase, the enhancements required in the future can be developed according to SA1 requirements. At this time a decision will be needed whether to create a separate TS for 3G HNB / HeNB, or whether CRs to existing specifications are sufficient. The TR will be kept to serve as a documentation of the overall 3GPP HeNB / HNB concept and architecture.

RAN architecture work that is being performed in RAN3 concerning 3G HNB and HeNB, will be taken into account in the overall architecture appropriately.

10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	23.8xy
	Architecture Aspects of HNB / HeNB
	SA2
	
	SA#43
	SA#44
	This is for the aspects as considered in existing WIDs in other WGs and the enhancements according to SA1 requirements

	Affected existing specifications
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	23.401
	
	Procedures and Information flows as per WID objectives 
	SA#44
	Subject to the findings in the above TR

	23.402
	
	Procedures and Information flows as per WID objectives 
	SA#44
	Subject to the findings in the above TR

	23.060
	
	Procedures and Information flows as per WID objectives 
	 SA#44
	Subject to the findings in the above TR


4.12
Protection against Unsolicited Communication for IMS (IMS_PUCI) UID_410027
Resources:
S1,S3
Status:

References
	Document
	Title/Contents

	WID(s)

	SP-080482
	SA3 WID on Protection against Unsolicited Communication for IMS (PUCI)

	Impacted Specifications

	TS 22.228
	

	
	

	New Dedicated Specifications/Reports

	TR 33.8xy
	(SA3) Study of Mechanisms to prevent unsolicited Communication

	
	


	410027
	Protection against Unsolicited Communication for IMS (PUCI)
	IMS_PUCI
	S1,S3
	2009-06-18
	0%
	SP-080482
	NEC
	SA#41 SA3 WID approved (Stage 1 commitment in SA1 LS in SP-080523). Check related work in OMA Categorization Based Content Screening

	410028
	Stage 1 for PUCI
	IMS_PUCI
	S1
	2009-06-18
	0%
	SP-080482
	NEC
	SA#41 SA3 WID approved 
	22.228

	410029
	SA3 work on PUCI
	IMS_PUCI
	S3
	2009-06-18
	0%
	SP-080482
	NEC
	SA#41 SA3 WID approved 
	TR 33.8xx (Study of Mechanisms to prevent unsolicited Communication)


Solution should be developed for protecting targeted recipient and system against real-time- (e.g. VoIP) and non-real-time (e.g. deferred messaging) unsolicited communication (or in other words, spam) in IMS.

2

Linked work items

Related WIs within and outside 3GPP are:

· Security Enhancements for IMS (IMS-Sec), UID: 360017

· Consumer protection against spam and malware (CPSMal), UID: 320026

· TISPAN WG7: Feasibility study of prevention of unsolicited communications in the NGN, WI07025

· OMA: Categorization Based Content Screening
· ITU X.1231: Requirement on countering spam, TD 2496
· Identification of Advanced Requirements for IP Interconnection of Services (IPXS), UID: 380083
3

Justification

In the e-mail environment the instance of spam – the common name used to refer to bulk Unsolicited Communication (UC) where the benefit is weighted in favour of the sender – has proliferated in recent years. This development hinges upon the fact that setting up of communication (e.g. e-mail) to numerous recipients can be automated easily at no or negligible cost to the sender. Since the same is true also for IMS based communication (e.g. for IMS VoIP) – especially when IMS peering on a global scale starts to emerge – there is a real threat that UC will occur also in mobile communications networks developed by 3GPP. UC can thus jeopardize the success of IMS and have strong impact on mobile operator’s business especially because IMS is expected to provide core services like voice. Therefore, a solution should be developed against UC in IMS that protects end customers and operator services.
With the above issues in mind UC prevention solutions are being developed in several standardization bodies listed under Section 2. OMA is developing solutions on Categorization Based Content Screening (CBCS), which is limited to offline checking of stored content, as opposed to real-time evaluation during session establishment proposed in this WID. TISPAN has already concluded a general feasibility study on preventing UC in the NGN in TR 187 998 and will now specify UC prevention solutions that handles specific issues related to TISPAN access, but not that related to common IMS. Appendix A illustrates the scope of the ongoing work in TISPAN. 

3GPP has the responsibility to take care of the common IMS part. As unsolicited communication are expected to target in particular IMS services, a solution for protection against UC in common IMS should be developed by 3GPP SA3. Protection against UC in IMS is considered a stand-alone feature that neither overlaps nor is linked to other IMS activities like authentication/authorization and media plane security. Hence, a focused work item addressing only the UC thread across the relevant 3GPP working groups is recommended.  
3GPP can enhance the study done by TISPAN and develop solutions from there on. Furthermore, previous work in SA3, done under the CPSMal WI that focused on SMS and MMS spam, shall be taken into account. 

4

Objective
The objective is to develop solutions to protect the terminating party from receiving unsolicited communication of any form. Further the objective is to develop a service agnostic solution that can protect already standardized IMS services, and equally be applied to future IMS services with no or little modification. This activity will build on the study done in TISPAN TR 187 009 on “Feasibility study of prevention of unsolicited communications in the NGN”.

· Requirements for protecting users/customers against spam shall be formulated starting from the study in TISPAN WI07025 (TR on “Feasibility study of prevention of unsolicited communications in the NGN”), taking into account the needs of the end-user, the operator, as well as regulatory bodies.
· Necessary 3GPP functionality to prevent unsolicited communication in IMS shall be specified. It is expected that SA3 will develop the security solutions and communicate with other relevant working groups if and when required.
SA3 will first develop a TR. Based on the TR a TS will be developed if there is no existing TS where the solution can be added.

The specification shall be aligned with the work of TISPAN which takes care about the impact of UC prevention mechanisms to the non-common-IMS related part. This work shall also be coordinated with ongoing activity in other SDOs (e.g. IETF, ITU, OMA and GSMA).  It is expected that a common solution can be defined for protection against UC in IMS both for 3GPP and TISPAN deployments. 

5

Service Aspects

The proposed work item will allow operators to provide new UC prevention services for IMS to their customers (beyond what is available in today’s network). Furthermore, UC prevention services are expected to give customers more confidence in using existing and future IMS based communication services. 

6

MMI-Aspects

Since UC prevention services may block certain traffic from the recipient user, special care must be taken to allow the user sufficient control over these services. Also regulatory requirements concerning customer protection need to be satisfied.

7

Charging Aspects

It shall be possible to charge a customer for UC prevention services.
10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR 33.xxx
	Study of Mechanisms to prevent unsolicited Communication
	SA3
	
	#43
	#44
	

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	TS 22.228
	
	CR(s): Requirements for spam protection of IMS based services
	
	


4.13
Network Improvements for Machine-type Communications (NIMTC) UID_410030
Resources:
S1
Status:

References
	Document
	Title/Contents

	WID(s)

	SP-080649
	SA1 WID on Network Improvements for Machine-type Communications

	Impacted Specifications

	
	

	
	

	New Dedicated Specifications/Reports

	TS 22.xyz
	Service requirements for machine-type communications

	
	


	410030
	Network Improvements for Machine-type Communications
	NIMTC
	S1
	2009-06-18
	0%
	SP-080649
	KPN
	SA#41 WID approved
	

	410031
	Stage 1 for NIMTC
	NIMTC
	S1
	2009-06-18
	0%
	SP-080649
	KPN
	SA#41 WID approved
	TS 22.xyz (Service requirements for machine-type communications)


4.14
IMS Services Centralization and Continuity (IMS_SCC) UID_410032
Resources:
S1,S2
Status:

References
	Document
	Title/Contents

	WID(s)

	SP-080633
	SA1 Feature WID on IMS Services Centralization and Continuity

	SP-080507
	SA1 BB WID on Inter-Device Transfer – Requirements

	SP-080561
	SA2 BB WID on IMS Service Continuity Enhancements: Service, Policy and Interactions

	SP-080634
	SA2 BB WID on IMS Centralized Services

	Impacted Specifications

	TS 22.101
	

	TS 23.216
	

	TS 23.237
	

	TS 23.292
	

	New Dedicated Specifications/Reports

	TR 23.838
	IMS Service Continuity Enhancements: Service, Policy and Interactions

	TR 23.8xy
	Study on Service Data Synchronization for IMS Centralized Services


	410032
	IMS Services Centralization and Continuity
	IMS_SCC
	S1,S2
	2009-06-18
	0%
	SP-080633
	NEC
	SA#41 WID approved
	

	410033
	Inter-Device Transfer – Requirements
	IMS_SCC-IDT
	S1
	2009-06-18
	0%
	SP-080507
	NEC
	SA#41 WID approved
	22.101

	410034
	IMS Service Continuity Enhancements: Service, Policy and Interactions
	IMS_SCC-SPI
	S2
	2009-06-18
	0%
	SP-080561
	Huawei
	SA#41 WID approved
	23.838 (IMS Service Continuity Enhancements: Service, Policy and Interactions), 23.237, 23.292, 23.216

	410035
	IMS Centralized Services
	IMS_SCC-ICS
	S2
	2009-06-18
	0%
	SP-080634
	Alcatel-Lucent
	SA#41 WID approved
	TR 23.8xy (Study on Service Data Synchronization for IMS Centralized Services), 23.292


3

Justification

In Release 8 3GPP has worked on the specification of the IMS Centralized Services (ICS) and of the IMS Service Continuity (IMS_Cont). These two functionalities allow the IMS to control the service delivery as well as enable services to progress over heterogeneous networks. Due to the tight timeline for Release 8, some of the aspects of these two functionalities have been postponed to the subsequent release. 

This work item intends to provide a framework for all the 3GPP groups to progress the work on ICS and IMS_Cont. Besides refining the already existing functionalities, the aim of this WID is to cover more advanced aspects of IMS services centralization and continuity, some of which are already documented in the Release 8 technical reports. As there is a wide degree of commonality between these two areas (for example, they are both provided by the same application server and are functionalities that can be invoked as part of the same service), this work item will enable to achieve consistency in the activity of  all the TSG SA working groups working on this feature.

4

Objective

For SA1, the objectives include:

- 
Identification of additional IMS Centralized Services requirements

-
Identification of additional Service Continuity requirements, such as for Inter-Device Transfer
- 
Additional BBs, if any, are to be defined by SA1

The SA2 work will be subdivided in following main building blocks:

- 
IMS Service Continuity Enhancements: Service, Policy and Interactions


This BB shall specify solutions to provide enhancements for Rel-8 IMS Service Continuity and for mobility of media components of a session between different devices under the control of the same user.

· IMS Centralized Services

This BB shall specify support of CS video telephony and support of the I1 interface that have been left out of Release 8. In addition, it shall include work on aspects requiring further study (Supplementary Services data synchronization, the management of TAS user configuration data when PS access cannot be used).

For SA3, the objectives are [to be defined by SA3 if any].

For SA4, no particular task is identified. Therefore no particular BB work item is required. A general objective is to identify and implement potential stage 3 updates to the SA4 MTSI (MMTeL) and IMS based PSS and MBMS multimedia codecs and protocols specifications resulting from this work. 

For SA5, the objectives are [to be defined by SA5 if any]. 

5

Service Aspects
Consideration shall be given to attaining a consistent user experience, as well as allowing for management and enforcement of operator policies and user preferences. Heterogeneous access technologies (e.g. UTRAN, E-UTRAN, fixed, I-WLAN) over which the IMS service is provided shall also be taken into account. 

6

MMI-Aspects

A certain degree of standardization with regards to the user interface is seen as beneficial in order to facilitate the use of the services, particularly those requiring complex user interactions such as the inter-device transfer of a media component.

7

Charging Aspects

This work item shall investigate mechanisms needed to achieve the maximum possible level of flexibility in implementing billing solutions for the operators. Care shall be taken that the data needed for the operator’s billing system is recorded with sufficient level of detail. Charging models may also be developed in order to guide the activity. [SA5 to complete this section as appropriate]

8

Security Aspects

Consideration shall be given to security aspects related to Service Continuity (e.g. Inter-Device Transfer) between different devices (e.g. mobile, fixed). [SA3 to complete this section as appropriate]

10

Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR 23.abc
	IMS Service Continuity Enhancements: Service, Policy and Interactions (IMSSCC-SPI)
	SA2
	-
	SA#43
	SA#44
	

	TR 23.8xx
	Study of Service Data Synchronization for IMS Centralized Services
	SA2
	-
	SA#43
	SA#44
	Some material already captured in 23.892, but no conclusion was reached

	Affected existing specifications
[None in the case of Study Items]
	
	

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	22.101
	
	Service Aspects; Service Principles
	SA#42
	- Service Continuity requirements for Inter-Device Transfer

	23.237
	
	IP Multimedia Subsystem (IMS) Service Continuity
	SA#43
	- Inter-Device Transfer

- SC Enhancements and optimizations

- Alignment work

	23.292
	
	IP Multimedia Subsystem (IMS) Centralized Services
	SA#44
	

	
	
	
	
	


Inter-Device Transfer – Requirements (IMSSCC-IDT)  UID_410033
3

Justification

In Rel-8, 3GPP TS 22.101 has addressed service continuity requirements for IMS Centralized Services. At the same time, SA2 has been studying the capability to perform session continuity at IMS level, as well as transfer of media components and session control between different devices (e.g. mobile, fixed). SA2 is planning to specify the architecture for the Inter-Device Transfer in Rel-9. It is therefore necessary for SA1 to specify the service requirements in order to guide the SA2 work.

4

Objective

The objective is the identification of service continuity requirements for Inter-Device Transfer 

In particular, SA1 will specify requirements for:  

· Inter-Device Transfer  of media components

· Transferring media components to target device(s) and the session control to a target device

· Transferring media components to target device(s) whilst keeping their control in the source device.

6

MMI-Aspects

A consistent means for the user to perform Inter-Device Transfer will be recommended. 

7

Charging Aspects

Charging requirements to support Inter-Device Transfer will be taken into account 

8

Security Aspects

Consideration shall be given to security impacts related to the various scenarios of Inter-Device Transfer

10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	22.101
	
	Service Aspects; Service Principles
	SA#42
	- Service Continuity requirements for Inter-Device Transfer


IMS Service Continuity Enhancements: Service, Policy and Interactions (IMSSCC-SPI)  UID_410034
3

Justification

In Rel-8, 3GPP TR 23.893, ‘Feasibility Study on Multimedia Session Continuity’, has studied the general problem of IMS-level multimedia session continuity, including potential enhancements to IMS specifications that can improve the multimedia session continuity experience. Results of the feasibility study have been standardized in 3GPP TS 23.237, ‘IMS Service Continuity’.

Some features (e.g. Inter-Device Transfer, Network-initiated Session Transfer) studied during feasibility study were not standardized in Rel-8 because of time constraints. Also some further enhancements (such as management of operator policy and user preferences, service continuity for speech and video, mid-call services during session transfer for scenarios currently not supported) for Rel-8 IMS Service Continuity are required in order to provide an efficient IMS-level service continuity.

4

Objective

The main objectives are to provide enhancements for Rel-8 IMS Service Continuity and solutions for mobility of media components of a session between different devices under the control of the same user (Inter-Device Transfer) with regards to the following aspects:


- 
For IMS Service Continuity Enhancement:

· Management of operator policy and user preferences;

· Interaction and coexistence with underlying mobility mechanisms and corresponding policies;

· Further capabilities for the support of mid-call services during session transfer, in addition to those defined in 3GPP TS 23.292, TS 23.237 and 3GPP TS 23.216;

· Session Continuity for speech and video.


-
For Inter-Device transfer:

· Inter-Device Transfer scenarios for transferring/retrieval/addition/deletion of media components;

· Transferring media components and the service control to the target device;

· Transferring media components to the target device whilst keeping the service control in the source device.

IMS Service Continuity will be restricted to service continuity using IMS procedures, i.e. mobility mechanisms on the IP-CAN level are not within the scope of this WID. This WID does not overlap with the underlying SAE and SR-VCC features, even though there could be cross-references between the corresponding Technical Specifications. 

The proposed TR is intended to develop solutions for the objectives addressed above, and to come to a resolution of issues identified as part of Rel-08 specification to a state where they can be transferred to normative specifications.

5

Service Aspects
Consistent user experience will be investigated in the cases where users need continuity of services between heterogeneous access systems (e.g. different radio accesses) and between devices.

6

MMI-Aspects

The architecture should enable the user to receive a consistent service experience regardless of changing the access network (e.g. CS domain or IP-CAN) after service continuity or transferring sessions between devices.
7

Charging Aspects

The additional billing/charging impacts should be investigated. Specifically, the ability to generate the appropriate accounting parameters as subscribers move between various access networks is necessary. 
8

Security Aspects

Consideration shall be given to security aspects related to the delivery of IMS Service Continuity between different devices under the control of the same user. 

10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR 23.abc
	IMS Service Continuity Enhancements: Service, Policy and Interactions
	SA2
	
	SA#43
	SA#44
	

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	23.237
	
	IP Multimedia Subsystem (IMS) Service Continuity
	SA#44
	- Inter-Device Transfer

- IMS Service Continuity Enhancements and Optimizations

	23.292
	
	IP Multimedia Subsystem (IMS) Centralized Services
	SA#44
	Alignment work

	23.216
	
	Single Radio Voice Call Continuity (SRVCC)
	SA#44
	Alignment work

	
	
	
	
	


IMS Centralized Services (IMSSCC-ICS)  UID_410035
3

Justification

This Work Item is to document in normative specification(s) the aspects of ICS that have previously been studied and concluded on.

4

Objective

The objective of the Work Item is to complete the aspects of ICS that have been left out of Release 8. The following aspect can be specified directly: -

· Support of CS video telephony

· Support of the I1 interface

The following aspects, though studied in Release 8, require further study and this will be documented in a Technical Report before specification: -

· Supplementary Services data synchronization 
· Management of Telephony Application Server (TAS) user configuration when PS access is not available or is available but cannot be used.
5

Service Aspects
Consideration shall be given to attaining a consistent user experience, and managing and enforcing operator policies as well as user preferences. Heterogeneous access technologies over which the IMS service is provided shall also be taken into account. 

6

MMI-Aspects

A certain degree of standardization with regards to the user interface is seen as beneficial in order to facilitate the use of the services.
7

Charging Aspects

This work item shall investigate mechanisms needed to achieve the maximum possible level of flexibility in implementing billing solutions for the operators. Care shall be taken that the data needed for the operator’s billing system are recorded with sufficient level of detail. Charging models may also be developed in order to guide the activity. 
10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	23.8xx
	IMS Centralized Services study – Phase 2
	SA2
	-
	SA#43
	SA#44
	

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	23.292
	
	IP Multimedia Subsystem (IMS) Centralized Services
	SA#45
	

	
	
	
	
	


5
SA2 Features

5.1
Support for IMS Emergency Calls over GPRS and EPS (IMS_EMER_GPRS_EPS) UID_380064
Resources:
S2
Status:
TR 23.869 for Information.
References
	Document
	Title/Contents

	WID(s)

	SP-080352
	SA2 WID on Support for IMS Emergency Calls over GPRS and EPS

	SP-080562
	SA2 WID on SRVCC support for IMS Emergency Calls

	Impacted Specifications

	TS 22.101
	Service aspects; Service principles (SA1)

	TS 23.060
	General Packet Radio Service (GPRS); Service description; Stage 2

	TS 23.167
	IP Multimedia Subsystem (IMS) emergency sessions

	TS 23.203
	Policy and Charging Control Architecture

	TS 23.221
	Architectural requirements

	TS 23.228
	IMS Stage 2

	TS 23.271
	Functional stage 2 description of Location Services (LCS)

	TS 23.401
	GPRS enhancements for LTE access

	TS 23.402
	Architecture enhancements for non-3GPP accesses

	TS 23.216
	

	TS 23.237
	

	
	

	New Dedicated Specifications/Reports

	TR 23.869
	Support for Internet Protocol (IP) based IP Multimedia Subsystem (IMS) Emergency calls over General Packet Radio Service (GPRS) and Evolved Packet Service (EPS) (SA2)

	TR 23.8bc
	Solutions of SRVCC support for IMS Emergency Calls


	380064
	Support for IMS Emergency Calls over GPRS and EPS
	IMS_EMER_GPRS_EPS
	S2,S1
	2009-06-18
	50%
	SP-080352
	Alcatel-Lucent
	SA#38 WID approved. Moved to Rel-9. SA#40 updated WID SP-070820=>SP-080352. SA#41 Target completion 09/08=>12/08

	410036
	Stage 1 of IMS_EMER_GPRS_EPS
	IMS_EMER_GPRS_EPS
	S1
	2008-12-11
	80%
	SP-080352
	Alcatel-Lucent
	SA#41 record created to cover SA1 Stage 1 work. SA#41 Target completion 09/08=>12/08
	22.101

	410037
	Stage 2 of IMS_EMER_GPRS_EPS
	IMS_EMER_GPRS_EPS
	S2
	2008-12-11
	60%
	SP-080352
	Alcatel-Lucent
	SA#41 record created to cover SA2 work. TR 23.869 for Information. SA#41 Target completion 09/08=>12/08
	23.869, 23.060, 23.167, 23.228, 23.271, 23.203, 23.401, 23.402, 23.221

	410038
	SRVCC support for IMS Emergency Calls
	IMS_EMER_GPRS_EPS-SRVCC
	S2
	2009-06-18
	0%
	SP-080562
	China Mobile
	SA#41 WID approved
	TR 23.8bc (Solutions of SRVCC support for IMS Emergency Calls), 23.216, 23.237


3
Justification

To prepare for meeting regional regulatory requirements for PS based emergency calls, and to remain competitive with other wireless PS technologies (e.g., WLAN and cdma2000), functionality is needed to establish an emergency session in PS mode via GPRS access and the IM CN subsystem..  

Standardized support for IMS Emergency Sessions over EPS (Evolved Packet System) is also required.

4
Objective

The work item objectives are the following:

· Update of requirements on the support of IMS emergency calls over GERAN, UTRAN and E-UTRAN access.

· Specification of the functionality needed to meet the requirements as defined in TS 22.101, 23.167 and other relevant specifications for emergency session handling for IMS emergency calls over the GPRS using GERAN and UTRAN access both in the case where the UE is in normal service mode (e.g., UE has sufficient credentials and is authorized to receive the service) and where the UE is in limited service (e.g. the UE does not have sufficient credentials or is not authorized to receive the service). 

· Specification of the functionality needed to meet the requirements as defined in TS 22.101, 23.167 and other relevant specifications for emergency session handling for emergency calls over the EPS using E-UTRAN access both in the case where the UE is in normal service mode (e.g., UE has sufficient credentials and is authorized to receive the service) and where the UE is in limited service (e.g. the UE does not have sufficient credentials or is not authorized to receive the service). 

· Specify the EPS functionality needed to support IMS emergency call handovers between 3GPP and non-3GPP access. 

(Note: Access network specific impacts for a UE to attach to the non-3GPP access network for emergency calling are out of scope of 3GPP).

· Specify a solution to add EPS support of IMS emergency calls that complies with applicable requirements for provision of location information.

5
Service Aspects

As defined in TS 22.101, 23.167 and other relevant specifications:

6
MMI-Aspects

As defined in TS 22.101 and TS 22.030. It is envisaged that different MMIs will be available to invoke emergency services. 
8
Security Aspects

Implications for emergency access to PS domain & IM CN subsystem without security credentials need to be considered.

10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR 23.8xx
	Support for IMS Emergency Calls over GPRS and EPS
	SA2
	none
	SA 41
	SA 42
	EPS and GPRS solutions and timelines might progress independently.  The TR will document options being investigated and then move agreed solutions into associated TSs with CRs.

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	22.101
	
	Services and System Aspects
	
	If any requirement needs clarification or update

	23.060
	
	General Packet Radio Service (GPRS); Service description; Stage 2
	
	Add required emergency call specific support.

	23.167
	
	IP Multimedia Subsystem (IMS) emergency sessions
	
	Add GPRS and LTE access types

	23.203
	
	Policy and Charging Control Architecture
	
	Add Emergency APN

	23.221
	
	Architectural requirements
	
	To be investigated

(GPRS emergency calls impacts).

	23.228
	
	IMS Stage 2
	
	IMS Emergency Session Support

	23.271
	
	Functional stage 2 description of Location Services (LCS)
	
	Enable LCS support for LTE originated emergency calls

	23.401
	
	GPRS enhancements for LTE access
	
	Add required emergency call specific support

	23.402
	
	Architecture enhancements for non-3GPP accesses
	
	Add required emergency call specific support.

	
	
	
	
	


Abstract of the contribution: This paper proposes to add a building block on SR VCC for IMS Emergency Calls support. 

Work Item Description

Title:

SR VCC support for IMS Emergency Calls

2

Linked work items

SR VCC for 3GPP (Unique ID: 350030)

SR VCC for CDMA2000 1x (Unique ID: 360020)

Study on VCC support for Emergency Calls (Unique ID: 320031)

Control Plane LCS solution for EPS (Unique ID: 380068)

3

Justification
When providing IMS Emergency Calls over EPS, it is required to continue the Emergency Calls when SR VCC handover occurs from E-UTRAN/HSPA to UTRAN/GERAN or from E-UTRAN to CDMA2000 1x, otherwise the regulation is violated.

4

Objective

To specify how to support IMS Emergency Calls handover including both the EPS and IMS aspects in the following cases:

- from E-UTRAN to UTRAN/GERAN CS using SR VCC

Note: If HSPA to UTRAN/GERAN SR VCC solution is part of Rel-8 then solution needs to be developed for the HSPA case as well.

- from E-UTRAN to CDMA2000 1x CS using SR VCC

Some of the IMS aspects studied in the dual radio study on service continuity of emergency calls (320031) may be used as part of the overall solution for SR-VCC for IMS emergency calls.

8

Security Aspects

The security impacts shall be considered.
10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR 23.8bc
	Solutions of SR VCC support for IMS Emergency Calls
	SA2
	
	SA#43
	SA#44
	Results from EPS/PS IMS Emergency Calls and VCC for Emergency Calls will be used.

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]
	
	

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	23.216
	
	Single Radio Voice Call Continuity (SRVCC)
	SA#44
	Support emergency call service continuity

	23.237
	
	IP Multimedia Subsystem (IMS) Service Continuity
	SA#44
	Service Continuity requirements for SRVCC/Emergency

	
	
	Other TS(s) may be added later
	
	

	
	
	
	
	


5.2
Harmonization of Gq'/Rx for Common IMS (IMS_Comm_GqRx_Harm) UID_380071
Resources:
S2
Status:

References
	Document
	Title/Contents

	WID(s)

	SP-070822
	SA2 WID on Harmonization of Gq'/Rx for Common IMS

	Impacted Specifications

	TS 23.203
	Policy and charging control architecture

	New Dedicated Specifications/Reports

	TR 23.822
	Framework for Gq' / Rx harmonization


	380071
	Harmonization of Gq'/Rx for Common IMS
	IMS_Comm_GqRx_Harm
	S2
	2008-12-11
	25%
	SP-070822
	Alcatel-Lucent
	WID approved SA#38. per OPs & ETSI GA 39. This is a joint effort of SA2 and TISPAN2. SA#40 moved to Rel-9. SA#41: Lack of input/work stagnating. Target completion 09/08=>12/08
	23.822, 23.203


2

Linked work items

There will need to be related work in CT3 for the associated protocol work.

3

Justification

ETSI TC TISPAN has discussed at Plenary #15 (24 – 25 October 2007) the way forward on the Gq’ and Rx issue, based on the decisions and recommendations made by 3GPP OPs and the ETSI GA.  TISPAN has agreed to request 3GPP SA2 to begin the work to harmonize the Gq’ and Rx reference points, taking into account impact on architecture and protocol aspects. This work item addresses the need to perform this work in 3GPP on the IMS-facing reference point, and will develop a harmonized Gq’/Rx interface, and provide appropriate CRs.

4

Objective

The objective of this work item is to produce:

· CRs to existing 3GPP specifications that would provide alignment of Gq' and Rx reference points and the protocol aspects as a result of joint analysis. 

As part of the working process, analysis which documents:

· synergies between the Gq' and Rx reference points, 

· impacts on RACS and PCC architectures and the protocol aspects to the extent required for Gq’/Rx harmonization

· rationale and recommendations for the CRs

7

Charging Aspects

Given Rx enables charging correlation and provides necessary input for PCC rules, impact to charging aspects may need to be considered.

8

Security Aspects

Security aspects may need to be considered.
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Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR 23.8xx
	Framework for Gq' / Rx harmonization
	SA2
	
	SA#39
	SA#40
	per OPs & ETSI GA 39

This is a joint effort of SA2 and TISPAN WG2.

	Affected existing specifications
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	23 203
	
	PCC
	SA#40
	


5.3
LCS Control Plane Solution for EPS (LCS_CPS_EPS) UID_400038
Resources:
S2
Status:
SA#40 WID approved.
References
	Document
	Title/Contents

	WID(s)

	SP-080445
	SA2 WID on LCS Control Plane Solution for EPS

	Impacted Specifications

	TS 23.271
	Functional stage 2 description of Location Services (LCS)

	TS 23.401
	General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access

	TS 23.402
	Architecture enhancements for non-3GPP accesses

	New Dedicated Specifications/Reports

	TR 23.891
	Evaluation of LCS Control Plane Solutions for EPS


Triggered by the abandoned Study Evaluation of LCS Control Plane Solutions for EPS (FS_LCS_EPS) UID_380068.
This work is linked to the Rel-9 Feature Support for IMS Emergency Calls over GPRS and EPS (IMS_EMER_GPRS_EPS) UID_380064.
	400038
	LCS Control Plane Solution for EPS
	LCS_CPS_EPS
	S2
	2009-06-11
	0%
	SP-080445
	Polaris Wireless
	SA#40 WID approved. Triggered by abandoned Study UID_380068 (FS_LCS_EPS). Linked to Feature IMS_EMER_GPRS_EPS  UID_380064. 

	400048
	Stage 2 for LCS_CPS_EPS
	LCS_CPS_EPS
	S2
	2009-06-11
	0%
	SP-080445
	Polaris Wireless
	SA#40 WID approved.
	23.891, 23.271, 23.401, 23.402


3

Justification

LCS requirements can be fulfilled by a Control Plane solution, a User Plane solution or a combination of both.  The following LCS capabilities are more appropriately served in the Control Plane environment:

· Obtaining location of UE which does not support User Plane location
· User Plane location may not meet response delay requirements e.g. Emergency services, lawful interception
· Security applications that require avoidance or minimization of  detection and a higher level of accuracy than cell/sector

· Network based location methods that require channel and configuration information that is most readily available in the Control Plane environment

· Provision of LCS by Operators that do not wish to implement only User Plane location, but also Control Plane and/or hybrid approaches as well (e.g., Operators that support Control Plane LCS for 2G/3G 3GPP access networks)

4

Objective

The objectives are: 1) to develop a LCS Reference Architecture for EPS and 2) to provide Core Network capability consistent with the requirements specified in TS 22.071. A design goal will be to minimize LCS unique changes subject to meeting stated regulatory requirements.

Radio signal measurements and/or position methods for E-UTRAN are considered by TSG RAN.    

Specification changes identified during this work will be introduced by means of CRs to the appropriate specifications after the solutions are agreed and mature

8

Security Aspects

The security aspects of possible alternative(s) will be investigated.
10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR 23.8xx
	Evaluation of LCS Control Plane  Solutions for EPS
	SA2
	
	SA#43
	SA#44
	The TR will document architecture options being investigated and then move agreed solutions into associated TSs with CRs.

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	23.271
	
	Stage 2 description of LCS
	SA#44
	User Plane LCS timeline can progress independently of Control Plane.  

	23.401
	
	General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access
	SA#44
	

	23.402
	
	Architecture enhancements for non-3GPP accesses
	SA#44
	Impacts will not include any positioning determination mechanisms in non-3GPP Access Networks.


5.4
MBMS support in EPS (MBMS_EPS) UID_400039
Resources:
S2
Status:
SA#40 WID approved.
References
	Document
	Title/Contents

	WID(s)

	SP-080442
	SA2 WID on MBMS support in EPS

	Impacted Specifications

	TS 23.246
	Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional description

	New Dedicated Specifications/Reports

	-
	-


	400039
	MBMS support in EPS
	MBMS_EPS
	S2
	2009-06-11
	0%
	SP-080442
	China Mobile
	SA#40 WID approved. 
	

	400040
	Stage 2 for MBMS_EPS
	MBMS_EPS
	S2
	2009-06-11
	0%
	SP-080442
	China Mobile
	SA#40 WID approved. 
	23.246


3

Justification

E-UTRAN provides a high-data-rate, low-latency and packet-optimized radio-access technology, which is used for point-to-point services. TSG RAN has already started to specify MBMS functionality for E-UTRAN, including for example MBSFN operation. 

Accordingly, mechanisms for support of MBMS services in EPC are needed to provide MBMS services over E-UTRAN. In addition to that when GERAN/UTRAN are served by EPC, it is necessary to specify how EPC is going to provide MBMS services over these accesses as well.

4

Objective

The objective of this work is to specify the architecture and procedures or procedure enhancements for functionality to support MBMS over E-UTRAN/UTRAN/GERAN accesses served by EPC for:

 Evolved Broadcast transmission mode
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Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]
	
	

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	TS23.246
	
	Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional description
	TSG SA#44 (June/2009)
	


8
RAN Features

8.1
Improvements of the Radio Interface (RInImp9) UID_410023
8.1.1
LCR TDD UE OTA Performance Requirements UID_410017
Resources:
R4
Status:


References
	Document
	Title/Contents

	WID(s)

	RP-080744
	RAN4 WID on LCR TDD UE OTA Performance Requirements

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 25.8xy
	LCR TDD UE OTA performance requirements


	410017
	LCR TDD UE OTA Performance Requirements
	RInImp9-RFLCROTA
	R4
	2009-03-13
	0%
	RP-080744
	RITT
	RAN#41 WID approved RP-080744
	TR 25.8xy (LCR TDD UE OTA performance requirements)


Introduction
UE antenna OTA performance and test requirements have been under consideration in RAN4 and RAN5 more than one year [1-2],As one of main series standards of 3G, the core network and UE technique have been development greatly in China. 

It’s time to study LCR TDD UE OTA performance deeply. So it can save network cost and promote network service quality. We can use for reference the experience of 2G network and terminal technique.

As we know, the output power of base station of LCR TDD is smaller than GSM and WCDMA and the uplink technology is more complicated. Therefore TRP and TIS requirements need study specially.
This contribution attempts to provide input to planning of the work item for LCR TDD UE OTA performance requirements.

3. Justification
LCR TDD UE OTA performances play important roles on 3G mobile communication system. If it is not considered, system performance in more practical ways will be lost.
4. Objective
The objective of the work item is to create LCR TDD UE OTA performance requirements. It should include developing:
· LCR TDD UE OTA model.

· LCR TDD UE OTA performance requirements based on the OTA model.
· LCR TDD UE OTA performance limit
10.
Expected Output and Time scale

	New specifications

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR 25.XXX
	LCR TDD UE OTA performance requirements
	WG4
	
	
	RAN#43
	


Reference
[1]  TR25.114  
3rd Generation Partnership Project;Technical Specification Group Radio Access Network;
User Equipment (UE) and Mobile Station (MS) over the air performance requirements
[2] TS34.114 3rd Generation Partnership Project; Technical Specification Group Radio Access Network; User Equipment (UE) / Mobile Station (MS) Over The Air (OTA) antenna performance;  Conformance testing
 [3]  R4-071393 New work item proposal for development multiple antennas UE OTA performance requirements
[4]  R4-070796 Discussion on TRS and TRP performance requirement in the condition of UE with multiple Non-WCDMA UE antennas
8.1.2
UMTS 1880 MHz TDD LCR UID_410018
Resources:
R4
Status:


References
	Document
	Title/Contents

	WID(s)

	RP-080757
	RAN4 WID on UMTS 1880 MHz TDD LCR

	Impacted Specifications

	TS 25.102
	

	TS 25.105
	

	TS 25.113
	

	TS 25.123
	

	TS 25.142
	

	TS 34.124
	

	TS 25.307
	

	New Dedicated Specifications/Reports

	-
	-


	410018
	UMTS 1880 MHz TDD LCR
	RInImp9-UMTS1880TDD
	R4
	2009-06-11
	0%
	RP-080757
	CATT
	RAN#41 WID approved RP-080757
	25.102, 25.105, 25.113, 25.123, 25.142, 34.124, 25.307


3

Justification

In China the band 1880-1920MHz was allocated to LCR TDD. It is proposed to set up a work item to study related requirements for introduction of this band into 3GPP specifications.
4

Objective

The purpose of this work item is to generate necessary information for 1.28Mcps TDD system operation in the band 1880-1920MHz. Detail information is shown below:

· Generate CRs to update the appropriate RAN4 specifications
· TSG RAN WG2 – to study any signalling issues related to UMTS 1880MHz. 

· Any additional related issues.
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Expected Output and Time scale 
	New specifications

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	
	
	
	
	
	
	

	
	
	
	
	
	
	

	Affected existing specifications

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	25.102
	
	UE Radio transmission and reception (TDD)
	RAN#43
(Mar 2009)
	

	25.105
	
	UTRA (BS) TDD; Radio transmission and reception
	RAN#43
(Mar 2009)
	

	25.113
	
	Base Station Electromagnetic compatibility 
	RAN#43
(Mar 2009)
	

	25.123
	
	Requirements for Support of Radio Resource Management (TDD) 
	RAN#43
(Mar 2009)
	

	25.142
	
	Base station conformance testing (TDD)
	RAN#43
(Mar 2009)
	

	34.124
	
	Electro Magnetic Compatibility (EMC) requirements for mobile terminals and ancilliary equipment
	RAN#43
(Mar 2009)
	

	25.307
	
	Requirements on UEs supporting a release independent frequency band
	RAN#44
(Jun 2009)
	

	25.331
	
	Radio Resource Control (RRC);

Protocol Specification
	RAN#44
(Jun 2009)
	


8.1.3
RF requirements for Multicarrier and Multi-RAT BS UID_410019
Resources:
R4
Status:


References
	Document
	Title/Contents

	WID(s)

	RP-080758
	RAN4 WID on RF requirements for Multicarrier and Multi-RAT BS

	Impacted Specifications

	TS 25.104
	

	TS 25.105
	

	TS 36.104
	

	TS 45.005
	

	New Dedicated Specifications/Reports

	TS XX.YYa
	E-UTRA, UTRA and GSM/EDGE; Multi-Standard Radio (MSR) BS radio transmission and reception

	TS XX.YYb
	E-UTRA, UTRA and GSM/EDGE; MSR BS conformance testing

	TS XX.YYc
	RF requirements for Multicarrier and Multi-RAT BS


	410019
	RF requirements for Multicarrier and Multi-RAT BS
	RInImp9-RFmulti
	R4
	2010-03-12
	0%
	RP-080758
	Ericsson
	RAN#41 WID approved RP-080758. 2nd responsibility GERAN. 
	25.104, 25.105, 36.104, 45.005, XX.YYa (E-UTRA, UTRA and GSM/EDGE; Multi-Standard Radio (MSR) BS radio transmission and reception), XX.YYb (E-UTRA, UTRA and GSM/EDGE; MSR BS conformance testing), XX.Yyc (RF requirements for Multicarrier and Multi-RAT BS)


3

Justification

Some E-UTRA BS RF requirements are today defined for both single carrier and multi-carrier BS. In certain scenarios, it is however not clear how requirements should be interpreted.
With E-UTRA comes the possibility to have multicarrier BS where the carriers have different bandwidths, ultimately spanning from 1.4 to 20 MHz. There is also a possibility for multicarrier BS, where the carriers use different 3GPP RATs, possibly combining E-UTRA with UTRA FDD/TDD and/or GSM. Requirements for such more complex scenarios are not covered by the present specifications.

NOTE: In the E-UTRA specifications, a limited set of multi-carrier scenarios are covered by informative text on how to set requirements. This is limited to multi-carrier BS with contiguous carriers, 5 MHz and higher channel BW and only for E-UTRA, and for E-UTRA in combination with UTRA.

4

Objective

The objective is to first identify relevant scenarios and then write an RF requirements specification that is applicable to Multi-Standard Radio (MSR) Base Station with multiple carriers and/or multiple 3GPP Radio Access Technologies (RAT), according to the following:

· The new specification will cover RF requirements for GSM, UTRA, and E-UTRA (both FDD and TDD modes), for relevant single and multicarrier scenarios and will take into account the regulatory framework in different regions. 

· The new specification will include BS transmission and reception requirements, but no baseband performance requirements. 

· Existing RF specifications will remain and be applicable within their current scope. 

· For a multi-RAT/multi-carrier Base Station, the new RF requirements specification will be applicable for that equipment, together with the baseband requirements of the relevant existing specifications.
10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TS XX.YYY
	E-UTRA, UTRA and GSM/EDGE; Multi-Standard Radio (MSR) Base Station (BS)  radio transmission and reception
	RAN4
	GERAN1
	RAN#44 
(Sep 2009)
	RAN#46 
(Dec 2009)
	New specification for multi-carrier/multi-RAT BS core requirements

	TS XX.YYY
	E-UTRA, UTRA and GSM/EDGE; Multi-Standard Radio (MSR) Base Station (BS) conformance testing
	RAN4
	GERAN1
	RAN#44 
(Dec 2009)
	RAN#47 
(Mar 2010)
	New specification for multi-carrier/multi-RAT BS conformance testing

	TR XX.YYY
	RF requirements for Multicarrier and Multi-RAT BS 
	RAN4
	GERAN1
	RAN#44 
(Jun 2009)
	RAN#46 
(Dec 2009)
	Work Item technical report

	Affected existing specifications
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	25.104
	
	UTRA Base Station (BS) radio transmission and reception (FDD)
	RAN#46 
(Dec 2009)
	Possible alignment with and references to new specification

	25.105
	
	UTRA Base Station (BS) radio transmission and reception (TDD)
	RAN#46 
(Dec 2009)
	Possible alignment with and references to new specification

	36.104
	
	E-UTRA Base Station (BS) radio transmission and reception
	RAN#46 
(Dec 2009)
	Possible alignment with and references to new specification

	45.005
	
	GSM/EDGE Base Station (BS) radio transmission and reception
	RAN#46 
(Dec 2009)
	Possible alignment with and references to new specification


9
GERAN Features
11
SA1 Feasibility Studies
11.1
Study on enhanced voice service requirements for the EPS (FS_EV_EPS) UID_370045
Resources:
S1,S4

Status:
SA#40 target completion 03/08=>09/08
References
	Document
	Title/Contents

	WID(s)

	SP-070698
	SA1 WID on Study of enhanced voice service requirements for the Evolved Packet System (EPS)

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 22.813
	Study of use cases and requirements for enhanced voice codecs in the Evolved Packet System


	370045
	Study on enhanced voice service requirements for the EPS
	FS_EVS_EPS
	S1,S4
	2009-06-11
	25%
	SP-070698
	Orange
	SA#37 SID approved. Moved to Rel-9

	370047
	Use cases definition and service and system requirements
	FS_EVS_EPS
	S1
	2008-12-11
	45%
	SP-070698
	Orange
	SA#37 SID approved. Moved to Rel-9. SA#41 Target completion 09/08=>12/08
	22.813

	370048
	Codec specific part of FSEV_EPS
	FS_EV_EPS-S4
	S4
	2009-06-11
	10%
	SP-070698
	Orange
	SA#37 SID approved. Moved to Rel-9


3

Justification

EPS is being developed by 3GPP to serve as basis of future 3GPP systems and to support enhanced and new services. Recognizing that voice will be an important service in EPS, enhanced speech conversational services towards very high audio quality are considered as one important step forward related to EPS.

Such new voice service requirements that may drive the need for enhanced codecs. Progress of speech coding technology should make possible very significant enhancement of coding efficiency, quality of service and overall speech coding performance over IP.

Especially IP-optimized coding with advanced functionalities may be found relevant for end-to-end high-quality mobile telephony services in EPS environment. All of the mobile phone users, network operators and manufacturers of mobile terminals and of mobile network infrastructure will have a benefit from capacity enhancements enabled by coding efficiency improvements and enhanced quality telephony service over EPS. Users will be able to make calls with improved speech quality. Improved coding represents a feature in mobile telephony, a fact which supports both network providers and manufacturers to broaden their range of products.

When introducing improved coding into 3GPP systems it is also essential to consider interoperability and cost aspects related to legacy services and legacy network deployments 

4 Objective

The study will define and analyse the new use cases in the environment of EPS and its future services and their corresponding requirements on speech codecs and to evaluate how much the newly defined requirements are met by the already available codecs in Rel7 (or if new ones are needed).

The objectives are

· to identify use cases which may benefit from enhanced voice and mixed content conversational multimedia service for EPS,

· to identify service and system requirements, 

· to identify detailed codec requirements, and 
· to assess the existing codecs (and eventually identify the need for new one(s)) respect to identified requirements.

SA1 has there responsibility for the use cases definition and the service and system requirements identification, while

SA4 has responsibility of the codec specific part of the work (e.g. detailed codec requirements such as performance requirements and design constraints), including the assessment of existing 3GPP codecs.

The study should be captured in a TR describing the use cases, the service and system requirements and the detailed codec requirements, the codec assessment results and the strategy for standardizing EPS voice codec(s).

5

Service Aspects

To define use cases scenarios and requirements for EPS voice codec(s).
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Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR22.xyz
	Study of use cases and requirements for enhanced voice codecs in the Evolved Packet System
	SA1
	SA4
	SA#38
	SA#39
	

	
	
	
	
	
	
	


11.2
Study on advanced requirements for IP interconnect (FS_IPXS) UID_380083
Resources:
S1

Status:
SA#38 SID approved.
References
	Document
	Title/Contents

	WID(s)

	SP-070878
	SA1 WID on Study on Identification of Advanced Requirements for IP Interconnection of Services

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 22.893
	Advanced requirements for IP interconnect


This study is linked to the Rel-8 Feature IP Interconnection of Services (IPinterc) UID_380060.

	380083
	Study on advanced requirements for IP interconnect 
	FS_IPXS
	S1
	2009-03-12
	8%
	SP-070878
	Telefonica O2
	SA#38 SID approved. 
	22.893


3

Justification

IP is being introduced in the networks of both fixed and mobile operators as a more cost-effective alternative to circuit switched technology in the legacy PSTN/PLMN, as well as the underpinning transport for delivering IMS based multi-media services. 

In order to ensure carrier grade end to end performance, appropriate interconnect solutions are required to support communications between users connected to different networks. There are currently a number of initiatives underway outside 3GPP addressing IP Interconnect ion of services scenarios and commercial models to achieve this; for example, the GSM Association has developed the IPX (IP Packet Exchange).  Also, ETSI has recently defined requirements and use case scenarios for IP Interconnection of services. These initiatives require the use of appropriate technical solutions and corresponding technical standards, some of which are already available and others which will require development in 3GPP.

Moreover, new models of interconnection may emerge in the market where Network Operators expose network capabilities to 3rd party Application Providers including user plane connectivity for the media related to the service.

4

Objective

To identify the technical requirements for carrier grade inter-operator IP Interconnection of Services for the support of Multimedia services provided by IMS and for legacy voice PTSN/PLMN services transported over IP infrastructure (e.g. VoIP). These requirements should take into account the new and developing, convergent interconnect models currently being developed outside 3GPP.

To identify the technical requirements for IP Interconnection (service control and user plane aspects) between Operators and 3rd party Application Providers.

To ensure that requirements are identified for the Stage 2 & 3 work to identify relevant existing specifications, initiate enhancements and the development of the new specifications as necessary. 

To support IP interconnect models as defined by other bodies (e.g. GSMA, ETSI, ITU-T). 

5

Service Aspects

Define interoperability requirements of IP based services to ensure transparency to the end user.
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Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR22.xxx
	Study of Requirements for IP Interconnect
	SA1
	
	SA#39
	SA#40
	

	
	
	
	
	
	
	


11.3
Study on Service Specific Access Control in EPS (FS_SSAC_EPS) UID_400036
Resources:
S1

Status:
SA#40 SID approved
References
	Document
	Title/Contents

	WID(s)

	SP-080319
	SA1 WID on Feasibility Study on Service Specific Access Control in EPS

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 22.986
	Study on service specific access control in the Evolved Packet System (EPS)


	400036
	Study on Service Specific Access Control in EPS
	FS_SSAC_EPS
	S1
	2009-03-12
	20%
	SP-080319
	NTT DoCoMo
	SA#40 SID approved. 
	22.986


3

Justification

In an emergency situation, like Earthquake or Tsunami, degradation of quality of service and lack of security may be experienced. Degradation in service availability and performance can be accepted in such situations but mechanisms are desirable to minimize such degradation and maximize the efficiency of the remaining resources.

When Domain Specific Access Control (DSAC) mechanism was introduced for UMTS, the original motivation was to enable PS service continuation during congestion in CS Nodes in the case of major disaster like Earthquake or Tsunami.

In fact, the use case of DSAC in real UMTS deployment situation has been to apply access control separately on different types of services, such as voice and other packet-switched services.

For example, people’s psychological behaviour is to make a voice call in emergency situations and it is not likely to change.  Hence, a mechanism will be needed to separately restrict voice calls and other services.

EPS is a PS-Domain only system, so DSAC access control would not be applied anymore in case of disaster. 

So SSAC should study what specific features are recommended when the network is subjected to decreased capacity and functionality. Considering the characteristics of voice and non-voice calls in EPS, requirements of the SSAC could be to restrict the voice calls and non-voice calls separately.

For a normal paid service there are QoS requirements. The provider can choose to shut down the service if the requirements cannot be met. In an emergency situation the most important thing is to keep communication channels uninterrupted, therefore the provider should preferably allow for a best effort (degradation of) service in preference to shutting the service down. During an emergency situation there should be a possibility for the service provider also to grant services, give extended credit to subscribers with accounts running empty. Under some circumstances (e.g. the terrorist attack in London on the 7 of July in 2005 [18]), overload access control may be invoked giving access only to authorities or a predefined set of users. It is up to national authorities to define and implement such schemes.
4

Objective

To study use-cases and clarify issues in SSAC Access Control in EPS.

To study the requirements for providing SSAC Access Control in EPS.

5

Service Aspects

This study should focus on EPS.
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Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR 22.XXX
	Study on Service Specific Access Control in EPS
	SA1
	
	SA #42
	SA #43
	

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]


11.4
Study on Unauthenticated PS Emergency Calls (FS_UAPSEC) UID_400037
Resources:
S1

Status:

References
	Document
	Title/Contents

	WID(s)

	SP-080320
	SA1 WID on Feasibility Study on Unauthenticated PS Emergency Calls 

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 22.984
	Unauthenticated Packet Switched (PS) emergency calls


SA2, SA3, CT1 have secondary responsibility on this work.
	400037
	Study on Unauthenticated PS Emergency Calls
	FS_UAPSEC
	S1
	2009-03-12
	5%
	SP-080320
	Nokia Siemens Networks
	SA#40 SID approved. 
	22.984


3

Justification

On the standardisation of packet switching based architectures it was initially planned to support the authenticated as well as the unauthenticated emergency call also on the PS architecture provided it supports speech communication at all. 

The authenticated PS emergency call, i.e. a call placed by a terminal containing a valid subscription, can be standardised with moderate effort and minor – if any – network security related issues.

In the process of standardisation, however, the unauthenticated packet switching based emergency call turned out to be a major obstacle due to the problems it causes for the security of the network. 

4

Objective

The TR shall give an overview of the problems related to UAPSEC and provide information on this topic to regulatory authorities.

Major areas of work the TR has to take into account are security aspects, architectural aspects and signalling aspects. The TR shall also consider the case where the subscriber has got a PS subscription but no subscription to IMS services.

The TR shall explain on the differences between the scenarios that allowed unauthenticated CS emergency calls without encountering too big problems and the scenarios that make UAPSEC different in this respect.

The TR shall elaborate on these new scenarios, for example on the Distributed Denial of Service Attacks (DDOS) scenario.

It shall be considered whether collecting statistics on the use of CS unauthenticated emergency calls would facilitate the intention of the TR and collect this data if considered so.

The TR should amongst others also 

· state on how to handle emergency calls for UE's that are subscribers of another operator with no roaming agreement or terminals with a UICC that is not valid.

· make a statement on its applicability to I-WLAN and LTE

10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR 22.9XX
	Study on Unauthenticated PS Emergency Calls (UAPSEC)
	SA1
	SA2, SA3, CT1
	SA#42
	SA#44
	It is expected secondary groups only start when finished their Rel-8 work

	
	
	
	
	
	
	


11.5
Study on Study on Personal Broadcast Service (FS_PBS) UID_410039
Resources:
S1

Status:

References
	Document
	Title/Contents

	WID(s)

	SP-080504
	SA1 WID on Study on Personal Broadcast Service

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 22.947
	Study on Personal Broadcast Service


	410039
	Study on Personal Broadcast Service
	FS_PBS
	S1
	2009-03-12
	0%
	SP-080504
	ETRI
	SA#41 SID approved
	22.947


3

Justification

Mobile Television Service is an important service to be supported in 3GPP LTE. 

Personal Broadcasting is a service that allows any ordinary PC users to generate and distribute their own content using Internet. This is also known as User Generated Content (UGC).

The service may also be available to 3GPP users with minor efforts to LTE. There are foreseeable benefits of providing Personal Broadcast Service.

1) Lots of live broadcast shows will be available exclusively for 3GPP users.

2) Any organization or individual may broadcast their own contents on air using 3GPP access.

3) New service and device market will emerge, such as 3GPP Car Audio or Portable 3GPP Radio, etc.

Given the potential service and market, it is expected that Personal Broadcast Service may be one of major application that best utilize wide bandwidth provided by 3GPP system. Therefore, it is imperative to further investigate use cases and requirements of Personal Broadcast Service in order to identify functions necessary to support in 3GPP.

4

Objective

This study will focus on aspects necessary to support Personal Broadcast Service in 3GPP system The scope of this study will include, but not be limited to;

· identifying use cases of Personal Broadcast Service
· identifying service and system aspects necessary for the support in 3GPP
· identifying security and charging aspects pertinent to Personal Broadcast Service
· identifying minimum set of requirements to support service specific 3GPP terminals, such as 3GPP Car Audio or Portable 3GPP Radio. 
Note: Major function of the service specific 3GPP terminals is Audio or Video broadcast service reception, and capability for voice and data communication may be neglected.

5

Service Aspects



The service description of Personal Broadcast will be independent to underlying delivery method.

7

Charging Aspects


Charging aspects with respect to each use case of Personal Broadcasting will be considered.

8

Security Aspects



Security aspects in relation to Personal Broadcast Service will be considered.

10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR 22.9XX
	Study on Personal Broadcast Service
	SA1
	
	SA#42
	SA#43
	

	
	
	
	
	
	
	


11.6
Study on on LCS support in SAE for non-3GPP accesses (FS_LCS_n3GPP) UID_410040
Resources:
S1

Status:

References
	Document
	Title/Contents

	WID(s)

	SP-080648
	SA1 WID on Feasibility Study on LCS support in EPC for non 3GPP accesses 

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 22.8xy
	Study on LCS requirements for non-3GPP accesses


	410040
	Study on LCS support in SAE for non-3GPP accesses
	FS_LCS_n3GPP
	S1
	2009-03-12
	0%
	SP-080648
	SK Telecom
	SA#41 SID approved
	22.8xy


3

Justification

One main concept of EPS is to support a variety of different access systems (existing and future) ensuring mobility and service continuity between these access systems. The LCS support for non 3GPP accesses should be also taken into account. However, historically, TS 22.071 has been applicable only to 3GPP accesses and any new requirements for non 3GPP accesses have not been discussed yet. Moreover, existing requirements in TS 22.071 need to be carefully reviewed whether services requirements for 3GPP access would apply for non 3GPP accesses as well.
Therefore we need to consider how to support LCS in EPC for non 3GPP accesses, e.g. 3GPP2 and WiMAX. Supporting LCS in EPC for non 3GPP access does not necessarily mean that all positioning methods available in various kinds of non 3GPP accesses should be supported in EPS or inventing new positioning methods for other accesses. However, how to realize the presentation of location information in EPC when users are connected in non 3GPP accesses should be at least taken into account. In addition, the service scenarios should be discussed whether new service requirements are needed for the users camping on non 3GPP accesses through EPC.
4

Objective

This work will examine whether requirements in TS 22.071 would be applicable for non 3GPP accesses and specify new service requirements for the users connected to non 3GPP accesses through EPC. 
Consideration will be given, but not limited, to the following:

· High level requirements of LCS support for non 3GPP accesses;

· Location information provided to the LCS client for non 3GPP accesses;

· QoS requirements of LCS support for non 3GPP accesses.

· Priority between different LCS services for non 3GPP accesses.

· Privacy requirements of LCS support for non 3GPP accesses.
· Periodic location report of LCS services for non 3GPP accesses.
· Impact on the LCS client and the LCS server to support LCS services for non 3GPP accesses.
5

Service Aspects

Existing requirements in TS 22.071 need to be carefully reviewed and new requirements should be identified for LCS support for non 3GPP accesses.
7

Charging Aspects

Consideration should be given to differential charging for different subscriber connected in non 3GPP accesses.
10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR 22.8XX
	LCS requirements for 
non 3GPP accesses
	SA1
	
	SA42
	SA43
	

	
	
	
	
	
	
	


12
SA2 Feasibility Studies

12.1
Study on CS Domain Services over EPS access (FS_CSoPS) UID_350052
Resources:
S2

Status:

References
	Document
	Title/Contents

	WID(s)

	SP-070401
	SA2 WID on Study on CS Domain Services over evolved PS access

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 23.879
	Study on Circuit Switched (CS) domain services over evolved Packet Switched (PS) access


	350052
	Study on CS Domain Services over EPS access
	FS_CSoPS
	S2
	2008-12-11
	70%
	SP-070401
	T-Mobile
	SA#36 SID approved. Moved to Rel-9. SA#41 Target completion 09/08=>12/08
	23.879


This study is linked to Combinational Services (CSICS) UID_31064 and Services Alignment and Migration (ServAl) UID_330017.
3

Justification

As the packet switched radio networks capabilities evolve, they become more and more attractive media for carrying also real time speech traffic such as the traditional TS11 and TS12. In order to make the best use of such resources access from the deployed CN infrastructure and services should be possible. This will allow avoiding a major switch in the voice call control paradigm as well as retaining the currently provided functionalities such as the charging mechanisms (calling party pays), supplementary services provision and so on. As the circuit switched network will continue to be employed in the future, also handover needs to be taken into account. 

Give the proven track record of the current call control, this work item aims to investigate architectures suitable to support CS Domain Services over new types of accesses and manage the handover of calls from a traditional bearer to the new available ones. The present Study Item will also aim to ensure that the user experience remains as consistent and as satisfactory as it is today. 

4

Objective

The objective of this work is to describe an architecture that is capable of extending the ‘traditional’ MSC-Server based set of CS voice, supplementary and value-adding services and business principles (e.g. for roaming and interconnect) to the evolved PS access. The intention is also to give a CS handover-like user experience for voice calls when changing between evolved PS and legacy CS accesses, without requiring upgrades to the legacy CS radio access (e.g. DTM regarding voice call HO, PS HO, VoIMS). The architecture will however not be limited to the provision of speech services over evolved PS accesses; on the contrary, through the exploitation of the Combinational services, it will be possible to harness the capabilities of IMS to provide new, innovative services to the end user. Handover of the parallel PS session towards legacy 3GPP access will be considered as well, but may be limited by the capabilities of the legacy radio.

Co-existence with IMS centric Single Radio VCC solutions shall be studied.

5

Service Aspects

This work shall aim to providing the same experience of the voice service regardless of the radio access network used to deliver the service. Additional service aspects may come out of the related SA1 WI on Service Alignment and Migration (ServAl, UID_330017).

8

Security Aspects

Study if re-authentication is required at time of handing over from one radio access to another. 
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Expected Output and Time scale (to be updated at each plenary)

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR 23.8nn
	Study on CS Domain Services over evolved PS access
	SA2
	
	SA#38
	SA#40
	

	Affected existing specifications
[None in the case of Study Items]
	
	

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	
	
	
	
	


12.2
Study on Extended Support of IMS Emergency Calls (FS_IMS-eCall) UID_370043
Resources:
S2

Status:

References
	Document
	Title/Contents

	WID(s)

	SP-070547
	SA2 WID on Study Item for Extended Support of IMS Emergency Calls

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 23.868
	Feasibility study on extension of support for IP Multimedia Subsystem (IMS) emergency calls


	370043
	Study on Extended Support of IMS Emergency Calls
	FS_IMS-eCall
	S2
	2009-06-18
	50%
	SP-070547
	Qualcomm
	SA#41 TR for Information.
	23.868


3

Justification

The solution contained in 3GPP TS 23.167 to support IMS Emergency Calls falls short of providing a solution to cover IP access from any network A and IMS support from any network B. The current solution assumes that IP access network A either belongs to the same 3GPP operator as IMS core network B or can access IMS core network B using 3GPP defined means (e.g. as an I-WLAN). The current solution does not support the case when IP access network A and IMS core network B belong to different operators and use non-3GPP defined means of access (e.g. IETF UDP/IP). This limitation admits the possibility of alternative non-3GPP solutions for the non-supported cases which may be incompatible or partially incompatible with the solution in TS 23.167. Such solutions may delay or otherwise jeopardise the deployment of the solution in TS 23.167 by creating uncertainty and confusion within the industry and among regulators. Such solutions may also force some 3GPP vendors and 3GPP operators to implement and deploy both the 3GPP solution and at least one other solution (i.e. a non-3GPP solution). Having a 3GPP solution on the other hand that can support all expected user cases could avoid this.

4

Objective

The study item is expected mainly to affect IMS although some impacts to the IP-CAN are also possible. The study item has the following objectives

· Evaluate the feasibility of supporting IMS emergency calls for combinations of IP access network A and IMS core network B not supported in Rel-7 including but not limited to the following cases:

(a) A is any IP access network and B is the home 3GPP compliant IMS network for any emergency calling UE with adequate security credentials

(b) A is any IP access network and B is a visited 3GPP compliant IMS network for any emergency calling roaming UE with adequate security credentials

Additional user cases may also be proposed and evaluated during the SI if deemed applicable.

· Evaluate other enhancements to the solution for IMS emergency calls in Release 7 that may improve performance and/or reduce complexity

· Evaluate the feasibility of better aligning the solution in TS 23.167 with applicable IETF standards and draft standards  (e.g., from the Ecrit and Geopriv working groups)

· Any enhancement to the support of IMS emergency calls shall remain backward compatible to the solution in Rel-7 from the perspective of the UE and any 3GPP network element. Furthermore, any enhancement should be based on the solution in Rel-7 and should avoid unnecessarily adding new network entities, protocols and interfaces and moving existing functions from one entity to another.

The study item is expected to enable TSG SA WG2 to decide which of the above objectives if any may be worth supporting in Rel-8 and which extensions to the current solution would then be appropriate.

5

Service Aspects

The WI should not change support for IMS Emergency calls from the user perspective or from the PSAP perspective.

8

Security Aspects

The WI shall not degrade security for IMS Emergency calls in the case of a UE with a valid UICC and receiving service from the home network or from a visited network with a roaming agreement with the home network.

10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	23.xxx
	Feasibility Study on Extension of Support for IMS Emergency Calls
	SA2
	
	SA#38
	SA#39
	

	
	
	
	
	
	
	


12.3
Study on System enhancements for the use of IMS services in local breakout and optimal routing of media (FS_IMS_LBO_ORM) UID_370050
Resources:
S2

Status:

References
	Document
	Title/Contents

	WID(s)

	SP-080556
	SA2 WID on System enhancements for the use of IMS services in local breakout and optimal routing of media

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 23.894
	System enhancements for the use of IMS services in local breakout


This study is linked to Study on Multimedia Session Continuity (FS_MMSC) UID_350051, Study on Centralized IMS Service Control (FS_ICS) UID_330012 and IMS inter-operator service interconnection interface (FBI2-IOPSI) UID_360011.

	370050
	Study on System enhancements for the use of IMS services in local breakout and optimal routing of media
	FS_IMS_LBO_ORM
	S2
	2009-06-11
	14%
	SP-080556
	Telecom Italia, BT
	SA#39 SID updated SP-070838=>SP-080091. Moved to Rel-9. SA#41 SID updated SP-080091=>SP-080556. Target completion 12/08=>06/2009
	23.894


3

Justification

According the requirements for local breakout, identified during SA2#58 (see TS 23.401, Annex A), it shall be possible for a UE in a roaming scenario to simultaneously connect to one PDN directly accessible through the VPLMN and to PDNs reachable only from the HPLMN . In case of IMS services, the usage of local breakout for a specific IMS session shall be authorized by the HPLMN; if local breakout is not authorized for a given IMS session, that session shall be handled in home routed mode.

The above requirements imply that when the UE moves across PLMNs, even if the network-layer mobility mechanisms can sustain IP connectivity to a P-CSCF discovered in the HPLMN, a new P-CSCF may need to be discovered either in addition to or instead of the old one, in order to allow the request of new IMS services handled in local breakout.

Furthermore, international communications and terminal roaming introduce a number of scenarios where sessions may traverse multiple IMS networks. The use of Border Control Function makes both the signalling and bearer path traverse through the same networks path and could make the media path not optimized.

In order to ensure Quality of Service (QoS) and, in certain cases, minimal routing costs, there is a need to enable the routing of media traffic via an optimal path between those networks, without necessarily being linked to the path that the signalling flow needs to take. The optimal media path between two endpoints may involve IP transit networks, which in normal circumstances are not included in the SIP signalling path. Current QoS reservation is negotiated based on the SIP pre-conditions model, and hence the lack of SIP signalling in the transit network presents a problem for the negotiation of QoS between the end-points.

4

Objectives
The objective of this work item is to study the general problem of system enhancements for local breakout and optimal routing of media.

In particular the above issues will be addressed identifying:

· solutions for the home operator to control 

· whether the IMS user may connect to a PDN in the visited network, and 

· whether connections to PDNs provided from the home and visited network may exist in parallel;

· solutions to enable the IMS network to be aware of whether the UE connectivity enables local breakout; 

· solutions to allow the home operator to determine which of the IMS sessions (for a given UE) can be handled in local breakout and which in home routed mode, and what information (e.g. operator’s policies, customer’s subscription profile, UE connectivity, and location of the remote end terminal/service) is needed for the decision;

· solutions to allow the UE to concurrently use IMS services through local breakout and other IMS services through home routing;

· the feasibility of having the local breakout option in IMS service nodes:

· is there a need for a P-CSCF at both PDN accesses?

· if one P-CSCF is enough, what requirements are there for connectivity between the PDNs?

· if methods are necessary to discover an additional P-CSCF in the VPLMN after the UE has moved to the VPLMN, even if the network-layer mobility mechanisms can sustain IP connectivity to the previously discovered P-CSCF in the HPLMN;

· the exact location of the decision point in the HPLMN whether to use local breakout (application or delegated to IP-CAN);

· solutions for SIP/SDP signalling related to the use of IMS services through local breakout.

· interactions with network entities such as NAT (as specified in TS 23.228) when providing IMS services through local breakout;

· interactions with and support of PCC to provide IMS services through local breakout;

· security implications if there is need for multiple P-CSCFs per UE.

Moreover

· describing a set of scenarios where the selection of an alternative media path (i.e., different to the signalling path) provides benefits to IMS operators by reducing the number of network entities in the media path; 

· providing requirements for suitable mechanisms to achieve optimal media routing;

· analysing the potential solution(s) to solve those scenarios in line with IMS procedures, while taking into account any impact of extensions required to existing functions/procedures (e.g., NAT, transcoding, Security, PCC, BCF, LI, etc.);

· reducing the number of options for solving the same requirement and agree on a preferred solution.

5

Service aspects

Consistent user experience will be investigated in the case IMS roaming and non-roaming services are used simultaneously or when IMS services are used in conjunction with underlying mobility mechanisms (i.e. mobility offered by EPC core).

It shall be possible for the IMS to easily identify the services required by the UE that need to be handled in local breakout or not.

UE complexity in case of handling multiple P-CSCF connections and detrimental service experience (e.g. delay, disruption, increasing signalling and maintaining multiple security associations, etc.) need to be taken into account and need to be minimized.

Optimal media routing procedures shall be transparent to the user.

7

Charging Aspects

Additional billing/charging impact that might be identified will be investigated.
8

Security Aspects

Additional security impact that might be identified will be investigated.
10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR 23.894
	System enhancements for the use of IMS services in local breakout and optimal routing of media
	SA2
	
	SA#43
	SA#44
	TR 23.894 will cover the following topics:

system enhancements for the use of IMS services in local breakout not yet covered in the Rel-8 Work Item ”System enhancements for the use of IMS services through local breakout”;

optimal routing of media.

	
	
	
	
	
	
	


12.4
Study on Architecture of IMS based Customized Alerting Tone (CAT) (FS_CAT-St2) UID_380078 - completed as Rel-8
SA#41

completed as Rel-8

12.5
Study on Intra Domain Connection of RAN Nodes to Multiple CN Nodes (FS_IDC) UID_390055
Resources:
S2

Status:

References
	Document
	Title/Contents

	WID(s)

	SP-080094
	SA2 WID on Study on Intra Domain Connection of RAN Nodes to Multiple CN Nodes

	
	

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 23.8xy
	


This study is linked to TS  23.236  (Intra-domain connection of Radio Access Network (RAN) nodes to multiple Core Network (CN) nodes).

	390055
	Study on Intra Domain Connection of RAN Nodes to Multiple CN Nodes
	FS_IDC
	S2
	2009-03-12
	0%
	SP-080094
	China Mobile
	SA#39 SID approved. Linked to 23.236
	23.8xy


3

Justification

3GPP TS 23.236 has defined the Intra Domain Connection of RAN Nodes to Multiple CN Nodes for GSM and UMTS systems which are also referred to as MSC/SGSN pool. The NAS Node Selection Function (NNSF) is defined to select the specific CN node (i.e. MSC or SGSN) to which initial NAS signalling messages or LLC frames are routed. This function is used in RAN nodes and potentially in CN nodes (e.g. it is in the SGSN when the Gs interface is being used)”.

There are some development issues for using NNSF in BSC/RNC nodes as detailed in TS 23.236.

· There are too many existing BSC/RNC in current networks at present, most of which do not support the NNSF function. It may be difficult to upgrade all these equipments, and to maintain them in future.
· If very limited part of BSC/RNC nodes support the NNSF function, no advantages could be seen from the feature especially in the initial stage of deploying MSC/SGSN Pool 

· Mesh TDM circuit between BSC nodes and MSC/SGSN servers will be required because each BSC needs to be able to connect to each MSC/SGSN server in the pool area, and it may be hard to be implemented practically.

· Physical mesh connection can be avoided by introducing virtual MGW between BSCs and MSC servers but the TDM circuit configuration between each pair of BSC and MSC are still required. The TDM circuits between each pair of BSC and MSC can not be used by any other pair. Any changes of the core network (e.g. adding a new MSC into the pool area) will need the TDM circuits between the BSCs with the MSCs to be re-installed (re-plan the TDM circuits configuration between the BSCs with the MSCs or install new TDM circuits, e.g. add new TDM circuits between BSCs with the new MSC).
· More complex O&M as many BSC/RNC nodes and any operation on MSC/SGSN Pool will need to be processed on many nodes.
4

Objective

The objective of this study item is to create a Technical Report which studies the implementation of NNSF function located above the BSC/RNC nodes for MSC/SGSN pool. Changes to fundamental architectural principles as specified in TS 23.002 should be avoided. The study will incorporate the following:

· The feasibility to implement NNSF function located above the BSC/RNC  nodes, for both CS and PS domains, with and without Gs interface, including the network resilience aspects and to study whether there are impact on the Mc interface
· The study should not pose impact to the MSC/SGSN that supports existing pool solution. Coexistence of the new NNSF located above the BSC/RNC nodes with legacy NNSF shall be possible.
· The study should pose no or minimum impact to the existing network entities as well as existing interfaces, and the new NNSF function shall not impact BSC/RNC.
· Use of  NNSF function located above the BSC/RNC nodes in a MOCN(Multi Operator Core Network) configuration 
· Use of NNSF function located above the BSC nodes when Gb interface is used. 
· Re-using of A-Interface TDM circuits to improve the resource utilization rate.
· Consideration for A-Interface over IP should be taken into account.
· The solution should provide the same redundancy capability as the existing MSC/SGSN solution.
10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR 23.8xx
	Intra Domain Connection of RAN Nodes to Multiple CN Nodes
	SA2
	
	SA#41
	SA#43
	

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]


12.6
Study on IMS Evolution (FS_eIMS) UID_410041
Resources:
S2

Status:

References
	Document
	Title/Contents

	WID(s)

	SP-080558
	SA2 WID on Study on on IMS Evolution

	
	

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 23.812
	Feasibility Study on IMS Evolution


	410041
	Study on IMS Evolution
	FS_eIMS
	S2
	2009-09-17
	0%
	SP-080558
	China Mobile
	SA#41 SID approved
	23.812


Abstract of the contribution: This paper identifies some problems that telecom operators might encounter during IMS network deployment and operations, whose solution may have impact on IMS architecture and/or procedures. Thus it's proposed to study the evolution of IMS. Contributions from all the participants to this topic are welcomed. 

2

Linked work items

IMS restoration procedures (Unique ID: 400012)

Local Breakout / Optimized Media Routing (Unique ID: 370050)

3

Justification·

IMS architecture has laid a solid foundation for rolling out all kinds of multimedia services, however we found out there is still some room for improvement in IMS architecture, for example, how to make IMS network simpler, more robust, more intelligent and therefore easier to operate and maintain.

It is deemed beneficial to review the current IMS architecture including aspects such as the possible optimization of interfaces/reference points (by looking at different groupings of combining existing entities), reducing options of solutions for the same issues, relevancy of certain functions etc. 

 IMS network service availability largely relies on the reliability of network entity. If some critical network elements (e.g. S-CSCF, HSS) go out of service, service availability will be severely impacted. Moreover network elements are not fully utilized because network load is not usually well distributed, e.g. some nodes are often overloaded due to sudden traffic explosion, while others are under loaded to some extent. Though there’re some element level approaches to solve these problems, such as the ongoing work in CT4, the system level solution should be studied, for example, the method to distribute load between network elements in different regions especially when some disaster happens, such as earthquake.

The network expansion requires a great deal of manual configurations, and the network maintenance and upgrade are usually time-consuming and also costly for operators. Introducing self-organization features will improve the network intelligence and reduce the efforts of manual configuration. For example, upon discovering the entry point of the network, new nodes can join the network and auto-configure themselves without manual intervention. And if any node fails, other nodes will take over the traffic through the failed node timely and automatically.

4

Objective

This study item intends to study the feasibility of enhancing IMS network architecture as follows, 

- Investigating architectural improvements to reduce the complexity of signaling procedures by reducing the signaling hops, or the number of options and combinations (by looking at different groupings of combining existing entities) to fulfill the same requirements as described in the Justification section
- Investigating means to improve system-level load balancing and reliability
- Investigating possibilities for reducing configuration workload to save OPEX

Backward compatibility with current IMS specifications shall be ensured.
Note: overlap with SA5 and CT4 work need to be monitored.

7

Charging Aspects

The charging impacts should be investigated. 
8

Security Aspects

The security impacts should be investigated. 
10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR 23.8bc
	Feasibility Study on IMS Evolution
	SA2
	
	SA#44
	SA#45
	

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]
	
	


12.7
Study on enhancements to IMS border functions for IMS Interconnection of services (FS_eIMS_IBCF) UID_410042
Resources:
S2

Status:

References
	Document
	Title/Contents

	WID(s)

	SP-080559
	SA2 WID on Study on enhancements to IMS border functions for IMS Interconnection of Services

	
	

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 23.8xy
	Feasibility Study on enhancements to IMS border functions for IMS Interconnection of Services


	410042
	Study on enhancements to IMS border functions for IMS Interconnection of services
	FS_eIMS_IBCF
	S2
	2009-06-18
	0%
	SP-080559
	Telefónica
	SA#41 SID approved
	22.8xy


2
Linked work items

IPinterc “Stage 1 Specification of Requirements for IP Interconnection of Services” (Unique Id 380060)

IMS_NNI “Inter-IMS Network to Network Interface” (Unique Id 7005)

IPXS “Study on Identification of Advanced Requirements for IP Interconnection of Services” (Unique Id 380083)

PUCI “Protection against Unsolicited Communication for IMS” (Unique Id 40xyz)

IMS_Comm_GqRx_Harm “Harmonization of Gq'/Rx for Common IMS” (Unique Id 380071)

FS_IMS_LBO_ORM “Study on System enhancements for the use of IMS services in local breakout and optimal routing of media” (Unique Id 370050)

3
Justification

During Release 8, 3GPP has made an intense work focused on defining a framework for interconnection between IMS cores, identifying requirements and establishing an interconnection architecture (i.e. IBCF, TrGW) and interface (i.e. II-NNI).

Moreover, ETSI is currently promoting a global approach for IP interconnection of services, in which IMS interconnection is a major issue. 3GPP can play a crucial role in this standardization and the proposed work is a first step to get it.

Based on 3GPP successful work about IMS interconnection achieving in Rel-8, it is considered to analyse the enhancements needed in Release 9 in the IMS interconnection architecture to cover new/future business models (e.g. 3rd party services interaction) from a common IMS perspective.

These enhancements are expected to provide a complete and consistent set of functionalities, harmonized for the IMS interconnection in fixed and mobile networks, in order to maintain a coherent treatment of IMS services. This work should be driven by scenarios that justify the enhancements envisaged above.

Thus, IMS operators will be able to apply all the necessary border control functionalities over the services, regardless of the operator type (fixed, mobile or convergent). Finally, this paradigm should be applicable both to direct and indirect (i.e. by means of an intermediate carrier, e.g. GSMA IPX) IP interconnection scenarios between the involved parties.

This study item is intended to support SA1 work item on IPXS and will discuss, from a stage 2 perspective, the possible architecture solutions for the new interconnection requirements defined by SA1. Work in parallel between the two studies will allow to speed up the work.

By means of such study, impacts and enhancements in the IMS interconnection architecture shall be evaluated, in order to achieve a well-suited model that can support these new trends of interconnection.

This unified approach for IMS interconnection will also provide benefits in delivery costs of services by means of CAPEX and OPEX reduction achieved by re-using the well-defined set of functionalities to cover all possible scenarios for which this model is intended.  

4
Objective

The objective of this study item can be summarized in the next points:

· To study the feasible enhancements of interconnection mechanism in the current IMS architecture required to meet all IMS operator border control needs and new business models/service delivery scenarios.

· To ensure that requirements identified in the linked work items have the corresponding architectural support and help to identify any possible new requirements.
· To evaluate diverse architectural IMS interconnection options to implement these enhancements, and conclude by choosing the most adequate interconnection model which is:

· Well-suited for a common IMS environment (i.e. having a unified set of functionalities to be used for the IMS operator convenience independently of access being used).

· Feasible for any type of IMS service delivery scenario.

· Valid for both direct and indirect interconnection schemes between involved parties.

· Supporting:

· Transparent end to end service delivery.

· Facilities for the IMS operator to manage policies and QoS rules (e.g. control and monitoring of resources).

· Security Functionalities impacting the architecture (e.g. topology hiding, management of allowed/forbidden parties/networks).

· Charging support.

This study will be gathered in a new 3GPP TR. The conclusions hereby reached shall allow to recognize any impacted areas and the future normative work required.

NOTE: This work is expected to involve interaction with other organizations (e.g. TISPAN and other relevant organizations)

5
Service Aspects


Service aspects may need to be considered.

6
MMI-Aspects


None identified

7
Charging Aspects


Charging information needed at the interconnection between two IMS networks will be investigated.
8
Security Aspects


Security functionalities needed at the interconnection between two IMS networks will be identified.
10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	 TR 23.xxx
	Study on enhancements to IMS border functions for IMS Interconnection of Services
	SA2
	
	SA#43


	SA#44
	


12.8
Multi Access PDN connectivity and IP flow mobility (FS_MA_PDN) UID_410043
Resources:
S2,S1
Status:

References
	Document
	Title/Contents

	WID(s)

	SP-080560
	SA2 WID on Study on Multi Access PDN connectivity and IP flow mobility

	
	

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 23.8xy
	Feasibility Study on Multi Access PDN connectivity and IP flow mobility


	410043
	Study on Multi Access PDN connectivity and IP flow mobility
	FS_MA_PDN
	S2,S1
	2009-06-18
	0%
	SP-080560
	Qualcomm
	SA#41 SID approved
	22.8xy


Abstract of the contribution: This contribution presents a new WID for Multi Access PDN connectivity and IP flow mobility. 

3

Justification

Release 8 EPS introduced a multi access 3GPP system where different heterogeneous access systems (e.g. 3GPP, 3GPP2, WiFi, WIMAX, Fixed broadband access, etc) are connected to a common EPC. In the EPS the subscriber can connect to the same PDN via any of the available access systems, however it is not possible to connect to the same PDN simultaneously via different accesses. The same limitations apply to release 8 I-WLAN mobility. 

Dual radio devices (e.g. 3GPP -WiFi) are becoming commonly available and the set of applications running in the mobile devices is diversifying.  While some applications are very well suited to run over 3GPP access systems some other applications may be also well suited to run over some other - complementary - access systems (e.g. ftp transfer via WiFi in parallel to VoIP over LTE).  Also, in some environments (e.g. home, office, campus) it would be beneficial to be able to derive added value from the basic capability of dual-radio devices, i.e. their ability to be connected to 2 different access systems simultaneously. 

Currently there are no means in 3GPP to dynamically direct individual IP flows generated by different applications and belonging to the same PDN connection to specific accesses. This capability can be achieved by introducing IP flow mobility to the EPC & IWLAN mobility. IP flow mobility allows dynamic allocation of different IP flows to different access systems so that the user experience can be enhanced while the connectivity cost for the operator can be optimized.

Additionally, there are only partial means in Release 8 EPC to support connectivity to multiple PDNs over different accesses. In fact, a UE can connect to one PDN over a 3GPP access and a second PDN over a different access, however handovers between the accesses in such scenario are not described in Release 8. 

4

Objective

The work item studies the means to enhance the EPC and I-WLAN Mobility systems to support:

· accessing a PDN simultaneously via a 3GPP and a non 3GPP access system

· operator policies for guiding and configuring the UE IP flow routing via different access systems
· dynamic movement of PDN IP flows between access systems 

· 3GPP-Non3GPP handovers when UE is connected to different PDNs via different accesses (EPC only)

It is assumed that: 

· the UE is a dual radio 3GPP - Non-3GPP UE

· the UE PDN IP addresses do not change due to the mobility events
· procedures apply independently of whether IMS or Non-IMS applications are used

· there is minimal impacts to the 3GPP access system 

At least the following procedures are studied:

Single PDN case:

· Connecting to a single PDN GW/HA via multiple access systems 

· The association of one or multiple IP flows to an access system 

· The movement of one or multiple IP flows between different access systems

· The necessary PCC signalling and interactions to provide QoS and PCC rules associated with IP flows (not applicable to I-WLAN mobility)

· The authorization by the operator for the UE to perform IP flow mobility 

Multi PDN case:

· 3GPP - Non 3GPP handovers when the UE is connected to different PDNs via different accesses

5

Service Aspects

In the case of IP flows related to IMS services, interaction with IMS mobility mechanisms and corresponding policies need to be taken into account and coexistence need to be ensured.
7

Charging Aspects



Handled by the updates to the PCC signalling

8

Security Aspects



Additional security impact that might be identified will be investigated.
10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR xx.xxx
	Multi Access PDN connectivity and IP flow mobility


	SA2
	SA1
	SA#43
	SA#44
	SA1 is expected to provide inputs on scenarios and use cases.


12.9
Study of on Service Continuity for VCC support for  Emergency Voice Calls (FS_VCCEm)  UID_320031 (SP#41 moved to Rel-9)
Resources:
S2

References
	Document
	Title/Contents

	WID(s)

	SP-080555
	WID on Study of VCC support for Emergency Calls

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 23.826
	Feasibility study on Voice Call Continuity (VCC) support for emergency calls


	320031
	Study on Service Continuity for  Emergency Voice Calls
	FS_VCCEm
	S2
	60%
	SP-080555
	SA#41 moved to Rel-9. WID updated SP-060290=>SP-080555. SI title changed: Study on VCC support for Emergency Calls => Study on Service Continuity for  Emergency Voice Calls
	23.826


2

Linked work items

UID_32045 PS domain & IMS Impacts for supporting IMS Emergency Calls

UID_380040 IMS Centralized Services

UID_390057 IMS Service Continuity

UID_380064 Support for IMS Emergency Calls over GPRS and EPS

3

Justification

The WI ”32045 PS domain & IMS Impacts for supporting IMS Emergency Calls” states:

“It shall be possible to establish an emergency session via the PS domain and the IM CN subsystem to meet the requirements defined in TS 22.101. Emergency sessions shall be routed to an emergency centre in accordance with national regulations. This may be based upon one or more default addresses stored in the ME and/or USIM and information about the origin of the session. It shall be allowed to establish a PS emergency session without the need to dial a dedicated number to avoid the mis-connection in roaming case, such as connect by menu, or a linkage to a car air bag control. The WI shall take into account requirements coming from fixed broadband access to IMS and seek for maximum commonality of architectural solutions between 3GPP and fixed broadband access to IMS.” 

However, this WI does not take into account subscribers, which, after initiating an emergency call, may need to move such that access transfer between the PS and CS domain is necessary to maintain the service.  Service requirements are such that for  these subscribers, the access transfer of emergency calls should experience the same success as the access transfer of a regular call.  

4

Objective

The objective of this study item is to determine the feasibility of the development of capabilities that will allow the access transfer of emergency calls in both the CS to IMS and IMS to CS directions. Consideration will be given to methods that may require modification of standards, as well as methods that may be employed by configuration changes. A minimal objective is the support of service continuity for emergency voice calls originated in the home PS domain. However, the study item should also consider the feasibility of supporting the following:


- Emergency calls originated in the CS domain


- Roaming scenarios


- UEs that cannot be authenticated (e.g. UICC-less or with no roaming agreement)


- Continuity of location information

The study shall consider architectural concepts studied in TS 23.292 and TS 23.237 in the proposed solutions, for example, the use of an ICS enabled MSC server.

The study shall not cover single radio service continuity for emergency voice calls, though aspects of the solutions studied for dual radio service continuity for emergency voice calls may also be applicable to single radio service continuity for emergency voice calls (and vice versa).

5

Service Aspects

Service continuity of emergency voice calls depends upon an operator’s service architecture to deliver access transfer request in the IMS to CS direction and CS to IMS direction.

13
SA3 Feasibility Studies

13.1
Study on Remote management of USIM application on M2M Equipment (FS_UM2M) UID_370053
Resources:
S3

Status:

References
	Document
	Title/Contents

	WID(s)

	SP-070702
	SA3 WID on Study on Remote management of USIM application on M2M Equipment

	
	

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 33.812
	Feasibility Study on remote management of USIM application on M2M equipment


This study was triggered by the SA1 Rel-8 Study on Facilitating Machine to Machine Communication in GSM and UMTS (FS_M2M) UID_7027 in TR 22.868.
	370053
	Study on Remote management of USIM application on M2M Equipment
	FS_UM2M
	S3
	2008-12-11
	60%
	SP-070702
	Ericsson
	Triggered by SA1 Study UID_7027 (FS_M2M) TR 22.868. SA#37 SID updated SP-070635=>SP-070702. SA#41 TR 33.812 for Information.
	33.812


3

Justification

Machine to Machine (M2M) Communication is seen as a form of data communication between entities that when deployed do not necessarily need human interaction. One of the challenges with M2M communication is that deployed M2M equipments are managed remotely without any direct human interaction with the device.

 3GPP SA1 has completed a study on machine-to-machine (M2M) communication in TR 22.868. The purpose of this study is to evaluate the feasibility of remotely managed USIM application solutions from a security point of view.

Three aspects from TR 22.868 in SA1 are that: 

· M2M equipments containing a USIM application should provide tamper- protection, and mechanisms for detection and response on tampering.

· It should be possible to change subscription out in the field e.g. after contract expiry without human intervention.

· It should be possible to allocate the M2M equipments at initial power up to a network without human intervention.

These three aspects point towards a remote management of  USIM application being a viable solution. 

Remote management includes:

· Download of USIM application parameters to a M2M equipment

· Management and changes of these parameters  to allow  change of operator 

. 

The simplest way to introduce provisioning of a remote management of  USIM application to M2M-equipments would be to as much as possible make use of already existing infrastructure, as the mobile networks’ global and secure authorization infrastructure to enable provisioning of remote management of  USIM application. The M2M equipments and the network can interact only over standardized interfaces. This is in scope of 3GPP.

4

Objective

The objective of this work item would be to study how to make it possible for the network to provision remote management of  USIM application in the M2M equipment in a secure way, in a 3GPP system. It is envisioned that an M2M equipment is incorporated in a device that a) could be assembled by an equipment manufacturer, or b) could be assembled by an OEM manufacturer that includes the M2M equipment in the device. The M2M equipment could be a device that is fully self-contained or a device with interfaces to attach, for example, sensors and on-site service equipment. 

The objective of this work item would be to study the remote management of USIM application when the USIM application resides in the UICC and when the USIM application resides in the M2M equipment. 

This study includes definition of a trust model for remote management of  USIM application and security threats and security requirements need to be identified.

Furthermore, this study would include the following items: 

· to investigate candidate security solutions  that allow provisioning to take place in a secure manner;

· to investigate candidate signalling procedures for provisioning remote management of  USIM application in a M2M equipment;

· to identify what functionality of the current USIM application has to be covered by remote management of  the USIM application

· to identify what other functionality that may need to be added due to the new USIM application provisioning method 

· the study may identify principle requirements for protected storage and the execution environment (e.g. by collaborating with relevant working groups such as the OMTP Hardware group)
10 Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR 33.8yz
	Feasibility Study on remote management of USIM application on M2M equipment
	SA WG3
	
	SA#40
	SA#41
	

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]


13.2
Study on UTRAN key management enhancements (FS_UKM) UID_380084
Resources:
S3

Status:

References
	Document
	Title/Contents

	WID(s)

	SP-070782
	SA3 WID on UTRAN key management enhancements

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 33.8xy
	UTRAN key management enhancements


	380084
	Study on UTRAN key management enhancements
	FS_UKM
	S3
	2008-12-11
	20%
	SP-070782
	Ericsson
	SA#38 SID approved. 
	33.8xy


3

Justification

Present deployments of UTRAN with part of the RNC functionality, including user plane and signalling protection, moved to HSPA NodeBs present the same threat environment as encountered by E-UTRAN eNBs. E‑UTRAN has introduced a key hierarchy, making security breaches of the keys used on the air-interface much less severe. With the current key management in UTRAN it is impossible to achieve the same level of protection as in E-UTRAN. Introduction of the E-UTRAN key hierarchy in UTRAN would enable having the same level of protection in both systems.

The introduction of the E-UTRAN key hierarchy in UTRAN would achieve additional benefits by yielding interworking between UTRAN and E-UTRAN simpler and more secure. At the same time such key hierarchy will facilitate more straightforward introduction/adoption of E-UTRAN extensions by operators’ existing UTRAN networks, e.g. inter RAT/Technology handovers. 

One current issue in securing handovers from UTRAN to E-UTRAN is that after the handover a new AKA run has to be performed. The current specifications of UTRAN imply that the context handed over from UTRAN to E-UTRAN must depend on Ck, Ik (which are used on the air interface). This means that a security breach in UTRAN will propagate into E-UTRAN, no matter how strong key conversion functions are used to derive the E-UTRAN keys. It would be desirable to achieve a situation where impacts of security breaches in UTRAN are minimal in E-UTRAN without having to perform a new authentication. This is in line with what is specified as a requirement in TS 22.258, namely:

"Any possible lapse in security in one access technology shall not compromise security of other accesses."

4

Objective

The objective of this work item would be to study potential solutions for introducing the E-UTRAN key hierarchy in UTRAN, to improve the security level in UTRAN in the presence of the new deployment scenarios and to ensure that a security breach in UTRAN will not propagate into E-UTRAN. The study should cover the technical feasibility and consequences. The impacts of such potential solution on UTRAN rel-9 should be identified. Regarding the topic of security breach propagation, a comparison shall be done with possible enhancements to EPS/E-UTRAN. Interworking with pre Rel-9 version of UTRAN , GERAN and E-UTRAN would need to be studied. In particular the following aspects must be covered:

· Attacks countered

· Solution impacts

· Signalling SGSN-MME

· Signalling SGSN-SGSN

· Signalling UE-SGSN-HSS

· Use of ME capabilities

· Signalling SGSN-HSS

· AV management

· Key derivations and bindings

11 Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR 33.xyz
	UTRAN key management enhancements
	SA WG3
	
	SA#40
June
	SA#41
September
	

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]


13.3
Study on Home (e)NodeB Security (FS_HNB_Sec) UID_380085
Resources:
S3

Status:

References
	Document
	Title/Contents

	WID(s)

	SP-080783
	SA3 WID on Study of H(e)NB Security

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 33.820
	Security of H(e)NB s


This study is linked to the RAN4 Study on 3G Home NodeB/eNodeB (FS_RAN-HNBeNB) UID_350039 and to the SA5 Study on Self-Organizing Networks (SON) related OAM interfaces for Home NodeB (FS_OAM-SON-HNB) UID_360007.
	380085
	Study on Home (e)NodeB Security
	FS_HNB_Sec
	S3
	2008-12-11
	40%
	SP-070783
	Huawei
	SA#38 SID approved. 
	33.820


3

Justification

H(e)NB is able to provide new services with higher data rate in a low cost.  Operators have already indicates their interest in this area. Study of H(e)NB has already started in 3GPP in order to investigate the feasibility of developing a standard solution for H(e)NB. RAN and SA5 have established two study items on H(e)NB. The SI in RAN is “Home NodeB/eNodeB” (RP-070257), and the SI in SA5 is “Study of Self-Organising Networks (SON) related OAM interfaces for Home NodeB” (SP-070308). Security is an critical aspect of H(e)NB, but it is not sufficiently covered by the existing work items.

4

Objective

The objective of this study item is to identify special security threats of H(e)NB and study the countermeasures to these threats. 

The study should include, but not be limited to, threat analysis of H(e)NB, mutual authentication and security protection between H(e)NB and rest of network, maintenance of the security context between H(e)NB and rest of network, security requirements on the H(e)NB, provisioning of security credentials on the H(e)NB, security solution for verifying the location of the H(e)NB etc. With regard to security protection between the H(e)NB and the rest of the network, bandwidth efficiency should be taken into consideration.

10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR 33.xxx
	Security of H(e)NB
	SA3
	
	SA 40

Jun. 2008
	SA 41

Sep. 2008
	

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments


14
SA4 Feasibility Studies

15
SA5 Feasibility Studies

15.1
Study on Service Oriented Architecture (SOA) for IRP (FS_OAM_SOA_IRP) UID_400029
Resources:
S5

Status:

References
	Document
	Title/Contents

	WID(s)

	SP-080281
	SA5 WID on Study on SOA for IRP

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 32.824
	Study on SOA compliant need and additional capabilities for existing/currently planned Interface IRPs


This study is linked to the SA5 generic Rel-8 Feature OAM&P 8 (Operations, Administration, Maintenance & Provisioning) (OAM8) UID_340063
	400029
	Study on Service Oriented Architecture (SOA) for IRP
	FS_OAM_SOA_IRP
	S5
	2009-03-12
	10%
	SP-080281
	Ericsson
	SA#40 SID approved
	32.824


3

Justification

Service Oriented Architecture (SOA) is currently gaining high attention and acceptance in the IS/IT industry.  

It promises to manage change & automate and simplify IT processes (SOA Management and Security), optimize implementation, maximize (implementation) flexibility and scalability (SOA/Web services-based applications), facilitate integration beyond the enterprise (between companies, between partners and customers), simplify development and maintenance; etc.

Integration Reference Point (IRP) concept and set of specifications developed by 3GPP SA5 is the predominant standard for wireless network management since year 2000. 3GPP and 3GPP2 have developed it in close collaboration.  

The IRP architecture follows closely the ITU-T TMN work.  

Besides publishing the IRP specifications, 3GPP also publishes its IRP methodology (e.g., the guidelines, templates on how to develop, maintain and publish IRP specifications).  Today, the IRP specification methodology is being shared and jointly evolved and maintained by a number of organizations, such as ITU-T.

The descriptions or definitions of SOA have been produced by various groups.

The principles of SOA are currently being applied to the field of network management.

4

Objective

a) Identify the need (Requirement) for an IRP to be SOA compliant.

b) Once the need identified, identify subsequently if there are additional capabilities needed for the existing and currently planned Interface IRPs such that they can be considered SOA compliant.  
"Compliant" does not mean protocol compliance, where protocol test cases are needed to test if the subject is 
"in compliance" or not.

c) Based on the identification done in b), revise the identified Interface IRPs accordingly.
If step b) has identified e.g. that Entry Point IRP needs an extra capability allowing YyyIRPs to register their services such that IRPManagers can discover the availability of the services, then 
step c) should revise the Entry Point IRP Requirement, IS and SSs accordingly. 

NOTE:
For step c) a new Implementation Work Item will be created.

8

Security Aspects

Capabilities to secure the capabilities in existing YyyIRP shall be used to secure the capabilities mentioned in steps b) and c) above.  
Network operators have sole responsibility to decide if such security capability is needed or not.  
3GPP should/could not make such decision.

10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR 32.8xy
	Study on SOA compliant need and additional capabilities for existing/currently planned Interface IRPs
	SA5
	
	SA#42 Dec 2008
	SA#43 Mar 2009
	

	Affected existing specifications
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	
	
	
	
	


15.2
Study on Rc Reference Point Functionalities and Message Flows (FS_OAM_Rc) UID_410044
Resources:
S5

Status:

References
	Document
	Title/Contents

	WID(s)

	SP-080464
	SA5 WID on Rc Reference Point Functionalities and Message Flows

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 32.825
	Telecommunication management; Charging management; Rc Reference Point Study


	410044
	Study on Rc Reference Point Functionalities and Message Flows
	FS_OAM_Rc
	S5
	2009-03-12
	0%
	SP-080464
	Huawei
	SA#41 SID approved
	32.825


3

Justification

The purpose of this SID is to serve as a basis for detailed specification of OCS interfaces Rc in SA5. Under a comprehensive consideration of the status of OCS, it is proposed to start study of Rc reference point solution. It is therefore recommended to have a study item to guide further specification of the Rc reference point.

4

Objective

This Study Item aims to have a study report and recommendation for Rc Reference Point.
10
Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	32.82x
	Telecommunication management; Charging management; Rc Reference Point Study
	SA5
	
	SA#42
	SA#43 
	

	
	
	
	
	
	
	


16
CT Feasibility Studies

17
RAN Feasibility Studies

17.1
Study on LTE-Advanced (FS_RAN_LTEA) UID_390031
Resources:
R1
Status:
RP#40 TR 36.913 approved.
References
	Document
	Title/Contents

	WID(s)

	RP-080599
	RAN1 WID on Further advancements for E-UTRA (LTE-Advanced)

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 36.913
	Requirements for further advancements for E-UTRA (LTE-Advanced)

	TR 36.9xy
	Further advancements for E-UTRA Physical layer aspects

	TR 36.9xy
	Further advancements for E-UTRA (LTE-Advanced)


	390031
	Study on LTE-Advanced
	FS_RAN_LTEA
	R1
	2009-09-11
	25%
	RP-080599
	NTT DoCoMo
	RAN#39 SID approved. RAN#40 TR 36.913 approved. RAN#41 updated SID RP-080137=>RP-080599. Status Report in RP-080549
	36.913, 36.9xy, 36.9xz


Introduction

It is needed to revise the LTE-Advanced SID to capture TR36.913, Requirement TR of LTE-Advanced, and RAN1 internal TR in Chapter 10. Attached SID is the revision for approval in RAN#41.

3

Justification

IMT-Advanced is entering the phase of the process in ITU-R addressing the development of the terrestrial radio interface recommendations. To announce this stage of the process for IMT-Advanced, ITU-R has issued a Circular Letter(CL) to invite submission of candidate Radio Interface Technologies (RITs) or a set of RITs (SRITs) for IMT-Advanced. The key features of IMT-Advanced delineated in the CL are:

· a high degree of commonality of functionality worldwide while retaining the flexibility to support a wide range of services and applications in a cost efficient manner;

· compatibility of services within IMT and with fixed networks;

· capability of interworking with other radio access systems;

· high quality mobile services;

· user equipment suitable for worldwide use;

· user-friendly applications, services and equipment;

· worldwide roaming capability; and

· enhanced peak data rates to support advanced services and applications (100 Mbit/s for high and 1 Gbit/s for low mobility were established as targets for research) .

The base line requirements for IMT-Advanced will be concluded in ITU-R WP 5D #2 (June 2008) and communicated in an Addendum to the Circular Letter in the July 2008 timeframe.

In the WRC07, the following spectrum bands were proposed as additions to the prior identified bands, and the parts of the existing and new bands are globally or regionally identified for IMT, which is the new root term to encompass both IMT-2000 and IMT-Advanced.

· 450 MHz band

· UHF band (698-960 MHz)

· 2.3 GHz band

· C-band(3400-4200 MHz)

In 3GPP, E-UTRA should be further evolved for the future releases in accordance with:

· 3GPP operator requirements for the evolution of E-UTRA

· The need to meet/exceed the IMT-Advanced capabilities.

Considering the above, 3GPP TSG-RAN should study further advancements for E-UTRA (LTE-Advanced) toward meeting:

· Requirements for IMT-Advanced and provide ITU-R with proposals of RITs or SRITs according to the defined ITU-R time schedule provided in the Circular Letter and its Addendums.

· 3GPP operators requirements for the evolution of E-UTRA

4

Objective

A) Define a framework for further advancements of LTE (to be referred to as LTE-Advanced) considering:

· The time schedule of ITU-R

· That the work on LTE-Advanced must not introduce any delay to the completion of the Release 8 specification of LTE

· That the general enhancements of LTE specifications are maintained and progressed in a focused and efficient manner. 

B) Define requirements for of LTE-Advanced based on the ITU-R requirements for IMT-Advanced as well as 3GPP operators own requirements for advancing LTE considering:

· LTE radio technology and architecture improvements

· Support for all radio modes of operation

· Interworking with legacy RATs (scenarios and performance requirements)
· Backward compatibility of LTE-Advanced E-UTRA/E-UTRAN with E-UTRA/E-UTRAN i.e. 

· an LTE terminal can work in an LTE-Advanced E-UTRAN, 

· an LTE-Advanced terminal can work in an  E-UTRAN and 

· non-backward compatible elements could be considered based on RAN decision
· Newly identified frequency bands and existing frequency bands, and their advantages and limitations,  in particular, the consideration of the WRC-07 conclusions, to ensure that LTE-Advanced can accommodate radio channel bandwidths commensurate with the availability in parts of the world of wideband channels in the spectrum allocations (above 20 MHz) and at the same time being mindful on the need to accommodate those parts of the world where the spectrum allocations will not have availability of wideband channels 

C) Identify potential solutions, technologies for the enhancements of E-UTRA (LTE-Advanced).  The study areas include:
· Physical layer

· Radio interface layer 2 and RRC

· E-UTRAN architecture

· RF, including Aspects of wider channel bandwidth than 20 MHz
· Advanced system concepts

D) To develop documents that will serve as a basis for the documentation to be submitted to ITU-R to provide the 3GPP proposals for IMT-Advanced:

1. An “Early Proposal” submission that would be sent to ITU-R, to be agreed at RAN #41 (9-12 September 2008), for submission to WP 5D #3 (8-15 October 2008). 

2. A “Complete Technology” submission that would be sent to ITU-R, to be agreed at RAN #44 (26-29 May 2009), for submission to WP 5D #5 (planned for 10-17 June 2009). 

3. A “Final” submission to incorporate updates, additional specific details or feature additions, and the required self-evaluation that would be sent to ITU-R, to be agreed at RAN #45 (22-25 September 2009), for submission to WP 5D #6 (planned for 13-20 Oct 2009). 

·  3GPP should take note, that by ITU-R convention, the formal submission deadline for ITU-R meetings has been established as 16:00 hours UTC, seven calendar days prior to the start of the meeting.

E) Make recommendations for future WIs
F)     For reference, the Circular Letter as received from the ITU-R (and future Addendums to the same) are annexed to this Work Item and should become an integral part of the WI.
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Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	TR36.913
	TR Requirements for Further advancements for E-UTRA (LTE-Advanced)
	R1
	
	May-2008
	May-2008
	

	TR36.xyz
	TR Further advancements for E-UTRA Physical layer aspects
	R1
	
	May-2009
	Sep-2009
	

	TR36.xyz
	TR Further advancements for E-UTRA (LTE-Advanced)
	R1
	R2, R4, R3
	May-2009
	Sep-2009
	

	
	
	
	
	
	
	

	Affected existing specifications
[None in the case of Study Items]

	Spec No.
	CR
	Subject
	Approved at plenary#
	Comments

	
	
	
	
	

	
	
	
	
	


17.2
Study on 1.28 Mcps TDD Home NodeB (FS_RAN-HNBLCRTDD) UID_410016
Resources:
R4
Status:


References
	Document
	Title/Contents

	WID(s)

	RP-080767
	RAN4 SID on Study on 1.28 Mcps TDD Home NodeB

	Impacted Specifications

	-
	-

	New Dedicated Specifications/Reports

	TR 25.8xy
	


	410016
	Study on 1.28 Mcps TDD Home NodeB
	FS_RAN-HNBLCRTDD
	R4
	2009-06-12
	0%
	RP-080767
	TD Tech
	RAN#41 SID approved
	25.8xy


3

Justification

An increasing need for 1.28Mcps TDD Home NodeBs is observed to provide attractive services and data rates in home environments in China as a consequence of a large number of TD-SCDMA subscribers within recent years. 

Whereas UTRAN is not optimally suited for this application, as it was developed and defined under the assumption of coordinated network deployment. Actually home NodeBs are typically associated with uncoordinated and large scale deployment.

The aim of this feasibility study is to investigate optimizations and amendments to the standard in order to fully support the application of 1.28Mcps TDD Home NodeBs. 
This study includes but is not limited to the architecture aspect, HO scenario and interference consideration, etc.
New synchronization mechanism for 1.28Mcps TDD Home NodeB should be taken into consideration because there are more stringent synchronization requirements for 1.28Mcps TDD.
In order to minimize the impact on the existing overall network, the home NodeB concept for 1.28Mcps TDD shall operate with legacy terminal (from Release 4 onwards) and core network, and should minimize impact on protocol interfaces. So far no impact to terminal specifications is foreseen.

Once the feasibility study is finalized, a feasible solution regarding 1.28Mcps TDD Home NodeB deployment can be enabled.
4

Objective

The objective of this study item is to develop a framework to provide 1.28Mcps TDD Home NodeB environment. Thus the study should focus on building the 1.28Mcps TDD Femto/Pico environment that is capable of providing users with high bit rate and low cost services.

In order to achieve this, studies should be carried out in at least the following areas:
For RAN4:

· Requirements
· Identify any new, revised or missing RF requirements for 1.28Mcps TDD Home NodeB

· Identify relevant deployment scenarios
· RF-related issues
· Investigating RF related aspects such as interference scenarios and investigating RF performance requirements for 1.28Mcps TDD Home NodeB 
· Frequency accuracy 
· How much the frequency accuracy can be relaxed in home environment

· Associated class definitions

· Investigate (based on requirements and scenario coverage in the current specification) whether the local area class can be extended to cover scenarios for the 1.28Mcps TDD Home Node B, or a new class needs to be defined

For RAN1:

· Physical Layer
· Investigation on if and which 1.28Mcps TDD physical layer specifications might be impacted

For RAN2 and RAN3:
· Architecture
· Investigation on which UTRAN interfaces might be impacted for 1.28Mcps TDD Home NodeB
· Investigate whether Home NodeBs need to be synchronized among each other or with the macro network and how synchronisation can be achieved in a scalable manner
· Implications of deployment and/or operational scenario for 1.28Mcps TDD Home NodeB

· Potential for very high density of 1.28Mcps TDD Home NodeBs
Note: for the investigation of this topic, it shall be taken into account that rigorous planning is not necessarily possible and/or desirable for consumer premise equipment
· Mobility and access control

Investigation on if and which 1.28Mcps TDD air interfaces might be impacted
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Expected Output and Time scale (to be updated at each plenary) 

	New specifications
[If Study Item, one TR is anticipated]

	Spec No.
	Title
	Prime rsp. WG
	2ndary rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary#
	Comments

	25.xxx
	
	RAN4
	RAN1,RAN2, RAN3,
	RAN#43(Mar. 2009）
	RAN#44(June 2009)
	Technical Report
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Rel-9 Completed Features and Studies (to be updated)
	
	Release 9 Features
	
	
	

	330017
	Services Alignment and Migration
	ServAl
	S1
	100%

	350014
	Registration in Densely-populated area (RED)
	RED
	S1,S2
	51%

	370027
	End-User Identity
	EUI
	S1
	5%

	380067
	Customized Ringing Signal
	CRS
	S1
	85%

	380057
	Public Warning System
	PWS
	S1
	0%

	380062
	Network Selection for non-3GPP Access 
	N3GtoNSP
	S1,C6
	0%

	390073
	Enhancements to Multimedia Priority Service
	ePRIOR
	S1
	100%

	400031
	Support of Personal Area Networks and Enhancements to Personal Network Management
	PAN_EPNM
	S1
	100%

	400032
	Multi-Media Telephony Service enhancements
	eMMTel
	S1
	5%

	400034
	User Data Convergence
	UDC
	S1
	30%

	400035
	Enhanced Home NodeB / eNodeB
	EHNB
	S1,S2
	12%

	410027
	Protection against Unsolicited Communication for IMS (PUCI)
	IMS_PUCI
	S1,S3
	0%

	410030
	Network Improvements for Machine-type Communications
	NIMTC
	S1
	0%

	410032
	IMS Services Centralization and Continuity
	IMS_SCC
	S1,S2
	0%

	380064
	Support for IMS Emergency Calls over GPRS and EPS
	IMS_EMER_GPRS_EPS
	S2,S1
	50%

	380071
	Harmonization of Gq'/Rx for Common IMS
	IMS_Comm_GqRx_Harm
	S2
	25%

	400038
	LCS Control Plane Solution for EPS
	LCS_CPS_EPS
	S2
	0%

	400039
	MBMS support in EPS
	MBMS_EPS
	S2
	0%

	410023
	Improvements of the Radio Interface
	RInImp9
	RP
	0%

	410017
	LCR TDD UE OTA Performance Requirements
	RInImp9-RFLCROTA
	R4
	0%

	410018
	UMTS 1880 MHz TDD LCR
	RInImp9-UMTS1880TDD
	R4
	0%

	410019
	RF requirements for Multicarrier and Multi-RAT BS
	RInImp9-RFmulti
	R4
	0%

	
	Release 9 Feasibility Studies
	
	

	370045
	Study on enhanced voice service requirements for the EPS
	FS_EVS_EPS
	S1,S4
	25%

	380083
	Study on advanced requirements for IP interconnect 
	FS_IPXS
	S1
	8%

	400036
	Study on Service Specific Access Control in EPS
	FS_SSAC_EPS
	S1
	20%

	400037
	Study on Unauthenticated PS Emergency Calls
	FS_UAPSEC
	S1
	5%

	410039
	Study on Personal Broadcast Service
	FS_PBS
	S1
	0%

	410040
	Study on LCS support in SAE for non-3GPP accesses
	FS_LCS_n3GPP
	S1
	0%

	350052
	Study on CS Domain Services over EPS access
	FS_CSoPS
	S2
	70%

	370043
	Study on Extended Support of IMS Emergency Calls
	FS_IMS-eCall
	S2
	50%

	370050
	Study on System enhancements for the use of IMS services in local breakout and optimal routing of media
	FS_IMS_LBO_ORM
	S2
	14%

	390055
	Study on Intra Domain Connection of RAN Nodes to Multiple CN Nodes
	FS_IDC
	S2
	0%

	410041
	Study on IMS Evolution
	FS_eIMS
	S2
	0%

	410042
	Study on enhancements to IMS border functions for IMS Interconnection of services
	FS_eIMS_IBCF
	S2
	0%

	410043
	Study on Multi Access PDN connectivity and IP flow mobility
	FS_MA_PDN
	S2,S1
	0%

	370053
	Study on Remote management of USIM application on M2M Equipment
	FS_UM2M
	S3
	60%

	380084
	Study on UTRAN key management enhancements
	FS_UKM
	S3
	20%

	380085
	Study on Home (e)NodeB Security
	FS_HNB_Sec
	S3
	40%

	400029
	Study on Service Oriented Architecture (SOA) for IRP
	FS_OAM_SOA_IRP
	S5
	10%

	410044
	Study on Rc Reference Point Functionalities and Message Flows
	FS_OAM_Rc
	S5
	0%

	390031
	Study on LTE-Advanced
	FS_RAN_LTEA
	R1
	25%

	410016
	Study on 1.28 Mcps TDD Home NodeB
	FS_RAN-HNBLCRTDD
	R4
	0%
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Rel-9 Deleted Features and Studies (to be updated)
	
	Release 9 Features
	
	
	
	

	UID
	Name
	Acronym
	Level
	Resource
	Notes

	390040
	Deleted - SAES Enhancements (non RAN aspects)
	SAES_Ph2
	1
	S2
	SA#39 created to host Rel-9 Wis. BUT no agreed WID

	350028
	Deleted - Functions and procedures for SAE to support LTE MBMS
	SAES_Ph2
	2
	S2
	SA#39 SAE functionality moved to Rel-9. WID returned to SA2 for re-consideration & remove MBMS for EPS from Rel 8

	390041
	Deleted - CS over EPS 
	SAES_Ph2
	2
	S2
	SA#39 SAE functionality moved to Rel-9. BUT no agreed WID

	390042
	Deleted - SAE for generic support for non-3GPP accesses
	SAES_Ph2
	2
	S2
	SA#39 SAE functionality moved to Rel-9. BUT no agreed WID

	390043
	Deleted - Single Radio Aspects of SAE for Optimized Handover with WiMAX
	SAES_Ph2
	3
	S2
	SA#39 SAE functionality moved to Rel-9. BUT no agreed WID

	380081
	Deleted - Support of WiMAX - LTE Mobility
	WiMAX_LTE_Mobility
	1
	R2
	RAN#39: No agreed WID

	380082
	Deleted - Support of WiMAX - UMTS Mobility
	WiMAX_UMTS_Mobility
	1
	R2
	RAN#39: No agreed WID

	0
	Release 9 Feasibility Studies
	
	
	


Annex A:
Change history

	Change history

	Date
	TSG #
	TSG Doc.
	CR
	Rev
	Subject/Comment
	Old
	New

	2008-09
	TSG-41
	SP-080513
	--
	--
	1st draft despatched to TSG#41 for input / comment
	-
	0.0.1

	2008-11
	--
	--
	--
	--
	TSG#41 updates included
	0.0.1
	0.0.2

	2008-12
	TSG-42
	SP-080abc
	--
	--
	draft despatched to TSG#42 for input / comment
	0.0.2
	0.0.3
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