Page 1



3GPP TSG-RAN5 Meeting #33 
(
 R5-063571
Riga, Latvia, 6th - 10th Nov 2006

	CR-Form-v9.2

	CHANGE REQUEST

	

	(

	34.229-2
	CR
	7
	(

rev
	-
	(

Current version:
	5.1.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	x
	Radio Access Network
	
	Core Network
	


	

	Title:
(

	Update to 34.229-2 : Major capabilities

	
	

	Source to WG:
(

	Nokia

	Source to TSG:
(

	R5

	
	

	Work item code:
(

	IMS2_CCR_Test
	
	Date: (

	09/11/2006

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	Rel-6

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R97
(Release 1997)
R98
(Release 1998)
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)

	
	

	Reason for change:
(

	The table for Major capabilities is updated due to recent changes agreed to TS 24.229 Rel-5 & Rel-6. Additionally to that the applicability statement of test case 14.2 is specified according to LS from CT1.

	
	

	Summary of change:
(

	The following capabilities are defined as optional:
- SIP extensions for media authorization
- a messaging mechanism for the SIP
- initiating a session which requires resource reservation
Applicability statement of test case 14.2. synchronized with 34.229-1

1st  revision: Fixed the incorrect reference to condition C12, refers now to C13. Added capabilities for IPSec ESP confidentiality protection, encryption algorithms and the corresponding RFCs.Clarified the support for preconditions.

2nd  revision: revised the applicability statements

	
	

	Consequences if 
(

not approved:
	Major capabilities would not be in synch with the core spec
Applicability statement of test case 14.2. would still stay as FFS.

	
	

	Clauses affected:
(

	2, 4, A.4.2.1, A.4.5

	
	

	
	Y
	N
	
	

	Other specs
(

	
	x
	 Other core specifications
(

	

	affected:
	
	x
	 Test specifications
	

	
	
	x
	 O&M Specifications
	

	
	

	Other comments:
(

	1st  revision: R5-063304 -> R5-063502: updated the Release as Rel-6
2nd  revision: R5-063502 -> R5-063571: updated WI code


2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

-
For a Release 5 UE, references to 3GPP documents are to version 5.x.y, when available

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 34.123-1: "User Equipment (UE) conformance specification; Part 1: Protocol conformance specification".

[3]
3GPP TS 34.123-2: "User Equipment (UE) conformance specification; Part 2: Implementation Conformance Statement (ICS) proforma specification".

[4]
3GPP TS 34.123-3: "User Equipment (UE) conformance specification; Part 3: Abstract Test Suites (ATS)".

[5]
3GPP TS 34.229-1: "Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); User Equipment (UE) conformance specification; Part 1: Protocol conformance specification ".

[6]
3GPP TS 34.229-3: "Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); User Equipment (UE) conformance specification; Part 3: Abstract Test Suites (ATS)".

[7]
ISO/IEC 9646-1: "Information technology - Open systems interconnection - Conformance testing methodology and framework - Part 1: General concepts".

[8]
ISO/IEC 9646-7: "Information technology - Open systems interconnection - Conformance testing methodology and framework - Part 7: Implementation Conformance Statements".

[9]
ETSI ETS 300 406: "Methods for testing and Specification (MTS); Protocol and profile conformance testing specifications; Standardization methodology".

[10]
3GPP TS 24.229: "IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".

[11]
3GPP TS 26.234: "Transparent end-to-end Packet-switched Streaming Service (PSS); Protocols and codecs".

[12]
3GPP TS 33.203: "Access security for IP-based services".

[13]
3GPP TS 23.221: "Architectural requirements".

[14]
3GPP TS 26.235: "Packet switched conversational multimedia applications; Default codecs".

[15]
RFC 3261: "SIP: Session Initiation Protocol".

[16]
3GPP TS 24.141: "Presence service using the IP Multimedia (IM) Core Network (CN) subsystem; Stage 3".

[17]
3GPP TS 24.247: "Messaging using the IP Multimedia (IM) Core Network (CN) subsystem; Stage 3".

[18]
3GPP TR 23.981: "Interworking aspects and migration scenarios for IPv4-based IP Multimedia Subsystem (IMS) implementations".

[19]
3GPP TS 24.147: "Conferencing using the IP Multimedia (IM) Core Network (CN) subsystem; Stage 3".

[20]
RFC 3455: "Private Header (P-Header) Extensions to the Session Initiation Protocol (SIP) for the 3rd-Generation Partnership Project (3GPP)"

[21]
RFC 3608: "Session Initiation Protocol (SIP) Extension Header Field for Service Route Discovery During Registration".

[22]
RFC 3327: "Session Initiation Protocol Extension Header Field for Registering Non-Adjacent Contacts".

[23]
RFC 3329: "Security Mechanism Agreement for the Session Initiation Protocol (SIP)".

[24]
RFC 3680: "A Session Initiation Protocol (SIP) Event Package for Registrations".

[25]
RFC 3486: “Compressing the Session Initiation Protocol (SIP)”

[26]
RFC 3312: "Integration of Resource Management and Session Initiation Protocol (SIP)".

[27]
RFC 3262: "Reliability of provisional responses in Session Initiation Protocol (SIP)".

[28]
RFC 3265: "Session Initiation Protocol (SIP) Specific Event Notification".

[29]
RFC 3515: "The Session Initiation Protocol (SIP) REFER method".

[30]
RFC 3311: "The Session Initiation Protocol (SIP) UPDATE method".

[31]
RFC 3313: "Private Session Initiation Protocol (SIP) Extensions for Media Authorization".

[32]
RFC 3323: "A Privacy Mechanism for the Session Initiation Protocol (SIP)".

[33]
RFC 3325: "Private Extensions to the Session Initiation Protocol (SIP) for Network Asserted Identity within Trusted Networks".

[34]
RFC 3428: "Session Initiation Protocol (SIP) Extension for Instant Messaging".

[35]
RFC 3326: "The Reason Header Field for the Session Initiation Protocol (SIP)".

[36]
RFC 3841: "Caller Preferences for the Session Initiation Protocol (SIP)"

[37]
RFC 3903: "An Event State Publication Extension to the Session Initiation Protocol (SIP)".

[38]
RFC 4028: "Session Timers in the Session Initiation Protocol (SIP)".

[39]
RFC 3892: "The Session Initiation Protocol (SIP) Referred-By Mechanism".

[40]
RFC 3891: "The Session Inititation Protocol (SIP) "Replaces" Header".

[41]
RFC 3911: "The Session Inititation Protocol (SIP) "Join" Header".

[42]
RFC 3840: "Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)"

[43]
RFC 3857: "A Watcher Information Event Template Package for the Session Initiation Protocol (SIP)".

[44]
RFC 3856: "A Presence Event Package for the Session Initiation Protocol (SIP)".

[45]
draft-ietf-sipping-config-framework-07 (July 2005): "A Framework for Session Initiation Protocol User Agent Profile Delivery".
Editor's note: The above document cannot be formally referenced until it is published as an RFC.

[46]
draft-ietf-sipping-conference-package-12 (July 2005): "A Session Initiation Protocol (SIP) Event Package for Conference State"

Editor's note: The above document cannot be formally referenced until it is published as an RFC.

[47]
RFC 2403 "The Use of HMAC-MD5-96 within ESP and AH".

[48]
RFC 2404 "The Use of HMAC-SHA-1-96 within ESP and AH".

[49]
RFC 3388: "Grouping of Media Lines in Session Description Protocol".

[50]
RFC 3524: "Mapping of Media Streams to Resource Reservation Flows".

[51]
RFC 3556: "Session Description Protocol (SDP) Bandwidth Modifiers for RTP Control Protocol (RTCP) Bandwidth".

[52]
3GPP TR 33.978: "Security aspects of early IP Multimedia Subsystem (IMS)".
[53]
RFC 2451: "The ESP CBC-Mode Cipher Algorithms".
[54]
RFC 3602: "The AES-CBC Cipher Algorithm and Its Use with IPsec".
< *********** Beginning of the second change *****************>
4
Recommended test case applicability

The applicability of each individual test is identified in the table 1. This is just a recommendation based on the purpose for which the test case was written.

The applicability of every test is formally expressed by the use of Boolean expression that are based on parameters (ICS) included in annex A of the present document.

The columns in table 1 have the following meaning:

Clause

The clause column indicates the clause number in TS 34.229-1 [5] that contains the test body.

Title

The title column describes the name of the test.

Release

The release column indicates the earliest release from which each testcase is applicable, except if otherwise stated of an individual test case. 

Applicability 

The following notations are used for the applicability column:

R
recommended - the test case is recommended

O
optional – the test case is optional

N/A
not applicable - in the given context, the test case is not recommended.

Ci
conditional - the test is recommended ("R") or not ("N/A") depending on the support of other items. "i" is an integer identifying an unique conditional status expression which is defined immediately following the table. For nested conditional expressions, the syntax "IF ... THEN (IF ... THEN ... ELSE...) ELSE ..." is used to avoid ambiguities. 

Comments 

This column contains a verbal description of the condition included in the applicability column.

Table 1: Applicability of tests

	Clause
	Title
	Release
	Applicability
	Comments

	PDP Context Activation

	6.2
	General Purpose PDP Context Establishment (UE Requests for a Dedicated PDP Context)
	Rel-5
	C04
	UE supporting 3GPP IMS and capable of being configured to initiate Dedicated PDP Context

	6.3
	Dedicated PDP Context Establishment
	Rel-5
	C04
	UE supporting 3GPP IMS and capable of being configured to initiate Dedicated PDP Context

	P-CSCF Discovery

	7.1
	P-CSCF Discovery via PDP Context
	Rel-5
	C05
	UE supporting 3GPP IMS and capable of being configured to initiate P-CSCF Discovery via PCO

	7.2
	P-CSCF Discovery via DHCP – IPv4
	Rel-5
	C06
	UE supporting IPv4 and capable of being configured to initiate P-CSCF Discovery via DHCPv4

	7.3
	P-CSCF Discovery via DHCP – IPv4 (UE Requests P-CSCF discovery via PCO)
	Rel-5
	C07
	UE supporting IPv4, supporting P-CSCF Discovery via PCO and DHCPv4 and capable of being configured to initiate P-CSCF Discovery via PCO

	7.4
	P-CSCF Discovery by DHCP – IPv6
	Rel-5
	C08
	UE supporting 3GPP IMS and capable of being configured to initiate P-CSCF Discovery via DHCPv6

	7.5
	P-CSCF Discovery by DHCP-IPv6 (UE Requests P-CSCF discovery by PCO)
	Rel-5
	c09
	UE supporting 3GPP IMS and supporting P-CSCF Discovery via PCO and DHCPv6 and capable of being configured to initiate P-CSCF Discovery via PCO

	7.6
	P-CSCF Discovery by DHCP – IPv6 (UE does not Request P-CSCF discovery by PCO, SS includes P-CSCF Address(es) in PCO)
	Rel-5
	C10
	UE supporting 3GPP IMS and supporting P-CSCF Discovery via PCO and DHCPv6 and capable of being configured to initiate P-CSCF Discovery via DHCPv6

	7.7
	P-CSCF Discovery (UE Receives list of FQDNs / IPv6 addresses)
	Rel-5
	C00
	UE supporting 3GPP IMS

	7.8
	P-CSCF Discovery  (UE Receives list of FQDNs / IPv4 addresses)
	Rel-5
	C12
	UE supporting IPv4

	Registration

	8.1
	Initial registration
	Rel-5
	C00
	UE supporting 3GPP IMS 

	8.2
	User Initiated Re-Registration
	Rel-5
	C00
	UE supporting 3GPP IMS

	8.3
	Mobile Initiated Deregistration
	Rel-5
	C00
	UE supporting 3GPP IMS

	8.4
	Invalid Behaviour – 423 Interval Too Brief
	Rel-5
	C00
	UE supporting 3GPP IMS

	Authentication

	9.1
	Invalid Behaviour – MAC Parameter Invalid
	Rel-5
	C00
	UE supporting 3GPP IMS

	9.2
	Invalid Behaviour – SQN out of range
	Rel-5
	C00
	UE supporting 3GPP IMS 

	Subscription

	10.1
	Invalid Behaviour – 503 Service Unavailable
	Rel-5
	C00
	UE supporting 3GPP IMS 

	Notification

	11.1
	Network-initiated deregistration
	Rel-5
	C00
	UE supporting 3GPP IMS 

	11.2
	Network initiated re-authentication
	Rel-5
	C00
	UE supporting 3GPP IMS 

	Call Control

	12.1
	MO Call Successful with preconditions
	Rel-5
	C03
	UE supporting 3GPP IMS and capable of initiating a session and supporting preconditions and supporting initiating a session which require local and/or remote resource reservation

	12.2
	MO Call – 503 Service Unavailable
	Rel-5
	C01
	UE supporting 3GPP IMS and capable of initiating a session

	12.3
	MO Call – 488 Not Acceptable Here
	Rel-5
	C02
	UE supporting 3GPP IMS and capable of sending new INVITE request upon reception of a 488 (Not Acceptable Here) response and supporting more than one media or codec

	12.4
	Call initiation – mobile terminating case
	Rel-5
	C03
	UE supporting 3GPP IMS and capable of initiating a session and supporting preconditions

	SIP Compression (SigComp)

	13.1
	SigComp in the Initial registration
	Rel-5
	C00
	UE supporting 3GPP IMS

	Emergency Service

	14.1
	Emergency Call Initiation – Using CS domain
	Rel-5
	C11
	UE supporting 3GPP IMS and supporting Emergency speech call

	14.2
	Emergency Call Initiation – 380 Alternative Service
	Rel-5
	C13
	UE supporting 3GPP IMS and supporting Emergency speech call and capable of initiating a bidirectional voice session over IMS

	
	Conditions/Options
	
	
	

	C00
	IF A.0/1 THEN R ELSE N/A
	3GPP IMS

	C01
	IF A.0/1 AND A.4/2B THEN R ELSE N/A
	3GPP IMS AND Initiating session

	C02
	IF A.0/1 AND A.12/1 AND A.12/11 THEN R ELSE N/A
	3GPP IMS AND Sending new INVITE request upon reception of 488 response AND supporting more than one media or codec

	C03
	IF A.0/1 AND A.4/2B AND A.4/16 THEN R ELSE N/A
	3GPP IMS AND Initiationg session AND preconditions

	C04
	IF A.0/1 AND A.12/4 THEN R ELSE N/A
	3GPP IMS AND Dedicated PDP Context

	C05
	IF A.0/1 AND A.12/5 THEN R ELSE N/A
	3GPP IMS AND P-CSCF Discovery via PCO

	C06
	IF A.7/1 AND A.13/1 THEN R ELSE N/A
	IPv4 AND configured to initiate P-CSCF discovery via DHCPv4

	C07
	IF A.7/1 AND A.12/8  AND A.13/2 AND A.12/5 THEN R ELSE N/A
	IPv4 AND P-CSCF discovery via PCO AND P-CSCF discovery via DHCPv4 AND configured to initiate P-CSCF discovery via PCO

	C08
	IF A.0/1 AND A.12/7 THEN R ELSE N/A
	3GPP IMS AND Configured to initiate P-CSCF discovery via DHCPv6

	C09
	IF A.0/1 AND A.12/8 AND A.12/10 AND A.12/5 THEN R ELSE N/A
	3GPP IMS AND P-CSCF Discovery via PCO AND P-CSCF discovery via DHCPv6 AND configured to initiate P-CSCF discovery via PCO

	C10
	IF A.0/1 AND A.12/8 AND A.12/10 AND A.12/7 THEN R ELSE N/A
	3GPP IMS AND P-CSCF Discovery via PCO AND P-CSCF discovery via DHCPv6 AND configured to initiate P-CSCF discovery via DHCPv6

	C11
	IF A.0/1 AND [3] A.2/2 THEN R ELSE N/A
	3GPP IMS AND Emergency speech call

	C12
	IF A.7/1 THEN R ELSE N/A
	IPv4

	C13
	IF A.0/1 AND [3] A.2/2 AND A.12/12 THEN R ELSE N/A
	3GPP IMS AND Emergency speech call AND initiating a bidirectional voice session over IMS


< *********** Beginning of the third change *****************>

A.4.2.1
Major capabilities

Table A.4: Major capabilities

	Item
	Does the implementation support
	Reference
	Status
	Release
	Support

	
	Capabilities within main protocol
	
	
	
	

	1
	client behaviour for registration?
	24.229 [10], A.2.1.2

RFC 3261 [15], 10.2
	m
	Rel-5
	

	2A
	registration of multiple contacts for a single address of record
	24.229 [10], A.2.1.2

RFC 3261 [15], 10.2.1.2, 16.6
	o
	Rel-6
	

	2B
	initiating a session?
	24.229 [10], A.2.1.2

RFC 3261 [15], 13
	o
	Rel-5
	

	2C
	initiating a session which require local and/or remote resource reservation?
	24.229 [10], A.2.1.2

RFC 3262 [27]
	c19
	Rel-6
	

	3
	client behaviour for INVITE requests?
	24.229 [10], A.2.1.2

RFC 3261 [15], 13.2
	c18
	Rel-5
	

	4
	server behaviour for INVITE requests?
	24.229 [10], A.2.1.2

RFC 3261 [15], 13.3
	c18
	Rel-5
	

	5
	session release?
	24.229 [10], A.2.1.2

RFC 3261 [15], 15.1
	c18
	Rel-5
	

	6
	timestamping of requests?
	24.229 [10], A.2.1.2

RFC 3261 [15], 8.2.6.1
	o
	Rel-5
	

	7
	authentication between UA and UA?
	24.229 [10], A.2.1.2

RFC 3261 [15], 22.2
	o
	Rel-5
	

	8A
	authentication between UA and proxy?
	24.229 [10], A.2.1.2

RFC 3261 [15], 20.28, 22.3
	o
	Rel-5
	

	9
	server handling of merged requests due to forking?
	24.229 [10], A.2.1.2

RFC 3261 [15], 8.2.2.2
	m
	Rel-5
	

	10
	client handling of multiple responses due to forking?
	24.229 [10], A.2.1.2

RFC 3261 [15], 13.2.2.4
	m
	Rel-5
	

	11
	insertion of date in requests and responses?
	24.229 [10], A.2.1.2

RFC 3261 [15], 20.17
	o
	Rel-5
	

	12
	downloading of alerting information?
	24.229 [10], A.2.1.2

RFC 3261 [15], 20.4
	o
	Rel-5
	

	
	Extensions
	
	
	
	

	14
	reliability of provisional responses in SIP?
	24.229 [10], A.2.1.2

RFC 3262 [27]
	c18
	Rel-5
	

	15
	the REFER method?
	24.229 [10], A.2.1.2

RFC 3515 [29]
	o
	Rel-5
	

	
	
	
	c33
	Rel-6
	

	16
	integration of resource management and SIP? (use of preconditions)
	24.229 [10], A.2.1.2

RFC 3312 [26]
	c44
	Rel-5


	

	17
	the SIP UPDATE method?
	24.229 [10], A.2.1.2

RFC 3311 [30]
	c18
	Rel-5

[FFS for Rel-6]
	

	19
	SIP extensions for media authorization?
	24.229 [10], A.2.1.2

RFC 3313 [31]
	o
	Rel-5
	

	20
	SIP specific event notification?
	24.229 [10], A.2.1.2

RFC 3265 [28]
	m
	Rel-5
	

	22
	acting as the notifier of event information?
	24.229 [10], A.2.1.2

RFC 3265 [28]
	o
	Rel-5
	

	23
	acting as the subscriber to event information?
	24.229 [10], A.2.1.2

RFC 3265 [28]
	m
	Rel-5
	

	24
	session initiation protocol extension header field for registering non-adjacent contacts?
	24.229 [10], A.2.1.2

RFC 3327 [22]
	m
	Rel-5
	

	25
	private extensions to the Session Initiation Protocol (SIP) for network asserted identity within trusted networks?
	24.229 [10], A.2.1.2

RFC 3325 [33]
	m
	Rel-5
	

	26
	a privacy mechanism for the Session Initiation Protocol (SIP)?
	24.229 [10], A.2.1.2

RFC 3323 [32]
	m
	Rel-5
	

	26A
	request of privacy by the inclusion of a Privacy header indicating any privacy option?
	24.229 [10], A.2.1.2

RFC 3323 [32]
	o
	Rel-5
	

	27
	a messaging mechanism for the Session Initiation Protocol (SIP)?
	24.229 [10], A.2.1.2

RFC 3428 [34]
	o
	Rel-5
	

	28
	session initiation protocol extension header field for service route discovery during registration?
	24.229 [10], A.2.1.2

RFC 3608 [21]
	m
	Rel-5
	

	29
	compressing the session initiation protocol?
	24.229 [10], A.2.1.2

RFC 3486 [25]
	m
	Rel-5
	

	30
	private header extensions to the session initiation protocol for the 3rd-Generation Partnership Project (3GPP)?
	24.229 [10], A.2.1.2

RFC 3455 [20]
	m
	Rel-5
	

	31
	the P-Associated-URI header extension?
	24.229 [10], A.2.1.2

RFC 3455 [20], 4.1
	m
	Rel-5
	

	32
	the P-Called-Party-ID header extension?
	24.229 [10], A.2.1.2

RFC 3455 [20], 4.2
	o
	Rel-5
	

	34
	the P-Access-Network-Info header extension?
	24.229 [10], A.2.1.2

RFC 3455 [20], 4.4
	m
	Rel-5
	

	37
	security mechanism agreement for the session initiation protocol?
	24.229 [10], A.2.1.2

RFC 3329 [23]
	m
	Rel-5
	

	38
	the Reason header field for the session initiation protocol?
	24.229 [10], A.2.1.2

RFC 3326 [35]
	o
	Rel-6
	

	40
	caller preferences for the session initiation protocol?
	24.229 [10], A.2.1.2

RFC 3841 [36]
	c29
	Rel-6
	

	40A
	the proxy-directive within caller-preferences?
	24.229 [10], A.2.1.2

RFC 3841 [36], 9.1
	o.5
	Rel-6
	

	40B
	the cancel-directive within caller-preferences?
	24.229 [10], A.2.1.2

RFC 3841 [36], 9.1
	o.5
	Rel-6
	

	40C
	the fork-directive within caller-preferences?
	24.229 [10], A.2.1.2

RFC 3841 [36], 9.1
	m
	Rel-6
	

	40D
	the recurse-directive within caller-preferences?
	24.229 [10], A.2.1.2

RFC 3841 [36], 9.1
	o.5
	Rel-6
	

	40E
	the parallel-directive within caller-preferences?
	24.229 [10], A.2.1.2

RFC 3841 [36], 9.1
	m
	Rel-6
	

	40F
	the queue-directive within caller-preferences?
	24.229 [10], A.2.1.2

RFC 3841 [36], 9.1
	o.5
	Rel-6
	

	41
	an event state publication extension to the session initiation protocol?
	24.229 [10], A.2.1.2

RFC 3903 [37]
	c30
	Rel-6
	

	42
	SIP session timer?
	24.229 [10], A.2.1.2

RFC 4028 [38]
	c19
	Rel-6
	

	43
	the SIP Referred-By mechanism?
	24.229 [10], A.2.1.2

RFC 3892 [39]
	c33
	Rel-6
	

	44
	the Session Inititation Protocol (SIP) “Replaces” header?
	24.229 [10], A.2.1.2

RFC 3891 [40]
	c19
	Rel-6
	

	45
	the Session Inititation Protocol (SIP) “Join” header?
	24.229 [10], A.2.1.2

RFC 3911 [41]
	c19
	Rel-6
	

	46
	the callee capabilities?
	24.229 [10], A.2.1.2

RFC 3840 [42]
	o
	Rel-6
	

	
	Conditions/Options
	
	
	
	

	c18
	IF A.4/2B THEN m ELSE n/a
	initiating sessions.

	c29
	IF A.4/40A OR A.4/40B OR A.4/40C OR A.4/40D OR A.4/40E OR A.4/40F THEN m ELSE n/a
	support of any directives within caller preferences for the session initiation protocol.

	c30
	IF A.3A/2 THEN m ELSE o
	presence user agent.

	c19
	IF A.4/2B THEN o ELSE n/a
	initiating sessions.

	c33
	IF A.3A/12 OR A.4/44 THEN m ELSE o
	conference participant or the Session Inititation Protocol (SIP) "Replaces" header.

	c44
	IF A.4/2C THEN m ELSE o
	initiating a session which require local and/or remote resource reservation

	o.5
	At least one of these capabilities is supported.
	


Table A.4A: Supported event packages

	Item
	Does the implementation support
	Reference
	Subscriber
	Notifier

	
	
	
	Status
	Release
	Support
	Status
	Release
	Support

	1
	reg event package?
	24.229 [10], 5.1.1.3, A.2.1.2

RFC 3680 [24]
	m
	Rel-5
	
	n/a
	Rel-5
	

	2
	refer package?
	24.229 [10], A.2.1.2

RFC 3515 [29], 3
	c13
	Rel-6
	
	c13
	Rel-6
	

	3
	presence package?
	24.229 [10], A.2.1.2

RFC 3856 [44], 6
	c5
	Rel-6
	
	c2
	Rel-6
	

	4
	eventlist with underlying presence package?
	24.229 [10], A.2.1.2

RFC 3856 [44], 6
	c5
	Rel-6
	
	c2
	Rel-6
	

	5
	presence.winfo template-package?
	24.229 [10], A.2.1.2

RFC 3857 [43], 4
	c9
	Rel-6
	
	c2
	Rel-6
	

	6
	ua-profile package?
	24.229 [10], A.2.1.2

[45], 3
	o
	Rel-6
	
	c2
	Rel-6
	

	7
	conference package?
	24.229 [10], A.2.1.2

[46], 3
	c21
	Rel-6
	
	c2
	Rel-6
	

	
	Conditions/Options
	
	
	
	
	
	
	

	c2
	IF A.4/22 THEN o ELSE n/a
	acting as the notifier of event information.

	c5
	IF A.3A/4 THEN m ELSE o
	watcher.

	c9
	IF A.3A/2 THEN m ELSE o
	presence user agent

	c13
	IF A.4/15 THEN m ELSE n/a
	the REFER method

	c21
	IF A.3A/12 THEN m ELSE o
	conference participant


< *********** Beginning of the fourth change *****************>

A.4.2.3
Security

Table A.6: Security capabilities

	Item
	Security capabilities
	Reference
	Status
	Release
	Support

	1
	“ipsec-3gpp” security mechanism
	RFC 3329 [23]

24.229 [10], 5.1.1.2
	m
	Rel-5
	

	2
	IMS-AKA authentication protocol
	33.203 [12], 5.1.1
	m
	Rel-5
	

	3
	IPSec ESP integrity protection
	33.203 [12], 6.3
	m
	Rel-5
	

	4
	HMAC-MD5-96 integrity algorithm
	RFC 2403 [47]

24.229 [10], 5.1.1.2
	m
	Rel-5
	

	5
	HMAC-SHA-1-96 integrity algorithm
	RFC 2404 [48]

24.229 [10], 5.1.1.2
	m
	Rel-5
	

	6
	IPSec protocol Transport mode
	33.203 [12], annex H
	m
	Rel-5
	

	7
	Setup of two pairs of security associations
	33.203 [12], 6.1

24.229 [10], 5.1.1.2
	m
	Rel-5
	

	8
	Procedures to announce support of IPSec algorithms
	RFC 3329 [23]

24.229 [10], 5.1.1.2
	m
	Rel-5
	

	9
	Early IMS security
	33.978 [52]
	o
	Rel-5
	

	10
	IPSec ESP confidentiality protection
	33.203 [12], 6.2
	o
	Rel-6
	

	11
	DES‑EDE3‑CBC encryption algorithm
	RFC 2451 [53]

24.229 [10], 5.1.1.2
	o
	Rel-6
	

	12
	AES‑CBC encryption algorithm
	RFC 3602 [54]

24.229 [10], 5.1.1.2
	o
	Rel-6
	


< *********** Beginning of the fifth change *****************>

A.4.5
Additional information

Table A.12: Additional information

	Item
	Additional information
	Ref.
	Status
	Release
	Mnemonic
	Support

	1
	UE sends new INVITE request upon reception of a 488 (Not Acceptable Here) response
	24.229 [10], 5.1.3.1
	o
	Rel-5
	
	

	2
	UE compresses the initial REGISTER message
	24.229 [10], 8.1.1

RFC 3486 [25]
	o
	Rel-5
	
	

	3
	UE compresses upon receiving the first compressed message
	24.229 [10], 8.1.1

RFC 3486 [25]
	o
	Rel-5
	
	

	4
	UE capable of being configured to initiate Dedicated PDP Context
	24.229 [10], 9.2.1
	o
	Rel-5
	
	

	5
	UE capable of being configured to initiate P-CSCF discovery via PCO
	24.229 [10], 9.2.1
	o
	Rel-5
	
	

	6
	Void
	
	
	
	
	

	7
	UE capable of being configured to initiate P-CSCF discovery via DHCPv6
	24.229 [10], 9.2.1
	o
	Rel-5
	
	

	8
	UE supports P-CSCF discovery via PCO
	24.229 [10], 9.2.1
	o
	Rel-5
	
	

	9
	Void
	
	
	
	
	

	10
	UE supports P-CSCF discovery via DHCPv6
	24.229 [10], 9.2.1
	o
	Rel-5
	
	

	11
	UEs supports more than one media or codec
	24.229 [10], 6.1
	o
	Rel-5
	
	

	12
	UE capable of initiating a bidirectional voice session over IMS
	24.229 [10], 5.1.6
	o
	Rel-5
	
	

	13
	UE requires the usage of preconditions by Require header
	24.229 [10], 5.1.3
	o
	Rel-5
	
	

	14
	UE indicates the support for preconditions by Supported header
	24.229 [10], 5.1.3
	o
	Rel-6
	
	

	15
	UE supports a=inactive
	24.229 [10], 6.1.2
	o
	Rel-6
	
	





�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" ��Document numbers� are allocated by the Working Group Secretary.  


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least three digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR was written and (normally) to which it will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


One or more organizations (3GPP Individual Members) which drafted the CR and are presenting it to the Working Group.


For CRs agreed at Working Group level, the identity of the WG.  Use the format "x WGn" where �	x = "CT" for TSG CT, "RAN" for TSG RAN, "SA" for TSG SA, "GERAN" for TSG GERAN; �PAGE \# "'Page: '#'�'"  ���	n = digit identifying the Working Group; for CRs drafted during the TSG meeting itself, use "TSG x". �Examples: "CT WG4", "RAN WG5", "GERAN WG3", "TSG SA".


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, B & C CRs for release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See � HYPERLINK "http://www.3gpp.org/ftp/information/work_plan/" ��http://www.3gpp.org/ftp/information/work_plan/� .


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2002.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed below. For more detailed help on interpreting these categories, see the Technical Report �HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/21900.htm"��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR were to be rejected. It is mandatory necessary to complete this section only if the CR is of category "F" (i.e. correction), though it may well be useful for other categories.


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.





