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1. Introduction
During previous 3GPP meetings a number of proposals have been submitted for an Evolved-UTRAN system architecture. An important element of these architecture proposals is the mechanism used for intra-access mobility handling. This paper is targeting the rows of “Intra-radio access mobility in LTE_ACTIVE“ in the updated Functional Table proposed in S2-052381 [5] (based on SRJ-050126 [1]).
In this contribution we study three approaches for handling intra-access mobility in an Evolved-UTRAN:

· Approach 1, where the user plane anchor point for mobility (i.e. switching point) terminates both User Plane (UP) and Control Plane (CP) protocols related to mobility towards the terminal, meaning that the decision to execute a handover and the switching of the user plane is done in the same node.

· Approach 2, where the user plane anchor point for mobility (i.e. switching point) does not terminate any UP or CP protocol for mobility towards the terminal, meaning that the switching of the user plane data is performed separately from the radio handover. In this case the UP and CP protocol entity associated with a UE is relocated to a different node (e.g. Node B) at every inter-site cell change. In this case the user plane anchor point is just a point of attachment to the network of which user data is routed through.

· Approach 3, where the user plane anchor point for mobility (i.e. switching point) is basically equal to that of approach 2, but with termination of UP ciphering moved from Node B to the anchor point for security reasons. Thus, the anchor point terminates some User Plane (UP), but no Control Plane (CP) protocols related to mobility towards the terminal.

In all three approaches, the decision to execute a handover resides in the RAN, as it is assumed that radio protocols, which include measurement reports from the UE, are terminated there. 

Which of these mobility anchor schemes is selected will fundamentally impact the resulting E-UTRAN architecture. Therefore a comparison and better understanding of these anchor schemes are of high importance. 

In this contribution we present an overview comparison of the three mobility anchor schemes addressing both complexity and performance aspects. We assume that the same requirements as stated in TR 25.913 [2] should be fulfilled by all schemes. More specific aspects related to the SAE/LTE UE states and Security is captured in [3] and [4] respectively.

2. Overview of Mobility Anchor Options

Figure 1 shows the schematic overview of the signalling and user data flows during a handover for approaches 1, 2 and 3, respectively.

In the figure we have indicated the RAN and radio handover signalling flows (red arrows), the mobility signalling flows related to UP switching in Approach 2 (green arrows) and the flow of user data packets (thick blue arrows) before and after the handover procedure. 
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Figure 1: Signalling and user data flows during the handover procedure

The main difference between these approaches is that in Approach 1 there are no requirement to have an interface between the Node Bs and that the switching and RAN handover signalling is co-ordinated in the same node. In Approach 2 and 3 there is a need for extensive signalling between Node Bs in order to handle the handover preparation, UE context transfer and packet forwarding during mobility. In Approach 2 and 3 also the user plane switching and RAN signalling is performed in different nodes. 
3. Comparison of Mobility Anchor Options

3.1 Overview Comparison 

Table 1 shows an overview comparison of the three approaches for handling mobility. More details for each row are provided in the Annex.

	
Functions
	Approach 1:
  UP and CP terminated in (RAN) anchor
	Approach 2:
  UP and CP terminated in Node B
	Approach 3:
  UP terminated in anchor and CP in Node B

	Loss-less packet handling
(A.1)
	Since the RAN signalling and UP switching is coordinated it is easy to support loss-less handover using RLC or other methods. 
	More complex since the RAN context needs to be relocated and re-started at each cell change. In addition, the forwarded and the switched UP flows needs to be co-ordinated. 
	Complex requiring relocations and co-ordination of UP flows at every cell change. Can, however, be simplified if a mechanism for lossless cell change (re-using ciphering sequence numbers) is provided in the anchor node.

	Handover Preparation and Signalling
(A.2)
	Allows for efficient handover preparation based on load and other information from multiple cells.

 No signalling interface between Node Bs.
	Requires extensive signalling between the Node Bs for handover preparation and exchange of load information.
	Requires extensive signalling between the Node Bs for handover preparation and exchange of load information.

	UE Context Handling
(A.3)
	The main part of UE context (Bearers, Capa​bilities, Security, etc.) is kept in the anchor. Only the lower layers of the protocol stack need to be re-started in the target Node B.
	The UE context (Bearers, Capabilities, Security, etc.) needs to be transferred and re-synchronized at every inter-site handover, leading to additional delay and complexities.
	Some UE context (Security) is kept in the mobility anchor. Less UE context than in Approach 2 need to be transferred at every inter-site handover.

	Security
( REV-05133 [4])
	Ciphering and Integrity protection is terminated in the mobility anchor making it possible to support the same or better level of security than in UMTS today.
	Ciphering and Integrity protection needs to either be handled in the Node B or there is a need to rely on application level security. In both cases the current UMTS security assumptions need to be changed,
	UP security supported by means of ciphering terminated in anchor.

CP security is still a threat.

	Node Complexity
(A.4)
	Requires a central node with both UP and CP functionality. Node Bs are, however, simpler than for approaches 2 and 3.
	The requirements on the mobility anchor are lower than for approach 1. The node complexity of the Node B is, however, higher since signalling interfaces between the Node Bs are needed
	Node Bs are more complex than in Approach 1. Anchors are more complex than in Approach 2.


Table 1 Overview Comparison 

4. Conclusions

The conclusion of this contribution is that there are a number of advantages with supporting both User Plane and Control Plane functionality in the anchor point node for mobility in E-UTRAN, Table 2.

	Approach 1: UP + CP terminated in anchor node
	Approach 2: UP and CP terminated in Node B
	Approach 3: UP terminated in anchor node and CP in Node B

	
	+ less access specific anchor node
	

	+ no CP interface
   between Node Bs
	
	

	+ no UP flow forwarding between
   Node Bs
	
	

	+ no UE context relocations
	
	

	+ UP  security
	
	+ UP security

	+ CP security
	
	


Table 2: Advantages with the studied approaches, respectively.

If the anchor point does not contain any UP and CP functionality it will be more complex to support seamless, lossless and in sequence packet delivery during mobility, due to the fact that the radio mobility and the user plane mobility is not coordinated in the same node. Additionally, terminating UP and CP in the anchor node enables better security.

5. Proposal

Text proposal to the table in SRJ-050126 [1], updated in accordance with S2-052381 [5]: 

	Function
	RAN
	CN
	Comment

	Intra-radio access mobility in LTE_ACTIVE
	
	
	

	· Determine tracking areas and PLMNs allowed for handover in LTE_ACTIVE
	X
	
	Derived from subscription.

Function should not be performed in Node B.

	· Guiding the measurement process within UE for handovers in LTE_ACTIVE
	X
	
	Function should not be performed in Node B.


	· Decision for intra access system handover in LTE_ACTIVE
	X
	
	Based on measurements and resource availability, blind handover could also be possible.

Function should not be performed in Node B.

	· Path switch/mobility anchor for intra access system handover in LTE_ACTIVE
	X
	
	Function should not be performed in Node B.

	· Transfer of UE specific contexts for handover of LTE_ACTIVE UEs
	
	
	Function not needed for UEs in LTE_ACTIVE due to central anchor. 


ANNEX

A.1 Lossless Packet Handling

Lossless and in-sequence delivery handover can be easily supported with the Approach 1. This is ensured by adding sequence numbers to the packets in the anchor and by controlling the buffering and user plane switch from the anchor node. There is a multitude of solutions that can be used to guarantee lossless and in-sequence delivery, e.g. RLC, LLC, and RLP type of protocols.

In contrast, when using Approach 2, lossless packet handling guarantees are more complex to support since there are no sequence numbers on the IP packets coming from the CN. In this scenario packet losses can be avoided by employing packet forwarding between the source and target Node B. This requires additional signalling between the BS nodes to setup a temporary tunnel in order to support in sequence delivery and duplication avoidance, due to the lack of sequence numbers on IP packets and due to the mixed arrival of forwarded and rerouted packets at the target Node B. In the worst case this could results either in increased delay jitter or in packet reordering. As an alternative to packet forwarding it might be possible to use some form of bi-casting from the anchor node, but also in this case complex signalling is required between the Node Bs in order to avoid duplication, packet losses and to synchronize the protocol state in the UE and RAN.

With Approach 3, sequence numbers may or may not be available to the anchor node. If sequence numbers are available, lossless packet handling can be supported similarly to Approach 1. The sequence numbers of Approach 3 would, however, likely have to be longer to account for the looser synchronization between UP and CP. Without sequence numbers, lossless packet handling would have to be implemented like in Approach 2.

A.2 Handover Preparation and Signalling

Handover preparation is an important technique for providing seamless transition during inter-cell mobility. During handover preparation resources at the target cell are checked and reserved beforehand such that by time the UE switches to the target cell the necessary resources will be available and the handover will not suffer additional delay or blocking due to insufficient resources. The handover preparation may include not only preparation of radio resources and identities but also preparation of resources for the UP rerouting (e.g., setting up tunnels beforehand, initiation of buffering).

Making prepared handovers is possible in all three approaches, however, Approaches 2 and 3 will have the same or even higher complexity than Approach 1 if the same guaranteed handover preparation needs to be provided. Also, since the anchor node in Approach 1 may coordinate the handovers, it is easier to use load information from multiple cells in combination with UE measurement when making a handover decision.
In Approach 1 the preparation can be controlled by the anchor node, which is aware of the UE context, including the current QoS flows of the UE and can talk to the target BS to reserve the same radio resources in the target cell. The anchor node can also start buffering of bypassed packets when it anticipates that a handover will need to be performed.

In Approaches 2 and 3, the handover preparation is controlled by the source Node B, which talks to the target Node B and requests the reservation of resources in the target cell. Since the source Node B might not have knowledge about the resource situations in neighbour cells it may need to talk to several candidate Node Bs before it finds one with sufficient radio resources, and this may delay the handover process. Moreover, if preparation needs to be done for the UP rerouting as well, this needs to be done separately by the anchor-Node B mobility protocol as the user plane reroute signalling and the RAN signalling are decoupled in Approaches 2 and 3. This may further increase the required signalling exchanges and the delay of the preparation process. Additionally the configuration of the Node Bs would be more complex, since each Node B would need to be configured at least with the identities and security keys of neighbouring Node Bs in order to be able to communicate and establish trusted relationships with them.

A.3 UE Context Handling

The radio related UE context is stored in the anchor node in Approach 1, while it is stored in Node B in Approach 2. In Approach 3, the UE context is split between the anchor node and Node B. The UE context includes both dynamic and static information elements. Examples of dynamic elements are packet sequence numbers, ciphering keys and ciphering state, QoS parameters of used radio bearers, current status of various state machines (e.g., header compression state) while static information may include UE capabilities, subscription information, etc.

In Approach 1 the UE context is stored in the anchor node and thereby it is preserved when a handover occurs. However, the MAC and lower layer contexts, which are stored in the Node B, need to be re-established at the target Node B after a handover but this applies to approaches 2 and 3 as well.

In Approach 2 the UE context needs to be transferred from the source Node B and created in the source Node B each time a handover occurs. This is required in order to ensure smooth handover, e.g., to avoid re-authentication, which would be unacceptable both from a delay and service continuity point of view. As the overall UE context including both static and dynamic elements could be relatively large, transferring this context may increase the handover delay. Some additional delay for synchronization might also be introduced every time the UE context is re-located. Moreover, a trusted relationship is required between the Node Bs, that is, the Node Bs may need to authenticate each other before transferring the UE context. This may further increase the handover delay. Note also that as the security context is stored in the Node B and the ciphering is terminated there, the security risk on the Node B is higher.

In Approach 3, context related to UP functions terminated in the anchor node is stored in the anchor node, and thus preserved in a handover, whereas the remaining UP and CP related context is stored in Node B and has to be transferred or re-established. Thus, Approach 3 is expected to perform somewhere in between Approaches 1 and 2.

A.4 Node Complexity

There is a shift in terms of the complexity between the nodes when comparing the different anchor scenarios. In Approach 1, the complexity of the anchor node is somewhat higher. However, this is not because the anchor needs to implement more complex functions but rather because it supports more functions, which in Approaches 2 and 3 need to be implemented in the Node Bs. In all cases, the anchor nodes perform very similar UP packet routing functions, which primarily determines the UP throughput of such a node. 

There are some differences in the control plane messaging and protocols that the anchor nodes need to support but this is not expected to result in any fundamental difference in the complexity of these nodes. It does not impact the complexity of a protocol whether it is implemented on the CN or on the RAN protocol layer as long as the same functionalities need to be supported in both cases.

We also think that the increase of complexity in terms of the configuration and the management of the Node Bs is another important drawback of  Approaches 2 and 3. Examples of additional configuration data that has to be set in the Node B in these scenarios are the following: decision policies, handover policies, thresholds, neighbour cell information, cell-structure information, identity of neighbour Node Bs, information about location areas, mappings of neighbour Node Bs identities to IP addresses, security relationships with neighbour Node Bs, etc. 
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