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	1st modification


9.3
BSSMAP-LE PERFORM LOCATION ABORT message

This message is sent by the instigator of a location request to abort the positioning attempt or the request for assistance data or deciphering keys. This message can be sent from the BSS to the SMLC.

Table 9.3: BSSMAP-LE PERFORM LOCATION ABORT message content

	Information element
	Type/Reference
	Presence
	Format
	Length in octets

	Message type
	Message Type
	M
	V
	1

	LCS Cause
	LCS Cause
	M
	TLV
	3-4


After triggering the MTA (Multilateration Timing Advance) procedure by sending BSSMAP-LE PERFORM LOCATION REQUEST message to the SMLC (see sub-claue 9.1) the BSS may abort the procedure by sending the SMLC this message and releasing the corresponding SCCP connection between the BSS and the SMLC. When the MTA procedure is performed with enhanced security provided according to the BSS Duplication Detection Method (see 3GPP TS 44.060 and 3GPP TS 43.059) the BSS shall abort the MTA procedure upon detecting any of the following conditions for a given MS and MTA procedure:
· Detecting a duplicate RLC data block (i.e. a RLC data block having the same value for the “MTA Instance” field and the same value for the “Final MTA Access” field as a previously received RLC data block.

· Detecting a RLC data block with the “MTA Instance” field having a value that is greater than the value of the “MTA Instance” field received in a RLC data block for which the “Final MTA Access” = TRUE.

-
Detecting a RLC data block with “Final MTA Access” = TRUE for which the corresponding “MTA Instance” field has the same value as a RLC data block for which “Final MTA Access” = FALSE.
	2nd modification


9.14
BSSMAP-LE ASSISTANCE INFORMATION RESPONSE message

This message is sent using an existing SCCP connection between an SMLC and a BSS to allow a BSS to provide a response to a request for assistance information it previously received from the SMLC. 

Table 9.14: BSSMAP-LE ASSISTANCE INFORMATION RESPONSE message content

	Information element
	Type/Reference
	Presence
	Format
	Length in octets

	Message type
	Message Type
	M
	V
	1

	Cell Information List
	Cell Information List
	M
	TLV
	2 - n

	Short BSS ID
	Short BSS ID
	C
	TLV
	2

	MTA Access Security Required
	MTA Access Security Required
	O
	TLV
	3


9.14.1
Cell Information List
This parameter provides the cell specific assistance information requested by the SMLC in the BSSMAP-LE ASSISTANCE INFORMATION REQUEST message.

9.14.2
Short BSS ID

This parameter identifies the serving BSS within a cluster of BSS areas and is applicable to the Extended Access Burst method (see sub-clause 10.42). 
9.14.3
MTA Access Security Required
This parameter identifies the type of MTA Access Security required (see sub-clause 10.46).
	3rd modification


10.2
Information Element Identifiers

The next list shows the coding of the Information Element Identifiers used in the present document.

Table 10.2: Information Element Identifier coding

	8 7 6 5 4 3 2 1
	Information element
	Reference

	0 0 1 1 1 1 1 0
	LCS QoS
	10.16

	0 1 0 0 0 0 1 1
	LCS Priority
	10.15

	0 1 0 0 0 1 0 0
	Location Type
	10.18

	1 0 0 0 0 0 1 0
	GANSS Location Type
	10.33

	0 1 0 0 0 1 0 1
	Geographic Location
	10.9

	0 1 0 0 0 1 1 0
	Positioning Data
	10.20

	1 0 0 0 0 0 1 1
	GANSS Positioning Data
	10.32

	0 1 0 1 0 1 0 1
	Velocity Data
	10.30

	0 1 0 0 0 1 1 1
	LCS Cause
	10.13

	0 1 0 0 1 0 0 0
	LCS Client Type
	10.14

	0 1 0 0 1 0 0 1
	APDU
	10.3

	0 1 0 0 1 0 1 0
	Network Element Identity
	10.19

	0 1 0 0 1 0 1 1
	Requested GPS Assistance Data
	10.10

	0 1 0 0 0 0 0 1
	Requested GANSS Assistance Data
	10.31

	0 1 0 0 1 1 0 0
	Deciphering Keys
	10.8

	0 1 0 0 1 1 0 1
	Return Error Request
	10.21

	0 1 0 0 1 1 1 0
	Return Error Cause
	10.22

	0 1 0 0 1 1 1 1
	Segmentation
	10.24

	0 0 0 1 0 0 1 1
	Classmark Information Type 3
	10.7

	0 0 0 0 0 1 0 0
	Cause
	10.4

	0 0 0 0 0 1 0 1
	Cell Identifier
	10.5

	0 0 1 0 0 0 0 1
	Chosen Channel
	10.6

	0 0 0 0 0 0 0 0
	IMSI
	10.11

	0 0 0 0 0 0 0 1
	Reserved (note)
	

	0 0 0 0 0 0 1 0
	Reserved (note)
	

	0 0 0 0 0 0 1 1
	Reserved (note)
	

	0 0 0 0 0 1 0 0
	Reserved (note)
	

	0 1 0 1 0 0 0 0
	LCS Capability
	10.26

	0 1 0 1 0 0 0 1
	Packet Measurement Report
	10.27

	0 1 0 1 0 0 1 0
	Cell Identity List
	10.28

	1 0 0 0 0 0 0 0
	IMEI
	10.29

	1 0 0 0 0 1 0 0
	BSS Multilateration Capability
	10.34

	1 0 0 0 0 1 0 1
	Cell Information List
	10.35

	1 0 0 0 0 1 1 0
	BTS Reception Accuracy Level
	10.36

	1 0 0 0 0 1 1 1
	Multilateration Positioning Method
	10.37

	1 0 0 0 1 0 0 0
	Multilateration Timing Advance
	10.38

	1 0 0 0 1 0 0 1
	MS Sync Accuracy
	10.39

	1 0 0 0 1 0 1 0
	Short ID Set
	10.40

	1 0 0 0 1 0 1 1
	Random ID Set
	10.41

	1 0 0 0 1 1 0 0
	Short BSS ID
	10.42

	1 0 0 0 1 1 0 1
	Random ID
	10.43

	1 0 0 0 1 1 1 0
	Short ID
	10.44

	1 0 0 0 1 1 1 1
	Coverage Class
	10.45

	1 0 0 1 0 0 0 0
	MTA Access Security Required
	10.46

	NOTE:
These values of the codepoints shall not be used as they were used in an earlier version of the protocol.


	4th modification


10.46    MTA Access Security Required (MTASR) IE

This parameter indicates the SGSN has requested the use of MTA Access Security. The element coding is:
Table 10.46.1: MTA Access Security Required IE

	
	8
	7
	6
	5
	4
	3
	2
	1

	octet 1
	IEI

	octet 2
	Length Indicator 

	octet 3
	spare
	MTASR


The MTASR field is coded as shown below and has a value determined by the SGSN.

Table 10.46.2: "MTASR" coding

	coding
	Semantic

	0 0
	MTA Access Security not required

	0 1
	MTA Access Security method requested

	1 0
	BSS Duplication Detection method requested

	1 1
	spare


	End of modifications



