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1	Introduction
The support of ICE has already been addressed by clause 2.3 of the discussion document R5-210257 and in the LS R5-210257 sent to CT1. In the reply C1-213546 to the LS CT1 points out that the MCX client and the MCX server both have to provide ICE candidates.
 The SS side may emulate a lite ICE implementation, but at the client there is a lite or a full ICE implementation.

2	Discussion
It is still not clear what the requirements are for real network implementations and MCX capable UEs, but as long as UEs can be configured so that they act as lite ICE implementations, there would be no need for any support for ICE and STUN in the test model (see bullet IIId) in R5-210257 clause 2.3).
Nevertheless, the following changes need to be done in TS 36.579-1:
· Condition ICE_SUPPORTED to be removed from 36.579-1 (Table 5.5.3.1.0-1, Table 5.5.3.1.1-1)
· ICE candidates shall be added to the SDP Message from the SS (Table 5.5.3.1.2-1) and the SS shall indicate the lite implementation by adding an "a=ice-lite" session-level attribute to the SDP offer according to RFC 5245 clause 4.3.

3	Proposal
As working assumption, a MCX capable UE can be configured to act as lite ICE implementation according to RFC 5245 and therefore for now there are no requirements for ICE and STUN support for the test model what shall be documented in TS 36.579-5.
If future MCX UE implementations or conformance test requirements require ICE and STUN support, further investigations are needed to enhance the test model accordingly.
