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5.2
IMS CC test model

The test model over E - UTRA is shown in Figure 5.2-1a, the test model over UTRAN is shown in figure 5.2-1b, the test model over WLAN is shown in figure 5.2-1c, the test model over fixed access is shown in figure 5.2-1d (NOTE: the IPsec is not used by this model), and the test model over NR5GC is shown in Figure 5.2-1e.

The IMS CC test cases are executed on top of the multi-testers test model according to TS 36.523-3[30] for E- UTRA, TS 34.123-3[4] clause 6A for UTRAN and TS 38.523-3 [54] for NR5GC.
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Figure 5.2-1a: Multi-TestersTest Model to support  E-UTRA SS interface
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Figure 5.2-1b: Multi-Testers Test Model to support UTRAN SS interface
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Figure 5.2-1c: Multi-Testers Test Model to support WLAN SS interface
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Figure 5.2-1d: Multi-Testers Test Model to support fixed access SS interface
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Figure 5.2-1e: Multi-Testers Test Model to support NR5GC SS interface

The IMS CC test cases run on the IMS-PTC which controls the IPCanEmu and the IP-PTC. IPCanEmu is responsible for cell setup and DRB/RAB establishment and the IP-PTC controls the IP related configurations.  IPCanEmu and IP-PTC interface to the SS according to TS 36.523-3[30] or TS 34.123-3 [4] or TS 38.523-3 [54].
Clauses 4.2.4, 4.2.5 and 4.4.1.1 of TS 36.523-3 [30] describe the common handling of IP data in the multi-testers model regarding IMS signalling. In addition to support HTTP over TLS a TCP server may be established with additional parameters for TLS which may be required for XCAP (depending on the authentication mechanism to be applied for XCAP test case).

The test model extensions for support of XCAP are shown in Figure 5.2-2. Clause 5.5 provides further information regarding support of XCAP.
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Figure 5.2-2: Extended IP model to handle HTTP/XCAP data

NOTE: Figure 5.2-2 is just an example; further details are SS implementation dependent.

5.2.1
Transport protocol

For SIP requests originated by the UE, the transport protocol in UL is selected by the UE. This information is extracted in the TTCN-3 and used in subsequent responses sent by the SS.

For SIP requests originated by the SS in DL UDP is used as transport protocol at the test. For the purpose of test coverage, TCP is used in the specific test cases as specified.

NOTE:
According to RFC 3261 [16] clause 18.1.1 the server side (UE) has to be able to cope with a maximum datagram size of 65,535 bytes (independent of any guideline to restrict the maximum size of UDP packets at the client side).

5.2.2
IMS CC test cases over IP-CAN test model

The "Enabler for IP multimedia applications testing" is described in TS 34.229-4 [50]. In general IMS CC test cases can be run on this test model too as test case implementation - in general - is independent of the test model. The TTCN code for IMS and HTTP PTC is the same for TS 34.229-3 and TS 34.229-4 implementations whereas the MTC implementation is model specific. The implementation of the MTC, the IP-CAN/IP adaptor and the MMI system interface is part of TS 34.229-4 and out of scope for this document. Common interfaces are documented in annex H of this document.
5.3
Upper Tester (UT)

The upper tester interface is the same as defined in TS 36.523-3 [30] clause 5 for E - UTRA or TS 34.123-3[4] clause 6A.4 for UTRAN or TS 38.523-3 [54] clause 6.1 for NR5GC, with additional, IMS-specific AT commands as specified in clause 8.4 and IMS-specific MMI commands as specified in annex B.2.

<SECTIONS SKIPPED>

6
ASP definitions

This clause defines abstract system primitives (ASPs) for system interfaces which are used additionally to the system interfaces defined in TS 36.523-3[30], TS 34.123-3[4] and TS 38.523-3 [54]. Further interfaces are documented in annex H to support the IP-CAN test model according to TS 34.229-4 [50] but these interfaces are not system interfaces in the scope of this document.

<End of modified section>
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