1.1
MO Call Successful

1.1.1 Definition and applicability
Test to verify that the UE correctly performs IMS mobile originated call setup. This process is described in 3G TS 24.229 [24.229], clauses 5.1.3 and 6.1.
Test is applicable to all UE supporting 3GPP IMS Rel-5 mobile originated call setup.

NOTE: All the references within [ ] shall be renumbered. Thereafter this note shall be removed.

1.1.2 Conformance requirement

When the UE sends any request, the UE shall:

-
include the protected server port in the Via header entry relating to the UE; and

-
include the protected server port in any Contact header that is otherwise included.

The UE shall insert a P-Access-Network-Info header into any request for a dialog, any subsequent request (except ACK requests and CANCEL requests) or response (except CANCEL responses) within a dialog or any request for a standalone method. This header shall contain information concerning the access network technology and, if applicable, the cell ID (see subclause 7.2A.4).

The UE shall build a proper preloaded Route header value for all new dialogs and standalone transactions. The UE shall build a list of Route header values made out of, in this order, the P-CSCF URI (containing the IP address or the FQDN learnt through the P-CSCF discovery procedures, and the protected port learnt during the registration procedure), and the values received in the Service-Route header saved from the 200 (OK) response to the last registration or re-registration. 

Upon generating an initial INVITE request, the UE shall:

-
indicate the support for reliable provisional responses and specify it using the Supported header mechanism;

-
indicate the requirement of precondition and specify it using the Require header mechanism.
When a final answer is received for one of the early dialogues, the UE proceeds to set up the SIP session. 

Usage of SDP by the UE:

1.
In order to authorize the media streams, the P-CSCF and S-CSCF have to be able to inspect the SDP payloads. Hence, the UE shall not encrypt the SDP payloads.

2.
An INVITE request generated by a UE shall contain SDP payload. The SDP payload shall reflect the calling user's terminal capabilities and user preferences for the session. The UE shall order the SDP payload with the most preferred codec listed first. In addition, the calling user shall indicate the desired QoS for the session, using the segmented status type. In an initial INVITE request the UE shall indicate that it mandates local QoS and that this precondition is not yet satisfied, i.e. the UE shall include the following preconditions:


a=des: qos mandatory local sendrecv


a=curr: qos local none

3.
Providing that the INVITE request received by the UE contains an SDP offer including one or more "m=" media descriptions, the first 183 (Session Progress) provisional response that the UE sends, shall contain the answer for the SDP received in the INVITE. The said SDP answer shall reflect the called user's terminal capabilities and user preferences.

4.
When the UE sends a 183 (Session Progress) response with SDP payload including one or more "m=" media descriptions, it shall request confirmation for the result of the resource reservation at the originating end point.

5.
During session establishment procedure, SIP messages shall only contain SDP payload if that is intended to modify the session description.
6.
For "video" and "audio" media types that utilize the RTP/RTCP, the UE shall specify the proposed bandwidth for each media stream utilizing the "b=" media descriptor and the "AS" bandwidth modifier in the SDP.


If the media line in the SDP indicates the usage of RTP/RTCP, in addition to the "AS" bandwidth modifier in the media-level "b=" line, the UE shall include two media-level "b=" lines, one with the "RS" bandwidth modifier and the other with the "RR" bandwidth modifier as described in RFC 3556 [56] to specify the required bandwidth allocation for RTCP.


For other media streams the "b=" media descriptor may be included. The value or absence of the "b=" parameter will affect the assigned QoS which is defined in 3GPP TS 29.208 [13].

NOTE 1:
In a two-party session where both participants are active, the RTCP receiver reports are not sent, therefore, the RR bandwidth modifer will typically get the value of zero.

7.
The UE shall include the MIME subtype "telephone-event" in the "m=" media descriptor in the SDP for audio media flows that support both audio codec and DTMF payloads in RTP packets as described in RFC 2833 [23].

Reference(s)

3G TS 24.229, clauses 5.1.2, 5.1.3 and 6.1
1.1.3
Test purpose

1.
To verify that when initiating MO call the UE performs correct exchange of  SIP protocol signalling messages  (as implied by  24.229 [24.229], clause 6.1) for setting up the session; and

2.
To verify that within SIP signalling the UE performs the correct exchange of SDP messages for negotiating media and indicating preconditions for resource reservation (as described by  24.229 [24.229], clause 6.1). 
1.1.4
Method of test
Initial conditions

UE contains ISIM or USIM application on UICC, configured with correct IMS authentication parameters for the SS, according to 3GPP TS 24.229 [24.229] clause 5.1.1.1. UE is registered to IMS services.
SS is configured with the shared secret key of IMS AKA algorithm, related to the IMS private user identity (IMPI) configured on the UICC card equipped into the UE. SS has performed AKAv1-MD5 authentication with the UE and accepted the registration.
Related ICS/IXIT Statement(s)
<To be added>

Test procedure

a)
MO call is initiated on the UE. SS waits the UE to send an INVITE request with first SDP offer, over the security associations set up during registration, in accordance to 3GPP TS 24.229 [24.229], clause 5.1.3

b)
SS responds to the INVITE request with a 100 Trying response, headers populated as follows:

1.
To, From, Via, CSeq, Call-ID and Content-Length headers according to RFC 3261 [3261] clauses 8.2.6.2 and 20.14;

c)
SS responds to the INVITE request with a 183 Session in Progress response, headers and SDP body populated as follows:

1.
To, From, Via, CSeq, Call-ID and Content-Length headers according to RFC 3261 [3261] clauses 8.2.6.2 and 20.14; and

2.
Record-Route header according to RFC 3261 [3261] clause 12.1.1 and 3GPP TS 24.229 [24.229] clause 5.2.6.3. The value of the header shall contain four SIP URIs constructed as follows:

-
three arbitarily assigned, non-resolvable SIP URIs, representing the S-CSCFs of both users and P-CSCF of the callee; and

-
hostport containing the IP address or FQDN of the SS and the protected server port number of the security association and lr parameter (representing the Record-Route header added by P-CSCF) as the last URI of the Record-Route header; and
3. 
Contact header according to RFC 3261 [3261] clause 12.1.1. The value of the header shall contain an arbitarily assigned, non-resolvable SIP URI to represent the UE of the callee; and

4.
P-Media-Authorization header containing an arbitarily assigned media authorization token from P-CSCF according to RFC 3313 [3313]; and

5.
Require header, containing value "100rel", according to RFC 3262 [3262]; and

6.
RSeq header, containing a value between 1 and 231-1, according to RFC 3262 [3262]; and

7.
Allow header, containing value "UPDATE", according to RFC 3311 [3311]; and

8.
Content-Type header, containing value "application/sdp"; and

9.
SDP body of the 183 response copied from the received INVITE but modified as follows:

-
IP address on "o=" and "c=" lines and transport port on "m=" lines changed to indicate to which IP address and port the UE should start sending the media; and

-
the "a=" lines describing the current and desired state of the preconditions, as described in RFC 3312 [3312], updated as follows:
a=curr:qos local none
a=curr:qos remote none
a=des:qos mandatory local sendrecv
a=des:qos mandatory remote sendrecv
a=conf:qos remote sendrecv

NOTE: 
SS is not expected to take care of the media, so the IP address and port could be assigned so that the SS is listening to it, but may discard the RTP packets received.

d)
SS waits for the UE to send a PRACK request possibly containing the second SDP offer.
e)
SS responds to the PRACK request with valid 200 OK response. SS shall populate the headers and SDP body of the 200 OK response as follows:

1.
To, From, Via, CSeq, Call-ID and Content-Length headers according to RFC 3261 [3261] clauses 8.2.6.2 and 20.14; and

2.
Content-Type header, containing value "application/sdp"; and

3.
SDP body of the 200 response copied from the received PRACK, if it contained one but otherwise omitted. The copied SDP body must be modified as follows for the 200 OK response:

-
IP address on "o=" and "c=" lines and transport port on "m=" lines changed to indicate to which IP address and port the UE should start sending the media; and

-
the "a=" lines describing the current and desired state of the preconditions, as described in RFC 3312 [3312], updated as follows:
a=curr:qos local none
a=curr:qos remote none
a=des:qos mandatory local sendrecv
a=des:qos mandatory remote sendrecv
a=conf:qos remote sendrecv

f)
SS waits for the UE to send a UPDATE request containing the final SDP offer.

g)
SS responds to the UPDATE request with valid 200 OK response. SS shall populate the headers and SDP body of the 200 OK response as follows:

1.
To, From, Via, CSeq, Call-ID and Content-Length headers according to RFC 3261 [3261] clauses 8.2.6.2 and 20.14; and

2.
Content-Type header, containing value "application/sdp"; and

3.
SDP body of the 200 response copied from the received UPDATE but modified as follows:

-
IP address on "o=" and "c=" lines and transport port on "m=" lines changed to indicate to which IP address and port the UE should start sending the media; and

-
the "a=" lines describing the current and desired state of the preconditions, as described in RFC 3312 [3312], updated as follows:
a=curr:qos local sendrecv
a=curr:qos remote sendrecv
a=des:qos mandatory local sendrecv
a=des:qos mandatory remote sendrecv
h)
SS responds to the INVITE request with 180 Ringing response. SS shall populate the headers of the 180 response as follows:

1.
To, From, Via, CSeq, Call-ID and Content-Length headers according to RFC 3261 [3261] clauses 8.2.6.2 and 20.14; and

2.
Record-Route and Contact headers shall contain the same value as in the 183 response; and
3.
Require header, containing value "100rel", according to RFC 3262 [3262]; and

4.
RSeq header, containing a value between 1 and 231-1, according to RFC 3262 [3262];
i)
SS waits for the UE to send a PRACK request.
j)
SS responds to the PRACK request with valid 200 OK response. SS shall populate the headers of the 200 OK response as follows:

1.
To, From, Via, CSeq, Call-ID and Content-Length headers according to RFC 3261 [3261] clauses 8.2.6.2 and 20.14; and

k)
SS responds to the INVITE request with valid 200 OK response. SS shall populate the headers of the 200 OK response as follows:

1.
To, From, Via, CSeq, Call-ID and Content-Length headers according to RFC 3261 [3261] clauses 8.2.6.2 and 20.14; and

2.
Record-Route and Contact headers shall contain the same value as in the 180 response;

l)
SS waits for the UE to send an ACK to acknowledge receipt of the 200 OK for INVITE.

Expected sequence

	Step
	Direction
	Message
	Comment

	
	UE
	SS
	
	

	1
	(
	INVITE
	UE sends INVITE with the first SDP offer indicating all desired medias and codecs the UE supports

	2
	(
	100 Trying
	The SS responds with a 100 Trying provisional response

	3
	(
	183 Session in Progress
	The SS responds with an SDP answer indicating the medias and codecs acceptable for SS

	4
	(
	PRACK
	UE acknowledges the receipt of 183 response with PRACK and offers second SDP that indicates one agreed codec per media

	5
	(
	200 OK
	The SS responds PRACK with 200 OK and answers the second SDP with mirroring its contents

	6
	(
	UPDATE
	UE sends an UPDATE after having reserved the resources with GPRS procedures for PDP context used for the media

	7
	(
	200 OK
	The SS responds UPDATE with 200 OK and indicates having reserved the resourced for the virtual remote UE

	8
	(
	180 Ringing
	The SS responds INVITE with 180 Ringing to indicate that the virtual remote UE has started ringing

	9
	(
	PRACK
	UE acknowledges the receipt of 180 response by sending PRACK

	10
	(
	200 OK
	The SS responds PRACK with 200 OK

	11
	(
	200 OK
	The SS responds INVITE with 200 OK to indicate that the virtual remote UE had answered the call

	12
	(
	ACK
	The UE acknowledges the receipt of 200 OK for INVITE


1.1.5 
Test requirements

NOTE1:
For those headers defined RFC 3261 [3261] no explicit specification reference will be given below.

For the INVITE request that UE sends in step a) SS shall check that the Request-URI, SIP headers and the SDP body have been correctly populated, in accordance to the 3GPP TS 24.229 [24.229] clause 5.1.2, 5.1.3 and 6.1:

1)
the Request URI set to the SIP or TEL URI containing a public user identity for the virtual remote UE towards which the MO call is initiated; 

2)
the From header set to any  SIP or TEL URI apart from a barred temporary public user identity used for initial registration without ISIM application, tag parameter is also included;

3)
the To header set to a SIP or TEL URI containing a public user identity for the virtual remote UE towards which the MO call is initiated, no tag is included;

4)
the Route header values made out of, in this order, the P-CSCF URI (containing the IP address or the FQDN learnt through the P-CSCF discovery procedures, and the protected port learnt during the registration procedure), and the values received in the Service-Route header saved from the 200 (OK) response to the registration;

5)
the Contact header set to include SIP URI containing the IP address or FQDN of the UE and the protected server port value in the hostport parameter (as described in 3GPP TS 24.229 [24.229] clause 5.1.2A.1 and RFC 3261 [3265] clause 12.1.2); 

6)
the Via header containing the IP address or FQDN of the UE in the sent-by field. The UE shall also include the protected server port value in the sent-by field and a correctly composed branch parameter to the header;

7)
the Security-Verify header with containing the same value that Security-Verify header that the UE sent in REGISTER request when authenticating itself the latest time; 

8)
the Supported header, containing at least a tag as "100rel";

9)
the Require header, containing at least two tags as "precondition" and "sec-agree";

10)
the Proxy-require header, containing at least a tag as "sec-agree";

11)
the P-Access-Network-Info header (as described in RFC 3455 [3455] clause 4.4) that contains information concerning the access network technology and, if applicable, the cell ID;

12)
the Call-ID header having different value than used in the REGISTER requests;

13)
the CSeq header, indicating INVITE method and a sequence number;

14)
the Max-Forwards header having value greater than 1;

15)
the Content-Length header, indicating the length of the SDP request body;

16)
the Content-Type header, containing value "application/sdp";

NOTE2:
The SS shall not limit a valid INVITE to contain only those parameters or headers mentioned above.

17) the SDP body of the INVITE request to contain the following lines:

1.
All mandatory SDP lines, as specified in SDP grammar in RFC 2327 [2327] appendix A, including:

-
"o=" line indicating e.g. the session identifier and the IP address of the UE;

-
"c=" line indicating the IP address of the UE for receiving the media flow;

2.
Media description lines for the media proposed by UE for the MO call. For each type of offered media the following lines must exist within the SDP:

-
"m=" line describing the media type, transport port and protocol used for media and media format;

-
"b=" line proposing the application specific maximum bandwidth ("AS" modifier) for the media;

-
two "b=" lines proposing the bandwidth allocations for RTCP (for "RS" and "RR" modifiers), if the media line in the SDP indicates the usage of RTP/RTCP, as described in RFC 3556;

-
extra "a=" line for rtpmap attribute per each dynamic payload type given in the "m=" line. These "a=" lines shall be given in the same order in which the dynamic payload number were introduced in "m=" line:

-
 If the UE supports DTMF payloads in RTP packets for audio type of media, then one of the "a=" lines shall indicate "telephone-event" MIME subtype;

-
Any of the "a=" line for rtpmap attribute may be followed by extra "a=" line for fmtp attribute to convey parameters specific to a particular format;

-
four "a=" lines describing the current and desired state of the preconditions, as described in RFC 3312 [3312]. At this stage of the call setup the lines shall be as follows:
a=curr:qos local none
a=curr:qos remote none
a=des:qos mandatory local sendrecv
a=des:qos none remote sendrecv

For the PRACK request that UE sends in step d) SS shall check that the Request-URI, SIP headers and the SDP body have been correctly populated, in accordance to the 3GPP TS 24.229 [24.229] clause 5.1.2, 5.1.3 and 6.1:

1)
the Request URI set to the value of the Contact header of the 183 response; 

2)
the From, To and Call-ID headers containing values identical to those in 183 response;

3)
the Route header containing all the URIs of the Record-Route header of the 183 response, in reverse order as described in RFC 3261 [3261] clauses 12.1.2 and 12.2.1.1;

4)
the Via header containing the IP address or FQDN of the UE in the sent-by field. The UE shall also include the protected server port value in the sent-by field and a correctly composed branch parameter to the header;

5)
the P-Access-Network-Info header (as described in RFC 3455 [3455] clause 4.4) that contains information concerning the access network technology and, if applicable, the cell ID;

6)
the CSeq header, indicating PRACK method and a sequence number incremented by one from the one within the 183 response;

7)
the RAck header, containing the following values:

-
 response-num value copied from the RSeq header of the 183 response;

-
the CSeq-num and the Method values copied from CSeq header of the 183 response;

8)
the Max-Forwards header having value greater than 1;

9)
the Content-Length header, indicating the length of the request body;

10)
the Content-Type header, containing value "application/sdp", if the request contains an SDP body;

NOTE3:
The SS shall not limit a valid PRACK to contain only those parameters or headers mentioned above.

11) the optional SDP body of the PRACK request to contain the following lines:

1.
All mandatory SDP lines, like in INVITE request; and

2.
Media description lines for the media finally selected by UE for the MO call. For each type of media offered within PRACK the SDP lines shall match those within the INVITE for the same media. The only exception are the "a=" lines for preconditions, that in the PRACK shall be set as follows:
a=curr:qos local none
a=curr:qos remote none
a=des:qos mandatory local sendrecv
a=des:qos mandatory remote sendrecv

For the UPDATE request that UE sends in step f) SS shall check that the Request-URI, SIP headers and the SDP body have been correctly populated, in accordance to the 3GPP TS 24.229 [24.229] clause 5.1.2, 5.1.3 and 6.1:

1)
the Request URI set to the value of the Contact header of the 183 response; 

2)
the From, To and Call-ID headers containing values identical to those in 183 response;

3)
the Route header containing all the URIs of the Record-Route header of the 183 response, in reverse order as described in RFC 3261 [3261] clause 12.1.2;

4)
the Via header containing the IP address or FQDN of the UE in the sent-by field. The UE shall also include the protected server port value in the sent-by field and a correctly composed branch parameter to the header;

5)
the Security-Verify header with containing the same value that Security-Verify header that the UE sent in INVITE request; 

6)
the Require header, containing at least a tag as "sec-agree";

7)
the Proxy-require header, containing at least a tag as "sec-agree";

8)
the P-Access-Network-Info header (as described in RFC 3455 [3455] clause 4.4) that contains information concerning the access network technology and, if applicable, the cell ID;

9)
the CSeq header, indicating PRACK method and a sequence number incremented by one from the one within the 183 response;

10)
the Max-Forwards header having value greater than 1;

11)
the Content-Length header, indicating the length of the SDP request body;

12)
the Content-Type header, containing value "application/sdp";

NOTE2:
The SS shall not limit a valid UPDATE to contain only those parameters or headers mentioned above.

13) the SDP body of the UPDATE request to contain the following lines:

1.
All mandatory SDP lines, like in INVITE request; and

2.
Media description lines for the media finally selected by UE for the MO call. For each type of media offered within UPDATE the SDP lines shall match those within the PRACK for the same media. The only exception are the "a=" lines for preconditions, that in the UPDATE shall be set as follows:
a=curr:qos local sendrecv
a=curr:qos remote none
a=des:qos mandatory local sendrecv
a=des:qos mandatory remote sendrecv

For the PRACK request that UE sends in step i) SS shall check that the Request-URI, SIP headers and the SDP body have been correctly populated, in accordance to the 3GPP TS 24.229 [24.229] clause 5.1.2, 5.1.3 and 6.1:

1)
the Request URI set to the value of the Contact header of the 180 response; 

2)
the From, To and Call-ID headers containing values identical to those in 180 response;

3)
the Route header containing all the URIs of the Record-Route header of the 180 response, in reverse order as described in RFC 3261 [3261] clause 12.1.2;

4)
the Via header containing the IP address or FQDN of the UE in the sent-by field. The UE shall also include the protected server port value in the sent-by field and a correctly composed branch parameter to the header;

5)
the P-Access-Network-Info header (as described in RFC 3455 [3455] clause 4.4) that contains information concerning the access network technology and, if applicable, the cell ID;

6)
the CSeq header, indicating PRACK method and a sequence number incremented by one from the one within the 180 response;

7)
the RAck header, containing the following values:

-
 response-num value copied from the RSeq header of the 180 response;

-
the CSeq-num and the Method values copied from CSeq header of the 180 response;

8)
the Max-Forwards header having value greater than 1;

9)
the Content-Length header with value 0;

For the ACK request that UE sends in step l) SS shall check that the Request-URI, SIP headers and the SDP body have been correctly populated, in accordance to the 3GPP TS 24.229 [24.229] clause 5.1.2, 5.1.3 and 6.1:

1)
the Request URI set to the value of the Contact header of the 200 response for INVITE; 

2)
the From, To and Call-ID headers containing values identical to those in the 200 response for INVITE;

3)
the Route header containing all the URIs of the Record-Route header of the 200 response for INVITE, in reverse order as described in RFC 3261 [3261] clause 12.1.2;

4)
the Via header containing the IP address or FQDN of the UE in the sent-by field. The UE shall also include the protected server port value in the sent-by field and a correctly composed branch parameter to the header;

5)
the CSeq header, indicating ACK method and a sequence number identical to the one in the INVITE request, in accordance to RFC 3261 [3261] clause 13.2.2.4;

6)
the Max-Forwards header having value greater than 1;

7)
the Content-Length header, with value 0;

SS shall also check that ACK request does not contain P-Access-Network-Info header.

Clause numbering depends on applicability. Defined terms should be ordered alphabetically.

