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ASP Changes Required For Ciphering Algorithms A5/4 and GEA4
	ASP Name
	G_CL1_CreateBasicPhyCh_REQ

	PCO Type
	G_CSAP

	Comments
	The ASP is used to create a basic physical channel in GERAN

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	The cell which the channel to be created belongs to

	physicalChId
	PhysicalChId
	identifier of the physical channel in the SS.

	channelCombination
	ChannelCombination
	Logical channels combined onto the basic physical channel.

	frqInfo
	FrqInfo
	Parameters for Description of the physical channel in frequency domain

	timeSlot
	TN
	The timeslot number of the physical channel

	tsc
	TSC
	Training sequence code. For common control and broadcast channels the value of tsc must be equal to BCC (base station colour code)

	channelSpecificInfo
	ChannelSpecificInfo
	Specific parameters related to individual channel 

	txPower
	TX_Power
	The transmission power level in dB(Vemf()

	bandIndicator
	BITSTRING[1]
	Parameter for DCS or PCS frequency band selection. 

A value 0 for frqInfo.arfcn interpreted as DCS1800. 

A value 1 for frqInfo.arfcn interpreted as PCS1900. 

If omitted, the value in frqInfo.arfcn interpreted as DCS1800.

	Detailed Comments
	The value of channelCombination permitted currently:

1
TCH/F + FACCH/F + SACCH/TF

2
TCH/H(0,1) + FACCH/H(0,1) + SACCH/TH(0,1)

3
TCH/H(0,0) + FACCH/H(0,1) + SACCH/TH(0,1) + TCH/H(1,1)

4
FCCH + SCH + BCCH + CCCH

5
FCCH + SCH + BCCH + CCCH + SDCCH/4(0..3) + SACCH/C4(0..3)

6
BCCH + CCCH

7
SDCCH/8(0..7) + SACCH/C8(0.. 7)

8
TCH/F + FACCH/F + SACCH/M

9
TCH/F + SACCH/M

10
TCH/FD + SACCH/MD

11
Void
12
Void
13
PDTCH/F+PACCH/F+PTCCH/F

18
E-TCH/F + E-IACCH/F + E-FACCH/F + SACCH/TF

19
E-TCH/F + E-IACCH/F + E-FACCH/F + SACCH/M

20
E-TCH/F + E-IACCH/F + SACCH/M

21
E-TCH/FD + E-IACCH/F + SACCH/MD


	ASP Name
	G_CL1_CreateBasicPhyCh_CNF

	PCO Type
	G_CSAP

	Comments
	The ASP is used to get the confirmation of a G_CL1_CreateBasicPhyCh_REQ 

	Parameter Name
	Parameter Type
	Comments

	cellId
	CellId
	The cell which the created channel belongs to

	physicalChId
	PhysicalChId
	The physical channel created.

	Detailed Comments
	


	Type Name
	FrqInfo

	Encoding Variation
	

	Comments
	Parameters for Description of basic physical channel in frequency domain. 

	Element Name
	Type Definition
	Field Encoding
	Comments

	h
	BITSTRING[1] 
	 
	h=1:hopping channel

h=0: non-hopping channel 

	spr
	BITSTRING [3] 
	 
	'000'B 

	spr1
	BITSTRING [2]
	
	'00'B if h = 0, otherwise OMIT 

	maio
	BITSTRING [6] 
	 
	mobile allocation index offset if h = 1, otherwise OMIT 

	hsn
	BITSTRING [6] 
	 
	hopping sequence number if h = 1, otherwise OMIT  

	arfcn 
	BITSTRING [10] 
	 
	absolute RF channel number if h = 0, otherwise OMIT 

	hoppingFreqList 
	FrequencyList
	 
	hopping frequency list if h = 1, otherwise OMIT.

The definition see 3GPP TS 44.018 [43] or 3GPP TS 04.18, clause 10.5.2.13

	Detailed Comments
	 


	Type Name
	ChannelSpecificInfo

	Encoding Variation
	

	Comments
	Parameters for individual channel 

	Element Name
	Type Definition
	Field Encoding
	Comments

	dedCH_Info
	DedCH_Info
	 
	Parameters for dedicated channel.

Valid for combination:1, 2, 3, 5, 7, 8, 9, 10 

	cCCH_Info
	CCCH_Info
	 
	Parameters for common control channels: PCH, SCH, etc.

Valid for combination: 4, 5, 6 

	Detailed Comments
	


	Type Name
	DedCH_Info

	Encoding Variation
	

	Comments
	Parameters for dedicated channel 

	Element Name
	Type Definition
	Field Encoding
	Comments

	chMod
	ChMode
	 
	Definition see 3GPP TS 04.18 or 3GPP TS 44.018 [43], clause 10.5.2.6

	cipherMode
	CipherModeSetting
	 
	Definition see 3GPP TS 04.18 or 3GPP TS 44.018 [43], clause 10.5.2.9

	cipherKey
	BITSTRING[64]
	 
	(see Note1)

	cipherKey128
	BITSTRING[128]
	 
	(see Note1)

	powerLevel
	BITSTRING[5]
	
	Initial MS uplink transmission power level. This value is used in the L1 header of SACCH.

	timingAdvance
	BITSTRING[8]
	
	Initial timing advance. This value is used in the L1 header of SACCH.

This field shall be set to the same value as in timingAdvance of G_CL1_CreateCell_REQ.

	Detailed Comments
	In addition to ciphering algorithm the cipherMode specifies the initial ciphering mode of the physical channel in both transmission and receiving direction by startingCiph bit. During ciphering mode setting procedure the ciphering mode of receiving direction can be changed by G_CL1_CipheringControl_REQ.
Note1: The value of cipherMode dictates which of cipherKey or cipherKey128 shall be used by the SS


<End of Modified Section>
<Start of Next Modified Section>
	ASP Name
	G_CLLC_Assign_REQ

	PCO Type
	G_CSAP 

	Comments
	The ASP is used to assign, change, or unassign the TLLI, the ciphering key (Kc) and the ciphering algorithm of GERAN LLC emulation module.

	Parameter Name
	Parameter Type
	Comments

	lLMEId
	LLMEId
	Logical Layer Management Entity Id

	oldTLLI
	TLLI
	OCTETSTRING[4]

	newTLLI
	TLLI
	

	cipherKey
	BITSTRING[64]
	(see Note1)

	cipherKey128
	BITSTRING[128]
	(see Note1)

	cipherAlgorithm
	GPRS_CipherAlg
	BITSTRING[3], see 3GPP TS 24.008 [9], clause 10.5.5.3

	Detailed Comments
	This ASP is used to assign, change, or unassign the TLLI, the ciphering key (Kc) and the ciphering algorithm. 

1.
The oldTLLI and newTLLI parameters shall be interpreted as follows:

-
If oldTLLI = all 1's and newTLLI ( all 1's then newTLLI is assigned and used when (re‑)transmitting LLC frames. If an oldTLLI ( all 1's was assigned to the LLME, then oldTLLI is unassigned. Only newTLLI is accepted when received from the peer. It shall be treated as a TLLI change. If oldTLLI = all 1's was assigned to the LLME, then this shall be treated as a TLLI assignment, and this ASP shall be the first ASP sent to the SS in order to enable LLC to process requests from layer 3.

-
If oldTLLI ( all 1's and newTLLI ( all 1's then oldTLLI and newTLLI are assigned, and newTLLI shall be used when (re‑)transmitting LLC frames. Both oldTLLI and newTLLI shall be accepted when received from the peer. It shall be treated as a TLLI change.

-
If oldTLLI ( all 1's and newTLLI = all 1's then oldTLLI shall be unassigned. It shall be treated as a TLLI unassignment, and this ASP shall be the last ASP sent to the SS in order to disable LLC to not process requests from layer 3 any longer.

2.
Kc and Ciphering Algorithm are associated with newTLLI (and with oldTLLI if assigned):

-
If Ciphering Algorithm indicates no ciphering, then the ciphering function shall be disabled.

-
Otherwise, the ciphering function shall be enabled. If a Ciphering Algorithm was already associated with newTLLI or oldTLLI, then the new Kc shall replace the previous Kc, and Ciphering Algorithm shall replace the previous algorithm selection. All I frames, and UI frames with the E bit set to 1, shall use the new Kc and algorithm for ciphering. All unacknowledged I frames shall be ciphered using the new Kc and algorithm before retransmission. As an implementation option, the previous Kc and algorithm may be used to decipher received frames.
Note1: The value of cipherMode dictates which of cipherKey or cipherKey128 shall be used by the SS


	ASP Name
	G_CLLC_Assign_CNF

	PCO Type
	G_CSAP 

	Comments
	the ASP is used to get confirmation of G_CLLC_Assign_REQ

	Parameter Name
	Parameter Type
	Comments

	lLMEId
	LLMEId
	Logical Layer Management Entity Id

	Detailed Comments
	









































































































































