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IMS Call Control Conformance Testing
1.1 Possible test scenarios

	Area
	Scenario #
	Test scenario
	Comments

	Registration
	1.1
	Initial Registration
TS 24.229 Sections 5.1.1 and 5.1.2
	ISIM Application Present
· Home domain Name, Public user-Id and Private user-id from the ISIM
ISIM Application not Present

· UE generates Home domain Name, Public user-Id and Private user-id
Header Fields
'Authorization' header, with the username field set to the value of the private user identity

'From' header set to the SIP URI that contains the public user identity to be registered

'To' header set to the SIP URI that contains the public user identity to be registered

'Contact' header set to include SIP URI(s) containing the IP address of the UE in the hostport parameter or FQDN

'Via' header containing the IP address or FQDN of the UE in the sent-by field

'Expires' header, or the expires parameter within the 'Contact' header, set to the value of 600000 seconds as the value desired for the duration of the registration

Request-URI to the SIP URI of the domain name of the home network

Security-Client header field set to specify the security mechanism the UE supports, the IPsec layer algorithms the UE supports and the parameters needed for the security association setup

Supported header with option tag "path"


	
	1.2
	Re-registration
TS 24.229 Section 5.1.1.4
	UE re-registers public user identity
UE integrity protects the REGISTER request

UE populates the header fields of the REGISTER request (for re-registration) similar to that of initial REGISTER request except for Security-Client & Security-Verify header fields

Security-Client header field, set to specify the security mechanism it supports, the IPsec layer algorithms it supports and the new parameter values needed for the setup of  two new pairs of security associations

Security-Verify header that contains the content of the Security-Server header received in the 401 (Unauthorized) response of the last successful authentication


	
	1.3
	Mobile Initiated De-registration

TS 24.229 Section 5.1.1.6
	UE integrity protects the REGISTER request

REGISTER request (for de-registration) similar to that of Re-REGISTER request except for Contact & Expires header fields

Contact header set to either the value of "*" or SIP URI(s) that contain(s) in the hostport parameter the IP address of the UE or FQDN

Expires header, or the expires parameter of the Contact header, set to the value of zero, appropriate to the deregistration requirements of the user



	
	1.4
	Network Initiated De-registration

TS 24.229 Section 5.1.1.7
	

	
	1.5
	Invalid Behaviour
	423 Interval Too Brief Response
401 Unauthorized response (MAC parameter invalid)

401 Unauthorized response (SQN Out of Range)

	Authentication
	2.1
	401 Unauthorized Response Valid
	Check validity of authentication challenge
Check existence of Security Server Header

UE sets up temporary security association and initiates second  Register Request

In second Register Request:

Authorization header containing the private user identity and the authentication challenge response calculated by the UE using RES and other parameters, as described in RFC 3310

Security-Client header that is identical to the Security-Client header that was included in the previous REGISTER request

Security-Verify header into the request, by mirroring in it the content of the Security-Server header received in the 401 (Unauthorized) response

Call-ID to the same value as the Call-ID of the 401 (Unauthorized) response

On receiving 200 (OK) response:

Establish set of security association

	Subscription
	3.1
	Subscribe Successful
	

	
	3.2
	Invalid Behaviour
	503 Service Unavailable

	Notification
	4.1
	Valid Notification
	




















