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	Reason for change:
(

	During the function f_UTRAN_CS_Fallabck_WithHandover(), the stored security capabilities can be modified during the function f_UTRAN_UE_CapabilityInformation(). The variable v_SecurityInfo is not refreshed after this function has executed, which can lead to incorrect security capabilities being used in the security mode procedure at step 2a8 or 2b8.
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	Get updated v_SecurityInfo following call to f_UTRAN_UE_CapabilityInformation()
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1.1 Change 1

	Testcase name
	

	Function Name
	f_UTRAN_CS_Fallback_WithHandover

	Reason for change
	During the function f_UTRAN_CS_Fallabck_WithHandover(), the stored security capabilities can be modified during the function f_UTRAN_UE_CapabilityInformation(). The variable v_SecurityInfo is not refreshed after this function has executed, which can lead to incorrect security capabilities being used in the security mode procedure at step 2a8 or 2b8.


	Summary of change
	Get updated v_SecurityInfo following call to f_UTRAN_UE_CapabilityInformation()

	Source of change
	UTRAN_CommonProcedures.ttcn


Before:
	  function f_UTRAN_CS_Fallback_WithHandover(UTRAN_CellId_Type p_CellId,

                                            boolean           p_MT_Call := true,

                                            boolean           p_EmergCall := false) runs on UTRAN_PTC

  {

    ………………..
      f_UTRAN_UE_CapabilityInformation() ; //@sic R5s130137 sic@

    }

    if (v_ExecuteLAU) {

      //Steps 2a2-2a6: AUTHENTICATION Procedure, SECURITY MODE Procedure and LOCATION UPDATING ACCEPT

      f_UTRAN_LocationUpdate_WithoutLAUReq(p_CellId, v_RRC_DATA_IND.ttcn_start, true, NONE); // @sic R5-113660 sic@

      if (not p_MT_Call) { // @sic R5s120819 sic@

        alt { // @sic R5s120673 sic@

          // Emergcy call expect Service request with Emergency call establishment

          //@sic R5s120111 sic@

          [p_EmergCall] U_Dc.receive(car_UplinkDirectTransfer(utran_CellDedicated, tsc_RB3, cr_U_ServReq_MO_TMSI_Emergency(?))) // @sic R5s120673 sic@

            -> value v_RRC_DATA_IND {}

          // MO Call [Neither MT nor Emergency]  expect Service request with Mobile originating call establishment or packet mode connection establishment

          //@sic R5s120111 sic@

          [not p_MT_Call and not p_EmergCall] U_Dc.receive(car_UplinkDirectTransfer(utran_CellDedicated, tsc_RB3, cr_U_ServReq_MO_TMSI(?)))  // @sic R5s120673 sic@

            -> value v_RRC_DATA_IND {}

        }

      }

      //Steps 2a8-2a9

      f_UTRAN_RRC_Security(p_CellId, false, ps_domain);  // @sic R5s120673 sic@

      v_SecurityInfo := f_UTRAN_Security_Get();

      //Step 2a10-2a11

      f_UTRAN_MobilityInformation(p_CellId, cs_CNInfo_PSCS(v_PLMN_Identity,

                                                           v_LAC,

                                                           v_DRX_CycleLengthStructure,

                                                           v_PSSpecificNAS_Info,

                                                           v_CSSpecificNAS_Info));

      // Step 2a12 @sic R5-131496 sic@

      U_Dc.send ( cas_DataReq_CS ( utran_CellDedicated, tsc_RB3, cs_U_CM_ServAcc ) );
……………
    }


After:
	function f_UTRAN_CS_Fallback_WithHandover(UTRAN_CellId_Type p_CellId,

                                            boolean           p_MT_Call := true,

                                            boolean           p_EmergCall := false) runs on UTRAN_PTC

  {

    ………………..
      f_UTRAN_UE_CapabilityInformation() ; //@sic R5s130137 sic@

    }

v_SecurityInfo := f_UTRAN_Security_Get();
    if (v_ExecuteLAU) {

      //Steps 2a2-2a6: AUTHENTICATION Procedure, SECURITY MODE Procedure and LOCATION UPDATING ACCEPT

      f_UTRAN_LocationUpdate_WithoutLAUReq(p_CellId, v_RRC_DATA_IND.ttcn_start, true, NONE); // @sic R5-113660 sic@

      if (not p_MT_Call) { // @sic R5s120819 sic@

        alt { // @sic R5s120673 sic@

          // Emergcy call expect Service request with Emergency call establishment

          //@sic R5s120111 sic@

          [p_EmergCall] U_Dc.receive(car_UplinkDirectTransfer(utran_CellDedicated, tsc_RB3, cr_U_ServReq_MO_TMSI_Emergency(?))) // @sic R5s120673 sic@

            -> value v_RRC_DATA_IND {}

          // MO Call [Neither MT nor Emergency]  expect Service request with Mobile originating call establishment or packet mode connection establishment

          //@sic R5s120111 sic@

          [not p_MT_Call and not p_EmergCall] U_Dc.receive(car_UplinkDirectTransfer(utran_CellDedicated, tsc_RB3, cr_U_ServReq_MO_TMSI(?)))  // @sic R5s120673 sic@

            -> value v_RRC_DATA_IND {}

        }

      }

      //Steps 2a8-2a9

      f_UTRAN_RRC_Security(p_CellId, false, ps_domain);  // @sic R5s120673 sic@

      v_SecurityInfo := f_UTRAN_Security_Get();

      //Step 2a10-2a11

      f_UTRAN_MobilityInformation(p_CellId, cs_CNInfo_PSCS(v_PLMN_Identity,

                                                           v_LAC,

                                                           v_DRX_CycleLengthStructure,

                                                           v_PSSpecificNAS_Info,

                                                           v_CSSpecificNAS_Info));

      // Step 2a12 @sic R5-131496 sic@

      U_Dc.send ( cas_DataReq_CS ( utran_CellDedicated, tsc_RB3, cs_U_CM_ServAcc ) );
……………
    }  
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