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1.1 Change 1 – Corrections to function ‘function f_TC_9_2_3_2_1b_UTRAN () and function f_TC_9_2_3_2_1b_GERAN ()’
	Function name
	function f_TC_9_2_3_2_1b_UTRAN ()


	Reason for change
	Following implementation of  MCC comments on CR R5s130259, the value of v_SecurityInfo, in GERAN and UTRAN PTCs, is not initialized by getting the current Security values .

	Summary of change
	Initializing the v_SecurityInfo parameter

	Source of change
	9_2\NAS_TrackingArea_UG_UTRAN.ttcn


Before:
	// Now check the co-ordination messages already received

      alt { // @sic R5s130259 sic@

        [not v_DetachSent] EUTRA.receive(cmr_IRAT_Trigger)

          { // this message should have been received before the RRC Connection established

            v_DetachSent := true;

            repeat;

          }

        [] EUTRA.receive (cmr_IRAT_AuthInfo) -> value v_RxdMsg 

          {

            v_SecurityInfo.authKeys.AuthPS := v_RxdMsg.Authentication.AuthPS;

            if (isvalue(v_RxdMsg.Authentication.StartPS)) { 

              v_SecurityInfo.start_PS := v_RxdMsg.Authentication.StartPS;

            }

            if (isvalue(v_RxdMsg.Authentication.StartCS)) { 

              v_SecurityInfo.start_CS := v_RxdMsg.Authentication.StartCS;

            }

            if ( isvalue (v_RxdMsg.Authentication.AuthCS))

            {

              v_SecurityInfo.authKeys.AuthCS.CKey := v_RxdMsg.Authentication.AuthCS.CK;

              v_SecurityInfo.authKeys.AuthCS.IKey := v_RxdMsg.Authentication.AuthCS.IK;

              v_SecurityInfo.authKeys.AuthCS.CKeySeq:= v_RxdMsg.Authentication.AuthCS.KeySeq;

              }

            f_UTRAN_Security_Set (v_SecurityInfo);

           }

      }


After:
	// Now check the co-ordination messages already received

      alt { // @sic R5s130259 sic@

        [not v_DetachSent] EUTRA.receive(cmr_IRAT_Trigger)

          { // this message should have been received before the RRC Connection established

            v_DetachSent := true;

            repeat;

          }

        [] EUTRA.receive (cmr_IRAT_AuthInfo) -> value v_RxdMsg 

          {
            v_SecurityInfo := f_UTRAN_Security_Get();
            v_SecurityInfo.authKeys.AuthPS := v_RxdMsg.Authentication.AuthPS;

            if (isvalue(v_RxdMsg.Authentication.StartPS)) { 

              v_SecurityInfo.start_PS := v_RxdMsg.Authentication.StartPS;

            }

            if (isvalue(v_RxdMsg.Authentication.StartCS)) { 

              v_SecurityInfo.start_CS := v_RxdMsg.Authentication.StartCS;

            }

            if ( isvalue (v_RxdMsg.Authentication.AuthCS))

            {

              v_SecurityInfo.authKeys.AuthCS.CKey := v_RxdMsg.Authentication.AuthCS.CK;

              v_SecurityInfo.authKeys.AuthCS.IKey := v_RxdMsg.Authentication.AuthCS.IK;

              v_SecurityInfo.authKeys.AuthCS.CKeySeq:= v_RxdMsg.Authentication.AuthCS.KeySeq;

              }

            f_UTRAN_Security_Set (v_SecurityInfo);

           }

      }


	Function name
	function f_TC_9_2_3_2_1b_GERAN ()


	Reason for change
	Referring to MCC comments on CR R5s130259, the value of v_SecurityInfo, while updating it at GERAN and UTRAN side, is not initialized by getting the current Security Parameters because of which the TC is crashing while accessing v_SecurityInfo.

	Summary of change
	Initializing the v_SecurityInfo parameter

	Source of change
	9_2\NAS_TrackingArea_UG_GERAN.ttcn


Before:
	if (pc_CS_PS_voice_centric and px_UE_CS_PS_UsageSetting_Tested == VOICE_CENTRIC) {// @sic R5-115715 sic@ @sic R5s120079r1 sic@ @sic R5s120274 sic@

     // Just receive the message in first

      v_LLCDataInd := f_GPRS_ReceiveUplinkMsg (geran_Cell24, ?);

      // Now check to see if trigger's already been received

      alt { // @sic R5-123651, R5s130259 sic@

        [not v_DetachSent] EUTRA.receive(cmr_IRAT_Trigger)

          { // this message should have already been received

            v_DetachSent := true;

            repeat; // @sic R5s120835 sic@

          }

        // Now process the Auth parameters  

        [] EUTRA.receive (cmr_IRAT_AuthInfo) -> value v_RxdMsg

          {

            v_SecurityInfo.authPS := v_RxdMsg.Authentication.AuthPS;

            if ( isvalue (v_RxdMsg.Authentication.AuthCS)) 

            {

              v_SecurityInfo.authCS := v_RxdMsg.Authentication.AuthCS;

            }

            f_GERAN_SecurityInfo_Set (v_SecurityInfo);

          }

      }

 //@siclog "Step 3b1" siclog@


After:
	if (pc_CS_PS_voice_centric and px_UE_CS_PS_UsageSetting_Tested == VOICE_CENTRIC) {// @sic R5-115715 sic@ @sic R5s120079r1 sic@ @sic R5s120274 sic@

     // Just receive the message in first

      v_LLCDataInd := f_GPRS_ReceiveUplinkMsg (geran_Cell24, ?);

      // Now check to see if trigger's already been received

      alt { // @sic R5-123651, R5s130259 sic@

        [not v_DetachSent] EUTRA.receive(cmr_IRAT_Trigger)

          { // this message should have already been received

            v_DetachSent := true;

            repeat; // @sic R5s120835 sic@

          }

        // Now process the Auth parameters  

        [] EUTRA.receive (cmr_IRAT_AuthInfo) -> value v_RxdMsg

          {

            v_SecurityInfo := f_GERAN_SecurityInfo_Get();
            v_SecurityInfo.authPS := v_RxdMsg.Authentication.AuthPS;

            if ( isvalue (v_RxdMsg.Authentication.AuthCS)) 

            {

              v_SecurityInfo.authCS := v_RxdMsg.Authentication.AuthCS;

            }

            f_GERAN_SecurityInfo_Set (v_SecurityInfo);

          }

      }

 //@siclog "Step 3b1" siclog@
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