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1 Overview

This document lists all the changes needed to correct issues in the ATS iwd-TTCN3-B2019-06_D20wk25 related to the title of this CR.

Contact:
Shaun Harry

shaun.harry@keysight.com
2 Corrections required
2.1 Change 1

	Function name
	f_Check_NG_SecurityModeCompleteMsg()

	Reason for change
	Following MCC comments to change 1 of TTCN CR R5s200979, the connection type  “initial_secure” is used at steps 9Aa1 and 9Aa2 of f_NR5GC_RRC_Idle_Steps5_9_AKA(). This means the SECURITY MODE COMMAND will not include “5G additional security info” with RINMR bit set to request replay of initial NAS message. The NAS message container in SECURITY MODE COMPLETE will then not be checked.
It is however still valid for the UE to include this NAS message in the SECURITY MODE COMPLETE – since it a type O (“Optional”) IE, inclusion or non-inclustion of the IE should not constitute an error at the receiver.

	Summary of change
	Change the inital setting of v_ExpectedMsg (used for regType other than “initial_NoSecurity”) from “omit” (not present) to “*” (not checked)
Note : An associated prose CR on 38.508-1 will be raised at RAN5#88

	TTCN module
	NG_NASTemplateFunctions.ttcb

	MCC160 Comment
	


Before 

function f_Check_NG_SecurityModeCompleteMsg(NG_NAS_UL_Pdu_Type p_NASMsgs,

                                              TypeOfRegistration_Type p_RegType,

                                              boolean p_IMEISVReq := false) return boolean

  {

    var template NG_MobileIdentity v_IMEISV := omit;

    var template ReplayedNASMessageContainer v_ExpectedMsg := omit;

    if (p_IMEISVReq) { // if IMEISV is requested

      v_IMEISV := f_NG_Imeisv2MobileIdentity (px_IMEISV_Def);

      v_IMEISV.iei := '77'O;

    }

    if (p_RegType == Initial_NoSecurity) {

      // don't check the contents here as it's encoded, but it should be present

      v_ExpectedMsg := ?;

    }

    return match(p_NASMsgs.Msg, cr_NG_SECURITY_MODE_COMPLETE (v_IMEISV, v_ExpectedMsg));

  }
After change
function f_Check_NG_SecurityModeCompleteMsg(NG_NAS_UL_Pdu_Type p_NASMsgs,

                                              TypeOfRegistration_Type p_RegType,

                                              boolean p_IMEISVReq := false) return boolean

  {

    var template NG_MobileIdentity v_IMEISV := omit;

    var template ReplayedNASMessageContainer v_ExpectedMsg := *;

    if (p_IMEISVReq) { // if IMEISV is requested

      v_IMEISV := f_NG_Imeisv2MobileIdentity (px_IMEISV_Def);

      v_IMEISV.iei := '77'O;

    }

    if (p_RegType == Initial_NoSecurity) {

      // don't check the contents here as it's encoded, but it should be present

      v_ExpectedMsg := ?;

    }

    return match(p_NASMsgs.Msg, cr_NG_SECURITY_MODE_COMPLETE (v_IMEISV, v_ExpectedMsg));

  }
