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	Reason for change:
	fl_HTTP_AuthenticationMethod calls f_IMS_SetVerdictFailOrInconc function to set the verdict as INCONCLUSIVE / FAIL, when the UE does not support GBA or when UE doesn not indicate any HTTP authentication method. f_IMS_SetVerdictFailOrInconc again calls fl_IMS_TestBody_Check and accesses the uninitialized global variable “vc_IMS_Global.Ctrl.Testbody. This causes the testcase to terminate with RUNTIME ERROR, because 

the global varaiable is only initialized in the next steps, when the IMS PTC is initialized inside f_IMS_PTC_Init, when f_IMS_CC_Preamble calls f_IMS_PTC_Init. 

It seems better to use FATAL Error in cases when TTCN expects checks before the testbody starts and aborts the testcase execution.

	
	

	Summary of change:
	Use FatalError instead of f_IMS_SetVerdictFailOrInconc when flagging an error regarding choice of HTTP authencation method.
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Change 1 
	Function name
	fl_HTTP_AuthenticationMethod   

	Reason for change
	fl_HTTP_AuthenticationMethod calls f_IMS_SetVerdictFailOrInconc function to set the verdict as INCONCLUSIVE / FAIL, when the UE does not support GBA or when UE doesn not indicate any HTTP authentication method. f_IMS_SetVerdictFailOrInconc again calls fl_IMS_TestBody_Check and accesses the uninitialized global variable “vc_IMS_Global.Ctrl.Testbody. This causes the testcase to terminate with RUNTIME ERROR, because 

the global varaiable is only initialized in the next steps, when the IMS PTC is initialized inside f_IMS_PTC_Init, when f_IMS_CC_Preamble calls f_IMS_PTC_Init. 


It seems better to use FATAL Error in cases when TTCN expects checks before the testbody starts and aborts the testcase execution.  

	Summary of change
	Use FatalError instead of f_IMS_SetVerdictFailOrInconc when flagging an error regarding choice of HTTP authencation method.  

	TTCN module
	IMS/15/IMS_CC_SSXcapTestcases 

	MCC160 Comment
	Accepted in principle: call of fl_HTTP_AuthenticationMethod is moved just before call of f_IMS_HTTP_Configure in the preamble.
Note that the proposed implementation is not correct:
FatalError indicates issues in the TTCN itself and is introduced to avoid runtime errors whereas in case of fl_HTTP_AuthenticationMethod an invalid test configuration shall be indicated what is the typical case for an inconclusive verdict


Before change

  function fl_HTTP_AuthenticationMethod(boolean p_GbaRequested := false) runs on IMS_PTC return HTTP_AuthenticationMethod_Type

  {

    var HTTP_AuthenticationMethod_Type v_AuthMethod;

    if (p_GbaRequested) {

      if (not pc_HttpGBAAuthentication) {

        f_IMS_SetVerdictFailOrInconc(__FILE__, __LINE__, "UE does not support GBA");
      }

      v_AuthMethod := httpDigestAndGbaAuthentication;

    } else {

      if (pc_HttpDigestAuthentication) {          /* HTTP Digest authentication is preferred */

        v_AuthMethod := httpDigestAuthentication;

      } else if (pc_HttpGBAAuthentication) {      /* @sic R5-163070: GBA to be used if UE does not support HTTP Digest authentication sic@ */

        v_AuthMethod := httpDigestAndGbaAuthentication;

      } else {                                    /* @sic R5-163070: noAuthentication is not allowed anymore sic@ */

        f_IMS_SetVerdictFailOrInconc(__FILE__, __LINE__, "At least one of GBA for XCAP authentication or HTTP Digest for XCAP authentication has to be supported");
      }

    }

    return v_AuthMethod;

  }
After change

    function fl_HTTP_AuthenticationMethod(boolean p_GbaRequested := false) runs on IMS_PTC return HTTP_AuthenticationMethod_Type

  {

    var HTTP_AuthenticationMethod_Type v_AuthMethod;

    if (p_GbaRequested) {

      if (not pc_HttpGBAAuthentication) {

        FatalError(__FILE__, __LINE__, "UE does not support GBA");
      }

      v_AuthMethod := httpDigestAndGbaAuthentication;

    } else {

      if (pc_HttpDigestAuthentication) {          /* HTTP Digest authentication is preferred */

        v_AuthMethod := httpDigestAuthentication;

      } else if (pc_HttpGBAAuthentication) {      /* @sic R5-163070: GBA to be used if UE does not support HTTP Digest authentication sic@ */

        v_AuthMethod := httpDigestAndGbaAuthentication;

      } else {                                    /* @sic R5-163070: noAuthentication is not allowed anymore sic@ */

        FatalError(__FILE__, __LINE__, "At least one of GBA for XCAP authentication or HTTP Digest for XCAP authentication has to be supported");
      }

    }

    return v_AuthMethod;

  } 
