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1	Introduction
In context of pre-established sessions there are several open issues regarding handling of dedicated bearer(s), resource sharing and support of ICE (Interactive Connectivity Establishment).
2	Issues
2.1	Dedicated EPS bearer
There is not much in the core specs about activation and deactivation of the dedicated EPS in case of pre-established sessions but 24.379 clause 4.9 says 
"The pre-established session can later be used in MCPTT calls. This avoids the need to negotiate media parameters (including evaluating ICE candidates) and reserving bearer resources during the MCPTT call establishment that results in delayed MCPTT call establishment"
Assumption 2.1-1:	The dedicated EPS bearer gets activated during establishment of the MCPTT pre-established session, is kept at call release (keeping the pre-established session) and is deactivated when releasing the pre-established session.
Issue 2.1-1:	There are no generic functions yet to establish the RRC connection with DRBs for default and dedicated EPS bearer.
Proposal 2.1-1a:	New procedures to be added to clause 5.4 of 36.579-1: 
RRC connection establishment for CO/CT call establishment using pre-established session
Proposal 2.1-1b:	36.579-1 tables 5.3.9.3-1 (MCPTT CO call establishment using a pre-established session) to be corrected to refer to new clause for RRC connection establishment instead of clause 5.4.4.
Proposal 2.1-1c:	In 36.579-2 test cases with call establishment using a pre-established session need to be corrected to use new procedures for RRC connection establishment instead of 36.579-1 Table 5.4.3.3-1 and Table 5.4.4.3-1.
Proposal 2.1-1d:	In 36.579-5 clarification/enhancement is needed for MCX_IPCAN_RRCConnectionSetupMO/MT_Type to support RRC connection establishment for call establishment using pre-established. 
Issue 2.1-2:	In 36.579-2 at many places the term "E-UTRA connection" is used which is not well defined: Especially in the context of pre-established sessions it is not clear whether only the RRC connection shall be released or in addition the dedicated EPS bearer shall be deactivated. Furthermore, in general there shall be some delay before RRC connection release to ensure e.g. TCP to be finished.
Proposal 2.1-2a:	Clarification to be added to test case 5.4 that at release of a pre-established session the EPS bearer is deactivated.
Proposal 2.1-2b:	Generic procedures for call release shall be used where appropriate: In case of pre-established session this results in release of the RRC connection only, in case of an on-demand call it results in deactivation of the dedicated bearer.
Proposal 2.1-2c:	In other cases where the RRC connection needs to be released "E-UTRA connection" shall be replaced by "RRC connection" and an appropriate delay (2s as in 36.579-1 Table 5.3.10.3-1 and Table 5.3.12.3-1) shall be added where needed.
2.2	Resource-Share header in 200 OK
According to 24.379 clause 8.2.2 the participating MCPTT function shall include a Resource-Share header field answer in the 200 OK if the SIP core supports resource sharing. Nevertheless the information included in the Resource-Share header is relevant for the P-CSCF (see 24.229 clause 4.15, 7.2.13) but it should not be relevant for the UE and there is nothing in 24.379 about what the client should do when it gets a Resource-Share header. 
NOTE: In the example given in annex A.1.3 of 24.379 table A.1.3-13 shows the SIP 200 (OK) response sent "towards" the MCPTT client and in Figure A.1.3-1 the P-CSCF is not shown. 
 Even though table A.1.3-13 includes a Resource-Share header it is still not clear whether it is included in the final SIP 200 (OK) at the UE.
Issue 2.2-1:	It is not clear from the core specs whether a P-CSCF keeps the Resource-Share header gotten from the application server (participating function in case of MCX) when sending the 200 (OK) to the UE or whether it removes it. Nevertheless the Resource-Share header should not contain any relevant information for the UE.
Proposal 2.2-1:	Resource-Share header shall be removed from Table 5.3.3.4-2 in 36.579-1. Nevertheless, if a UE implementation needs the information, the UE vendor shall give justification why it is needed.
2.3	ICE procedures
24.379 clause 4.9 specifies that prior using a pre-established session (i.e. during establishment of the pre-established session) the ICE procedures according to RFC 5245 shall be done. Furthermore according to 24.379 clause 8.2.1 the MCPTT client shall "include ICE candidates in the SDP offer as per IETF RFC 5245" and according to 24.379 clause 8.2.2 the participating MCPTT function shall "include ICE candidates in the SDP answer as per IETF RFC 5245".
Issue 2.3-1:	At first glance 24.379 seems to mandate ICE to be supported by the MCPTT client (24.379 clause 8.2.1) and the participation function (24.379 clause 8.2.2). Nevertheless RFC 5245 allows e.g. that an answerer does not support ICE 
 the requirement that the participating MCPTT function shall "include ICE candidates in the SDP answer as per IETF RFC 5245" can be interpreted so that the participating MCPTT function does not include ICE candidates when it does not support ICE (or ICE does not need to be supported).
 It needs to be clarified/decided whether or not ICE is mandatory especially for the participating function
In order to identify potential test model requirements, the ICE related procedures as shown in 23.280 clause 10.3.2.2 can be distinguished into
1. Gathering of ICE candidates
 Potential requirement for emulation of a STUN server
2. Exchange of ICE candidates in SDP signalling
 Needs to be specified in default or specific message contents
3. ICE candidate pair checks 
 Potential requirement to support ICE check procedures (handling of STUN checks sent by the client)
At the client side there are the following potential configuration parameters:
A. Configuration of ICE support: full implementation, lite implementation, no support
B. In case of full implementation: 
Configuration of STUN server parameters (IP address and port)
Depending on the conclusion regarding issue 2.3-1 there are the following options for the common test environment and the test model:
I. ICE support is not mandatory and there is no requirement to check any ICE procedures at the client

a. Independent of whether or not the client provides ice candidates in an SDP offer, the SS never provides any ice candidate for the server side (i.e. the server acts as if it does not support ICE)
b. There is no need for the test model to provide a STUN server emulation
c. There is no need for the test model to support ICE check procedures
d. If the client supports ICE ( PICS), then as a minimum requirement it could be checked that the UE provides its local ICE candidates (e.g. by checking that the UE provides at least one 'candidate' attribute line with the default candidate)
Issue 2.3-2a:	CT1 shall clarify that ICE support is not mandatory.
Issue 2.3-2b:	RAN5 to confirm that there is no test requirement regarding ICE or just the minimum requirement for checking for a single 'candidate' attribute containing the default candidate.
II. ICE support is mandatory for the client but it is acceptable that the SS does not support (or require) ICE
 Similar as I. but with mandatory requirement for the client to provide at least one ice candidate.
III. ICE support is mandatory for both sides but there are no test requirements for conformance testing
 ICE related signalling shall be reduced to the bare minimum
a. The SS shall act as lite implementation ( minimum requirement for SDP signalling)
b. If the client can be configured as lite implementation too
i. There is no need for the test model to provide a STUN server emulation
ii. There is no need for the test model to support ICE check procedures
c. else if the client (full implementation) allows no STUN server to be configured
i. There is no need for the test model to provide a STUN server emulation
ii. The client will do connectivity checks by sending STUN binding request(s) for which the SS needs to generate STUN binding success response(s). As long as the SS emulates a lite implementation there is no need to trigger connectivity checks from the SS.
d. else (client uses full implementation and needs STUN server)
i. Test model needs to provide STUN server emulation:
The SS may indicate to the client that it is not behind a NAT server so that the client has host candidates only.
ii. ICE checks need to be handled by the test model (same as c)
Issue 2.3-3:	CT1 shall clarify the requirements especially regarding on-demand call establishment.
IV. ICE support is matter of test requirements 
 FFS: Test model needs to provide STUN server emulation and support of ICE check procedures but maybe not for all but only some particular test cases.
Test model needs to support handling of STUN messages in TTCN.
