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1.
Introduction
In RAN5-87e meeting, a new WI 5G_V2X_NRSL_eV2XARC-UEConTest was approved and related work such as WP creation, TC definintion…start.
2.
Discussion

To enable NR V2X PC5 service, UE have to firstly initiate the PC5 unicast link establishment procedure and pass the authentication procedure between initiating UE and target UE before complete the PC5 unicast link establishment procedure successfully. However, according to following text of TS 33.536, the authentication method maybe defined outside 3GPP and we don’t know which authentication method to be tested yet.
******************* Quote from TS 33.536 *************************************
5.3.3.1.3
Key establishment procedures  

5.3.3.1.3.1
General  

Clause 5.3.3.1.3 provides the details on the establishment of KNRP. The key establishment procedures in this clause shall be skipped if signalling integrity protection is not activated based on the decision of receiving UE of this PC5 unicast link. The long-term credentials and associated authentication method that are used to establish the keys used to protect the PC5 unicast link may either be specified in 3GPP specification or be a method described outside of 3GPP specifications. In the latter case, it is not practical for all cases to specify the signalling in individual IEs on the NR PC5 interface for all these applications, hence all the authentication is specified to be carried in a generic container (called Key_Est_Info in the following clause) on the NR PC5 interface. This allows, for example, an application to change the authentication method without affecting the NR PC5 interface.

******************* Unquote ***************************************************
We can think of two options:

Option 1: Deactive the signalling integrity protection, then according to above text, The key establishment procedures in this clause shall be skipped. Thus no need to test the NR V2X authentication.

Option 2: Study which authentication method is most likely to be used by V2X service and design RAN5 V2X TC based on that.
By Option 1, we can run other V2X procedures and related test even without run the Authentication Procedure. However, the cons are that we lose test coverage. 

For option 2, we need to study and reach agreement on which Authentication Method to be used by V2X test, for example, based on RSA algorithms. We may need to set at least 3 sets of security parameters for UE-1, SS_UE-1 and SS_UE-2 respectively.
3.
Summary
In this paper we bring up the issue of NR V2X Authentication test and share some initial thought of two options of this test. Companies interested in this issue are welcomed to share their view and hopefully, we could continue the discussion and reach agreement as early as possible.
