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1
Introduction

In the present contribution we discuss about MCPTT TTCN-3 test case verification hurdles and means to alleviate those hurdles. 

NOTE:
The focus of the paper is on MCPTT client, and on-network scenarios. However, the issues and solutions also encompass other features of MCPTT client testing (e.g. off-network), as well as upcoming MCDATA and MCVIDEO. So, in the present paper, one could replace MCPTT by MCS or MCX.  
2
State of the art 
2.1
MCPTT test environment

The MCPTT User Equipment (UE) protocol conformance test cases are specified in prose in TS 36.579-1 [1], TS 36.579-2 [2] and TS 36.579-4 [4]. 
In the MCPTT conformance testing test environment defined in the aforementioned specifications, the Implementation Under Test (IUT) is the MCPTT UE, i.e. a physical mobile device implementing the 3GPP (LTE = E-UTRA+EPC) protocol stack, on which an MCPTT client application is installed. 

NOTE: The term "MCPTT UE" is specified in TS 22.179 [5].

The IUT and the System Simulator (SS) communicate, one with the other, over the LTE radio interface. 
2.2
MCPTT test model (LTE-based)
TS 36.579-5 [4] specifies the MCPTT test system architecture and the MCPTT test model(s), for implementation in TTCN-3 language of the MCPTT test cases specified in TS 36.579-2 [2]. TS 36.579-5 [4] shall align with the requirements of the MCPTT test environment specified in TS 36.579-1 [1]. 
For implementation of the MCPTT client on-network test cases, the test model is specified in TS 36.579-5 [4] subclause 5.1.1. The following figure is an extension of TS 36.579-5 [4] figure 5.1.1-1:
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Figure 2.2-1: LTE-based MCPTT client on-network test model
In the present LTE-based MCPTT test model:

· The MCPTT server(s) simulation is implemented in TTCN-3. 

· The SS shall provide an E-UTRA protocol stack implementation that is controlled and configured by the TTCN-3 code, via the IPCanEmu and NAS_EMU TTCN-3 components through the (3GPP standardized) System Interface. 
· The IUT is communicating with the SS via E-UTRA radio signals exchanged over an RF cable. 

NOTE: Test model(s) for other types of MCPTT client test cases (e.g. off-network) is still FFS in TS 36.579-5 [4].

2.3
MCPTT TTCN-3 test case implementation
RAN5 provides to the industry a formal & standardised implementation of the MCPTT protocol conformance test cases, developed in TTCN-3 language.

RAN5 has delegated the task of MCPTT TTCN-3 test case implementation and delivery to MCC TF160, which is using the specified MCPTT test model(s). RAN5 coordinates & provides guidelines to MCC TF160 on the priorities in the development work.

2.4
MCPTT TTCN-3 test case verification

Once the MCPTT TTCN-3 test case implementation has been delivered by MCC TF160, a formal process of verification of the MCPTT TTCN-3 implementation can take place. 

The general RAN5 process for TTCN-3 test case verification is defined in RAN5 PRD12. It requires the involvement of multiple parties to bring in the necessary components of the test system, mainly: 

· MCC TF160: developing and delivering the implementation of the protocol conformance test cases in TTCN-3 language, see section 2.3. 

· SS Vendor(s) (also known as Test Equipment (TE) Vendor(s)): providing their SS implementation (usually involving hardware components) on which the TTCN-3 test cases are integrated and executed. 

· UE Vendor(s): providing the physical (hardware) UE (IUT).

In a nutshell, the SS Vendors are responsible for getting hold of UE(s), running the TTCN-3 test cases on their SS against the UE, and submitting a TTCN Change Request (CR) for formal TTCN-3 test case verification (including the list of required TTCN-3 code changes and an SS log file exhibiting a successful PASS execution of the TTCN-3 test case). 

3
Problem statement
In the case of MCPTT, the availability of the components required to enable start of TTCN-3 verification, is summarized in the following table. 

Table 3-1: MCPTT test system components availability

	Required components
	Availability (Feb’19)
	Comments

	LTE UE(s)
	YES
	Supporting at least the minimum set of LTE/EPC functionalities required to run some of the MCPTT conformance test cases (e.g. on-network).

	MCPTT client application(s)
	YES
	Several available in the field, some of them already used in inter-operability test events, e.g. ETSI MCPTT Plugtests.

	MCPTT TTCN-3 test suite
	YES
	First delivery of MCC TF160’s MCX test suite was done on 7th December 2018. Available here (see Note).

	SS including both LTE & MCPTT support
	NO
	No evidence from the co-sourcing companies that such SS will become available in the foreseeable future.

	Note: iwd-18wk49_MCX contains the implementation of two MCPTT test cases (5.1 & 6.1.1.1). They were not set as ‘verifiable’ in this delivery due to issues with XSD’s taken from the 3GPP core specifications. MCC TF160 has reported those issues to 3GPP SA3 & CT1, who are working on correcting their XSD’s. 


( The lack of SS support means that MCPTT TTCN-3 test case verification cannot start. 

4
Mitigation plan(s)
4.1
MCPTT test scope

The MCPTT UE protocol conformance test cases are mainly focused on testing the compliance of the MCPTT client application towards the 3GPP core specifications. The pure LTE requirements are: 

either

A- already covered by other (non-MCPTT) conformance test cases in RAN5 test specifications and used in the MCPTT test case(s) to put the IUT in a state where the MCPTT higher layer(s) signalling can occur.

or

B- implicitly covered by the MCPTT conformance test cases (i.e. there is no Test Purpose associated to them). 

As outlined in section 3, the main current blocker identified for being in a position to start TTCN-3 test case verification lies in the absence of interest from the TE Vendors with existing LTE-hardware-based conformance SS to get involved in MCPTT conformance testing. 

The Mission Critical community is of course very interested in being able to conformance test the MCPTT client application when it is already installed on an LTE UE, as it enables also to confirm the correct inter-working between the MCPTT client application and the LTE protocol stack of the UE. But as a fallback solution, conformance testing of the MCPTT client application in isolation (i.e. without the LTE protocol stack) is also seen as extremely beneficial to this community. 

At the same time, there are signs of interest among players in that community to work on test system solutions that would connect to the MCPTT client application directly at the IP level, i.e. without an LTE protocol stack. 

4.2
IP-based MCPTT test model

Assuming the IUT being the MCPTT client application (instead of the MCPTT UE), the MCPTT client on-network test model specified in TS 36.579-5 [4] subclause 5.1.1 could be adapted as depicted in the following figure.
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Figure 4.2-1: IP-based MCPTT client on-network test model
In the IP-based MCPTT test model:

· The MCPTT server(s) simulation is the same as in the original test model. It means that the TTCN-3 implementation of the MCPTT client on-network test cases for the higher layers (above EPC) is the same whether the LTE protocol stack is used in the SS or not. 
· The aspects related to LTE protocol signalling are handled in the new DUMMY_EUTRA TTCN-3 component, hiding the LTE aspects from the SS. 

· NOTE: DUMMY_EUTRA would be implemented by MCC TF160. 

· The IUT is communicating with the SS via IP connection(s). 

· The SS can be implemented purely in software. 

With the IP-based MCPTT test model, we may be able to progress testing and debugging of (a big part of) the MCPTT TTCN-3 conformance test cases. In our view, it is useful as a minimum to enable pre-verification testing of the TTCN-3 implementation, to prepare for future formal RAN5 verification using the LTE-based MCPTT test model. But RAN5 may consider extending its scope (see section 4.3). 
Note that not all MCPTT test cases specified in TS 36.579-2 [2] may be supported by the IP-based MCPTT test model, it would need to be investigated in detail by RAN5. 

4.3
Proposals

The following proposals are made to RAN5: 
Proposal1: RAN5 shall decide whether the IP-based MCPTT test model can be specified formally in TS 36.579-5 [4] and can be used by MCC TF160 to implement and release an IP-based MCPTT test suite. 
Proposal2: If yes to Proposal1, RAN5 shall decide whether the IP-based MCPTT test suite can only be used for pre-verification testing or can also be used for formal RAN5 verification. 

Proposal3: If the answer to Proposal2 is ‘formal RAN5 verification’, RAN5 shall decide whether the IP-based MCPTT test model shall replace the LTE-based MCPTT test model or be considered as an additional alternative implementation. 

Note that if the answer to Proposal3 is ‘additional alternative implementation’, then MCC TF160 will prioritize work on the IP-based MCPTT test suite until such a time when there is clear evidence of availability of an LTE-based MCPTT SS. 

Proposal4: If the answer to Proposal2 is ‘formal RAN5 verification’, RAN5 shall:

· investigate how to update TS 36.579-1 [1], TS 36.579-2 [2] and TS 36.579-4 [4] to enable the IUT to be the MCPTT client application, 

· review the list of MCPTT test cases that can operate without an LTE protocol stack, 
· analyse whether additional/new LTE conformance test cases should be created to provide coverage the implicitly tested LTE features (see section 4.1 case B-).

5
Conclusion

RAN5 is kindly requested to make decisions on the proposals listed in section 4. 
6
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