
3GPP TSG RAN WG5 Meeting #81
R5-186904
Spokane, US, 12th - 16th November 2018
Agenda Item:
6.3.9.19
Source:
Ericsson
Title:
5GS S-NSSAI
Document for:
Endorsement
1
Introduction

A S-NSSAI default value should be selected.
2
Discussion
General
A Network Slice is defined within a PLMN and may differ for supported features and network functions optimisations. A PDU Session belongs to one and only one specific Network Slice instance per PLMN. Thus, a Network Slice (S-NSSAI) needs to be selected for the default PDU session.
Selection of a Network Slice
According TS 23.501 [1], 5.15.2.1

“An S-NSSAI identifies a Network Slice.

An S-NSSAI is comprised of:

-
A Slice/Service type (SST), which refers to the expected Network Slice behaviour in terms of features and services;

-
A Slice Differentiator (SD), which is optional information that complements the Slice/Service type(s) to differentiate amongst multiple Network Slices of the same Slice/Service type.

An S-NSSAI can have standard values (i.e. such S-NSSAI is only comprised of an SST with a standardised SST value, see clause 5.15.2.2, and no SD) or non-standard values (i.e. such S-NSSAI is comprised of either both an SST and an SD or only an SST without a standardised SST value and no SD). An S-NSSAI with a non-standard value identifies a single Network Slice within the PLMN with which it is associated. An S-NSSAI with a non-standard value shall not be used by the UE in access stratum procedures in any PLMN other than the one to which the S-NSSAI is associated.”
· A selection of an S-NSSAI with a standardised SST value could be selected.
Standardised SST values
According TS 23.501 [1], 5.15.2.2
“Standardized SST values provide a way for establishing global interoperability for slicing so that PLMNs can support the roaming use case more efficiently for the most commonly used Slice/Service Types.

The SSTs which are standardised are in the following Table 5.15.2.2-1.

Table 5.15.2.2-1 - Standardised SST values

	Slice/Service type
	SST value
	Characteristics.

	eMBB


	1
	Slice suitable for the handling of 5G enhanced Mobile Broadband.

	URLLC
	2
	Slice suitable for the handling of ultra- reliable low latency communications.

	MIoT
	3
	Slice suitable for the handling of massive IoT.


NOTE:
The support of all standardised SST values is not required in a PLMN.”
· The eMBB can be selected as the SST value to be used as default.

S-NSSAI IE 
According TS 24.501 [2], 6.4.1.3
“If the PDU session is a non-emergency PDU session, the SMF shall set the S-NSSAI IE of the PDU SESSION ESTABLISHMENT ACCEPT message to:

a)
the S-NSSAI of the PDU session; and

b)
the mapped configured S-NSSAI for the HPLMN (if available in roaming scenarios).”

And, TS 24.501 [2], table 9.11.2.8.1

Table 9.11.2.8.1: S-NSSAI information element

	Length of S-NSSAI contents (octet 2)

	…

	

	Slice/service type (SST) (octet 3)

	This field contains the 8 bit SST value. The coding of the SST value part is defined in 3GPP TS 23.003 [4].




And, according TS 23.003 [3], 28.4.2
“The SST field may have standardized and non-standardized values. Values 0 to 127 belong to the standardized SST range and they are defined in 3GPP TS 23.501 [119]. Values 128 to 255 belong to the Operator-specific range.”

· The eMBB can be selected as the SST value to be used as default.
3
Proposal

It’s proposed

1. Set the S-NSSAI to the standardised SST value 1 (eMBB) as the default value. 
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