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SecurityAlgorithmConfig
Table 4.6.3-126: SecurityAlgorithmConfig

	Derivation Path: TS 38.331 [6], clause 6.3.2

	Information Element
	Value/remark
	Comment
	Condition

	SecurityAlgorithmConfig ::= SEQUENCE {
	
	
	

	  cipheringAlgorithm
	nea2
	
	RF

	
	Set according to PIXIT px_NR_CipheringAlgorithm
	see TS 38.523-3 [23]
	SIG

	  integrityProtAlgorithm
	nia2
	
	RF

	
	Set according to PIXIT px_NR_IntegrityProtAlgorithm
	see TS 38.523-3 [23]
	SIG

	}
	
	
	


	Condition
	Explanation

	SIG
	Used for signalling test cases

	RF
	Used for RF/RRM test cases


